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1. Introduction
In the last CT3 and CT4 meetings, the redirect function was agreed to be implemented over Sx interface by C3-164118 and C4-166343. However, there was still one problem not resolved:

Editor's Note:
It is FFS whether the Redirect Information should contain a parameter for enabling/disabling the redirection in the UP function, or if this is achieved by provisioning/deprovisioning the Redirect Information IE. 

This contribution represents a way to solve above problem and achieve enabling or disabling the redirect function over Sx.
2. Reason for Change
How to disable/enable the redirect function is not supported over Sx interface.
3. Conclusions

Only one bit within the Redirect Information IE was introduced to achieve enabling/disabling the redirect function over Sx, and the redirect function can be enabled or disabled without changing the Redirect Server Address.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 v0.3.0.
* * * First Change * * * *

5.4.7
Redirect Function
The Redirection function of uplink application traffic is an option applicable over the Gx and Sd reference points as specified in 3GPP TS 23.203 [7].
If the redirection is enabled (i.e. the "RS" flag is set "1" in the Redirect Information IE), the PGW-C or TDF-C shall provision the redirection destination within a FAR associated to the PDRs corresponding to the traffic to be redirected, over the Sxb or Sxc reference point, as specified in 3GPP TS 23.214 [2]. The redirection destination may be provided by the PCRF or be preconfigured in the PGW-C/TDF-C, as specified in 3GPP TS 23.203 [7] and provisioned by the PGW-C/TDF-C to the PGW-U/TDF-U as part of an FAR, or may be preconfigured in the PGW-U/TDF-U. A redirect destination provided in an FAR over Sxb/Sxc interface shall override the redirect destination preconfigured in the PGW-U/TDF-U. The redirect function can be enabled or disabled without changing the Redirect Server Address.

Editor's Note
The handling of preconfigured redirection information in the PGW-U/TDF-U is FFS.
* * * Next Change * * * *

8.2.20
Redirect Information

Redirect Information is coded as depicted in Table 8.2.20-1.

Table 8.2.20-1: Redirect Information 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1-2
	Type = 38 (decimal)
	

	
	3-4
	Length = n
	

	
	5
	Spare
	RS
	RATY
	

	
	6-7
	Length = a
	

	
	8-(8+a)
	Redirect Server Address
	

	
	(8+a+1) to (n+4) 
	These octet(s) is/are present only if explicitly specified
	


Octet 5 is coded as follows:
· Bit 1 to 4 - RATY: is used to indicate the Redirect Address Type:

0000: Ipv4

0001: Ipv6

0010: URL

0011: SIP

0100 to 1111: Spare, for future use
· Bit 5 - RS: If this bit is set to "1", the redirect function is enabled, if this bit is set to "0", the redirect function is disabled.
Octets 6 to 7 - If the length is "0" it indicates no change of Redirect Server Address.

Octets 8 to (8+a) - When present, it shall contain the Redirect Server Address.
Editor's Note:
Details or a reference about the Redirect Address Type needs to be added. Redirect Server Address shall be encoded in UTF8 format. Its length is dependend on the Redirect Address Type.


* * * End of Changes * * * *

