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1. Introduction
During CT4#74 it was decided to base the protocol for Sxa, Sxb and Sxc on GTPv2 as specified in TS 29.274.
2. Reason for Change
The message header of the protocol used on Sxa, Sxb and Sxc need to be described. It is intended to change the IE structure therefore it is proposed to describe the header in the new TS instead of referencing TS 29.274 and highlighting the differences and enhancements.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244
*******
* * * First Change * * * *

7.2
Format of the PFCP Messages 

7.2.1
General
The format of a PFCP message is depicted in Figure 7.2.1-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to m
	PFCP message header
	

	
	m+1 to n
	Zero or more Information Element(s)
	

	
	
	
	


Figure 7.2.1-1: PFCP Message Format
A PFCP message shall contain the PFCP message header and may contain subsequent information element(s) dependent on the type of message.

7.2.2
PFCP Message Header 
7.2.2.1
General format
The PFCP uses a variable length header. The Protocol header length shall be a multiple of 4 octets. Figure 7.2.2.1-1 illustrates the format of the PFCP Header. 
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	Spare
	T

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	m to k(m+3)
	
	If T flag is set to 1, then TEID shall be placed into octets 5-8. Otherwise, TEID field is not present at all.

	n to (n+2)
	
	Sequence Number

	(n+3)
	
	Spare


Figure 7.2.2.1-1: General format of PFCP Header
Editor's Note: It is FFS whether to use a "TEID" in the header.
Editor's Note: It is FFS if the Source "TEID" should be added in the header.
Editor's Note: It is FFS if the Session ID should be added in the header.
Editor's Note: It is FFS how to handle Sequence Number per session or per Node.
Where:

-
if T = 0, TEID field is not present, k = 0, m = 0 and n = 5;

-
if T = 1, TEID field is present, k = 1, m = 5 and n = 9.

The usage of the PFCP header is defined in subclause 7.2.x. 
Octet 1 bits shall be coded as follows:

-
Bits 6-8 represent the Version field.

-
Bit 5-2 are spare, the sender shall set them to "0" and the receiving entity shall ignore them.
-
Bit 1 represents the TEID flag (T).

-

7.2.2.2
PFCP Node Related messages

The PFCP message header for the node related messages shall not contain the TEID field, but shall contain the Sequence Number field, followed by one spare octet as depicted in figure 7.2.2.2-1. The spare bits shall be set to zero by the sender and ignored by the receiver. 
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	Spare
	T=0

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Sequence Number (1st Octet)

	6
	
	Sequence Number (2nd Octet)

	7
	
	Sequence Number (3rd Octet)

	8
	
	Spare


Figure 7.2.2.2-1: PFCP Message Header for node related messages
7.2.2.3
PFCP Header for Session related Messages

For The PFCP message header, for session related messages , shall contain the TEID and Sequence Number fields followed by one spare octet. The PFCP header is depicted in figure 7.2.2.3-1. The spare bits shall be set to zero by the sender and ignored by the receiver.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	Spare
	T=1

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Tunnel Endpoint Identifier (1st Octet)

	6
	
	Tunnel Endpoint Identifier (2nd Octet)

	7
	
	Tunnel Endpoint Identifier (3rd Octet)

	8
	
	Tunnel Endpoint Identifier (4th Octet)

	9
	
	Sequence Number (1st Octet)

	10
	
	Sequence Number (2nd Octet)

	11
	
	Sequence Number (3rd Octet)

	12
	
	Spare


Figure 7.2.2.3-1: PFCP message Header for other messages

7.2.2.4
Usage of the PFCP Header
7.2.2.4.1
General
The format of the PFCP header is specified in subclause 7.2.2.1. 

The usage of the PFCP header shall be as defined below. 

The first octet of the header shall be used is the following way:

· Bits 8 to 6, which represent the PFCP version, shall be set to decimal 1 ("001").

· Bit 5 is a spare bit. The sending entity shall set it to "0" and the receiving entity shall ignore it.
-
Bit 4 is a spare bit. The sending entity shall set it to "0" and the receiving entity shall ignore it.

-
Bit 3 is a spare bit. The sending entity shall set it to "0" and the receiving entity shall ignore it. 

-
Bit 2 is a spare bit. The sending entity shall set it to "0" and the receiving entity shall ignore it.

-
Bit 1 represents a "T" flag, which indicates if TEID field is present in the PFCP header or not. If the "T" flag is set to 0, then the TEID field shall not be present in the PFCP header. If the "T" flag is set to 1, then the TEID field shall immediately follow the Length field, in octets 5 to 8. Apart from the node  related messages , in all specific messages the value of the "T" flag shall be set to "1".

The usage of the fields in octets 2 - n of the header shall be as specified below.

-
Octet 2 represents the Message type field, which shall be set to the unique value for each type of control plane message. Message type values are specified in Table 7.3.x-1 "Message types for PFCP".  

-
Octets 3 to 4 represent the Message Length field. This field shall indicate the length of the message in octets excluding the mandatory part of the PFCP header (the first 4 octets). The TEID (if present) and the Sequence Number shall be included in the length count. The format of the Length field of information elements is specified in subclause 8.2 "Information Element Format".

-
T=1, and therefore octets 5 to 8 represent the Tunnel Endpoint Identifier (TEID) field. This field shall unambiguously identify a tunnel endpoint in the receiving Packet Forward Control entity. The Tunnel Endpoint Identifier is set by the sending entity in the PFCP header of all control plane messages to the TEID value provided by the corresponding receiving entity (CP or UP). If a peer's TEID is not available the TEID field shall be present in a PFCP header, but its value shall be set to "0", as specified in subclause 6.4.2 "Conditions for sending TEID=0 in PFCP header". 
NOTE:
The TEID in the PFCP header of a message is set to the TEID value provided by the corresponding receiving entity regardless of whether the source IP address of the Request message and the IP Destination Address provided by the receiving entity for subsequent Request messages  are the same or not.
-
Octets 9 to 11 represent PFCP Sequence Number field.


* * * End of Changes * * * *

�Premature until we resolve the editor'snotes





