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* * * First Change * * * *
6.1.6
Routing Considerations

Editor’s Note: It is to identify the routing impacts linked to Non-IP Data over T6a compared to the hereafter existing statements.

Editor’s Note: Regarding routing aspects for Non-IP-Data, it is to be investigated if the IWK-SCEF can behave as Proxy Diameter Agent.

This subclause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host.

The MME/SGSN shall use the SCEF identity and the SCEF realm identity previously received in the SCEF-ID AVP over S6a/d  for a monitoring event configuration as the Destination-Host AVP and the Destination Realm AVP in the Reporting-Information-Request for the monitoring event reports sent on the T6a/T6b interface. 
The MME/SGSN shall use the pre-configured IWK-SCEF identity and the pre-configured IWK-SCEF realm identity as the Destination-Host AVP and the Destination Realm AVP in the Reporting-Information-Request for the monitoring event reports and the Configuration-Information-Request for the monitoring event configuration sent on the T6ai/bi interface. 
The IWK-SCEF shall use the SCEF identity and the SCEF realm identity within the SCEF-ID received from the MME/SGSN in the Monitoring-Event-Report AVP of the Reporting-Information-Request for deriving the Destination-Host AVP and the Destination Realm AVP to be included in the Reporting-Information-Request from the IWK-SCEF to the SCEF on the T7 interface.

For monitoring events directly configured at the MME/SGSN by the SCEF, if the SCEF knows the address/name of the MME/SGSN or the IWK-SCEF, both the Destination-Realm AVP and the Destination-Host AVP shall be present in the request. Otherwise, only the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node. Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by the SCEF.
Destination-Realm AVP is declared as mandatory in the ABNF for all requests.
If the Vendor-Specific-Application-ID AVP is received in any of the commands, it may be ignored by the receiving node, and it shall not be used for routing purposes.

NOTE:
The Vendor-Specific-Application-ID can be included as an optional AVP in all commands in order to ensure interoperability with diameter agents following a strict implementation of IETF RFC 3588 [3], by which messages not including this AVP will be rejected. IETF RFC 3588 [3] indicates that the AVP shall be present in all proxiable commands, such as those defined in this specification, despite the fact that the contents of this AVP are redundant since the Application ID is already present in the command header. This AVP may be removed in subsequent revisions of this specification, once the diameter base protocol is updated accordingly.

* * * End of Changes * * * *

