
3GPP TSG CT4 Meeting #71
C4-152265
Anaheim, USA; 16th – 20th November 2015
was C4-152129
Source:
Orange
Title:
Pseudo-CR on Backward compatibility issue with IETF RFC 3588 regarding Vendor-Specific-Application-ID
Spec:
3GPP TR 29.819 v0.0.0
Agenda item:
6.1.19
Document for:
Approval
1. Reason for Change
This P-CR provides some text for the section "Backward compatibility with IETF RFC 3588" regarding the deprecation of the use of Vendor-Specific-Application-Id AVP in vendor-specific command.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.819.
* * * First Change * * * *

5.2.2.2
Backward compatibility with IETF RFC 3588

As per the IETF RFC 6733 [3], the presence of the Vendor-Specific-Application-Id AVP is not anymore required in vendor-specific commands. However, presence of this AVP in the command does not cause an error as long as the command respects the corresponding CCF specification provided in the specification defining the vendor-specific application. Therefore, clients/proxies/servers supporting this type of vendor-specific application will correctly generate and process commands including the Vendor-Specific-Application-Id AVP, the nodes being based independently on the IETF RFC 3588 [2] or the IETF RFC 6733 [3]. In such a case, there is no backward compatibility issue as long as the command CCF specification is kept unchanged.
New vendor-specific application based on the IETF RFC 6733 [3] will not include the Vendor-Specific-Application-Id AVP in vendor-specific commands. Any node supporting this new application compliant with the specification will generate commands that do not include the Vendor-Specific-Application-Id AVP.
One issue might exist in the unlikely configuration in which an agent based on the IETF RFC 3588 [2] would be in the signalling path and would systematically check the presence of the Vendor-Specific-Application-Id AVP in any vendor-specific command. In such a case, absence of the Vendor-Specific-Application-Id AVP in vendor-specific commands would be considered as an error and the command might be rejected or discard. However, such a system validity check would be anyway not compliant with the IETF RFC 3588 [2]. An agent inspecting the presence of the Vendor-Specific-Application-Id AVP in vendor-specific commands cannot be a relay or redirect agent since relay or redirect agent "do not examine or alter non-routing AVPs" as already stated in the IETF RFC 3588 [2]. Therefore, such agent inspecting the presence of the Vendor-Specific-Application-Id AVP in vendor-specific commands must be a proxy agent and, by definition, a proxy agent must be compliant to the vendor-specific application for which the commands are used. As for this new application based on IETF RFC 6733 [3], vendor-specific commands without including the Vendor-Specific-Application-Id AVP are correct and the commands must be successfully parsed by the proxy. 
From a pure IETF point of view, the notion of version or release of a Diameter application does not exist, as reinforced in the IETF RFC 6733 [3]. Therefore, a node supporting and advertising an application is supposed to be always compliant with the latest version of the specification describing this application. There is no backward compatibility issue between nodes supporting the same application.
* * * End of Changes * * * *

