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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ALTC
Alternate Connectivity

AMR
Adaptive Multi-Rate

AMR-WB
Adaptive Multi-Rate - WideBand

AMR-WB IO
Adaptive Multi-Rate - WideBand Inter-operable Mode, included in the EVS codec

APP
APPlication-defined RTCP packet

ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway 
BFCP
Binary Floor Control Protocol

CVO
Coordination of Video Orientation
DTLS
Datagram Transport Layer Security

DTX
Discontinuous Transmission
e2ae security
End-to-access-edge security 

e2e security
End-to-end security 

ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced

eIMS-AGW
IMS Access Gateway enhanced for WebRTC
eP-CSCF
P-CSCF enhanced for WebRTC
EVS
Enhanced Voice Services

ICE
Interactive Connectivity Establishment

IMS-AGW
IMS Access Media Gateway

IMS-ALG 
IMS Application Level Gateway 

IM CN
IMS Core Network
MSRP
Message Session Relay Protocol
NA(P)T
Network Address and optional Port Translation
NAPT
Network Address Port Translation
NAT
Network Address Translation

NA(P)T-PT
NAT Address (and optional Port-) Translation and Protocol Translation
P-CSCF
Proxy-CSCF
RTCP
RTP Control Protocol

RTP
Real-time Transport Protocol

SDPCapNeg
SDP Capability Negotiation

SRTP
Secure Real-time Transport Protocol
SRVCC
Single Radio Voice Call Continuity 
STUN
Session Traversal Utilities for NAT

TLS
Transport Layer Security

TURN
Traversal Using Relay NAT

UDPTL
User Datagram Protocol Transport Layer

URN
Uniform Resource Name
WebRTC
Web Real Time Communication
WIC
WebRTC IMS Client

WWSF
WebRTC Web Server Function
***** Next change *****
5.2x
SDP Capability Negotiation (SDPCapNeg)
Editor's note: The detailes of requirements and procedures for IMS-ALG and IMS-AGW using SDPCapNeg with the specific use cases under 3GPP network are needed. When SDPCapNeg is offered via SDP message in the signalling plan, there are two possible ways for the controller level handling, i.e. to terminate at the controller level or to instruct to the media plane entities. Whether or not, the behaviours of the IMS-ALG/IMS-AGW for the session establishment need to be described. If using the optional solution to exchange the SDPCapNeg in the vertical interface, ITU-T H.248.80 has defined a package to facilitate the usage of SDPCapNeg towarding the gateway (in compare to the other alternative of mapping the SDPCapNeg attibutes to H.248 elements). 
5.2x.1
General
The SDP Capability Negotiation (SDPCapNeg) as specified in IETF RFC 5939 [XX] is adopted to negotiate capabilities and their associated potential configurations according to 3GPP TS 24.229 [1].

5.2x.2
Incoming SDP offer with SDPCapNeg
5.2x.3
Following SDP answer with SDPCapNeg
5.2x.4
Message sequence chart
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