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* * * Next Change * * * *

5.1.1.1
Proxy Binding Update

The fields of a PBU message for the PMIPv6 PDN Connection Creation procedure are depicted in Table 5.1.1.1-1.
The Mobility Options in a PBU message for the PMIPv6 PDN Connection Creation procedure are depicted in Table 5.1.1.1-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver ignores all other instances.
Other flags are not used by this specification.
Table 5.1.1.1-1: Fields of a PBU message for the PMIPv6 PDN Connection Creation procedure
	Information element
	IE Description
	Reference

	Sequence Number
	Set to a locally (i.e. per MAG) monotonically increasing value.
	IETF RFC 5213 [4]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
	IETF RFC 6275 [8]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Update message is a proxy registration. 
	IETF RFC 5213 [4]

	Force UDP encapsulation request (F) Flag
	Set to "0" to indicate that UDP encapsulation is not used for the user plane.
	IETF RFC 5555 [34]

	Lifetime
	Set to the requested number of time units the binding shall remain valid.
	IETF RFC 6275 [8]


Table 5.1.1.1-2: Mobility Options in a PBU message for the PMIPv6 PDN Connection Creation procedure
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Set to the NAI identifier of the UE as specified in 3GPP TS 23.003 [12]. The format of the NAI is specified in the subclause 19.3 in 3GPP TS 23.003 [12].
	3GPP TS 23.003 [12]

	IPv6 Home Network Prefix option
	C
	For dynamic allocation, set the Home Network Prefix to the value "0::0" and Prefix Length to the value "0" to request allocation for the UE's PDN connection of an IPv6 Home Network Prefix in the PDN corresponding the EPS Access Point Name. For static allocation, set the Home Network Prefix to the received static allocated IPv6 Home Network Prefix and Prefix Length to the value "64". 
NOTE 1.
	IETF RFC 5213 [4]

	Link-local Address 
	C
	Present when IPv6 Home Network Prefix option is present. Link-local address of the MAG. Set to ALL_ZERO (all bits set to 0), indicating that the MAG requests a link-local address to be used on the access link shared with the UE.
	IETF RFC 5213 [4]

	Handoff Indicator option
	M
	Set to the value "1" to indicate attachment over a new interface.
	IETF RFC 5213 [4]

	Access Technology Type option
	M
	Set to the 3GPP access type, i.e. GERAN, UTRAN or E-UTRAN, or to the value matching the characteristics of the non-3GPP access (e.g., HRPD) the UE is using to attach to the EPS as defined in the Access Technology Type Option type values registry of the IANA Mobile IPv6 Parameters Registry [18].
The ePDG may use the access technology type of the untrusted non-3GPP access network if it is able to acquire it; otherwise it shall indicate Virtual as the access technology. 

The TWAN shall set the Access Technology Type Option value to 4 i.e. "IEEE 802.11a/b/g" on the S2a interface.
NOTE 2.

NOTE 3.
	IETF RFC 5213 [4]

	Timestamp option
	M
	Set to the current time
	IETF RFC 5213 [4]

	GRE key option
	M
	Set to the downlink GRE key to be used for downlink GRE encapsulated packets sent over the PDN connection.
	 IETF RFC 5845 [7]

	IPv4 Home Address Request option
	C
	For dynamic allocation, set the IPv4 Home Address to the value "0.0.0.0" and Prefix-len to the value "0" or "32" to request allocation for the UE's PDN connection of an IPv4 Home Address in the PDN corresponding to the EPS Access Point Name. For static allocation, set the IPv4 Home Address to the received static allocated IPv4 Home Address and Prefix-len to the value "32". NOTE 1.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Set to the EPS Access Point Name to which the UE attaches the new PDN connection. 

The encoding of the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 4.
	IETF RFC 5149 [11]

	Protocol Configuration Options
	O
	Contain Protocol Configuration Options.
	Subclause 12.1.1.0

	PDN GW IP Address
	O
	Contain PDN GW IP address (on S2a or S2b when used for chained S2a/S2b-PMIP based S8).
	 Subclause 12.1.1.4

	MAG Fully Qualified PDN Connection Set Identifier 
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MAG on the S5/S8, S2a (for Trusted WLAN Access) and S2b interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	MME Fully Qualified PDN Connection Set Identifier 
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MME, and included by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	Selection Mode
	O
	Contains APN selection mode (on S5/S8).
	Subclause 12.1.1.7

	Charging Characteristics
	O
	Contains the Charging Characteristics to be applied for EPC charging
	Subclause 12.1.1.8

	Serving Network
	C
	This IE shall be included on S2a (for TWAN access),S5 and S8 interfaces to identify the Serving Network.

This IE may be included on S2a to identify the Serving Network of the eHRPD access network.
	Subclause 12.1.1.9

	Mobile Equipment Identity
	O
	This IE shall contain the MEI of the UE and shall be present, if available, on the S5, S8, S2a or S2b interface.
	Subclause 12.1.1.10

	MSISDN
	O
	This IE shall contains the MSISDN and shall be present, if available, on the S5, S8, S2a or S2b interfaces.
	Subclause 12.1.1.11

	Maximum APN Restriction
	O
	Contains the most stringent restriction of already active PDN connections (on S5/S8).
	Subclause 12.1.1.13

	Unauthenticated IMSI
	O
	Contains the Unauthenticated IMSI
	Subclause 12.1.1.14

	PDN connection ID
	O
	Contains the PDN connection ID
	Subclause 12.1.1.15

	Signalling Priority Indication  
	O
	The SGW shall forward this IE on the S5/S8 interfaces if received from the MME/SGSN.
	Subclause 12.1.1.17

	Additional Protocol Configuration Options
	O
	Contains Additional Protocol Configuration Options.  
	Subclause 12.1.1.19

	MME/SGSN Identifier
	O
	The SGW shall include the MME/SGSN Identifier on the S5 interface if the SGW supports the PGW triggered SGW restoration procedure and this information is received from the MME/SGSN as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.20

	Access Network Identifier Option
	O
	The TWAN shall include the access network identifier on S2a.
	IETF RFC 6757 [37]

IETF draft-ietf-netext-ani-location-03 [41]

	Trusted WLAN Mode Indication
	O
	Contains the selected trusted WLAN mode (SCM or MCM) on S2a interface.
	Subclause 12.1.1.22

	UE Time Zone
	O
	The TWAN shall include the UE Timezone on the S2a interface.
	Subclause 12.1.1.23

	Logical Access ID
	O
	Contains the Circuit-ID with the Relay Identity that allocated it.
	Subclause 12.1.1.25

	Redirect-Capability Mobility Option
	O
	The MAG shall include this IE on the S5, S8, S2a and S2b interface if it supports the capability to receive from the LMA an alternate LMAA or IPv4-LMAA.
	IETF RFC 6463 [43]

	LMA User-Plane Address Mobility Option
	O
	The MAG shall include this IE on the S5, S8, S2a and S2b interface if it supports the capability to receive from the LMA an alternate LMA address for user plane. If so, the LMA User-Plane Address field within this Mobility Option shall be a zero-length field, or have a value of ALL_ZERO with all bits in the IPv4 address or the IPv6 address set to zero.
	IETF RFC 7389 [44]

	Origination Time Stamp
	O
	The SGW shall forward this IE on the S5/S8 interface if received from the MME/SGSN and if it supports the procedure specified in subclause 13.2 of 3GPP TS 29.274 [22].
The TWAN/ePDG shall include this IE on the S2a/S2b interface for the conditions specified in subclause 13.2 of 3GPP TS 29.274 [22].
	Subclause 12.1.1.26

	Maximum Wait Time
	O
	The SGW shall forward this IE on the S5/S8 interface if received from the MME/SGSN and if it supports the procedure specified in subclause 13.3 of 3GPP TS 29.274 [22].
The TWAN/ePDG shall include this IE on the S2a/S2b interface for the conditions specified in subclause 13.3 of 3GPP TS 29.274 [22].
	Subclause 12.1.1.27

	TWAN capabilities 
	O
	The MAG shall include this IE on the S2a interface if any of the applicable flags is set to 1.
Applicable flags are:

· WLCP PDN Connection Modification Support Indication: This flag shall be set to 1 on the S2a interface if the TWAN supports the WLCP PDN Connection Modification procedure.
	Subclause 12.1.1.x

	NOTE 1: 
At least one of the two options, namely, the IPv6 Home Network Prefix option or the IPv4 Home Address Request option shall be present.  If both an IPv6 Home Network Prefix and an IPv4 Home Address are requested, both options shall be included in the same PBU message.

NOTE 2:
The methods that the ePDG may use to acquire the access technology type of the untrusted non-3GPP IP access network are not specified in this release.

NOTE 3: 
The PDN-GW can be informed about the type of access network used by the UE over several reference points, see 3GPP TS 29.212 [30] for the mapping between the code values for the  different access network types.

NOTE 4: 
The APN field is not encoded as a dotted string as commonly used in documentation.


* * * Next Change * * * *

5.3.1.1
Proxy Binding Update 

The fields of a PBU message for the PMIPv6 PDN Connection Handover procedure are depicted in Table 5.3.1.1-1.
The Mobility Options in a PBU message for the PMIPv6 PDN Connection Handover procedure are depicted in Table 5.3.1.1-2. When the mobility option is present in the message, only the first instance shall be recognized. If multiple instances are included in the message, the receiver ignores all other instances.
Table 5.3.1.1-1: Fields of a PBU message for the PDN Connection Handover procedure
	Information element
	IE Description
	Reference

	Sequence Number
	Set to a locally (i.e. per MAG) monotonically increasing value.
	IETF RFC 5213 [4]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
	IETF RFC 6275 [8]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Update message is a proxy registration. 
	IETF RFC 5213 [4]

	Force UDP encapsulation request (F) Flag
	Set to "0" to indicate that UDP encapsulation is not used for the user plane.
	IETF RFC 5555 [34]

	Lifetime
	Set to the requested number of time units the binding shall remain valid.
	IETF RFC 6275 [8]


Table 5.3.1.1-2: Mobility Options in a PBU message for the PMIPv6 PDN Connection Handover procedure
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Set to the UE NAI that is derived from the UE IMSI if an authenticated IMSI is available, or from the UE IMEI if IMSI is not available or the IMSI is not authenticated by the network. The NAI format is specified in 3GPP TS 23.003 [12].
	IETF RFC 5213 [4], 3GPP TS 23.003 [12]

	IPv6 Home Network Prefix option
	C
	If available at the MAG, set the Home Network Prefix to the IPv6 Home Network Prefix allocated to the UE's PDN connection and Prefix Length to the value "64".

Otherwise, set the Home Network Prefix to the value "0::0" and Prefix Length to the value "0" to request allocation for the UE's PDN connection of an IPv6 Home Network Prefix for the UE in the PDN corresponding to the EPS Access Point Name.

NOTE 1.
	IETF RFC 5213 [4]

	Link-local Address
	C
	Present when IPv6 Home Network Prefix option is present. If available, set to the link-local address already allocated to the MAG (in the previous initial binding registration) for use on the access link shared with the UE. If not available, set to ALL_ZERO (all bits set to 0), indicating that the MAG requests a link-local address.
	IETF RFC 5213 [4]

	Handoff Indicator option
	M
	Set to the value "2" (Handoff between two different interfaces) in case the handover is an inter access handover (i.e. from 3GPP to non-3GPP, from non-3GPP to 3GPP, or between two non-3GPP accesses) and IP address(es) preservation decision is taken; or

Set to the value "3" (Handoff between mobile access gateways for the same interface) in case the handover is an intra access (i.e. between two 3GPP accesses) handover; or

Set to the value "4" (Handoff state unknown) in case the handover is an inter access handover (i.e. from 3GPP to non-3GPP, from non-3GPP to 3GPP, or between two non-3GPP accesses) and IP address(es) preservation decision is negative or unknown.
	IETF RFC 5213 [4]

	Access Technology Type option
	M
	Set to the 3GPP access type, i.e., to GERAN, UTRAN or E-UTRAN, or to the value matching the characteristics of the non-3GPP access (e.g., HRPD) the UE is using to attach to the EPS as defined in the Access Technology Type Option type values registry of the IANA Mobile IPv6 Parameters Registry [18].
The ePDG may use the access technology type of the untrusted non-3GPP access network if it is able to acquire it; otherwise it shall indicate Virtual as the access technology. 

The TWAN shall set the Access Technology Type Option value to 4 i.e. "IEEE 802.11a/b/g" on the S2a interface.
NOTE 2

NOTE 3
	IETF RFC 5213 [4]

	Timestamp option
	M
	Set to the current time
	IETF RFC 5213 [4]

	GRE key option
	M
	Set to the downlink GRE key to be used for downlink GRE encapsulated packets sent over the PDN connection.
	 IETF RFC 5845 [7]

	IPv4 Home Address Request option
	C
	If available at the MAG, set the IPv4 Home Address to the IPv4 Address allocated to the UE's PDN connection and Prefix-len to the value "32".

Otherwise, set the IPv4 Home Address to the value "0.0.0.0" and Prefix-len to the value "0" or "32" to request allocation for the UE's PDN connection of an IPv4 Home Address in the PDN corresponding to the EPS Access Point Name.

NOTE 1.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Set to the EPS Access Point Name to which the UE's PDN connection is attached.

The encoding of the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 4.
	IETF RFC 5149[11]

	Protocol Configuration Options
	O
	Contain Protocol Configuration Options.
	Subclause 12.1.1.0

	PDN GW IP Address
	O
	Contain PDN GW IP address (on S2a or S2b when used for chained S2a/S2b-PMIP based S8)..
	Subclause 12.1.1.4

	MAG Fully Qualified PDN Connection Set Identifier 
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	MME Fully Qualified PDN Connection Set Identifier 
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MME, and included by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	Selection Mode
	C
	Contains APN selection mode (on S5/S8). Shall be present if the PDN connection is initiated by S4 SGSN or MME.
	Subclause 12.1.1.7

	Charging Characteristics
	O
	Contains the Charging Characteristics to be applied for EPC charging
	Subclause 12.1.1.8

	Serving Network
	C
	This IE shall be included on S2a (for TWAN access),S5 and S8 interfaces to identify the Serving Network. This IE may be included on S2a to identify the Serving Network of the eHRPD access network.
	Subclause 12.1.1.9

	Mobile Equipment Identity
	O
	This IE shall contain the MEI of the UE and shall be present, if available, on the S5, S8, S2a or S2b interface.
	Subclause 12.1.1.10

	MSISDN
	O
	This IE shall contains the MSISDN and shall be present, if available, on the S5, S8, S2a or S2b interfaces.
	Subclause 12.1.1.11

	Maximum APN Restriction
	O
	Contains the most stringent restriction of already active PDN connections (on S5/S8).
	Subclause 12.1.1.13

	PDN connection ID
	O
	Contains the PDN connection ID
	Subclause 12.1.1.15

	Signalling Priority Indication
	O
	The SGW shall forward this IE on the S5/S8 interfaces during the handover from non-3GPP to 3GPP procedure.
	Subclause 12.1.1.17

	MME/SGSN Identifier
	O
	The SGW shall include the MME/SGSN Identifier on the S5 interface if the SGW supports the PGW triggered SGW restoration procedure and this information is received from the MME/SGSN as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.20

	Access Network Identifier Option
	O
	The TWAN shall include the access network identifier on S2a.
	IETF RFC 6757 [37]
IETF draft-ietf-netext-ani-location-03  [41]

	Trusted WLAN Mode Indication
	O
	Contains the selected trusted WLAN mode (SCM or MCM) on S2a interface.
	Subclause 12.1.1.22

	UE Time Zone
	O
	The TWAN shall include the UE Timezone on the S2a interface.
	Subclause 12.1.1.23

	Logical Access ID
	O
	Contains the Circuit-ID with the Relay Identity that allocated it.
	Subclause 12.1.1.25

	Redirect-Capability Mobility Option
	O
	The MAG shall include this IE on the S5, S8, S2a and S2b interface if it supports the capability to receive from the LMA an alternate LMAA or IPv4-LMAA. 
	IETF RFC 6463 [43]

	LMA User-Plane Address Mobility Option
	O
	The MAG shall include this IE on the S5, S8, S2a and S2b interface if it supports the capability to receive from the LMA an alternate LMA address for user plane. If so, the LMA User Plane Address field within this Mobility Option shall be a zero-length field, or have a value of ALL_ZERO with all bits in the IPv4 address or the IPv6 address set to zero.
	IETF RFC 7389 [44]

	TWAN capabilities 
	O
	The MAG shall include this IE on the S2a interface if any of the applicable flags is set to 1.

Applicable flags are:

· WLCP PDN Connection Modification Support Indication: This flag shall be set to 1 on the S2a interface if the TWAN supports the WLCP PDN Connection Modification procedure.
	Subclause 12.1.1.x

	NOTE 1: 
At least one of the two options, namely, the IPv6 Home Network Prefix option or the IPv4 Home Address Request option shall be present.  If the MAG knows the UE has both IPv4 home address and IPv6 home network prefix registered, both the IPv6 Home Network Prefix option and IPv4 Home Address Request option shall be included in the same PBU message. 
NOTE 2:
The methods that the ePDG may use to acquire the access technology type of the untrusted non-3GPP IP access network are not specified in this release.

NOTE 3: 
The PDN-GW can be informed about the type of access network used by the UE over several reference points, see 3GPP TS 29.212 [30] for the mapping between the code values for the  different access network types.

NOTE 4: 
The APN field is not encoded as a dotted string as commonly used in documentation.


* * * Next Change * * * *

5.5.1.1
Binding Revocation Indication

The fields of a BRI message for the PMIPv6 LMA Initiated PDN Connection Deletion procedure are depicted in Table 5.5.1.1-1.
The Mobility Options in a BRI message for the LMA Initiated PDN Connection Deletion procedure are depicted in Table 5.5.1.1-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver ignores all other instances.
Table 5.5.1.1-1: Fields of a BRI message for the PMIPv6 
	Information element
	IE Description
	Reference

	Revocation Trigger
	Set to a value indicating the event which triggered the revoking node to send the BRI message
	 IETF RFC 5846 [6]

	Sequence Number
	A sequence number generated by the LMA, and increased for every BRI sent.
	 IETF RFC 5846 [6]

	Proxy Binding Flag (P)
	Set to "1" to indicate that the Binding Revocation Indication is for a proxy MIPv6 binding entry. 
	IETF RFC 5213 [4]

	IPv4 HoA Binding Only (V)
	Set to "0" to request for complete binding revocation
	 IETF RFC 5846 [6]

	Global Per-Peer Bindings (G)
	Set to 0 to indicate that the request is for a specific PMIPv6 BCE.
	 IETF RFC 5846 [6]


Table 5.5.1.1-2: Mobility Options in a BRI message for the PMIPv6 LMA Initiated PDN Connection Deletion
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Set to the UE NAI that is derived from the UE IMSI if an authenticated IMSI is available, or from the UE IMEI if IMSI is not available or the IMSI is not authenticated by the network. The NAI format is specified in 3GPP TS 23.003[12].
	IETF RFC 5213 [4], 3GPP TS 23.003[12]

	IPv6 Home Network Prefix option
	C
	Set the Home Network Prefix to the Home Network Prefix of the UE's PDN connection.
Set the Prefix Length to the value "64".
NOTE 1.
	IETF RFC 5213 [4]

	IPv4 Home Address Request option
	C
	Set the IPv4 Home Address to the IPv4 home address of the UE's PDN connection.
Set the Prefix-len to the non-zero value which was sent to the MAG at PMIPv6 PDN connection creation procedure or Handover procedure.
NOTE 1.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Set to the EPS Access Point Name to which the UE's PDN connection is attached.

The encoding of the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 2.
	IETF RFC 5149[11]

	Protocol Configuration Options
	O
	Contain Protocol Configuration Options. 
	Subclause 12.1.1.0

	PDN connection ID
	C
	Contains the PDN connection ID if the BCE contains the PDN Connection ID.
	Subclause 12.1.1.15

	3GPP Specific PMIPv6 Error Code
	O
	For the S5/S8 and S2a/S2b interfaces, contain 3GPP Specific PMIPv6 Error Code.
	Subclause 12.1.1.1

	NOTE 1:
At least one of the two options, namely, the IPv6 Home Network Prefix option or the IPv4 Home Address Request option shall be present.  If the UE has both IPv4 home address and IPv6 home network prefix registered, both the IPv6 Home Network Prefix option and IPv4 Home Address Request option shall be included in the same BRI message.

NOTE 2: 
The APN field is not encoded as a dotted string as commonly used in documentation.


* * * Next Change * * * *

5.11
Proxy Mobile IPv6 LMA Initiated Update Notification procedure

5.11.1 
General
In EPC the PMIPv6 LMA Initiated Update Notification procedure is initiated by the node acting as a LMA to notify the node acting as a MAG, that the Binding Cache Entry related to the UE is about to be updated, so the MAG updates the resources related to that PDN connection. The procedure starts with the LMA sending a PMIPv6 UPN message to the MAG.  The MAG confirms by sending a PMIPv6 UPA message to the LMA. 
The PMIPv6 LMA Initiated Update Notification procedure is initiated by the node acting as a LMA to notify the node acting as a MAG, to trigger the generation of End Marker by the MAG. The procedure starts with the LMA sending a PMIPv6 UPN message to the MAG. The LMA shall not request an acknowledgement message from the MAG. See clause 15.
This PMIPv6 LMA Initiated Update Notification procedure is based on the PMIPv6 notification procedure as specified in the IETF RFC 7077 [35]. 

5.11.1.1
Update Notification

The fields of a UPN message for the PMIPv6 LMA Initiated Update Notification procedure are depicted in Table 5.11.1.1-1.

The Mobility Options in a UPN message for the PMIPv6 LMA Initiated Update Notification procedure are depicted in Table 5.11.1.1-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver shall ignore all other instances.

Other flags are not used by this specification.

Table 5.11.1.1-1: Fields of a UPN message for the PMIPv6 LMA Initiate Update Notification procedure

	Information element
	Description
	Reference

	Sequence Number
	Set to a locally (i.e. per LMA) monotonically increasing value.
	IETF RFC 5213 [4]

	Notification Reason
	Set to the corresponding notification reason
	IETF RFC 7077 [35]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
Set to "0" not to request an acknowledgement message.
	IETF RFC 7077 [35]


Table 5.11.1.1-2: Mobility Options in a UPN message for the PMIPv6 LMA Initiated Update Notification procedure 
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Set to the NAI identifier of the UE as specified in 3GPP TS 23.003 [12].
	3GPP TS 23.003 [12]

	Service Selection Mobility Option
	O
	This IE shall be set to the EPS Access Point Name to which the UE's PDN connection is attached.
	IETF RFC 5149  [11]

	PDN connection ID
	O
	This IE shall contain the PDN connection ID if the BCE contains the PDN Connection ID.
	Subclause 12.1.1.15

	MME/SGSN Identifier
	O
	Contains the MME/S4-SGSN identifier
	Subclause 12.1.1.20

	Protocol Configuration Option
	O
	Contains Protocol Configuration Options.
	Subclause 12.1.1.0

	End Marker Notification
	O
	Contains the End Marker Notification (on S5/S8).
	Subclause 12.1.1.21

	PDN GW IP Address
	O
	Contains PDN GW IP address for control plane used by the PDN connection.
	Subclause 12.1.1.4

	GRE key option
	O
	Contains the uplink GRE key for control plane used by the PDN connection.
	IETF RFC 5845 [7]

	Additional Protocol Configuration Option
	O
	Contains Additional Protocol Configuration Options.
	Subclause 12.1.1.19


* * * Next Change * * * *

8.4
PDN GW Initiated PDN Disconnection procedures
8.4.1 
General
8.4.2 
Serving GW procedures
The Serving GW shall follow the MAG procedure for the PMIPv6 LMA Initiated PDN Connection Deletion as outlined in subclause 5.5.2.
8.4.3 
PDN GW procedures
The PDN GW shall follow the LMA procedure for the PMIPv6 LMA Initiated PDN Connection Deletion for the selected PDN connection as outlined in subclause 5.5.3.
The PGW shall include the 3GPP Specific PMIPv6 error code IE and set it to the cause "Reactivation requested" when the PGW initiates the PDN GW Initiated Resource Allocation Deactivation procedure as part of the P-CSCF restoration procedure over 3GPP access, as specified in 3GPP TS 23.380 [36].
* * * Next Change * * * *

10
Untrusted Non-3GPP Access over S2b Description
10.1
Initial Attach procedures

10.1.1
General 
If multiple authentications are supported by the network both ePDG and PDN GW shall support the corresponding procedures as specified for PAP and CHAP authentication of the UE with external networks in 3GPP TS 33.402 [19]. Multiple authentication is per PDN connection when the UE requested additional PDN connectivity as specified in subclause 10.5.
10.1.2
ePDG procedures
In PMIPv6 mode, the ePDG shall follow the MAG procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.2.

If ePDG supports multiple authentication exchanges with the UE in the IKEv2 protocol, the ePDG shall send the PAP or CHAP additional authentication and authorization information received from the UE in the Additional Protocol Configuration Options IE in the PBU to the PDN-GW as specified 3GPP TS 33.402 [19]. The ePDG shall follow the multiple authentication procedures when receiving PAP or CHAP additional authentication and authorization information in the Additional Protocol Configuration Options IE in the PBA from the PDN-GW and sending the information to the UE as specified in 3GPP TS 33.402 [19]. 
If the UE requests the DNS IPv4/IPv6 address in the Configuration Payload (CFG_REQ) during the IPsec tunnel establishment procedure, as specified 3GPP TS 33.402 [19], and if the ePDG supports the Additional Protocol Configuration Options IE, the ePDG may include this IE in the PBU to the PDN-GW and correspondingly set "DNS IPv4/IPv6 Server Address Request" parameter. If the ePDG receives the Additional Protocol Configuration Options IE with "DNS Server IPv4/v6 Address" parameter in the PBA from the PDN-GW, the ePDG shall send this information in the Configuration Payload (CFG_REPLY) to the UE as specified in 3GPP TS 33.402 [19]. 
If the UE includes the P-CSCF_IP6_ADDRESS attribute, or the P-CSCF_IP4_ADDRESS attribute or both in the CFG_REQUEST configuration payload during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [39]), and if the ePDG supports these IKEv2 attributes and the Additional Protocol Configuration Options IE, the ePDG shall include the Additional Protocol Configuration Options IE in the PBU to the PDN-GW and correspondingly set the P-CSCF IPv6 Address Request, or P-CSCF IPv4 Address Request, or both parameters as defined in 3GPP TS 24.008 [16]. If the ePDG receives the Additional Protocol Configuration Options IE with the P-CSCF IPv4 Address, or P-CSCF IPv6 Address, or both parameters respectively in the PBA from the PDN-GW, the ePDG shall send these information in the Configuration Payload (CFG_REPLY) to the UE as specified in 3GPP TS 24.302 [39].
If the UE includes the P-CSCF_RESELECTION_SUPPORT attribute in the CFG_REQUEST configuration payload during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [39], and if the ePDG supports the P-CSCF restoration extension procedure for the untrusted WLAN access (see 3GPP TS 23.380 [36]), the ePDG shall include the Additional Protocol Configuration Options IE in the PBU to the PDN-GW and correspondingly set the P-CSCF_RESELECTION_SUPPORT, as defined in 3GPP TS 24.008 [16].
10.1.3
PDN GW procedures
In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.3.

If PDN GW supports multiple authentications it shall send the PAP or CHAP additional authentication and authorization information received from the ePDG in the Additional Protocol Configuration Options IE in the PBU to the external AAA server and the PDN GW shall send the PAP or CHAP additional authentication and authorization information received from the external AAA server to the ePDG in the Additional Protocol Configuration Options IE in the PBA as specified in 3GPP TS 33.402 [19].
If the PDN-GW supports Additional Protocol Configuration Options IE and if the PDN-GW receives it with the "DNS IPv4/IPv6 Server Address Request" parameter in the PBU from the ePDG, the PGW may include the Additional Protocol Configuration Options IE in the PBA and correspondingly set "DNS IPv4/IPv6 Address" as specified in 3GPP TS 24.008 [16]. 
If the PDN-GW supports the Additional Protocol Configuration Options IE and if the PGW receives it with the P-CSCF IPv4 Address Request, or P-CSCF IPv6 Address Request or both parameters in the PBU from the ePDG, the PGW may include the Additional Protocol Configuration Options IE in the PBA and correspondingly set it with the P-CSCF IPv4 Address, or P-CSCF IPv6 Address, or both parameters respectively as specified in 3GPP TS 24.008 [16].

* * * Next Change * * * *

10.5
UE Initiated Connectivity to Additional PDN procedures

10.5.1
General
10.5.2
ePDG procedures
In PMIPv6 mode, if the Request Type indicates "initial attach", the ePDG shall follow the MAG procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.2. If the Request Type indicates "Handover", the ePDG shall follow the MAG procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.2.

If the UE requests the DNS IPv4/IPv6 address in the Configuration Payload (CFG_REQ) during the IPsec tunnel establishment procedure, as specified 3GPP TS 33.402 [19], and if the ePDG supports the Additional Protocol Configuration Options IE, the ePDG may include this IE in the PBU to the PDN-GW and correspondingly set "DNS IPv4/IPv6 Server Address Request" parameter. If the ePDG receives the Additional Protocol Configuration Options IE with "DNS Server IPv4/v6 Address" parameter in the PBA from the PDN-GW, the ePDG shall send this information in the Configuration Payload (CFG_REPLY) to the UE as specified in 3GPP TS 33.402 [19]. 
If the UE includes the P-CSCF_IP6_ADDRESS attribute, or the P-CSCF_IP4_ADDRESS attribute or both in the CFG_REQUEST configuration payload during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [39]), and if the ePDG supports these IKEv2 attributes and the Additional Protocol Configuration Options IE, the ePDG shall include the Additional Protocol Configuration Options IE in the PBU to the PDN-GW and correspondingly set the P-CSCF IPv6 Address Request, or P-CSCF IPv4 Address Request, or both parameters as defined in 3GPP TS 24.008 [16]. If the ePDG receives the Additional Protocol Configuration Options IE with the P-CSCF IPv4 Address, or P-CSCF IPv6 Address, or both parameters respectively in the PBA from the PDN-GW, the ePDG shall send these information in the Configuration Payload (CFG_REPLY) to the UE as specified in 3GPP TS 24.302 [39].
If the UE includes the P-CSCF_RESELECTION_SUPPORT attribute in the CFG_REQUEST configuration payload during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [39], and if the ePDG supports the P-CSCF restoration extension procedure for the untrusted WLAN access (see 3GPP TS 23.380 [36]), the ePDG shall include the Additional Protocol Configuration Options IE in the PBU to the PDN-GW and correspondingly set the P-CSCF_RESELECTION_SUPPORT, as defined in 3GPP TS 24.008 [16].
10.5.3
PDN GW procedures
In PMIPv6 mode, if the Request Type indicates "initial attach", the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.3. If the Request Type indicates "Handover", the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.3.

If the PDN-GW supports Additional Protocol Configuration Options IE and if the PDN-GW receives it with the "DNS IPv4/IPv6 Server Address Request" parameter in the PBU from the ePDG, the PGW may include the Additional Protocol Configuration Options IE in the PBA and correspondingly set "DNS IPv4/IPv6 Address" as specified in 3GPP TS 24.008 [16].

If the PDN-GW supports the Additional Protocol Configuration Options IE and if the PGW receives it with the P-CSCF IPv4 Address Request, or P-CSCF IPv6 Address Request or both parameters in the PBU from the ePDG, the PGW may include the Additional Protocol Configuration Options IE in the PBA and correspondingly set it with the P-CSCF IPv4 Address, or P-CSCF IPv6 Address, or both parameters respectively as specified in 3GPP TS 24.008 [16].
* * * Next Change * * * *

10.6
3GPP Access to Untrusted Non-3GPP IP Access with PMIPv6 on S2b Handover procedures without optimization
10.6.1
General
10.6.2
ePDG procedures
In PMIPv6 mode, the ePDG shall follow the MAG procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.2.
If the UE includes the P-CSCF_RESELECTION_SUPPORT attribute in the CFG_REQUEST configuration payload during the IPsec tunnel establishment procedure as specified in 3GPP TS 24.302 [39], and if the ePDG supports the P-CSCF restoration extension procedure for the untrusted WLAN access (see 3GPP TS 23.380 [36]), the ePDG shall include the Additional Protocol Configuration Options IE in the PBU to the PDN-GW and correspondingly set the P-CSCF_RESELECTION_SUPPORT, as defined in 3GPP TS 24.008 [16].
10.6.3
PDN GW procedures
In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.3.

If IPv6 network prefix preservation is supported at a handover from 3GPP Access with a GTP-based S5/S8 to non-3GPP Access, the LMA shall provide to the MAG the link-local address which is used by the PDN GW at the link shared with the UE in the 3GPP Access.
* * * Next Change * * * *

10.7
PDN GW Initiated Resource Allocation Deactivation procedures

10.7.1
General
10.7.2
ePDG procedures
In PMIPv6 mode, the ePDG shall follow the MAG procedure for the PMIPv6 LMA Initiated PDN Connection Deletion as outlined in subclause 5.5.2.

10.7.3
PDN GW procedures
In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 LMA Initiated PDN Connection Deletion as outlined in subclause 5.5.3.
The PGW shall include the 3GPP Specific PMIPv6 error code IE and set it to the cause "Reactivation requested" when the PGW initiates the PDN GW Initiated Resource Allocation Deactivation procedure as part of the P-CSCF restoration procedure over WLAN access, as specified in 3GPP TS 23.380 [36].
* * * Next Change * * * *

12.1.1
3GPP-Specific PMIPv6 Information Elements

12.1.1.0
General

This specification requires the encoding of additional 3GPP-specific Information Elements for PMIPv6 with the 3GPP Mobility Option, as defined by 3GPP TS 29.282 [24]. The 3GPP specific Information Elements defined by this specification are listed in the table 12.1.1.0-1. 
Table 12.1.1.0-1: 3GPP Specific PMIPv6 Information Elements
	3GPP Specific PMIPv6 Information Element
	3GPP Specific PMIPv6 Information Element Description

	Protocol Configuration Options
	3GPP PCO data, in the format from 3GPP TS 24.008 [16] subclause 10.5.6.3, starting with octet 3.

	3GPP Specific PMIPv6 error code
	3GPP Vendor-Specific PMIPv6 error code, as specified in subclause 12.1.1.1

	PDN GW IP address
	PDN GW IP address, as specified in subclause 12.1.1.4

	DHCPv4 Address Allocation Procedure Indication
	DHCPv4 Address Allocation Procedure Indication, as specified in subclause 12.1.1.5.

	Fully Qualified PDN Connection Set Identifier
	FQ-CSID as specified in subclause 12.1.1.2

	PDN Type Indication
	PDN type indication as specified in subclause 12.1.1.3



	Charging ID
	Charging ID as specified in subclause 12.1.1.6

	Selection Mode
	Selection Mode as specified in subclause 12.1.1.7

	Charging Characteristics
	Subclause 12.1.1.8

	Serving Network
	Subclause 12.1.1.9

	Mobile Equipment Identity
	Subclause 12.1.1.10

	MSISDN
	Subclause 12.1.1.11

	APN Restriction
	Subclause 12.1.1.12

	Maximum APN Restriction
	Subclause 12.1.1.13

	Unauthenticated IMSI
	Subclause 12.1.1.14

	PDN Connection ID
	Subclause 12.1.1.15

	PGW Back-Off Time
	Subclause 12.1.1.16

	Signalling Priority Indication  
	Subclause 12.1.1.17

	Static IP Address Allocation Indication
	Subclause 12.1.1.18

	Additional Protocol Configuration Options
	Subclause 12.1.1.19

	MME/SGSN Identifier
	Subclause 12.1.1.20

	End Marker Notification
	Subclause 12.1.1.21

	Trusted WLAN Mode Indication
	Subclause 12.1.1.22

	UE Time Zone
	Subclause 12.1.1.23

	Access Network Identifier Timestamp
	Subclause 12.1.1.24

	Logical Access ID
	Subclause 12.1.1.25

	Origination Time Stamp
	Subclause 12.1.1.26

	Maximum Wait Time
	Subclause 12.1.1.27

	TWAN Capabilities
	Subclause 12.1.1.x


Depending on the need for 3GPP-specific information content, there several items of this information element may be added to the PBU, PBA, BRI, BRA, UPN or UPA.

The subtype for a 3GPP specific PMIPv6 Information Element is defined in 3GPP TS 29.282 [24]. The data format of the 3GPP specific PMIPv6 Information Element is defined in this specification. If the data format is defined by another specification, that specification shall be referenced in the table above.
* * * For Information * * * *

12.1.1.1
3GPP Specific PMIPv6 error code

Proxy Binding Acknowledgement (PBA) and Binding Revocation Acknowledgment (BRA) contain a mandatory Status information element and also may contain a 3GPP Specific PMIPv6 Error Code (3GSPEC) information element, which is coded within Mobility Options field.

NOTE:
ETF RFC 5213 [4] and IETF RFC 6275 [8] specify PMIPv6 Status values for a PBA message for indicating the acceptance of a message, or for reporting an error. Up-to-date values for the Status field are specified in the IANA registry of assigned numbers [32]. IETF RFC 5846 [6] specifies PMIPv6 Status values for the BRA message. Up-to-date BRA status values are specified in the IANA registry of assigned numbers [33]. 
Binding Revocation Indication (BRI) may contain a 3GPP Specific PMIPv6 Error Code (3GSPEC) information element, which is coded within Mobility Options field.

The purpose of the 3GSPEC information element, which is depicted in Figure 12.1.1.1-1 is to carry a GTPv2 Cause value within  PMIPv6 messages. 3GPP TS 29.274 [22] specifies GTPv2 Cause values.
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	3GPP Specific PMIPv6 Error Code 



Figure 12.1.1.1-1: 3GPP Specific PMIPv6 Error Code
If MAG/SGW receives a 3GSPEC IE in Proxy Binding Acknowledgement message from LMA/PGW, which requires that the MAG/SGW shall send a GTPv2 message to MME/SGSN, then the MAG/SGW shall copy 3GSPEC value into GTPv2 Cause IE . If in such case, the MAG/SGW does not receive 3GSPEC IE with PBA, depending on the overall meaning of the PMIPv6 Status IE the MAG/SGW shall send to MME/SGSN one of the following GTPv2 Cause values with CS bit set to 1:

-
"Request Accepted" (decimal 16), if the received PMIPv6 Status indicates PBU acceptance.

-
"Request rejected for a PMIP reason" (decimal 112), if the received PMIPv6 Status indicates PBU rejection. 
If MAG/SGW receives a 3GSPEC IE in Binding Revocation Indication message from LMA/PGW, which requires that the MAG/SGW shall send a GTPv2 message to MME/SGSN, then the MAG/SGW shall copy 3GSPEC value into GTPv2 Cause IE with CS bit set to 1.
If MAG/SGW receives a Cause IE with a GTPv2 message, which requires sending a Binding Revocation Acknowledgement message to LMA/PGW, the MAG/SGW shall copy the GTPv2 Cause value into the 3GSPEC IE.

* * * For Information * * * *

12.1.1.22
Trusted WLAN Mode Indication
The purpose of the Trusted WLAN Mode Indication information element is to convey the selected trusted WLAN Mode. 
The content and encoding of the Trusted WLAN Mode Indication is depicted on Figure 12.1.1.22-1.
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Spare
	MCM
	SCM


Figure 12.1.1.22-1: Trusted WLAN Mode Indication
The following bits within Octet 1 shall indicate:

· Bit 8 to 3 – Spare, for future use and set to zero.
· Bit 2 –MCM (Multiple-connection mode Indication): if this bit is set to 1, it indicates that the Multiple-connection mode is used.
· Bit 1 –SCM (Single-connection mode Indication): if this bit is set to 1, it indicates that the Single-connection mode is used.
* * * Next Change * * * *

12.1.1.x
TWAN Capabilities
The purpose of the TWAN Capabilities information element is to convey the capabilities supported by the TWAN to the PGW. 
The content and encoding of the TWAN Capabilities is depicted on Figure 12.1.1.x-1.
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Spare
	WPMSI


Figure 12.1.1.x-1: TWAN Capabilities
The following bits within Octet 1 shall indicate:

· Bit 8 to 2 – Spare, for future use and set to zero.
· Bit 1 – WLCP PDN Connection Modification Support Indication (WPMSI): if this bit is set to 1, it indicates that the TWAN supports the WLCP PDN Connection Modification procedure. This indication is used by the P-CSCF restoration extension procedure for TWAN access (see 3GPP TS 23.380 [36]).
* * * Next Change * * * *

13
Trusted WLAN Access over S2a Description

13.1
Initial Attach procedures

13.1.1
General
13.1.2
TWAN procedures

In PMIPv6 mode, the TWAN shall follow the MAG procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.2.

If the transparent single-connection mode is used as specified in 3GPP TS 23.402 [3], the TWAN may include Additional Protocol Configuration Options IE in PBU to retrieve additional IP configuration parameters from the PGW (e.g. DNS server). 
The TWAN shall include the Trusted WLAN Mode Indication for single-connection mode or multi-connection mode. It shall not do so for transparent single-connection mode. The PGW shall assume that transparent single-connection mode is used if it receives the PBU from the TWAN without this IE.
If the single-connection mode or multi-connection mode is used as specified in 3GPP TS 23.402 [3], the TWAN shall include Protocol Configuration Options IE in PBU if the TWAN receives the PCO from the UE.

The TWAN shall include the Access Network Identifier Option IE in the PBU message and set its contents as follows:

-
the Access Network Identifier Option IE shall contain the SSID and, unless otherwise determined by the TWAN operator’s policies, at least one of the following Information Elements:

· the Logical Access ID in the Logical Access ID IE;

· the BSSID in the Access Network Identifier Option IE and/or

· the civic address of the access point to which the UE is attached in the Access Network Identifier Option IE.
-
It may also contain the identifier of the TWAN operator, i.e. either the TWAN PLMN-ID if the TWAN is operated by a mobile operator, or the TWAN Operator Name otherwise; 
-
the SSID and the BSSID (when present) shall be encoded in the Network-Identifier sub-option as specified in IETF RFC 6757 [37], respectively in the "Network Name" field and the "Access-Point Name" field; 
-
the TWAN PLMN-ID (when present) shall be encoded in the Operator-Identifier sub-option with the "Operator-Identifier (Op-ID) Type" field set to "2" indicating realm of the operator. The TWAN PLMN-ID shall indicate the PLMN-ID of the TWAN operator and shall be encoded as specified in subclause 19.2 of 3GPP TS 23.003 [12];

-
the TWAN Operator Name (when present) shall be encoded in the Operator-Identifier sub-option with the "Operator-Identifier (Op-ID) Type" field set to "2" indicating realm of the operator. The TWAN Operator Name shall indicate the realm name of the TWAN operator and shall be encoded as specified in subclause 19.8 of 3GPP TS 23.003 [12].
-
the Civic Address shall be encoded in the Civic Location Sub-Option with the "Format" field set to "0" indicating that the value denotes binary encoding. The Civic Address is specified in IETF draft-ietf-netext-ani-location-03 [41].
NOTE: 
The Access Network Identifier Option IE defined in this specification contains similar information as the TWAN Identifier IE defined for GTPv2 in 3GPP TS 29.274 [22] apart from the Logical Access ID which is defined in a separate 3GPP specific IE called Logical Access ID. The Access Network Identifier Option information does not relate to the Access Network Identity (ANID) defined in 3GPP TS 24.302 [39].
The TWAN shall include the Serving Network IE in PBU and set it to the PLMN identity of the selected PLMN used for 3GPP-based access authentication. The selected PLMN is the PLMN of the 3GPP AAA Proxy in roaming case and the PLMN of the 3GPP AAA Server in non-roaming case. 
The TWAN shall include the UE Time Zone IE and shall set its content as specified in subclause 12.1.1.23.
The TWAN shall include the TWAN Capabilities IE in the PBU message and set the WLCP PDN Connection Modification Support Indication flag to 1 if the TWAN supports this procedure.
13.1.3
PDN GW procedures

In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.3.

The PDN GW may include Additional Protocol Configuration Options IE in PBA message to provide the TWAN with additional IP configuration parameters (e.g. DNS server), if a corresponding request was received in the PBU message.

The PDN GW may include Protocol Configuration Options IE in the PBA message, if the Trusted WLAN Mode Indication indicating single-connection mode or multi-connection mode was received in the PBU message.

If the PGW supports Access Network Identifier Option and the TWAN had included the Access Network Identifier Option IE in the PBU message, the PGW shall include the Access Network Identifier Option IE with the sub-option(s) that it accepted as outlined in subclause 4.2 of IETF RFC 6757 [37]. The PGW shall not alter the contents of the sub-option(s) received from the TWAN.

* * * Next Change * * * *

13.5
PDN GW Initiated Resource Allocation Deactivation procedures

13.5.1
General
13.5.2
TWAN procedures

In PMIPv6 mode, the Trusted Non-3GPP Access shall follow the MAG procedure for the PMIPv6 LMA Initiated PDN Connection Deletion as outlined in subclause 5.5.2.

The TWAN shall include the Access Network Identifier Option IE and the Access Network Identifier Timestamp IE and shall set its content as specified in subclause 13.1.2 and 12.1.1.24 respectively.
The TWAN shall include the UE Time Zone IE and shall set its content as specified in subclause 12.1.1.23.

13.5.3
PDN GW procedures

In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 LMA Initiated PDN Connection Deletion as outlined in subclause 5.5.3.
The PGW shall include the 3GPP Specific PMIPv6 error code IE and set it to the cause "Reactivation requested" when the PGW initiates the PDN GW Initiated Resource Allocation Deactivation procedure as part of the P-CSCF restoration procedure over WLAN access, as specified in 3GPP TS 23.380 [36].
* * * Next Change * * * *

13.6
3GPP Access to TWAN with PMIPv6 on S2a Handover procedures without optimization
13.6.1
General

This procedure shall apply for a TWAN access using single-connection mode or multi-connection mode.
13.6.2
TWAN procedures
In PMIPv6 mode, the TWAN shall follow the MAG procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.2.

The TWAN shall include in the PBU message:

-
the Protocol Configuration Options IE if the TWAN received the PCO from the UE.
-
the Access Network Identifier Option IE and set its content as specified in subclause 13.1.2.
-
the Serving Network IE and set it to the PLMN identity of the selected PLMN used for 3GPP-based access authentication. The selected PLMN is the PLMN of the 3GPP AAA Proxy in roaming case and the PLMN of the 3GPP AAA Server in non-roaming case.
-
the Trusted WLAN Mode Indication for single-connection mode or multi-connection mode.
The TWAN shall include the UE Time Zone IE and shall set its content as specified in subclause 12.1.1.23.
The TWAN shall include the TWAN Capabilities IE in the PBU message and set the WLCP PDN Connection Modification Support Indication flag to 1 if the TWAN supports this procedure.
13.6.3
PDN GW procedures

In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.3.

If the PGW supports Access Network Identifier Option and the TWAN had included the Access Network Identifier Option IE in the PBU message, the PGW shall include the Access Network Identifier Option IE with the sub-option(s) that it accepted as outlined in subclause 4.2 of IETF RFC 6757 [37]. The PGW shall not alter the contents of the sub-option(s) received from the TWAN. 
The PDN GW may include Protocol Configuration Options IE in the PBA message.
* * * Next Change * * * *

13.7
UE Initiated Connectivity to Additional PDN procedures

13.7.1
General
This procedure only applies for a TWAN access using the multiconnection mode.
13.7.2
TWAN procedures

In PMIPv6 mode, the TWAN shall follow the MAG procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.2, or the MAG procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.2.
The TWAN shall include in the PBU message:

-
the Protocol Configuration Options IE if the TWAN received the PCO from the UE;
-
the Access Network Identifier Option IE and the UE timezone IE and set their contents as specified in subclause 13.1.2;
-
the Serving Network IE and set it to the PLMN identity of the selected PLMN used for 3GPP-based access authentication. The selected PLMN is the PLMN of the 3GPP AAA Proxy in roaming case and the PLMN of the 3GPP AAA Server in non-roaming case;
-
the Trusted WLAN Mode Indication for multi-connection mode;

-
the TWAN Capabilities IE and set the WLCP PDN Connection Modification Support Indication flag to 1 if the TWAN supports this procedure.
13.7.3
PDN GW procedures

In PMIPv6 mode, the PDN GW shall follow the LMA procedure for the PMIPv6 PDN Connection Creation as outlined in subclause 5.1.3, or the LMA procedure for the PMIPv6 PDN Connection Handover as outlined in subclause 5.3.3.
If the PGW supports Access Network Identifier Option and the TWAN had included the Access Network Identifier Option IE in the PBU message, the PGW shall include the Access Network Identifier Option IE with the sub-option(s) that it accepted as outlined in subclause 4.2 of IETF RFC 6757 [37]. The PGW shall not alter the contents of the sub-option(s) received from the TWAN.
The PDN GW may include the Protocol Configuration Options IE in the PBA message.
* * * Next Change * * * *

14.2
Update PDP context/Bearer at P-CSCF failure

14.2.1
General

The update PDP context/Bearer at P-CSCF failure procedure is specified in subclause 5.1 of 3GPP TS 23.380 [36]. The Proxy Mobile IPv6 LMA Initiated Update Notification procedure specified in subclause 5.11 is used to inform the SGW at P-CSCF failure.
This procedure is also used from the PGW to the TWAN or ePDG to provide the UE with a list of available P-CSCF addresses as part of the P-CSCF restoration extension procedure for TWAN access and untrusted WLAN access (3GPP TS 23.380 [36]).
14.2.2
PDN GW procedures

The PDN GW shall follow the update PDP context/Bearer at P-CSCF failure procedure as specified in subclause 5.1 of 3GPP TS 23.380 [36], or the P-CSCF restoration extension procedure for TWAN access and untrusted WLAN access as specified in 3GPP TS 23.380 [36]. When sending the Update Notification message, the PDN GW shall follow the LMA procedure specified in subclause 5.11 as follows:
1. The notification reason shall be set to "PGW triggered P-CSCF restoration using PCO".
Editor's Note:
The notification reason "PGW triggered P-CSCF restoration using PCO" needs to be registered in IANA.
2. The Service Selection Mobility Option shall be set to the corresponding APN to which the UE PDN connection is attached
3. The PDN connection ID Mobility Option shall contain the PDN connection ID stored in the BCE if multiple PDN connection to a given APN is supported.
4. The PCO Mobility Option (for S5/S8 and S2a) or the APCO Mobility Option (for S2b) shall contain a list of available P-CSCF addresses.
14.2.3
Serving GW, TWAN and ePDG procedures

The Serving GW shall follow the update PDP context/Bearer at P-CSCF failure procedure as specified in subclause 5.1 of 3GPP TS 23.380 [36]. When receiving the Update Notification message with notification reason "PGW triggered P-CSCF restoration using PCO", the Serving GW shall respond with an Update Notification Acknowledgement message specified as the MAG procedure in subclause 5.11.
The TWAN and ePDG shall follow the P-CSCF restoration extension procedure for TWAN access and untrusted WLAN access as specified in 3GPP TS 23.380 [36]. When receiving the Update Notification message with notification reason "PGW triggered P-CSCF restoration using PCO", the TWAN or ePDG shall respond with an Update Notification Acknowledgement message specified as the MAG procedure in subclause 5.11.
* * * Next Change * * * *

14.3
Inform UE about P-CSCF failure

14.3.1
General

The Inform UE about P-CSCF failure procedure is specified in subclause 5.2 of 3GPP TS 23.380 [36]. The Proxy Mobile IPv6 LMA Initiated Update Notification procedure specified in subclause 5.11 is used to inform the SGW at P-CSCF failure.

14.3.2
PDN GW procedures

The PDN GW shall follow the inform UE about P-CSCF failure procedure as specified in subclause 5.2 of 3GPP TS 23.380 [36]. When sending the Update Notification message, the PDN GW shall follow the LMA procedure specified in subclause 5.11 as follows:
1. The notification reason shall be set to "PGW triggered P-CSCF restoration using DHCP".
Editor's Note:
The notification reason "PGW triggered P-CSCF restoration using DHCP" needs to be registered in IANA.
2. The Service Selection Mobility Option shall be set to the corresponding APN to which the UE PDN connection is attached
3. The PDN connection ID Mobility Option shall contain the PDN connection ID stored in the BCE if multiple PDN connection to a given APN is supported.
4. The PCO Mobility Option shall contain an indicator that there is P-CSCF failure.
14.3.3
Serving GW procedures

The Serving GW shall follow the inform UE about P-CSCF failure procedure as specified in subclause 5.2 of 3GPP TS 23.380 [36]. When receiving the Update Notification message with notification reason "PGW triggered P-CSCF restoration using DHCP", the Serving GW shall response with an Update Notification Acknowledgement message specified as the MAG procedure in subclause 5.11.
* * * End of Changes * * * *

