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1. Introduction
This P-CR addresses the procedures on T6a/b interface taking HTTP as the working assumption for protocol.
2. Reason for Change
The procedure description section (Clause 5) of TS 29.128 needs to be completed.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.128
* * * First Change * * * *
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5
Procedures Description
5.1
Introduction

This section describes the HTTP based RESTFul T6a and T6b interface related procedures and the HTTP verbs and the JSON information elements used for each of these procedures.
In the tables that describe the JSON data transported on the HTTP body for each Monitoring event configuration and report, each Information Element is marked as (M) Mandatory, (C) Conditional or (O) Optional in the "Cat." column. The JSON information elements, their data types and encodings are explained in clause <>.
5.2
Monitoring Report Procedure

The MME and SGSN shall report the monitored events to the SCEF by using the HTTP PUT method.  The URL on which the HTTP PUT method is operated shall be derived from the SCEF ID and the SCEF-Reference-ID received by the MME and SGSN from the HSS. The URL shall be formulated as specified in sub-clause 7.3.2.
The subsequent sub-clauses below explain the message body content for each monitoring event reported and the status code returned by the SCEF.

5.2.1
UE Loss of Connectivity

The UE loss of connectivity event shall be reported to the SCEF through a HTTP PUT method. The URL of the HTTP PUT method shall identify the SCEF Reference ID for which the UE loss of connectivity event is reported. There is no JSON data additionally required to qualify the UE loss of connectivity event now. In the future if this event requires additional attributes, then JSON information elements shall be defined as required.
The following table lists the HTTP status codes that the SCEF shall return for various conditions
	HTTP Status Code
	Description

	200 OK
	The reported event is successfully processed against the SCEF Reference ID resource

	404 URL Not Found
	The URL on which the HTTP PUT method was invoked is not found at the SCEF.


5.2.2
UE Reachability
The UE reachability event shall be reported to the SCEF through a HTTP PUT method. The URL of the HTTP PUT method shall identify the SCEF Reference ID for which the UE reachability event is reported. There is no JSON data additionally required to qualify the UE reachability event now. In the future if this event requires additional attributes, then JSON information elements shall be defined as required.

The following table lists the HTTP status codes that the SCEF shall return for various conditions

	HTTP Status Code
	Description

	200 OK
	The reported event is successfully processed against the SCEF Reference ID resource

	404 URL Not Found
	The URL on which the HTTP PUT method was invoked is not found at the SCEF.


5.2.3
Location Reporting
The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the Location Reporting monitoring report to the SCEF.

	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	Location
	Object
	M
	This is an object grouping representing the location as TAI / ECGI / EnodeBID/RAI/CGI/SAI/Presence Reporting Area ID. The MME and the SGSN shall include this object containing one or more of the location fields as defined in sub-clause 7.4.2.3.


The following table lists the HTTP status codes that the SCEF shall return for various conditions

	HTTP Status Code
	Description

	200 OK
	The reported event is successfully processed against the SCEF Reference ID resource

	404 URL Not Found
	The URL on which the HTTP PUT method was invoked is not found at the SCEF.


5.2.4
Communication Failure

The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the Communication Failure monitoring report.
	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	CommunicationFailure
	Object
	M
	This is an object grouping representing the communication failure as S1AP / EMM / ESM / RANAP / BSSGP / GMM / SM cause values. The MME and the SGSN shall include this object containing one or more of the cause fields defined in sub-clause 7.4.2.4.


The following table lists the HTTP status codes that the SCEF shall return for various conditions

	HTTP Status Code
	Description

	200 OK
	The reported event is successfully processed against the SCEF Reference ID resource

	404 URL Not Found
	The URL on which the HTTP PUT method was invoked is not found at the SCEF.


5.2.5
Availability after DDN Failure
This event is same as the UE reachability event as described in sub-clause 5.2.2 above.
5.2.6
Number of UEs Present In a Geographic Location
The number of UEs present at a given geographic location event is configured at the MME or the SGSN by the SCEF as described in sub-clause 5.3.1.
The MME and the SGSN shall report the result by using the HTTP PUT method by forming the URL based on the SCEF ID and the SCEF Reference ID provided by the SCEF in the event configuration request.
The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the Number of UEs present in a given geographic location.

	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	NumberofUEs
	Object
	M
	The MME/SGSN shall report the number of UEs found at the requested geographic location in this information element. Refer sub-clause 7.4.2.6.


The following table lists the HTTP status codes that the SCEF shall return for various conditions

	HTTP Status Code
	Description

	200 OK
	The reported event is successfully processed against the SCEF Reference ID resource

	404 URL Not Found
	The URL on which the HTTP PUT method was invoked is not found at the SCEF.


Editor's note: The use of HTTP GET by SCEF to fetch number of UEs based on last known location or the number of UEs based on TA/RA level granularity is FFS.
* * * Next Change * * * *

5.3
Monitoring Event Configuration Procedure

The SCEF shall configure a monitoring event at the MME/SGSN by using the HTTP POST method if the event requires to be reported later by the MME and the SGSN. The URL on which the HTTP POST method is operated shall be formulated as specified in sub-clause 7.3.2.
The subsequent sub-clauses below explain the JSON information element carried for each monitoring event configured.
5.3.1
Number of UEs Present In a Geographic Location
The SCEF shall use the HTTP POST method for configuring the Number of UEs present in a geographic location event for current location type at a cell level (ECGI / SAI / CGI). This is because, when current location is requested at a cell level, the MME/SGSN has to activate corresponding location reporting procedure towards the RAN to get the current location information and then count the number of UEs and subsequently report that towards the SCEF. Since this takes some time, immediate response is not possible. Hence this specific reporting has to be achieved through a configure and then later notify mechanism.

The SCEF shall use the HTTP GET method for configuring / querying the Number of UEs present in a geographic location event for last known location or current location at TAI/RAI/ENodeB ID granularity. This is because, when last known location is queried or current location at TAI/RAI/ENodeBID granularity is requested the number of UEs count can be returned immediately without having to wait for the RAN procedures.

Editor's note: The use of HTTP GET by SCEF to fetch number of UEs based on last known location or the number of UEs based on TA/RA level granularity is FFS.
The following table provides the information elements that are encoded in JSON when the SCEF sends the Number of UEs present in a geographic location monitoring event configuration.
	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	NumberOfUEsPresentInaLocationConfig
	Object
	M
	This is an object grouping representing the location as TAI / ECGI / EnodeBID/RAI/CGI/SAI/Presence Reporting Area ID. Refer sub-clause 7.4.2.13.


The following table lists the HTTP status codes that the MME/SGSN shall return in the HTTP POST response method.

	HTTP Status Code
	Description

	201 Created
	The MME/SGSN shall include this status code if the event configuration is successful. A reference to the resource state created for this event configuration shall be returned in the "Location" header of the HTTP response. The resource referred to by the "Location" header shall have the relative link of form:

"/<scef-id>/<scef-reference-id>"

where,

- <scef-id> shall be the SCEF ID provided by the SCEF in the request body;
- <scef-reference-id> shall be the SCEF Reference ID provided by the SCEF in the request body
If the SCEF needs to update the event configuration (or) delete the event configuration created at the MME/SGSN, it shall construct the URI for this resource as specified in section 5 of IETF RFC 3986 [9] and section 7.1.2 of IETF RFC 7231 [5]

	400 Bad Request
	The MME/SGSN is not able to understand the event configuration request due to malformed request or unknown information element in the JSON encoding.
Editor's note: How the unknown fields of the failed configuration request are communicated to the MME/SGSN if FFS (either by providing the supported JSON schema or unknown fields list as a JSON object in the HTTP response body).

	404 URL Not Found
	The URL on which the HTTP POST method was invoked is not found at the MME/SGSN.

	503 Service Unavailable
	The MME/SGSN shall include this status code if MME is experiencing congestion internally and is not able to process the request. 


* * * Next Change * * * *
5.4
Monitoring Configuration Procedure for Roaming

The MME/SGSN shall send the monitoring event configuration information to the IWK-SCEF in roaming scenarios, when the MME/SGSN receives the monitoring event configuration from the HSS. The monitoring event configuration information shall be locally consumed at the IWK-SCEF and the IWK-SCEF shall not route such requests beyond it.
Editor's note: For one time monitoring events whether configuration and reporting step can be combined is FFS.
The MME/SGSN shall use the HTTP POST method to send the monitoring event configuration to the IWK-SCEF. The URL on which the HTTP POST method is operated shall be formulated as specified in sub-clause 7.3.2.
The subsequent sub-clauses below explain the JSON information element carried for each monitoring event configured.
5.4.1
UE Loss of Connectivity

The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the UE Loss of Connectivity monitoring event configuration to the IWK-SCEF.
	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	UELossOfConnectivityConfig
	Object
	M
	Refer sub-clause 7.4.2.8.


5.4.2
UE Reachability
The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the UE Reachability monitoring event configuration to the IWK-SCEF.

	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	UEReachabilityConfig
	Object
	M
	Refer sub-clause 7.4.2.9.


5.4.3
Location Reporting

The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the Location Reporting event configuration to the IWK-SCEF.
	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	LocationReportingConfig
	Object
	M
	Refer sub-clause 7.4.2.10.


5.4.4
Communication Failure

The following table provides the information elements that are encoded in JSON when the MME/SGSN sends the Communication Failure event configuration to the IWK-SCEF.
	JSON Information Element Name
	Information Element Type
	Cat.
	Description

	UECommunicationFailureConfig
	Object
	M
	Refer sub-clause 7.4.2.11.


5.4.5
Availability after DDN Failure

This event is same as the UE reachability event as described in sub-clause 5.4.2 above.
* * * End of Changes * * * *

�This aspect needs to be resolved - as shown in editor's note below. Including the text here now just for discussion





