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1.
Introduction
This paper provides discussion information for the inclusion of the Session-Priority AVP in the User-Authorization-Request and Multimedia-Auth-Request commands in support of the priority treatment.
2.
Description
The following figure illustrates a basic flow associated with UE registration with the IMS Core Network. This registration allows the network to authenticate the UE and to authorize IMS network access to the user as well as establishment of security association(s) between the UE and the network to protect the SIP traffic.
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Observations:

1. Section 3.3 of IETF RFC 4412 indicates that the Resource-Priority header field is optional in the SIP REGISTER message.  3GPP TS 24.229 also specifies the optional inclusion of the Resource-Priority header field in the SIP REGISTER message.  This optional priority marking is received by the I-CSCF (in steps 2 and 12 of the above figure) and by the S-CSCF (in steps 5 and 15 of the above figure).

2. Based on Section 5.3.2.1 of TS 24.229, the I-CSCF gives priority to these SIP REGISTER messages.

“… if priority is supported, as containing an authorised Resource-Priority header field, or, if such an option is supported, relating to a dialog which previously contained an authorised Resource-Priority header field;  the I-CSCF shall give priority over other transactions or dialogs. This allows special treatment of such transactions or dialogs.”

To support priority processing when the I-CSCF receives an RPH in a SIP REGISTER message from the P-CSCF, it is proposed that the I-CSCF should include a priority marking in the subsequent Diameter User-Authorization-Request (UAR) messages (in steps 3 and 13).  The Session-Priority AVP is proposed for this purpose.  

Note: The Session-Priority AVP is an existing AVP that is optionally included in the Diameter Location-Info-Request (LIR) and Server-Assignment-Request (SAR).

3. Based on Section 5.4.3.2 of TS 24.229, the S-CSCF should also give priority to SIP REGISTER messages that are marked for priority treatment.  To support these procedures, it is proposed that the S-CSCF should include a priority marking (Session-Priority AVP) in the Diameter Multimedia-Auth-Request (MAR) message (in step 6 of the above figure). This priority marking is also included in the Diameter Server-Assignment-Request (SAR) message (in step 16 of the above figure).

3.
Conclusion
Associated CRs (C4-151260 and C4-151261) have been prepared, proposing the optional inclusion of the Session-Priority AVP for the Diameter User-Authorization-Request (UAR) and Multimedia-Auth-Request (MAR), in support of priority treatment associated with these commands.
__________________________
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