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	Other comments:
	This CR reuses the content of the CR0019 to TS 29.336 (C4-151125) about MONTE events. Only the modified subclauses due to “Availability after DDN failure” monitoring event are mentioned in this CR


* * * First Change * * * *

Editor’s Note: Text coming from CR0019 to TS 29.336 (C4-151125) will be aligned with the text of the final CR0019 to TS 29.336.
5.x.1
Configuration Information on S6t
5.x.1.1
General

This procedure is used between the SCEF and the HSS for:

-
 the configuration of Monitoring events 

The following events may be configured for monitoring:

-
the association of the UE and UICC and/or new IMSI-IMEI-SV association,

-
the UE reachability
-
Location of the UE, and change in location of the UE,

-
Loss of connectivity
-
Communication failure
-
Roaming status (i.e. Roaming or No Roaming, VPLMN-ID) of the UE, and change in roaming status of the UE
-
Availability after DDN failure
This procedure is mapped to the commands Configuration-Information-Request/Answer in the Diameter application specified in chapter 6. The tables 5.x.1.1/1 and 5.x.1.1/2 detail the involved information elements.
Table 5.x.1.1/1: Configuration Information Request
	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(see 6.4.2)
	User-Identifier 
	M
	This Information Element shall contain the identity of the UE. This is a grouped AVP containing either an External Identifier or an MSISDN (exactly one, and only one, of those identifiers shall be included in the request).



	Supported Features

(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this Information Element shall contain the list of features supported by the origin host.

	Monitoring Event Configuration

(see 6.4.x2)
	Monitoring-Event-Configuration
	O
	If present, this Information Element shall contain the details of Monitoring event(s). Multiples instances covering different monitoring events may be present.


Table 5.x.1.1/2: Configuration Information Answer
	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for S6t errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP. 



	User Identity

(see 6.4.2)
	User-Identifier 
	C
	This information element shall contain the User Identity of the UE. This is a grouped AVP containing an External Identifier or an MSISDN.

This IE shall be present only when the Result-Code is DIAMETER_SUCCESS.



	Supported Features

(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event Report
(see 6.4.x3)
	Monitoring-Event-Report
	O
	If an immediate report is available this information element shall contain the requested data available in the HSS.


Editor’s note: to further investigate the case and the text of of the CIA table when multiple instances of monitoring events in the CIR
* * * next Change * * * *

6.4
AVPs

6.4.1
General

Editor’s Note: no new AVP is currently foreseen for the Availability after DDN failure event. If this is confirmed, this subclause will not be modified by this CR.
The following table specifies the Diameter AVPs defined for the S6m/S6n interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).

Table 6.4.1/1: S6m/S6n/S6t specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	IP-SM-GW-Number
	3100
	6.4.14
	OctetString
	M,V
	
	
	
	No

	IP-SM-GW-Name
	3101
	6.4.15
	DiameterIdentity
	M,V
	
	
	
	No

	User-Identifier
	3102
	6.4.2
	Grouped
	M,V
	
	
	
	No

	Service-ID
	3103
	6.4.3
	Enumerated
	M,V
	
	
	
	No

	SCS-Identity
	3104
	6.4.4
	OctetString
	M,V
	
	
	
	No

	Service-Parameters
	3105
	6.4.5
	Grouped
	M,V
	
	
	
	No

	T4-Parameters
	3106
	6.4.6
	Grouped
	M,V
	
	
	
	No

	Service-Data
	3107
	6.4.7
	Grouped
	M,V
	
	
	
	No

	T4-Data
	3108
	6.4.8
	Grouped
	M,V
	
	
	
	No

	HSS-Cause
	3109
	6.4.9
	Unsigned32
	M,V
	
	
	
	No

	SIR-Flags
	3110
	6.4.10
	Unsigned32
	M,V
	
	
	
	No

	External-Identifier
	3111
	6.4.11
	UTF8String
	M,V
	
	
	
	No

	IP-SM-GW-Realm
	3112
	6.4.18
	DiameterIdentity
	M,V
	
	
	
	No

	Monitoring-Event-Configuration
	xxx2
	6.4.x2
	Grouped
	M,V
	
	
	
	No

	Monitoring-Event-Report
	xxx3
	6.4.x3
	Grouped
	M,V
	
	
	
	No

	SCEF-Reference-ID
	xxx4
	6.4.x4
	OctetString
	M,V
	
	
	
	No

	SCEF-ID
	xxx5
	6.4.x5
	OctetString
	M,V
	
	
	
	No

	SCEF-Reference-ID-for-Deletion
	xxx6
	6.4.x6
	Grouped
	M,V
	
	
	
	No

	Monitoring-Type
	xxx7
	6.4.x7
	Unsigned32
	M,V
	
	
	
	No

	Maximum-Number-of-Reports
	xxx8
	6.4.x8
	Unsigned32
	M,V
	
	
	
	No

	UE-Reachability-Configuration
	xxx9
	6.4.x9
	Grouped
	M,V
	
	
	
	No

	Monitoring-Duration
	xxx10
	6.4.x10
	Unsigned32
	M,V
	
	
	
	No

	Maximum-Detection-Time
	xxx11
	6.4.x11
	Unsigned32
	M,V
	
	
	
	No

	Reachability-Type
	xxx12
	6.4.x12
	Unsigned32
	M,V
	
	
	
	No

	Maximum Latency
	xxx13
	6.4.x13
	Unsigned32
	M,V
	
	
	
	No

	Maximum Response Time
	xxx14
	6.4.x14
	Unsigned32
	M,V
	
	
	
	No

	Location-Information-Configuration
	xxx15
	6.4.x15
	Grouped
	M,V
	
	
	
	No

	Location-Type
	xxx16
	6.4.x16
	Unsigned32
	M,V
	
	
	
	No

	Accuracy
	xxx17
	6.4.x17
	Unsigned32
	M,V
	
	
	
	No

	Association-Type
	xxx18
	6.4.x18
	Unsigned32
	M,V
	
	
	
	No

	Roaming-Information
	xxx19
	6.4.x19
	Unsigned32
	M,V
	
	
	
	No

	Reachability-Information
	xxx20
	6.4.x20
	Unsigned32
	M,V
	
	
	
	No

	IMEI-Change
	xxx22
	6.4.x22
	Unsigned32
	M,V
	
	
	
	No

	Monitoring-Event-Config-Status
	xxx24
	6.4.x24
	Grouped
	M,V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M" indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3].

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the S6m/S6n interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within S6m/S6n. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.4.1/2, but they may be re-used for the S6m/S6n protocol.
Table 6.4.1/2: S6m/S6n/S6t re-used Diameter AVPs

	Attribute Name
	Reference
	Comments

	User-Name
	IETF RFC 3588 [3]
	This AVP shall contain the IMSI of the UE, in the User-Identifier AVP.

	MSISDN
	3GPP TS 29.329 [10]
	

	LMSI
	3GPP TS 29.173 [8]
	

	Serving-Node
	3GPP TS 29.173 [8]
	see 6.4.12

	Additional-Serving-Node
	3GPP TS 29.173 [8]
	see 6.4.13

	Supported-Features
	3GPP TS 29.229 [7]
	see 6.4.x23

	Feature-List-ID
	3GPP TS 29.229 [7]
	

	Feature-List
	3GPP TS 29.229 [7]
	

	SM-RP-SMEA
	3GPP TS 29.338 [12]
	

	Priority-Indication
	3GPP TS 29.368 [13]
	

	MME-Number-for-MT-SMS
	3GPP TS 29.272 [14]
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli-02 [15]
	See 6.4.16

	OC-OLR
	IETF draft-ietf-dime-ovli-02 [15]
	See 6.4.17

	Visited PLMN Id
	3GPP TS 29.272 [14]
	

	Charged-Party
	3GPP TS 32.299 [zz]
	

	EPS-Location-Information
	3GPP TS 29.272 [14]
	see 6.4.x21

	MME-Location-Information
	3GPP TS 29.272 [14]
	

	SGSN-Location-Information
	3GPP TS 29.272 [14]
	


NOTE:
MME-Location-Information and SGSN-Location-Information are enhanced for Monitoring event location reporting by eNodeB-ID AVP (defined in 3GPP TS 29.217 [y]) and PRA AVP (defined in 3GPP TS 29.272 [14])
* * * next Change * * * *

6.4.x7
Monitoring-Type

The Monitoring-Type AVP is of type Unsigned32 and shall identify the type of event to be monitored. The following values are defined:

LOSS_OF_CONNECTIVITY (0)

UE_REACHABILITY (1)

LOCATION_REPORTING (2)

CHANGE_OF_IMSI_IMEI(SV)_ASSOCIATION (3)

ROAMING_STATUS (4)

COMMUNICATION_FAILURE (5)
AVAILABILITY_AFTER_DDN_FAILURE (6)
* * * Next Change * * * *
6.4.x23
Feature-List AVP
6.4.x23.1
Feature-List AVP for the S6t application

The syntax of this AVP is defined in 3GPP TS 29.229 [7].
For the S6t application, the meaning of the bits shall be as defined in table 6.4.x23/1 for the Feature-List-ID. 

Table 6.4.x23/1: Features of Feature-List-ID used in S6t
	Feature bit
	Feature
	M/O
	Description

	0
	MONTE
	O
	Configuration of monitoring events from an SCEF with CIR/CIA command pair and the reporting of events to the SCEF with RIR/RIA comand pair.
If the HSS does not support this feature, the SCEF shall not send montoring event configurations to the HSS within CIR. 

	XX
	Availability after DDN failure
	O
	Support of the Availability after DDN failure monitoring event 
This feature is applicable to the CIR/CIA command pairs over the S6t interfaces.

If the HSS indicates in a CIA command that it does not support this feature,  the SCEF shall not send subsequent CIR commands to this HSS containing a Monitoring  Event Configuration  AVP with  an Availability after DDN failure monitoring event type

	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. "1".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "ODB-HPLMN-APN".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 

Description: A clear textual description of the feature.



Editor's Note: It needs to be investigated if feature should be defined as one flag per monitoring event type or one flag for all monitoring events.
Editor’s Note: The introduction of Availability after DDN failure feature  bit needs to be confirmed after the decision on the handling of supported features for Monitoring events in general in the CR 0019 to TS 29.336 

* * * End of Changes * * * *
