
3GPP TSG CT4 Meeting #70
C4-151209
Vancouver, Canada; 17th – 21st August 2015
Source:
China Mobile
Title:
Pseudo-CR on Introduction for SCC-AS Restoration Use Cases
Spec:
3GPP TR 29.812 v0.1.0
Agenda item:
6.1.11
Document for:
Decision

1. Introduction
This contribution proposes to add one optional solution for SCC-AS restoration.
2. Reason for Change
Provide some introduction for SCC-AS restoration use cases.
3. Proposal

It is proposed to agree the following changes to TR 29.812 Study on SCC AS Restoration

* * * First Change * * * *

4
SCC-AS restoration use cases 
4.1
Introduction
The SCC-AS stores transparent data in the HSS, and it subscribes to notifications both using SIP and the Sh Interface. With respect to transparent data, when the AS returns to operation after a failure, it could be assumed that the same instances will be used again. It could also be assumed that the subscriptions to notifications are cleaned up periodically. Hence, the following discussion will only cover the case before the SCC AS resumes. 
Interruption of established sessions is considered an acceptable consequence of the failure of one of the network elements in the session path, so restoration when the SCC AS fails after it has been in the route path of an established session will not be analyzed either. Since there is no difference of the behaviour of the SCC AS when dealing with the service request for the Registered or Unregistered subscriber, it could be assumed that the mechanism of the SCC AS restoration will be the same for the Registered or Unregistered subscriber.

The mentioned service request may be a third party registration request, a session originating service request or a session terminating service request. When there is a service request coming to the SCC AS, the SCC AS may be in failure status or has restored. If the SCC AS has restored from the failure, the SCC AS could obtain the subscriber service data from the HSS. For example, the restored SCC AS receives a service request for a subscriber from the S-CSCF, but the SCC AS doesn’t have the service data of this subscriber, then the SCC AS could request the transparent data via Sh interface from the HSS in order to provide the service to the subscriber. So, the discussion on the failure of the SCC AS is focused on the scenario that the SCC AS is in the failure status.

When there is a service request coming to the SCC AS in failure, the following clauses describes the outcome in several different cases.
4.2
SCC-AS restoration Description
4.2.1
Third Party Registration Request
During the registration of the subscriber, the third party registration request will be triggered, and the S-CSCF will check whether the Filter Criteria of the subscriber matches the register request from the UE. If the AS matches the Filter Criteria of the subscriber service profile for the event of REGISTER request, the S-CSCF will initiate the third-party REGISTER request to the AS. 
 If the AS is down or failed, the AS could not respond the third party registration request, or the AS would return a failure response to the S-CSCF. According to the current 3GPP specification, the S-CSCF may abort sending the third-party REGISTER request, or initiate network-initiated deregistration procedure based on the information in the Filter Criteria. Although there may be more than one ASs providing the same service, the subscriber cannot register to any other available AS, and the related service cannot be provided to the subscriber.
4.2.2
Originating and Terminating Service Request
When the S-CSCF receives a session originating or terminating service request from the UE, the S-CSCF will check whether the Filter Criteria of the subscriber matches the service request. If the AS matches the Filter Criteria of the subscriber service profile for the event of service request, then the S-CSCF will forward the service request to the AS. 
If the AS is down or failed, the AS could not respond the service request, or the AS would return a failure response to the S-CSCF. According to the current 3GPP specification, if the S-CSCF fails to receive a SIP response or receives a 408 (Request Timeout) response or a 5xx (Failure Response) response from the AS, the S-CSCF shall either continue or terminate the session based on the default handling defined in the matched filter criteria. Although there may be more than one AS providing the same service, the subscriber cannot register to another available AS, and the related service cannot be provided to the subscriber.  

For the SCC-AS restoration scenario, the S-CSCF can be configured to forward the service request to another available AS.
4.2.3
User-initiated Deregistration Request
Similar to the Originating and Terminating Service Request case in clause 4.2.2.
* * * End of Changes * * * *

