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1. Introduction

At CT4#68 meeting, the following open issues were left for the further study:
1. Whether Push mechanism is additionally needed?

2. Whether a response is required for each request even when the MME has no UE found which is associated with the inquired congested RAN entity in the request message? 

3. Whether a response is required for each request even when the SGSN has no APN to report, due to either no IMSI is present under the SGSN, or no active PDP context associated with those IMSIs under the request? 

4. Whether an entry for an eNB / ECGI of which subscribers could not be found under a given MME needs to be present in the Nq response message from the MME to the RACF when the MME sends the Nq response message for other eNB / ECGI included in the same request message?

5. Whether an entry for each IMSI which is not found under an SGSN needs to be reported in the Nq' response.

6. Whether the SGSN should report only those APN of which corresponding PDP context running payload.
7. Whether a status indicating that a requested IMSI is present under the SGSN but no APN is PDP activated. (for Gn/Gp SGSN)

This discussion paper is addressing for the issues 2, 3, 4, 5, 7.

2. Discussion
2.1 Stage 2 requirement for UPCON and NqAP procedures
The RAN Congestion Awareness Function (RCAF) is an element that provides RAN User Plane Congestion Information (RUCI) to the PCRF to enable the PCRF to take the RAN user plane congestion status into account for policy decisions.

The RCAF collects information related to user plane congestion from the RAN’s OAM system based on which the RCAF determines the congestion level (and the identifier) of an eNB or E-UTRAN cell. Via the Nq interface the RCAF determines the UEs served by a congested eNB or congested E-UTRAN cell and retrieves the APNs of the active PDN connections of those UEs. 
The RCAF collects information related to user plane congestion from the RAN’s OAM system based on which the RCAF determines the congestion level, the identifier of the impacted UTRAN cell and the IMSIs served by the impacted cell. Via the Nq’ interface the RCAF retrieves the APNs of the active PDN connections of the UEs in the congested cell.

Stage 2 has also specified two essential procedures: 

1. IMSI and APN information retrieval procedure as specified in the clause 5.9.4 in TS 23.401;

2. APN information retrieval procedure as specified in the clause 6.17 in TS 23.060.

Based on above requirement, CT4 has introduced two procedures accordingly in the clause 5.2 and 5.3 of TS 29.405.
2.2 Overview processes in RCAF

To support UPCON functionality as specified in SA2, the RCAF can be envisioned to support at least 3 procedures as depicted in the figure 2.2-1:
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FIGURE 2.2-1 Processes in RCAF

Process A is running between RAN O&M and RCAF, which is out of 3GPP scope.
Such RAN congested information may be pushed or pulled from RAN O&M towards the RCAF either periodically, or sporatically, e.g. as long as get notified from RAN congested entity. If periodically, the frequency of update may not be synchronized with the one (the process B) over Nq/Nq' interface. 

Process B is running NqAP procedures, i.e. IMSI and APN information retrieval procedure and APN information retrieval procedure. 
In this process, the RCAF collects (or appends) IMSI and/or APN information associated with a congestion RAN entity periodically towards concerning MMEs or SGSNs which are derived from the DNS procedure, and based on some algorisms, e.g. a number consecutive report, to determine which UE and its APNs are eligible to be reported to the PCRF for applying policy control, in order to mitigate the congestion.
Process C is running Np procedures.

The process is to inform PCRF about those eligible UE context (IMSI and APN), the RCAF need to maintain those UE context, to be able to update , e.g. when congestion level is changed; to remove, e.g. when UE has left congested RAN, or PDN connection is deactivated, or the RAN entity has ceased congestion.
2.3 NqAP transaction

Let use an eNB congestion as example to have a vision for a Nq transaction (Process B) as illustrated in the figure 2.3-1:
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FIGURE 2.3-1 NqAP transaction

When a RCAF initiate a NqAP transaction for a congested RAN entity, it always sends the same request (with the same RAN congested enities' identifier ) to all associated MMEs/SGSNs, which are derived from the DNS procedure. The number of MMEs is up to 256 (according to the length of MME code); while the number of SGSNs is even up to 1024 if the 10 bit NRI value is used). 
So when we speak about NqAP transaction, we should not consider that the NqAP transaction is between point to point, i.e. between a RCAF and a MME/SGSN, instead we should consider it as between one point to multiple points, a NqAP transaction is between one RCAF and multiple MMEs/SGSNs associated with congested RAN or IMSIs. Within such NqAP transaction, each of MMEs/SGSNs contacted provides just a small portion of  IMSI and/or APN information to the RCAF. The RCAF need collect or more properly to say, append all these information from each of MMEs/SGSNs together as one query result for a RAN congested entity. 

Therefore it seems that the RCAF need not be made to transaction stateful, i.e to validate individually per MME/SGSN if it receives the response from that MME/SGSN, to be able to take any further action.
The issues listed in the introduction chapter 2, 3, 4, 5 and 7 are not problem to the RCAF, such response (for the issues 2 and 3), entry (for the issues 4, 5) and indication (for the issue 7) are useless information, which just consumes extra processing load in the RCAF, and RCAF can NOT make use of those information.

2.4 Error handling

As discussed in the last chapter, if the MME/SGSN is allowed to not send any response to the RCAF for some situations, how the RCAF can differentiate such valid scenarios from an error situation, e.g. Protocol error in the request message, or the MME/SGSN is unable to handle the request due to malfunction or overload?
Reporting protocol error, which is aiming for interoperability issue, to solve IoT problem, should be anyway required.  If the MME/SGSN includes the MME/SGSN FQDN and the problematic request message in the rejection response message when it detects such a protocol error, it will provide full information for RCAF to correlate/identify the protcool error. With such approach, it doesn't require the RCAF to keep the transaction stateful, i.e. the RCAF need not wait for the response from the MME/SGSN.

Then for other error scenarios, e.g. when the MME/SGSN is unable to handle the request due to malfunction or overload, whether providing such response is useful for the whole UPCON function?

We know a MME/SGSN contacted in such a NqAP transaction provides just a small portion of  IMSI and/or APN information to the RCAF, also considering the large latency of the whole UPCON mechanism which just providing some kind of best effort to mitigate RAN congestion, even if one of MMEs/SGSNs is unable to provide a list of IMSI and/or APN associated with congested RAN entity, it should not deteriorate too much of the whole mechanism. 
NOTE that, reporting less IMSI and/or APN doesn't lead that PCRF applies more restructive measure, e.g. suppress more QoS, for those UE/APN be reported. 

Besides, if the RCAF receives such information, malfunction or overload of the MME/SGSN, what RCAF can do about it besides to issue a alarm? And when the RCAF can cease the alarm?
Therefore it seems not justified that based on such exceptional case (e.g. overload or malfunction) to decide to construct NqAP as transaction stateful, which increase a lot more unnecessary complexities.
It would be good to keep NqAP transaction stateless, i.e. the RACF just collects directly the IMSI and/or APN information included in the response messages, there is no need for RACF to know which MME has produced what response. 
3. Proposal

Based on the above discussion, it is proposed to agree the following approach:
2. Whether a response is required for each request even when the MME has no UE found which is associated with the inquired congested RAN entity in the request message? 
A: No.
3. Whether a response is required for each request even when the SGSN has no APN to report, due to either no IMSI is present under the SGSN, or no active PDP context associated with those IMSIs under the request? 
A: No.

4. Whether an entry for an eNB / ECGI of which subscribers could not be found under a given MME needs to be present in the Nq response message from the MME to the RACF when the MME sends the Nq response message for other eNB / ECGI included in the same request message? 

A: No such entry is required.
5. Whether an entry for each IMSI which is not found under an SGSN needs to be reported in the Nq’ response.
A: No such entry is required.
  7. Whether a status indicating that a requested IMSI is present under the SGSN but no APN is PDP activated. (for Gn/Gp SGSN)
              A: No such indication is needed. 

In addition, the MME/SGSN shall send a rejection response together with the MME/SGSN FQDN and the complete problematic request message.
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