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5.x
Alternative connection (ALTC) addresses management
5.x.1
General

The IMS-ALG may support the ALTC functionality as specified in IETF RFC 6947 [xx] and 3GPP TS 24.229 [11] to support a dual stack UEs. The present subclause describes the requirements for P-CSCF (IMS-ALG) and IMS-AGW when the ALTC procedures are supported.

If the IMS-ALG supports ALTC and, based on local policies, decides to insert ALTC information in the SDP offer sent to the terminating side, the IMS-ALG shall request the IMS-AGW to reserve two sets of transport addresses/resources on the upstream leg to enable media to traverse the IMS-AGW, one for each media line associated to ALTC information. The IMS-ALG shall request the IMS-AGW to release the transport resources reserved for the address type finally not used.
* * * Next Change * * * *
6.2.x
Alternative connection (ALTC) addresses management
Figure 6.2.x.1 shows a message sequence chart example for a session setup with a dual stack UE using the SDP attributes "altc" inserted by the IMS-ALG in the SDP offer to indicate the IP addresses for potential alternative connection addresses. 
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Figure 6.2.x.1: Session establishment with insertion of the SDP attribute "altc" by the IMS-ALG
Upon receipt of a session initiation request, the IMS-ALG shall extract the offerer's destination network address(es) and port number(s) from the signalling message body received from the calling party endpoint. Based on local policies, the IMS-ALG may decide to provide an alternative IP address and to then insert "altc" attributes in the SDP offer sent to the terminating side. The IMS-ALG shall then request the IMS-AGW to allocate transport resources (T2 and T3) via two Reserve AGW Connection Point procedures, one per address type. Upon receipt of the response from the IMS-AGW, the IMS-ALG shall modify the offerer's destination addresses and/or ports initially contained in the SDP offer, insert the "altc" SDP attributes carrying the alternative IP addresses and propagate the session establishment toward the terminating party. 

On receipt of the SDP answer of the called party endpoint, the IMS-ALG shall pass the IP address, port and address type chosen by the endpoint for the session to the IMS-AGW in the Configure AGW Connection Point procedure and shall request the IMS-AGW to allocate transport resources (T1) via the Reserve and Configure AGW Connection Point. Upon receiving the response from the IMS-AGW, the IMS-ALG shall modify the answerer's destination address(es) and/or port(s) contained in the application signalling message body and pass the information to the originating party.  The IMS-ALG shall also request the IMS-AGW to release the transport resources (T3) reserved for the unused address type via the Release AGW Termination procedure.
On session termination, the IMS-ALG shall request the IMS-AGW to release its transport resources via the Release AGW Termination procedure.
* * * End of Changes * * * *
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