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1. Introduction

This document provides for information the current progress of the GTP-C Overload Control Mechanism workitem (CP-130433). 

2. Study phase Progress (TR 29.807)
2.1 Target Meeting CT4#62bis – Intended Completion 30%
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	General description on the GTP-C overload problem

Source: Alcatel-Lucent, Verizon, Cisco, Ericsson, Huawei
	Subclause 4.0
	C4-131816

	2
	General description on the concept of load/overload control

Source: Alcatel-Lucent, Verizon, Cisco, Ericsson, Huawei
	Subclause 4.2.1
	C4-131817

	3
	Scenarios leading to GTP-C Overload

Source: Alcatel-Lucent, Verizon
	Subclause 4.1

Besides the scnearios captured in 23.843, new scenarios related to non-3GPP access are added.
	C4-131819

	4
	Applicability of GTP-C load control to 3GPP and non-3GPP interfaces

Source: Alcatel-Lucent, Verizon, Ericsson, Cisco
	Subclause 4.2.4


	C4-131820

	5
	Applicability of GTP-C overload control to 3GPP and non-3GPP interfaces

Source: Alcatel-Lucent, Verizon, Ericsson, Cisco
	Subclause 4.2.4


	C4-131821

	6
	Principles of Load Control

Source: Huawei, Cisco, Alcatel-Lucent, Ericsson
	Subclause 4.2.2

Restating the principles based on what is agreed in 23.401 subclause 4.3.7.1a.2
	C4-131633

	7
	Principles of Overload Control

Source: Alcatel-Lucent, Verizon, Cisco, Ericsson, Huawei
	Subclause 4.2.3

Restating the principles based on what is agreed in 23.401 subclause 4.3.7.1a.1
	C4-131818

	8
	Requirements guiding the definition of the Load/Overload Control Information

Source: Cisco, Alcatel-Lucent, Verizon, Ericsson
	Subclause 5.2.1, 6.2.1
	C4-131872

	9
	Skeleton of alternative definition of load control definition

Source: Cisco, Alcatel-Lucent
	Subclause 5.2.2

Skeleton and general description of alternative 1.
	C4-131823

	10
	Skeleton of alternative definition of overload control definition

Source: Cisco, Alcatel-Lucent
	Subclause 6.2.2

Skeleton and general description of alternative 1.
	C4-131824

	11
	Proposal for some Overload Control parameters

Source: Alcatel-Lucent, Verizon, Cisco, Nokia Siemens Network
	Subclause 6.2.2.1
Porposed parameters: Overload-Metric, Period-Of-Validity, Overload-Sequence-Number, APN-List
	C4-131865

	12
	Proposal for some Load Control parameter
Source: Huawei
	New parameter "Load Metric" is proposed.
	C4-131874

	13
	Behaviour of GTP-C nodes supporting overload control information

Source: Alcatel-Lucent, Verizon
	A new subclause under clause 6 needs to be allocated.
	C4-131875

	14
	DISC Analysis of hop-by-hop and end-to-end overload control approaches
Source: Cisco
	For information.
	C4-131741


2.2 Target Meeting CT4#63 – Intended Completion 45%
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	Overload control on S2a/S2b Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Subclause 4.2.4.3.2
No decision at this point of time.

Send LS to SA2 by next meeting to get their feedback on the changes needed to realize the UE support for overload control for S2a, S2b interfaces.
	C4-132085

	2
	Load Control Information parameter: APN List
Source: Cisco, Verizon
	Subclause 5.2.2.1.2.3
Requirement to pass the APN list in the Load Control Information and new parameter APN-List are proposed.
	C4-132168

	3
	Load Control Information parameter: Load control Information ID
Source: Huawei, Verizon
	Subclause 5.2.2.1.2.2

New parameter Load-Control-Information-ID
	C4-132169

	4
	Overload Status
Source: Huawei
	Subclause 5.2.2.1.2.4

New parameter: Overload-Status

Ericsson, ALU, NSN did not see any value in defining this parameter.
	Withdrawn

	5
	Frequency of Inclusion of Load/Overload Control Information
Source: Cisco, Verizon, Huawei
	Subclause 5.3 and 6.3

Three different approaches are proposed.
	C4-132271

	6
	Description of Loss algorithm
Source: Cisco, Alcatel-Lucent, Verizon
	Subclause 6.4.1
Description of loss algorithm and advantages and drawbacks are proposed.
	C4-131953

	7
	Propagation of MME/SGSN identity to PGW
Source: Nokia Siemens Network, Cisco, Verizon, KDDI
	Subclause 6.5.1
Various approaches to provide MME/SGSN identity during the normal operation and during the overload state are proposed.
	C4-132269

	8
	Enforcement of overload control
Source: Cisco
	Subclause 6.7
Three different approaches for enforcement of the overload control are proposed.
	C4-132172

	9
	Update on the Overload Control parameter - Overload-Sequence-Number
Source: Ericsson
	Clean-up of subclause 6.2.2.1.2.3
	C4-132083


2.3 Target Meeting CT4#64 – Intended Completion 80%
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	Applicability of overload control to S3/S10/S16
Source: Alcatel-Lucent, Verizon
	Not critical to add support over these interfaces in this release.
	C4-140080

	2
	Overload control on S2a/S2b
Source: Alcatel-Lucent, Verizon
	Example call flows for the overload control for WLAN accesses
LS is sent in C4-140373 to SA2 asking them to consider defining the behaviour between the WLAN access node and the UE for properly handling the overload control in WLAN accesses.
	C4-140298

	3
	Granularity of the Load Metric
Source: Ericsson, Cisco
	Recommendations that advertisement with finer granularity should be avoided under normal working condition to avoid unnecessary processing at the receiver.
	C4-140206

	4
	Granularity of the Overload-Reduction-Metric
Source: Ericsson, Cisco
	On the same principle as above.
	C4-140207

	5
	Handling of optional parameters within load/overload control info
Source: Nokia-Siemens-Networks, Verizon, Cisco
	Mechanism to handle future extension to the load/overload control mechanism.
	C4-140401

	6
	Inclusion of (over)load information
Source: Alcatel-Lucent, Verizon
	A new mechanism for the inclusion of the information.
	C4-140374

	7
	Limit on maximum number of instances of Load/Overload control info IE.

Source: Cisco, Verizon
	We should set the limit of max number of instances of Load/Overload Control Info IE which can be provided by the sender

· Within one message

· Across multiple message by a particular node
	C4-140375

	8
	Various aspects related to APN load control
Source: Cisco, Verizon
	Details description of various aspects such as:
· Example describing the issues when APN load control is not used in the network

· Information needed for APN load control

· Example describing the impact on the node level load control when APN load control is used
	C4-140315

	9
	Interaction between load control and information received from DNS
Source: Cisco, Huawei, Verizon
	Interaction between load control information and information received from DNS when
· Only node level load control is deployed

· When APN level load control is deployed
	C4-140376

	10
	Interaction between overload control and APN back-off timer

Source: Cisco, Verizon
	Multiple alternatives:

· Simultaneous usage of both the mechanism is allowed for the given APN.

· Simultaneous usage is prohibited for any APN.
	C4-140405

	11
	Interaction with Downlink Data Notification Throttling
Source: Alcatel-Lucent, Verizon
	There is no need for introducing a new overload control procedure from the MME/SGSN to the SGW (with SGW as consumer of the overload information).
	C4-140081

	12
	Evaluation of overload control enforcement
Source: Alcatel-Lucent, Verizon
	Some corrections to make the analysis more accurate.
	C4-140301

	13
	Issues with partial support of the feature in the network
Source: Cisco, Verizon
	For load control:

· No harm with partial support but should be avoided

For overload control

· Better to avoid partial support
	C4-140341

	14
	Discovery of the load/overload control feature support by the peer node
Source: Cisco, Verizon
	Alternatives for within and across the PLMN boundary.
	C4-140342

	15
	Implicit overload control mechanisms
Source: Cisco, Verizon
	Specifically when overload control information is not exchanged between the nodes:
· Message should not be discarded but reject response should be sent

· Rate of reject response can be used as an indication for the overload state of the target node
	C4-140139


2.4 Target Meeting CT4#64bis – Intended Completion 100 %

2.4.1 Conclusion P-CRs
	Sr. No
	Sub Task
	Comments
	Agreed TDoc Number

	1
	General clean-up

Source: Cisco
	Removal of some editorial note.

Correction of some text.
	C4-140435

	2
	Conclusion on applicability of Load Control on 3GPP and non-3GPP access based interfaces

Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
	Add a conclusion clause 4.2.4.2A

- Based on table 4.2.4.2-1.
	C4-140473

	3
	Conclusion on applicability of Overload Control on 3GPP access based interfaces

Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
	Add a conclusion clause 4.2.4.3.2A

- Based on table 4.2.4.3.2-1.

- "SGW as originator and PGW as consumer" needs to be added in the table.

- 6.6.1 is concluded for interaction between DDN throttling and Overload Control Info
	C4-140474

	4
	Conclusion on applicability of Overload Control on non-3GPP access based interfaces

Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon
	Requires SA2's input. 


	C4-140760

	5
	Conclusion on the support of APN level load control feature
Source: Cisco
	Add a conclusion clause 5.1A.7

- To define APN level load control feature as an optional feature to support.

- The operator shall activate this feature only when all the nodes in the network support this feature.
	C4-140764

	6
	Conclusion on the definition of Load Control Info

Source: Cisco, Ericsson, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei
	Clause 5.2.2.2 and 5.2.2.1.3.

- Definition as captured in 5.2.2.1

- Mandatory to support and mandatory to include parameters as follows:

Load Metric

Load-Control Sequence Number
- Optional to support and optional to include parameters as follows:

List-of-APN_&_ResourceLimit
	C4-140806

	7
	Conclusion on frequency of inclusion of Load Control Info

Source: Huawei, Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Clause 5.3.6

- Sender can include the information based on any of the alternatives mentioned in this section. It is its responsibility to ensure that the updated information is propagated to the target receivers, with an acceptable delay, such that the purpose of the information – i.e. effective load control – is achieved.

- The receiver shall be prepared to receive the information in any of the message and upon reception, shall be able act upon the same.
Additionally, the P-CR contains proposal on GTPv2 messages which can carry Load Control Info
	C4-140803

	8
	Conclusion on interaction between DNS info and Load Control Info

Source: Cisco, Ericsson, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei
	Add a conclusion clause 5.4.2.3

- Conclude with 5.4.2.1. 
	C4-140798

	9
	Conclusion on limit on max number of instances of Load Control Info

Source: Cisco, Ericsson, Verizon
	Clause 5.5.4

- For message level, clause 5.5.2

- For node level, clause 5.5.3.1
	C4-140438

	10
	Conclusion on the definition of Overload Control Info

Source: NSN, Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, KDDI
	Clause 6.2.2.2 and 6.2.2.1.3.

- Definition as captured in 6.2.2.1

- Mandatory to support and mandatory to include parameters as follows:

Overload Reduction Metric

Overload Sequence Number

Period-Of-Validity
- Mandatory to support and optional to include parameters as follows:

APN-List

- Needs to decide max number of APNs in APN-List
	C4-140801

	11
	Conclusion on frequency of inclusion of Overload Control Info

Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco
	Clause 6.3.6

- Sender can include the information based on any of the alternatives mentioned in this section. It is its responsibility to ensure that the updated information is propagated to the target receivers, with an acceptable delay, such that the purpose of the information – i.e. effective load control – is achieved.

- The receiver shall be prepared to receive the information in any of the message and upon reception, shall be able act upon the same.
Additionally, the P-CR contains proposal on GTPv2 messages which can carry Overload Control Info
	C4-140802

	12
	Conclusion on message throttling algorithm

Source: Cisco, Ericsson, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei
	Add conclusion clause 6.4.2.3

- "Loss" algorithm as mandatory to support and default to use.
	C4-140750

	13
	Conclusion on message prioritization

Source: Cisco
	Add conclusion clause 6.4.1.3

TBD
	C4-140751

	14
	Conclusion on propagation of MME/SGSN identity to the PGW

Source: Cisco, Ericsson, Verizon
	Clause 6.5.2.6

- Based on clause 6.5.2.3
	C4-140441

	15
	Conclusion on updating the PGW with the overload control info of MME/SGSN

Source: Cisco, Ericsson, Verizon
	Clause 6.5.2.6

- Based on 6.5.3.4
	C4-140442

	16
	Conclusion on interaction between APN back-off timer and overload control info

Source: Cisco, Ericsson, Verizon Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Clause 6.6.2.4

- Based on 6.6.2.3
	C4-140443

	17
	Conclusion on enforcement of overload control

Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon
	Clause 6.7.4

- Based on 6.7.3.3
	C4-140472

	18
	Conclusion on limit on max number of instances of Overload Control Info

Source: Cisco, Ericsson, Verizon
	Clause 6.9.4

- For message level, clause 6.9.2

- For node level, clause 6.9.3.1
	C4-140444

	19
	Conclusion on discovery of the support of the feature by the peer node

Source: Cisco, Ericsson, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Clause 7.2.4

- For "across the PLMN boundary" based on 7.2.2.

- For "within PLMN boundary" based on 7.2.3.2.
	C4-140445

	20
	Conclusion on partial support of the feature in the network

Source: Cisco, Ericsson, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	Clause 8.3.1.3

- Homogenous support is strongly recommendation for PGWs and SGWs

- Homogenous support is recommended for MMEs, SGSNs, ePDGs and TWANs.

Clause 8.3.2.2

- Homogenous support is strongly recommendation in the network
	C4-140446

	21
	Clause 9 conclusion and recommendation

Source: Cisco, Ericsson, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
	In a tabular form, capture all the conclusion clauses which will require further standardization work.
	C4-140799


2.5 Open points and remaining work

It was decided to work on the following aspects during the normative phase of the work:

· Associating the Load/Overload Control Info with the identity of the sender: The mechanism for associating the received Load/Overload Control Info IE and the identity of the sender needs to be defined. Feasibility of using the implicit identifiers (e.g. the source IP address of the message carrying the Load/Overload Info IE) or explicit identifiers (e.g. inclusion of sender's ID within the Load/Overload Control Info IE) will be studied for this purpose.
3. Study phase Progress
3.1 Conclusion on open points

· Associating the Load Control Info with the identity of the sender: It was decided that the Load Control Info shall always be associated with the GW node's identity (i.e. FQDN or IP address received from the HSS or the DNS).
· Associating the Overload Control Info with the identity of the sender: By default the Overload Control Info shall be associated with the PDN connection (over which the information is received) peer node's IP address. Alternatively, the GW nodes (i.e. SGW and PGW) are allowed to advertise Overload Control Info associated with the node's identity (i.e. FQDN or IP address received from the HSS or the DNS).
3.2 Target Meeting CT4#65 – Intended Completion 90%

	Sr. No
	Sub Task
	Comments
	TS
	CR
	Agreed TDoc Number

	1
	Clean-up of the remaining editor's notes

Source: Cisco
	There are 5 different editor's notes, which are already addressed during the conclusion phase, are required to be removed.
	29.807
	N.A.
	C4-140998

	2
	Skeleton for capturing various aspects of GTP-C overload control solution

Source: Cisco
	Based on the conclusion of TR 29.807, skeleton to capture various aspects of GTP-C overload control solution is proposed.

Note: It is proposed only for information.
	29.274
	1437
	N.A.

	3
	GTP-C overload problem and scenarios leading to overload

Source: Alcatel-Lucent (and other supporting companies)
	Addresses the following sections:

X.1.1
GTP-C overload problem
X.1.2
Scenarios leading to overload
X.1.3
Load & overload control concepts
Note: This should be captured here: "Load and Overload control features can be supported and activated independently in the network."
	29.274
	1475
	C4-141117

	4
	Load control solution: General aspects

Source: Cisco (and other supporting companies)
	Addresses the following sections and its sub-sections:

X.2.1
Principles of load control
X.2.2
Applicability to 3GPP and non-3GPP access based interfaces
X.2.3
Node level load control
X.2.4
APN level load control
Note: Under APN level load control, the requirements and information needed for APN load control would be captured. 
	29.274
	1469
	C4-141116

	5
	Load Control Information

Source: Huawei (and other supporting companies)
	Addresses the following sections and its subsections:

X.2.5
Load Control Information
Note 1: Special mentioning of "Sender's-ID" parameter is needed. Sender's-ID consist of two parts: Node Type, Node's identity. Node type can be derived based on the instance number of the Load Control Info IE. For Node's identity, the target node's FQDN or IP address (received from the HSS or DNS) is used.
Note 2: Table 5.3.6-1 of the TR will be handled separately. Nothing needs to be captured here.
	29.274
	1480
	C4-141199

	6
	Load control solution: Miscellaneous aspects

Source: Ericsson (and other supporting companies)
	Addresses the following sections and its subsections:

X.2.6
Discovery of the support of the feature by the peer node
X.2.7
Issues in the network with partial support of the feature
	29.274
	1464,

1466
	C4-141119, C4-141120

	7
	Overload control solution: General aspects

Source: Cisco (and other supporting companies)
	Addresses the following sections and its sub-sections:

X.3.1
Principles of overload control
X.3.2
Applicability to 3GPP and non-3GPP access based interfaces
X.3.3
Node level overload control
X.3.4
APN level overload control
Note: SGW is not required to perform overload control towards the MME/SGSN as this is redundant with DDN throttling mechanism extended to the normal priority traffic. This should be captured.
	29.274
	1470
	C4-141196

	8
	Overload Control Information

Source: NSN (and other supporting companies)
	Addresses the following sections and its sub-sections:

X.3.5
Overload Control Information
Note 1: Special mentioning of "Sender's-ID" parameter is needed. Sender's-ID consist of two parts: Node Type, Node's identity. Node type can be derived based on the instance number of the Load Control Info IE. For Node's identity, explicit indication of whether to use node's FQDN or IP address (received from HSS or DNS) or to use peer address of the session for which the message is received, is required.
Note 2: Table 5.3.6-1 of the TR will be handled separately. Nothing needs to be captured here.
	29.274
	1488
	C4-141218

	9
	Overload control solution: Message throttling and enforcement of the overload control

Source: Alcatel-Lucent (and other supporting companies)
	Addresses the following sections and its sub-sections:

X.3.9
Message throttling
X.3.10
Enforcement of overload control
Note: Also proposes new cause code, which shall be used by the overload control feature supporting GTP-C entity while rejecting the message during an overload condition.
	29.274
	1476,
1477
	C4-141132,
C4-141197

	10
	Overload control solution: Miscellaneous aspects

Source: Ericsson (and other supporting companies)
	Addresses the following sections and its sub-sections:

X.3.6
Propagation of MME/S4-SGSN identity to PGW
X.3.7
Updating PGW with overload control information of target MME/S4-SGSN
X.3.8
Interaction with congestion control using APN back-off timer
X.3.11
Discovery of the support of the feature by the peer node
X.3.12
Issues in the network with partial support of the feature
	29.274
	1461,
1462,

1463,

1465,

1467
	C4-141129,
C4-141130,

C4-141131,

C4-141134,

C4-141135

	11
	Implicit load & overload control mechanisms

Source: Ericsson (and other supporting companies)
	Addresses the following sections and its sub-sections:

X.3.13
Implicit load & overload control mechanisms
	29.274
	1468
	C4-141136

	12
	Addition of Load & Overload Control Info IEs in session mgmt. messages

Source: Cisco (and other supporting companies)
	This CR will add Load & Overload Control Info IE in all the applicable messages (mainly within clause 7.2 of 29.274) as per table 5.3.6-1 and 6.3.6-1 of TR 29.807.
	29.274
	1471
	C4-141137

	13
	Definition of new IEs for Load & Overload Control feature Source: Cisco (and other supporting companies)
	This CR will define two grouped IEs: Load Control Info; Overload Control Info.

Additionally, for the parameters within these IEs, new IE types will be defined for those parameters for which existing IE types cannot be used. All the changes are restricted to clause 8 of 29.274
	29.274
	1472
	C4-141198


3.3 Target Meeting CT4#66 – Intended Completion 100%
	Sr. No
	Sub Task
	Comments
	TS
	CR
	Agreed TDoc Number

	
	Interaction between node level Load Control Information and the information received from DNS

Source: Alcatel-Lucent (and other supporting companies)
	Based on clause 5.4.2.1 and 5.4.2.3 of TR 29.807.
	29.303
	
	

	
	Interaction between APN level Load Control Information and the information received from DNS

Source: Huawei (and other supporting companies)
	Based on clause 5.4.2.2 and 5.4.2.3 of TR 29.807.
	29.303
	
	

	
	Some of the aspects related to APN level load control

Source: N.A.
	Potentially following aspects may be captured:

- Issues when APN load control is not used (5.1A.4 of TR 29.807)

- Impacts on node level load control (5.1A.6 of TR 29.807)

It was not considered critical to capture this normatively, at this moment.
	29.303
	N.A.
	N.A.

	
	Any remaining work

Source: Cisco
	Addition of missing changes and editorial correction.
	29.274
	1498
	


