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1. Introduction
Wildcard IMPU is identified as an existing mechanism for Share of IMS Service Data and Share of IMS Service Profile.
2. Reason for Change
Complement the existing mechanisms and their drawbacks for Share of IMS Service Data and Share of IMS Service Profile.
3. Conclusions

None
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.854 v0.2.0.
*******
* * * First Change * * * *

4.2
Share of IMS Service Data
4.2.1
Introduction

In the 3GPP IMS network, the service data are stored by the application servers in the HSS as transparent data. But in the deployment, some service data e.g. IMS CAMEL service information, are provisioned in the IMS HSS, and then the IMS AS retrieves the data from the HSS when the IMS AS is powered on or when the user is registered in the IMS or when there is a terminating call reaching the user. 

In this case, even if some parts of the service data could be shared by multiple subscribers, from an HSS perspective data is accessible and manageable per subscriber, as per existing 3GPP specifications. This means that when some data needs to be modified, it requires an update operation per subscriber, even if this data is also part of other subscribers’ data set.
However, some implementation dependant solutions may internally define some common data to be shared by multiple subscribers, although this is not covered by existing 3GPP specifications. And it may be possible that part of this internally defined common data shared by multiple subscribers could be updated in the HSS by the provisioning system.Then considering that the contents of the service data are transparent to the HSS per 3GPP specifications, the HSS could be able to identify only by implementation dependant means that this common data update affects multiple subscribers and needs to notify the IMS AS which subscribed to notification of changes on the data to retrieve the user data for each subscriber impacted.
4.2.2
Existing Mechanisms

So far the subscription to notification mechanism over Sh interface is defined for the HSS to notify the AS of the update of the subscription data. If some service data are to be shared by multiple subscribers dependant on some implementations, the same subscription to notification mechanism over Sh interface has to be used per subscriber.
Wildcarded Public User Identity can be taken as another mechanism to address the share of service data under some specific conditions, i.e. a Wildcarded Public User Identity represents a collection of Public User Identities that share the same service profile and same service data, and are included in the same implicit registration set.
4.2.3
Drawbacks
If the IMS Service Data are shared by a lot of subscribers, with the existing subscription to notification mechanism over Sh interface, massive amount of messages conveying the same updated service data will be exchanged over Sh interface since the notification of the update would be applied to multiple subscribers and the update over Sh interface has to be done per subscriber.
The mechanism with Wildcarded Public User Identity is not applicable in the case the Public User Identities of the subscribers are independent of each other, or not satisfying any of the conditions for Wildcarded Public User Identity.
* * * Next Change * * * *

4.3
Share of IMS Service Profile
4.3.1
Introduction

In the 3GPP IMS network, part of the IMS Service Profile data may be shared by multiple Public User Identities of a single user, and they may be shared by multiple subscribers as well. In the case the shared part of the IMS Service Profile data is updated, the HSS needs to send the updated Service Profile per impacted subscriber to the S-CSCFs where the relevant user registered. This may create massive signalling over Cx interface, especially considering that all Service Profiles related to the Public User Identities belonging to an implicit registration set have to be downloaded to the S-CSCF even if only a small part of the Service Profile is updated.
4.3.2
Existing Mechanisms
Over IMS Cx interface, a SiFC feature is defined. If the SiFC feature is supported by the HSS and S-CSCF, the HSS shall download the identifiers of the shared iFC sets. If either the HSS or the S-CSCF does not support the SiFC feature, the HSS shall download the complete iFCs. A Shared iFC Set points to a set of Initial Filter Criteria which may be shared by several Service Profiles locally administered and stored at the S-CSCF and the HSS, and the network operator is responsible for keeping the local databases in the S-CSCFs and HSSs consistent. When receiving the identifiers of the shared iFC sets, the S-CSCF maps the downloaded identifiers onto the shared iFC sets. The SiFC identifiers within the service profiles for each subscriber are not changed, thus there is no need for the HSS to send extra message to update the subscription in the S-CSCF, and the signalling load and traffic can be saved a lot.
Wildcarded Public User Identity can be taken as another mechanism to address the share of service profile under some specific conditions, i.e. a Wildcarded Public User Identity represents a collection of Public User Identities that share the same service profile and same service data, and are included in the same implicit registration set.
4.3.3
Drawbacks
Shared iFC feature can be taken as an optimization to alleviate the signalling load between the HSS and S-CSCF, and may also save storage resource in the HSS and S-CSCF for the iFCs, especially in the case the same Shared iFC set is shared by multiple subscribers. However over IMS Cx interface, update of Shared iFC is limited to a specific IMS subscriber who may have multiple public user identities and multiple Service Profiles sharing the iFCs. If the Shared iFC identifiers which are shared by multiple subscribers are updated, the HSS still needs to update the S-CSCF per subscriber basis.
The mechanism with Wildcarded Public User Identity is not applicable in the case the Public User Identities of the subscribers are independent of each other, or not satisfying any of the conditions for Wildcarded Public User Identity.
* * * End of Changes * * * *

