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1. Introduction
-
2. Reason for Change
Existing standardized P-CSCF restoration procedures are included into TR.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.806 0.1.0.
* * * First Change * * * *

4.1
Introduction


A mobile IMS UE on 3GPP access will be unreachable for terminating calls after a P-CSCF failure, either a node total failure or just loss of related UE registration information (e.g. P-CSCF may have restarted and be up and running, but any registration data is lost). Without any P-CSCF restoration mechanism, the UE will be reachable for terminating calls only when:

· the UE’s registration timer expires, which implies a new registration. This timer value depends on operator configuration preferences, but in the worst case it may take several hours.

· the UE attempts to make an outgoing call.
Therefore, until any of these actions occur, any call for this UE arriving to terminating S-CSCF will be rejected.

From Release 9 onwards, P-CSCF restoration procedures were standardized, trying to minimize the time a UE is unreachable for terminating calls after a P-CSCF failure. 3GPP TS 24.229 [y] and 3GPP TS 23.380 [x] specify some optional restoration procedures for handling of P-CSCF failure. Existing P-CSCF restoration mechanism could be summarized in the figure 4.1.1.
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Figure 4.1.1- Existing P-CSCF restoration mechanism

Steps in figure 4.1.1 explanation follows:

1.
UE initially registers to IMS.

2.
In connection with the UE registration, the P-CSCF selected by the UE shall via Rx provide the PCRF with its SIP address. The PCRF in its turn then uses a Gx push procedure to provide this P-CSCF address to the P-GW/GGSN. P-CSCF address is then stored by P-GW/GGSN.

3.
The P-GW/GGSN monitors periodically availability of all P-CSCFs to which the UEs it serves are attached to. 

4.
When P-GW/GGSN considers a P-CSCF as failed, then P-GW/GGSN sends Update Bearer Request/Update PDP Context Request to all UEs associated with this P-CSCF, including a new PCO (Protocol Configuration Options) IE with a list of available P-CSCF addresses, which does not include the failed P-CSCF address. 
The UE will upon receiving the Update Bearer Request/ Update PDP Context Request (with the list of P-CSCF addresses) perform a new initial registration towards IMS, using a different P-CSCF, since former P-CSCF will not be included in the list.

* * * Next Change * * * *

4.2
Limitations and drawbacks

Existing standardized P-CSCF restoration mechanism has following limitation and drawbacks: 

A) Massive core and radio networks signalling

Once P-GW/GGSN determines that a P-CSCF is down, it has to send an Update Bearer Request/Update PDP Context Request for every UE currently registered with the failing P-CSCF, in order to provide the UE with an updated list of available P-CSCF addresses. Then, each of the notified UEs will register again to IMS, using one of the new provided P-CSCF addresses.  

The number of users that can be handled by a P-CSCF can be large which means that massive core and radio network signalling will be triggered due to the P-CSCF failure, both for sending the Update Bearer Request/Update PDP Context Request message to every UE as well as for the resulting new initial IMS registration attempts performed by every affected UE. This procedure may even involve paging the UEs, if the associated UEs are in idle mode. 

B) Not fully reliable


The current restoration mechanism may in some cases not be fully reliable, like in the following situations:

- 
In case of a P-CSCF partial failure (i.e. registration data is not available for a set of subscribers) or when P-CSCF has restarted after the failure (registration data is lost), P-GW/GGSN may consider this P-CSCF is available and therefore restoration mechanism is not performed. However, terminating calls will fail, either for all or just a set of subscribers, since registration data is not available.

-
A (temporary) network problem may cause the P-GW/GGSN to assume the P-CSCF is down and thereby trigger the restoration procedure unnecessarily. 

C) UE support

The current restoration mechanism requires specific UE support, since the UE shall be able to re-register to any of the newly provided P-CSCF addresses.

However, IR.92 GSMA compliant UEs follow 3GPP TS 24.229 Rel-8 that only include P-CSCF discovery mechanism not P-CSCF restoration procedures, since the P-CSCF restoration trigger based on Update Bearer Request/Update PDP Context Request was introduced in Rel-9 as an optional procedure in 3GPP TS 24.229 [y]. Therefore, the UE may ignore any P-CSCF address in an Update Bearer Request/Update PDP Context Request, and then will not perform a new registration and as a result continue to be unavailable.
D) Poor service availability
UE registration with a new available P-CSCF may take a long time with the current restoration mechanism, since the request to re-register is sent to all UEs for a P-CSCF. This becomes even worst due to the chance to get into an overload situation. 

A part from that, in the case of P-CSCF partial failure, as described above due to the mechanism unreliability, terminating calls keeps failing until the UE registration timer expires or it performs an outgoing call.
A part from that, P-CSCF restoration mechanism standardization for the case the UE uses DHCP for initial P-CSCF discovery is not fully standardized. Stage 2 behaviour for this case is described in 3GPP TS 23.380 [x] subclause 5.2, however this is not fully implemented in corresponding stage 3 TSs. More specifically, when P-GW/GGSN detects P-CSCF failure, then it has to inform the UE about this, however this indication is not standardized. It corresponds to steps 12 and 13 in figure 5.2.2a. Anyway, it has to be noted that GSMA IR.92 mandates to use PCO based P-CSCF discovery, since this problem will only apply to non GSMA compliant UEs.
* * * End of Changes * * * *

