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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR. 
2. Reason for Change
This contribution provides the general description of one alternative for overload control handling based on the definition of a new Overload Control Information IE that is piggybacked in existing GTP-C signaling.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.1.0.
* * * First Change * * * *

6.2.2
Alternative 1 - New Overload Control Information IE piggybacked in existing GTP-C signalling
6.2.2.1
Description

6.2.2.1.1
General

When a GTP-C entity becomes overloaded, it needs to be able to gracefully reduce its load, e.g. by instructing its clients to reduce sending traffic according to its current capacity to successfully process the traffic.
It is proposed to define a new Overload Control Information (OCI) IE that is piggybacked on existing GTP-C messages and existing signalling, under the principles that: 

-
the computation and transfer of the Overload control Information shall not add significant additional load to the node itself and to its corresponding peer nodes;
-
The inclusion of overload information in existing messages means that the frequency increases with the system loading, allowing faster feedback and thus better regulation.
When a GTP-C entity determines that the offered traffic is growing (or is about to grow) beyond its nominal capacity, it shall signal an Overload Control Information IE to instruct its GTP-C peers to reduce the offered load accordingly. 
GTP-C overload control is performed independently for each direction between two GTP-C entities. GTP-C overload control may run concurrently – but independently – for each direction between two GTP-C entities. 
Within a message, one or multiple instances of the "Overload Control Information" may be included by the same node. When multiple "Overload Control Information" are included by the sender, each of them provides the information about the identity of the overloaded node and may provide additional information about the overload condition. Correspondingly, this will allow the receiver to apply mitigation actions which will result in a targeted and efficient alleviation of the overload condition at the sender.
Below is a representative definition of "Overload Control Information". The actual format/encoding may differ from the below representation, however it should ensure all the elements mentioned in the definition below.

Overload Control Information :=
<Sender's-ID>
/* Identifies if the sender is e.g. PGW, SGW, MME, S4-SGSN */











Parameter 1 [Type, Length, Value]











Parameter 2 [Type, Length, Value]










Parameter 3 [Type, Length, Value]










…











Parameter N [Type, Length, Value]
The applicable parameters are further defined below. One or more parameters may be included within the same instance of the "Overload Control Information", as depicted above. When multiple parameters are included, the scope or the applicability of the overload information is derived by performing logical AND operation between the included parameters, e.g. if parameters P1, P2 and P3 are included within the given "Overload Control Information" then it represents the overload condition for the session with P1 "and" P2 "and" P3 parameters.
Each parameter will be evaluated against the requirements and its usefulness towards achieving an smooth overload control within the network. Finally, a set of parameters will be identified as part of this alternative.

Editor's Note: Handling of an unsupported optional parameter by the receiver would be clarified here and it is FFS.

6.2.2.1.2
Parameters
Editor's Note: At least following aspects should be clearly identified: intended use at the receiver, condition for the sender to include it, whether it is optional or mandatory and the applicability to various nodes.
* * * End of Changes * * * *

