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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR. 
2. Reason for Change
This contribution proposed text to subclause 4.2.4 of the TR on the applicability of GTP-C overload control to GTP-C based interfaces.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.1.0.
* * * First Change * * * *

4.2.4
Applicability to 3GPP and non-3GPP access based interfaces
4.2.4.3
GTP-C overload control

GTP-C overload control should be designed as a generic mechanism possibly applicable to any GTP-C based interface and any direction. However, some interfaces are more prone to experience overload than others, and thus the applicability of GTP-C overload control needs to be assessed for each interface in terms of potential benefits but also impacts and complexity. 
As a general principle, there is no need to exchange overload information with nodes / on interfaces that do send very little traffic. 
Scenarios have been identified in subclause 4.1 which can cause overload at the MME/SGSN, SGW and PGW over the S11/S4 and S5/S8 interfaces. Thus stage 2 (see subclause 4.3.7.1a.2 of 3GPP TS 23.401 [2] and subclause 5.3.6.1a of 3GPP TS 23.060 [3]) already requires support of overload control on the S11/S4 and S5/S8 interfaces as follows:
-
an MME/SGSN can signal overload to the SGW and PGW;

-
an SGW can signal an overload to the MME/SGSN;

-
a PGW can signal an overload to the MME/SGSN via the SGW;

NOTE 1: 
it is assumed with the two last bullets that an MME/SGSN will perform hop-to-hop as well as end-to-end overload control before deciding to send GTP-C signaling to the PGW. 
Although not captured by stage 2, an SGW should also be able to signal an overload to the PGW (e.g. when forwarding MME/SGSN originated request or response). 

NOTE 2: 
A large number of users may start application related interactions (e.g. IMS SIP call) simultaneously when some exceptional event occurs, which leads to a large amount of almost simultaneous Create/Update Bearer Requests sent from PGW to SGW and MME/SGSN.  Means should exist to allow the PGW to limit or stop network initiating signalling for dedicated bearer establishment/update/deletion towards an SGW in overload to avoid the SGW to collapse (like also specified towards an MME/SGSN in overload).
Scenarios have also been identified in subclause 4.1 which can cause overload at the PGW over the S2a/S2b interfaces. It is thus proposed to support overload control on the S2a/S2b interface as follows: 
-
a PGW can signal an overload to the TWAN/ePDG;

NOTE 3: 
support of overload control in the reverse direction may be added in later release (e.g. when considering support of voice over WLAN access).
NOTE 4:
With the growing importance of WLAN access and the enhancements being specified in Rel-12 for enhanced SaMOG (e.g. mobility with IP address preservation, multiple PDN connectivity), the GTP-C signaling over the S2a/S2b interfaces is expected to be/become far from being negligible and thus also a sensitive traffic to regulate when a PGW enters overload – in complement to overload mitigation over S5/S8. This is complementary to load control over S2a/S2b, when the PGW becomes overloaded despite load control. 
NOTE 5:
the ePDG/TWAN can reject the establishment of PDN connections towards an overloaded PGW and/or the access of the UE to WLAN, which is preferable than continuing to overflow an overloaded PGW and getting a rejection or no response at all.
Traffic flood may possibly occur on the S3, S10 and S16 interfaces, resulting from a large number of users performing TAU/RAU (e.g. overlaid RATs and failure of RAN node, MME load re-balancing, train moving across MME pools boundaries...). Beyond mobility management procedures, RAN Information procedures may also generate traffic on these interfaces e.g. for SON. In deployments with combo MME/SGSN nodes, most of the S3 traffic should however remain internal to the combo node. Support of overload control may be beneficial over these interfaces, although not critical as for some other interfaces.
Editor's Note: It is FFS whether support of overload control on the S3/S10/S16 interfaces should be considered for Rel-12.
GTP-C overload control will not be supported in Rel-12 for the following GTP-C based interfaces:
-
Sm, Sn (no overload scenario identified, limited GTP-C traffic, avoid impacts to MBMS GW); 
-
Sv (no overload scenario identified, avoid impacts to legacy CS products);
-
S101, S121 (no overload scenario identified, avoid impacts to legacy HRPD products); 
-
Gn/Gp (avoid impacts to legacy SGSN/GGSN products and GTPv1-C protocol).
Table 4.2.4.3-1 summarizes the applicable interfaces and nodes for GTP-C overload control. 
	Originator
	Consumer
	Applicable Interfaces

	MME
	SGW
	S11

	S4-SGSN
	SGW
	S4

	MME
	PGW
	S11, S5/S8

SGW relays Overload Control Information from S11 to S5/S8 interface.

	S4-SGSN
	PGW
	S4, S5/S8

SGW relays Overload Control Information from S4 to S5/S8 interface.

	SGW
	MME
	S11

	SGW
	S4-SGSN
	S4

	PGW
	MME
	S5/S8, S11
SGW relays Overload Control Information from S5/S8 to S11 interface.

	PGW
	S4-SGSN
	S5/S8, S4
SGW relays Overload Control Information from S5/S8 to S4 interface.

	SGW
	PGW
	S5/S8

	PGW
	ePDG
	S2b (when WLAN access is used)

	PGW
	TWAN
	S2a (when WLAN access is used)


Table 4.2.4.3-1: Applicability of Overload Control Information to GTP-C interfaces and nodes
* * * End of Changes * * * *

