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Reason for Change
It was agreed at the last meeting to anchor NAT traversal (NAT-T) support, concerning the level of protocol layers L3/L4 for TCP, in the TR. See so-called “TCP merge mode” (H.248.84) topic in past C4-130778.
L3/L4 NAT-T for TCP is basically application independent, but there might be L4+ specifics due to different communication topologies (and client server relationsships) between MSRP and BFCP.

NAT-T at the level of L4+
, e.g., due to the necessity of  modifications of address information within a MSRP message itself, was already indicated as a Rel-12 requirement (in clause 4.1.4/29.828). Hence, L4+ NAT-T would be at least an optional capability (in TR 29.828 Rel-12).

A new sub-clause for explicit information on the optional support of “L3/L4 NAT-T for TCP” is proposed.

Further – H.248.84 dedicated aspects: 

There were two questions for clarification raised (when C4-130778 was discussed):

a) Information baseline for MGC with regards to the enabling of TCP merge mode in associated MGW(s)?

b) Multiple (N) MGWs in series within the end-to-end TCP connection path, which (1-out-of-N) MGW is selected for TCP merge mode?

To a): see clause 13.1/H.248.84, applicable as well for 29.828.
To b): again clause 13.1/H.248.84 would be the baseline (e.g., optimal media routing may impact the decision). The situation is similar as multiple echo cancellers in series, multiple transcoders in series, etc where just one-out-of-N resource needs to be enabled.
Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.1.0.
* * * First Change * * * *
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* * * 2nd Change * * * *

4.4.2.3
L3/L4 level NAT traversal support
In order to reach end-to-end TCP connectivity, remote NAT traversal (NAT-T) support by the MGW might be required. The two major L3/L4 NAT-T mechanisms for TCP (from H.248 MGW perspective) are
1. Latching on remote IP source transport address information (according ITU-T H.248.37 [x]); and
2. TCP merge mode (in order to support TCP simultaneous open procedures from end-to-end perspective (according ITU-T H.248.84 [y]).
Both NAT-T variants are orthogonal and may be applied individually or combined. The dedicated usage is dependent on a number of service and network properties, such as 

· existence and position of remote NAT devices in the media plane; 
· single or multiple NAT devices;
· type of remote NAT devices (e.g., the distinction between “BEHAVE-compliant” and “legacy” types by IETF WG BEHAVE); 
NOTE: IETF working group BEHAVE (Behavior Engineering for Hindrance Avoidance, see http://tools.ietf.org/wg/behave/ )
· the level of information by the MGC about the media plane “NAT architecture”; and
· end-to-end application control.
NOTE: It has to be noted that above information reflects the status of Rel-12 only. E.g., the IMS firewall traversal studies by 33.830 [z], future media multiplexing models, additional support of ICE-based NAT-T (see 23.228 Annex G), bearer-level application gateway support, etc. may demand for further NAT-T capabilities in future 3GPP releases. 
Editor's Note: required capabilities for Rel-12 are still under study.
* * * End of Changes * * * *

� 	Also known as bearer level application gateway (B-ALG) function in the H.248 community, see ITU-T H.248.78.





