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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-130511
Preliminary agenda for CT4#61





Source: CT4 Chairman

Decision: 

The document was Noted.



C4-130512
Detailed agenda & time plan for CT4#61: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Noted.



C4-130513
Detailed agenda & time plan for CT4#61: status on eve of meeting





Source: CT4 Chairman

Discussion: 

Chairman Mr. Nigel Berry opened the meeting on Monday 20th May at 09:00. 

Mr. Shahab Lavasani welcomed the delegates to Chengdu on behalf of the host, the Huawei, and detailed the domestic arrangements and wished TSG CT4 a successful meeting in the P.R. China.

Decision: 

The document was Noted.



1.1 IPR Call
IPR call was made by the Chairman:
The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

1.2
Reminder for delegates attending the meeting

The Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
2
Allocation of documents to agenda items

C4-130514
Proposed allocation of documents to agenda items for CT4#61: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Noted.



C4-130515
Proposed allocation of documents to agenda items for CT4#61: status on eve of meeting





Source: CT4 Chairman

Decision: 

The document was Noted.



3
Meeting Reports

C4-130516
CT#59 & SA&59 Status Report





Source: CT4 Chairman

Abstract: 

Statistics

•
423 Change Requests approved


180 from WG1


109 from WG3


129 from WG4


5 from WG6

•
8 Work Items approved


2 revised Work Items (Rel-12) 


6 new Work Items (Rel-12), including 2 Study items 

•
New specifications


no new specifications approved

•
116 registered participants / 101 attendees

CT Chairman and Vice Chairmen Elections

Atle Monrad (Ericsson, ETSI) has been re-elected CT chairman by acclamation (no other candidate forthcoming). 

Adrian Neal (Vodafone, ETSI), Martin Dolly (AT&T, ATIS) and Katsutoshi Nishida (NTT Docomo, TTC) have been elected CT Vice Chairmen.

Completion of Release 11 work

CT Plenary decided to shift the following unfinished work to Release 12: 

-
IMS Emergency PSAP Call Back (EMC_PC) - CT1 progress was only 5%.

-
Geodetic and civic formats of network provided location information for IMS (NWK-PL2IMS_CT) - requires new IETF work.

Related LSs were sent to CT1 & CT3 to request corresponding updates of these WIDs and to SA1 & SA2 for possible updates of the stage 1 or/and stage 2 material (see CP-130172 & CP-130174). 

CT Plenary agreed to grant 3 extra months to complete the remaining work on IMS ODB (pending the SA1 reply on premium rate number usage), with the caveat that non backward compatible protocol changes are no longer permitted. IODB is the only remaining unfinished Release 11 work.

Note: nothing was reported in CT Plenary on IMS trace whose status is still open for Release 11 and which might also need to be pushed to Release 12.

Decisions on documents in the area of CT4:

Reply LS on Trancoding functions in 3GPP standards

TSG CT indicated to TSG SA (in CP-130159) that there is no on-going work to provide recommendations on where to implement transcoding (originating or terminating network, IBCF or MRF etc.). There are no strict requirements where to provide the transcoding due to the fact it will depend on what service is being provided, the network deployment and the business agreement between operators.

Concerns were raised about ETSI performing studies aiming to define where to locate transcoding functions in networks which TSG CT believes is not within their remit. 

CT work organisation for SDDTE/UEPCOP Work Items

No decision was taken on how to organize these Rel-12 CT WIDs (either as Work Tasks subordinated to the SA2 BBs, or as CT BBs associated to the SA1 feature), this can be done in various ways. It was confirmed by MCC that it is permitted to define a Work Task spanning over multiple WGs. It would also be possible to append the CT BBs rows after the related SA2 BBs in the work plan to show the linkage between these WIs.

CT4 Workplan Handling

The new Workplan in CP-130186 incorporated all the new CT4 additions.

EMC_PC is moved to Rel-12.

For IODB, the target is to finish the work without doing any protocol changes that would not be backward compatible.

IETF / Documentation of outstanding IETF Drafts in earlier Releases:

See the CT chairman's report in CP-130002. Most of the remaining drafts have progressed but progress is still slow.

Actions from CT Plenary

1.
CT4 need to check feasibility of their bis meeting in 2014.

SA Plenary

Summary of discussions at SA#59 relevant for CT4 

Release Hamdling

Rel-12 STAGE1 was frozen at this plenary with four exceptions to be not frozen granted. The work allocation budgets for the Rel-12 work items have been approved. 

WebRTC work may get done in the release but the related work item update to include the Stage 2 and SA3 aspects (security) was not approved. 

Rel-11 was functionally frozen at SA#57 albeit that the ASN.1 freeze has been delayed by 3 months. The Rel-11 ASN.1 has now been frozen at this plenary.

A target of a 21 month long Release 12 and the dates indicated at SA#56 were reconfirmed despite the ASN.1 freeze of Rel-11 being delayed by 3 months:

Release 11  

•
Stage 1 frozen
 
 
Sep  2011

•
Stage 2 frozen

 
Mar  2012 

•
Stage 3 frozen
 

Sep  2012

RAN ASN.1 (and equivalent CT formal interface specification freeze) should be 3 months after Stage 3 freezing.

•
RP#57 agreed to shift ASN.1 freeze in RAN2/3 from Dec 2012 to Mar 2013. 

•
RP#59 did in fact freeze the ASN.1.

Release 12 

•
Stage 1 Frozen at SA#59 (March 2013) with 4 exceptions

•
Stage 2 freezing target 
Dec 2013 

o
Approved Stage 2 exceptions in Dec 2013 will automatically lead to a 

3 months slip of the Stage 3 freezing date.

•
Stage 3 freezing target 
Jun 2014 

o
RAN ASN.1 (and equivalent CT formal interface specification freeze) should be 3 months after Stage 3 freezing.

Discussion: 

Ericsson commented if there is a revised WI on NWK-PL2IMS_CT Rel-12 because it was agreed to move from Rel-11 to Rel-12 because of IETF dependencies. This is only CT1related.

Huawei commented that they have  prepared a revised WID in this meeting.

Decision: 

The document was Noted.



C4-130517
CT4#60 meeting report for approval





Source: MCC

Decision: 

The document was Approved.



C4-130518
CT4#60 ad hoc meeting report for approval





Source: MCC

Decision: 

The document was Approved.
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Input liaison statements: allocation to agenda items as appropriate

C4-130520
IANA registration of SDP attributes





Source: TSG CT WG1

Abstract: 

CT1 is investigating the support within IMS of a number of SDP attributes defined in 3GPP TS 26.114.

3GPP WG CT1 has noticed the presence of a number of SDP attributes that have not been registered with IANA. To ensure the uniqueness of allocation, and to ensure that when they are identified in a non-3GPP usage the definition can be identified, this needs to occur.

For registration, the appropriate template needs to be completed and included in the earliest version of the specification where the attribute is used. A registration request is then sent to IANA (normally by MCC) referencing this template in the specific version of the specification. SDP attributes are subject to IETF expert review so their may be a technical response as a result of this process. An example of this can be seen in 3GPP TS 24.229 subclause 7.5.2.3.

CT1 specifications will only ensure these SDP attributes are transferred within IMS, and will not contain procedures for their use. The most appropriate specification to initiate the registration is probably 3GPP TS 26.114.

The attributes so far identified as not registered are a=3gpp_sync_info, a=3gpp_MaxRecvSDUSize but all attributes used should be checked as part of this process.

CT1 would also like to note that documentation of SDP attributes does need to appear in 3GPP TS 24.229 and in various specifications between MGC and MGW used in IMS. It would be helpful if SA4 informs the relevant CT working groups whenever new SDP functionality is added to 3GPP TS 26.114 (or other SA4 specifications relevant for IMS).

SA4 is asked to ensure that these SDP attributes are registered with IANA.

Decision: 

The document was Noted.



C4-130524
Shifting of missing parts of NETLOC stage 3 to Rel-12





Source: TSG CT

Abstract: 

At CT#59 3GPP TSG CT Plenary discussed the still open 3GPP Rel-11 issues in CT Working Groups. 

Based on a requirement from SA2 in 3GPP TS 23.228 Annex E.8, CT3 Work Item "Network Provided Location Information for IMS (NETLOC) – NWK-PL2IMS_CT" still has the following issues open:

transport of a network provided Geographical Identifier described in geospatial manner (e.g. geodetic coordinates) within a country or territory; and

transport of a network provided Geographical Identifier described as civic user location information (e.g. a postcode, area code, etc.).

CT Plenary decided to shift these two still open issues to 3GPP Rel-12. This decision does not affect any already approved or agreed Rel-11 CRs under the Work Item NWK-PL2IMS_CT.

CT Plenary kindly asks CT3 and CT1 to revise the Rel-11 NWK-PL2IMS_CT Work Item Description in order to take out the above listed requirements, if needed. CT3 and CT1 are also requested to start the protocol work related to these requirements under Rel-12.

Decision: 

The document was Noted.



C4-130525
Reply LS on providing information on transcoding functions in 3GPP standards





Source: TSG GERAN WG2

Abstract: 

3GPP GERAN2 would like to inform SA that there is no transcoding function in PS domain in GSM system. 

While for CS domain, transcoding function is required for codec adaptation between radio traffic channel and A-interface channel. More specifically, in case of TDM based A-interface the speech transcoding is designed as part of the BSS function. While in case of IP based A-interface the speech transcoding function can be part of either the BSS or the Media GW or can be omitted (transcoding free operation). Detailed description on how to apply transcoding in GERAN CS can be found in TS 48.002.

Decision: 

The document was Noted.



C4-130531
LS on RAN3 modifications for PDCP SN extension





Source: TSG RAN WG3

Abstract: 

RAN3 would like to thank RAN2 for the LSs (R2-124337, R2-125116) about their agreement and understanding on the issue of PDCP SN extension. Accordingly, RAN3 has made modifications in the Rel-11 S1AP and X2AP, as can be seen in the attached CRs.

Decision: 

The document was Noted.



C4-130532
LS on encoding issue on MS Classmark





Source: TSG RAN WG3

Abstract: 

RAN3 discussed about the encoding of the S1AP MS Classmark 2 IE and MS Classmark 3 IE for SRVCC from E-UTRAN to GERAN. RAN3 found that the encoding format in S1 needed to be clarified and decided to  clarify the coding definition in S1 AP (see attached CR).

During the discussion, RAN3's understanding is that that the GERAN MS Classmark 3 IE, MS Classmark 2 IE and Supported Codecs IE shall always be included in NAS signalling, i.e., in the Attach Request message and in the non-periodic Tracking Area Update messages by SRVCC UE, making the Classmark information in the S1AP HANDOVER REQUIRED message redundant.

Decision: 

The document was Noted.



C4-130533
LS on Network Resilience for Public Safety communications.





Source: TSG SA WG1

Abstract: 

SA1#61 discussed the above issue, recognising that the network resilience/node restoration needs of Public Safety users are likely to be more acute than those of other users.

SA1 would like to know the current scope and status of resilience and restoration work relating to network node failures and loss of connectivity to nodes within the scope of CT4 and RAN3. 

Although the architecture for ProSe and GCSE_LTE is not yet decided, SA1 would like to baseline the current situation in case service requirements for resilience or loss of connectivity relating to nodes which become part of that architecture, but have not yet been included in CT4 or RAN3 work, become necessary.

The GCSE_LTE work item may result in requirements for group calls/sessions which could lead to the involvement of broadcast and/or multicast in the architecture. For completeness, SA1 asks CT4 and RAN3 to also include these in the response.

Discussion: 

Reply LS in C4-131008.

Decision: 

The document was Noted.



C4-130534
LS on providing information on transcoding functions in 3GPP standards





Source: TSG SA WG2

Abstract: 

3GPP SA2 have some generic guidelines within its specifications around how the transcoding should be used, such as in Annex I.3.3 and Annex P of 3GPP TS 23.228 (http://www.3gpp.org/ftp/specs/archive/23_series/23.228/).  

3GPP SA2 would like to note that one of the reasons why there are no strict requirements where to provide the transcoding (originating or terminating network, IBCF or MRF etc) is because it will depend on what service is being provided, the network deployment, and the business agreement between operators.

Decision: 

The document was Noted.



C4-130536
LS on MSISDN Delivery for 3GPP2 network





Source: TSG SA WG2

Discussion: 

This LS was discussed already in the last CT4 meeting.

Decision: 

The document was Noted.



C4-130538
LS response on encoding issue on MS Classmark





Source: TSG SA WG2

Abstract: 

SA2 would like to thank RAN3 for the liaison statement in R3-130415 on the encoding issue on MS Classmark. SA2 confirms that the understanding of RAN3 is correct, i.e. the Classmark information in the S1AP HANDOVER REQUIRED message is redundant.

Decision: 

The document was Noted.



C4-130541
Response LS on Questions regarding BBAI procedures





Source: TSG SA WG2

Abstract: 

SA2 agreed on the fact that deploying such configuration mechanisms leads to management and provisioning constraints. Unfortunately SA2 could not agree to any alternative solution for Rel-11. An alternative solution may be specified in Rel-12.

Decision: 

The document was Noted.



C4-130543
LS on Session setup for asymmetric video





Source: TSG SA WG4

Abstract: 

SA4 would like to make CT3 and CT4 aware of a few parameters that were added in the new version of the H.264 payload format (RFC 6184). The new parameters are ‘level-asymmetry-allowed’ and ’max-recv-level’.

Without these parameters, a UE sending an SDP offer for video would offer only one level, using the ‘profile-level-id’ parameter. This level would be set to the maximum of the send level and the receive level. If the level supported for the receiving direction is higher than for the sending direction then, since the b=AS bandwidth modifier also applies only to the receiving direction, there is no information in the SDP that would inform network nodes and the answering UE about this fact. 

Therefore, without any explicit information in the SDP about the usage of asymmetric video, it is likely that resource allocation functions in the network would allocate resources symmetrically, which means that over-allocation occurs for the direction that uses a lower level.

With the new parameters in the H.264 payload format, a UE can declare that it is going to send video with a lower level and bit rate than what is used for the receiving direction. The existence of the new parameters in the SDP makes it possible for resource allocation functions, for example for setting up the radio bearers, to allocate bearers more efficiently.

SA4 have therefore agreed the attached CRs and believes that it would be beneficial if this information would also be taken into account, where possible, in resource allocation functions in the network.

Discussion: 

Ericsson clarified they will bring some CRs into the next CT4 meeting.

Decision: 

The document was Noted.



C4-130544
Reply LS on IANA registration of SDP attributes





Source: TSG SA WG4

Abstract: 

SA4 would like to thank CT1 on their LS on IANA registration of SDP attributes (S4-130384/C1-130867).

SA4 have checked TS 26.114 and can confirm that the two SDP attributes (a=3gpp_sync_info and a=3gpp_MaxRecvSDUSize) found by CT1 are the only SDP attributes in this specification that are lacking IANA registration.

SA4#73 has agreed on a CR to TS 26.114 (Tdoc S4-130583, attached) containing registration information for the two attributes enabling their registration in IANA.

SA4 will check the remaining IMS specifications under SA4’s responsibility to the next meeting and will inform the relevant CT groups if/when new SDP attributes are added in the future.

Discussion: 

It needs to be check if there are any Mn-interface impacts and if H.248 profile updates are needed.

Decision: 

The document was Noted.



C4-130545
LS on End-to-end QoS handling of MTSI





Source: TSG SA WG4

Abstract: 

Current end-to-end media QoS handling is based on identification of SDP media type (m=audio/video) and maximum bandwidth (b=AS). However, there are several bandwidth characteristics in terms of UE bandwidth usage and 3GPP systems bandwidth availability that cannot be expressed with the current bandwidth attribute since it is only a single value, the usage is vaguely defined, mainly applies to the receive direction, and is only an “application specific” maximum value. UEs and intermediate nodes relying on SDP information thus cannot take those characteristics into account in their media handling, unless they are exactly the same for all implementations and thus dependent on a much more thorough and precise specification than today. This is especially important for high bitrate and potentially highly variable bitrate media such as video.

SA4 has therefore started a work item on End-to-end IMS Multimedia Telephony (MTSI) extensions (Unique Id: 590044 / SP-130160) where one of the objectives is to:

"Improve the end-to-end QoS handling by:

Introducing an enhanced bandwidth negotiation mechanism for MTSI sessions

Introducing guidelines in Policy function interpretations of SDP parameters

This work requires coordination with 3GPP CT WGs."

The attached document (S4-130424) discusses the issues in more detail. It is foreseen that a new SDP attribute will be needed in order to solve the listed issues and S4-130424 therefore also lists some requirements for this.

S4-130424 was noted at SA4#73 but the following list was agreed as a draft list of requirements that needs to be fulfilled by a new SDP attribute:

The syntax for the new SDP attributes should allow for adding extensions in the future.

It should be possible to declare sending and receiving bitrates separately, even for ‘sendrecv’ sessions.

It should be possible for a client to declare the preferred bandwidth variability it wants to use when sending.

[It should be possible for network functions to indicate the amount of bandwidth variation that can be supported without having to enforce traffic shaping.]

It should be possible to declare different bandwidths for different RTP payload types, i.e. x kbps for codec X and y kbps for codec Y.

It should be possible for a client to declare the preferred minimum bitrate it wants to use.

It should be possible for network functions to declare what minimum bitrate it has allocated.

Any new SDP attributes for the end-to-end QoS negotiation must be backwards compatible with existing SDP attributes.

This list is a SA4 agreed starting point for defining the requirements. The inclusion of the fourth bullet is still under discussion and is therefore encapsulated within brackets.

It is foreseen that the suggested requirements could have PCC, IMS and H.248 impacts, and SA4 would thus like to invite the responsible working groups to provide possible feedback on the suggested requirements.

The intention with this liaison statement is to raise awareness and to invite other WGs to review and comment on the issues and requirements, even though the discussions in SA4 are only in an initial state.

It should be noted that it is not SA4’s intention to remove or replace the existing bandwidth modifiers or the existing QoS negotiation mechanisms. Any new SDP attribute will instead have to co-exist with the legacy QoS functions. The new SDP attribute should instead be seen as a mechanism that can provide additional information between the end-points as well as between the end-points and the networks. The extra information can then be used to improve the QoS handling, and thus also the performance, when and where the new SDP attribute is supported.

It is foreseen that it will take some time before the new SDP attribute is supported globally. The work item therefore also includes defining guidelines to be used in those cases where the new SDP attribute is not yet supported.

SA4 also intends to keep SA2, CT1, CT3 and CT4 updated about the work progress and agreed solutions via additional LS statements to be sent in due time.

Proposed Treatment: to provide feedback to SA4 on the suggested requirements.

New CT wide WI required based on E2EMTSI?

Discussion: 

Ericsson commented that they are preparing a new WID on topic. The WID should be available later on during this week. The CT wide WID with CT3 lead is needed. 

Alcatel-Lucent commented that the list of requirements need to be carefully checked by the CT WGs to assess their benefits against the complexity added to the system.

CT4 agreed that the work with SA4 is needed. The generic CT reply LS is sent from CT3. The requirements need to be reviewed with the CT WGs before they are endorsed by SA4.

Decision: 

The document was Noted.



C4-130547
LS on providing information on transcoding functions in 3GPP standards





Source: TSG SA

Abstract: 

3GPP thanks ETSI E2NA for inquiring about work on transcoding standardization within 3GPP standards.

There are currently no open studies within 3GPP dedicated to the consideration of where to invoke transcoding functions. Negotiation of codec capabilities and specifications covering codec optimisation to avoid transcoding as well as to optimise the location of transcoders to network edge have been developed for CS networks since the beginning of UMTS. For the CS, there has been some focus on specifying where transcoders should be located (e.g. transcoder at network edge, during/after handovers) but not covering all end to end cases.

For IMS, in most scenarios there are no defined end to end mechanisms to determine the location of transcoding functions since there are many factors which would affect such decision which include specific call scenarios, network deployment, business agreement between operators and mobility cases. 

TSG SA would like indicate that one of the reasons why there are no strict requirements where to provide the transcoding (originating or terminating network, IBCF or MRF etc.) is due to the fact it will depend on what service is being provided, the network deployment, and the business agreement between operators. Due to these considerations, 3GPP has considered these issues as outside the remit of standardization and more appropriate for forums such as GSMA.

Decision: 

The document was Noted.



C4-130637
Rollback Behavior in EPC during TAU/RAU(When Location Update to HSS Fails)





Source: Cisco

Abstract: 


SA2 has sent LS Response in C4-130xxx to CT4 LS (C4-130417)


In the LS, SA2 highlighted following scenario during TAU/RAU procedures

1.
New node (MME/SGSN) queries for context from the old node (MME/SGSN)

2.
If successful, then new node (re-) establishes EPS Bearers/PDP Contexts on (new or same) SGW and PGW/GGSN

3.
If successful, performs update location procedure with HSS/HLR

4.
HSS rejects the above request for any reason (e.g. access restriction)


Issues during above scenario

1.
System rollback behavior during step 2 is not defined currently in either stage 2 or stage 3

2.
i.e. what happens to the session(s) modified/created on SGW and PGW by MME/SGSN is unclear


Action to CT4

1.
To further study system rollback behaviour to provide recommendations to SA2 for possible changes to specifications under SA2’s remit


The proposed solution may cause release of bearer/PDN connection only if downlink data arrives between T2 and T1, where


T1: time when the path is switched to (target node => existing/new SGW => PGW) 


T2: time when the path is switched back to (source node => existing/new SGW => PGW)


The time (T2-T1) may be small and the probability of arrival of downlink packet within this time will be further very very small


Hence, it may sufficient/reasonable to rely on the simple solution (as mentioned in solution 1) to handle this rare condition


CT4 response to SA2:


To consider solution 1 as probable solution, for the use case provided, and consider making changes to the specification under your remit.

Decision: 

The document was Revised to C4-131005.



C4-130787
LS on IMS service level trace removal of feature from old releases





Source: TSG SA WG5

Abstract: 

A5 would like to thank CT1 for the LS C1-124915 informing about removal of the IMS Service Level Trace feature due to lack of required IETF functionality.

SA5 produced the CRs (see attached documents) removing the IMS Service Level Trace feature from TS 32.101, 32.421, 32.422, and 32.441.

Decision: 

The document was Noted.



C4-130819
LS on Network Resilience for Public Safety communications.





Source: Vodafone

Decision: 

The document was Revised to C4-131008.



C4-131005
Rollback Behavior in EPC during TAU/RAU(When Location Update to HSS Fails)





Source: Cisco

(Replaces C4-130637)

Discussion: 

The principle of a discussion paper agreed.

Decision: 

The document was Noted.



C4-131008
LS on Network Resilience for Public Safety communications.





Source: Vodafone

(Replaces C4-130819)

Abstract: 

For Rel-11 CT4 finished the work on EPC node restoration procedures which includes the following nodes: the MME/S4-SGSN, the S-/P-GW and the PCRF and these procedures are documented in 3GPP TS 23.007. 

Currently CT4 is working on the restoration procedures for eMBMS for Rel-12 to restore the MBMS services upon a failure/restart of the MCE, MME/S4-SGSN, MBMS GW or BM-SC or a failure to any interface between these nodes.

CT4 likes to ask SA1 to take the above information into account when specifying the requirements on ProSe and GCSE_LTE and inform CT4 of any new or enhanced requirements in regards to the broadcast and/or multicast architecture.

Decision: 

The document was Approved.



5
Work item management

C4-130550
Adding a study phase on Iq, Ix and Mp aspects of Extended IMS media plane security features





Source: Alcatel-Lucent

Abstract: 

In order to help progressing the work on Extended IMS media plane security features in CT4 (and CT3), it is proposed to add a study phase / TR to the CT WID to cover the stage 2/stage 3 aspects for Iq, Ix & Mp. 

This would provide the opportunity to: 

-
identify all the various technical issues 

-
analyse these issues and how to address them

-
review/contribute to the on-going ITU-T H.248 work (work on in progress, 3gpp requirements likely a subset of ITU-T reqts)

-
draft Ix/Iq/Mp requirements and procedures (that can be shifted once stable/mature into normative specifications) 

-
decide how to structure the new normative work in 23.334 (and other stage 2) once having an overall understanding of the expected requirements & procedures

-
better understand the commonalities & differences in terms of requirements and procedures between e.g. TLS and DTLS (if/once e.g. fax security is added to the scope of the work), e2a2 & e2e, MSRP & BFCP …

This would not change the nature of the CT WID (i.e. remains a normative WID). This would not delay the work as procedures/requirements could then be moved to normative specs once stable.

This study would be lead by CT4. As CT3 is responsible for stage 2 on Ix, CT4 would schedule the discussions so as to allow participation from CT3. 

Note that several aspects CT4 discussed during the CT4#60 meeting (e.g. considerations on MSRP agnostic vs MSRP aware MGW, dependency on NAT traversal, MSRP references, setup attribute, TCP bearer control…) are not specific to TLS based media security, i.e. also relevant w/o media security. These aspects would be addressed as part of this study, but could possibly lead to define new requirements/procedures not specific to media security. 

A revised WID is available in C4-130551. 

A TR skeleton is available in C4-130552. 

It is proposed to agree on this way to progress the work.

Discussion: 

The work will include a study phase on the IMS H.248 profiles  aspects of Extended IMS media plane security features. It has been agreed that CT4 would schedule the discussions so as to allow participation from CT3.

Decision: 

The document was Noted.



C4-130551
Updated WID on CT aspects of Extended IMS media plane security features





Source: Alcatel-Lucent

Discussion: 

It was clarified that it needs to be 29.8xx-series TR.

TR is used to document the principles CT4 wants to do. The normative CRs will be produced later on based on the contents of the TR.

Decision: 

The document was Revised to C4-130820.



C4-130638
WID Diameter based interface between SGSN-GMLC





Source: Cisco

Discussion: 

Alcatel-Lucent commented that the addition of sentence in section is not needed in case there aren't the new functional specialities.

Huawei commented that SA2 specification needs to be added into the list of affected specifications and SA2 endorsement is needed.

It was agreed to change a proposed sentence in section 4 as a note.

CT4 believes related SA2 work should be done under same WI code instead of TEI12 to keep all the work trackable.

CT4 agreed to send LS to SA2 after all the CT4 related work is covered.

Decision: 

The document was Revised to C4-130821.



C4-130665
LIPA Mobility and SIPTO at the local network 





Source: Huawei, HiSilicon

Abstract: 

The Rel-10 architecture was updated to support local IP access (LIPA) and selected IP traffic offload (SIPTO) in the macro network. However, due to lack of time, not all Rel-10 requirements from Stage 1 were implemented. The solution in Rel-10 has the following limitations:

-
LIPA only supports a local gateway (L-GW) collocated with the Home (e)NB (i.e. no stand-alone L-GW support), which prevents mobility within the local network;

-
no support for traffic offload for H(e)NB subsystem at the local network (traffic offload in Rel-10 is only supported in the mobile operator network).

There was an interest during Rel-11 to enhance the architecture developed as part of Rel-10 LIPA_SIPTO WID to support the remaining unimplemented requirements originally developed as part of Rel-10. 

For Release 11 the work on "LIPA Mobility and SIPTO at the Local Network" was not completed by SA2. In Rel-12 SA2 continued the work to cover some of the outstanding work of Rel-10. The scope of the WID was reduced which was approved at SA plenary #58. 

This paper tries to reflect the status and the outstanding stage 3 work in CT area. It also reflects the changes on requirements since the last presentation of the approved related CT WIDs.

At the last plenary RAN plenary the related WID (see RP-130372 [1]) was approved which allows starting the work in RAN.

SIPTO at the local network has progressed to the level of normative text in SA2 while LIPA Mobility is not concluded in the TR. There are only small issues outstanding in the stage 2 area regarding SIPTO at the local network, and therefore it is proposed to start stage 3 work in CT WGs. Stage 3 CRs can already be produced and agreed in line with the new requirements added in stage 2. The WID for CT WGs work require some minor updates to be aligned with the latest stage 2 work. The WID have to be agreed by CT1 and CT4 working groups. Both WGs are responsible for the work.

Discussion: 

It was commented that not all the solution are yet clarified in SA2 TR, but they agreed CRs do have the agreed results.

Decision: 

The document was Noted.



C4-130666
WID on Core Network aspects of SIPTO at the local network





Source: Huawei, AT&T, RIM

Decision: 

The document was Revised to C4-130818.



C4-130667
MTCe Small Data and Device Triggering Enhancements (SDDTE)





Source: Huawei, HiSilicon

Abstract: 

The TSG CT Working Groups (WG) have been working on Machine-Type Communication (MTC) from the development of the Rel-10 version of the 3GPP specifications (NIMTC, SIMTC). In Rel-12 further work has been developed on MTC under the Machine-Type and other mobile data applications Communications enhancements (MTCe) work umbrella.

This paper presents the status and overview progress of the work on the MTCe related work with focus on the building block Small Data and Device Triggering Enhancements (MTCe-SDDTE) after SA2#96.

Huawei asks CT4 opinion to agree on some principles:

1.
Should we structure the work in the same manner as stage 2 (SA2) and should have an equivalent WID on stage 3 level for every BB in stage 2?

2.
Should we have CT wide WIDs?

3.
Should the WIDs be work tasks (WT) or building blocks (BB)?

According to the guidance provided by last CT plenary the WIDs could be either WTs or BBs. 

Huawei propose to take the same principle for the WIDs related to MTCe work in CT WGs (MTCe-SDDTE and MTCe-UEPCOP).

Conclusion

CT working groups should decide on the above 3 questions during their May meeting to be able to focus on the technical contents of the WIDs during their August meetings.

CT WGs should take into account that a decision on this might be taken as a precedence for similar cases in future.

Discussion: 

Ericsson believe CT4 intension is to define this work as a Work Task. Ericsson is not sure we can make the final decision until stage 2 work is done. Ericsson does not believe there are good arguments to having work done as a building block.

CT4 agreed to have a structure as per Stage 2 but have Work Tasks corresponding to the Stage 2 BBs. The WID should be a CT wide WID.

Decision: 

The document was Noted.



C4-130726
CT aspects of Coordination of Video Orientation





Source: Ericsson

Abstract: 

With the introduction of gravity sensors in recent mobile devices, the display content can commonly be rotated to be aligned with the device orientation. When the mobile device used for real-time video communication has one or more integrated cameras, used to capture, compress and transmit images, the orientation of the transmitted image will under certain conditions not align correctly with the receiving device display. This can occur at session setup and during the session. For example, a device may be sending video of landscape format (width > height) to another device whose display was rotated to a portrait format (width < height).

This typically happens when the sending device’s camera does not encode the captured image’s width and height in accordance with a gravity sensor, and when the receiving device display does use a gravity sensor to adapt display contents, or vice versa (camera uses a gravity sensor but the display does not). Note that the problem on the sender side is hidden when the device orientation happens to align with the camera sensor orientation. Several examples of such misalignments are detailed in Tdocs S4-120684 and S4-120718.

A standardized solution to this misalignment problem is urgently required by the industry to ensure proper operation of MTSI video between devices of various shapes and display resolutions. A solution is in particular required for GSMA IR.74, IR.84 and IR.94 profiles.

The objective of this building block is to complete the support for CVO within the core network protocols and procedures for IMS nodes, for example IMS ALG/AGW, IBCF/TrGW and MRFC/MRFP.

The changes may require the IMS MGW H.248 profiles to include the support for the RTP header extension (to carry the CVO information) and procedures to define how these shall be handled when transcoding occurs.

Discussion: 

Qualcomm support also the WID.

Detailed discussion shall be done when agenda 6.8.5 is discussed on Wednesday morning.

Decision: 

The document was Revised to C4-130904.



C4-130737
MTCe UE Power Consumption Optimization status





Source: Ericsson

Discussion: 

Ericsson commented that this paper provides updated information related to SA2 status on MTCe.

More information from SA2 is needed before CT WGs can start to work on topic.

Decision: 

The document was Noted.



C4-130818
WID on Core Network aspects of SIPTO at the local network





Source: Huawei, AT&T, RIM

(Replaces C4-130666)

Discussion: 

The WID is updated based on SA2 decisions.

It was agreed to rephrase the principle of bracketed text in section 4.

Decision: 

The document was Revised to C4-130822.



C4-130820
Updated WID on CT aspects of Extended IMS media plane security features





Source: Alcatel-Lucent

(Replaces C4-130551)

Decision: 

The document was Revised to C4-130923.



C4-130821
WID Diameter based interface between SGSN-GMLC





Source: Cisco

(Replaces C4-130638)

Decision: 

The document was Agreed.



C4-130822
WID on Core Network aspects of SIPTO at the local network





Source: Huawei, AT&T, RIM

(Replaces C4-130818)

Decision: 

The document was Revised to C4-130961.



C4-130904
CT aspects of Coordination of Video Orientation





Source: Ericsson

(Replaces C4-130726)

Decision: 

The document was Agreed.



C4-130923
Updated WID on CT aspects of Extended IMS media plane security features





Source: Alcatel-Lucent

(Replaces C4-130820)

Decision: 

The document was Agreed.



C4-130939
CT aspects of IMS registration control





Source: China Mobile

Abstract: 

In legacy PSTN fixed phone services, it is implied that the fixed line phone should only be used in specific location, restricted by physical line connection.

When commercially launching IMS services, there are similar requirements to control user registrations based on network information which is related to UE location (e.g. IP address, DSLAM information, etc), e.g. restricting user registration within certain locations. Some example scenarios for the requirement are:

1.
Some enterprise customers hope that they can restrict their employees to use fixed SIP phones only in office, like using legacy POTS terminals. Allowing the SIP phones to register from outside of the office may cause unexpected cost to the customers.

2.
Operators may provide broadband service combined to IMS service with low price to residential users, but does not allow the users to use IMS service from any other places.

Stage 1 requirement of controlling user registration based on network information which is related to user location to IM CN subsystem has been specified in TS 22.228. 

SA2 is currently working on the mechanism of controlling user registration based on user location and the architecture aspect accordingly for this requirement.

This stage 1 requirement also requires update on CT handled stage 2 specification TS 23.218 to capture new functional requirements to IMS entities. Changes to this TS need to be specified along with SA2 work.

Stage 3 work in CT WGs is also needed to specify procedures to fulfil new functional requirements from stage 2 specifications.

The objectives of this WID are to specify the following functionalities for supporting fixed line users.

Stage 2: 

specify in TS 23.218 the functional requirements of authorizing fixed line user registration based on user location  information.

Stage 3:

specify stage 3 procedures for authorization of IMS registration of fixed line terminal based on user location information.

Discussion: 

WID is under CT1 control.

It was requested whether TS 23.008 should be added into affected specification list? There are potential impacts on the User Subscription to store the permitted location.

Orange commented that in general it's a bad idea to use an IP address for the User location.

Decision: 

The document was Revised to C4-130957.



C4-130957
CT aspects of IMS registration control





Source: China Mobile

(Replaces C4-130939)

Decision: 

The document was Endorsed.



C4-130961
WID on Core Network aspects of SIPTO at the local network





Source: Huawei, AT&T, RIM

(Replaces C4-130822)

Decision: 

The document was Agreed.



6
Release 12

6.1
IM-SSF Application Server Service Data Descriptions [IMS_SSFDD]

C4-130668
Correction on XML Schema for IMS CAMEL Data





29.364
  CR-0042  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Agreed.



6.2
Diameter based interface between SGSN-GMLC [Dia-SGSN_GMLC]

C4-130639
Support of deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface





29.172
  CR-0018  (Rel-12) v12.0.0





Source: Cisco

Discussion: 

JJ: Why PS MO LR introduced? We are still in EPC?

Nirav: In Stg2, only "PS" is used for SGSN

Kim: any impact foreseen for MME? 

Nirav: Not today

Jesus: in 4.1, explicit statement/note to say that the deferred MT-LR procedure only apply to Lgd.

JJ: possible to extend an Enumerated AVP e.g. Location-Event AVP?

Lionel: NO!

Pb: Existing Location-Event cannot be reused and is mandatory in the command

Jesus: "Any unrecognized value of Termination-Cause shall be treated the same as value 1 (ERROR_UNDEFINED)."

Nirav: foreseen to extend this AVP

Lionel/Jesus: termination-cause should be defined as Result-code AVP i.e. unsigned32 with definition of specific code value

Jesus: same code for the grouped AVP, should be the corresponding code introduced in the tables.

Jesus: default value should be defined for optional AVP when needed e.g. List-Prioritized-Indicator

Jesus: List-Prioritized-Indicator should be Prioritized-List-Indicator

Decision: 

The document was Revised to C4-130840.



C4-130640
New AVPs for deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface





29.230
  CR-0348  (Rel-12) v12.0.0





Source: Cisco

Decision: 

The document was Revised to C4-130988.



C4-130641
Discussion on Optimized LCS Call Flows for Combined MME-SGSN





Source: Cisco

Discussion: 

Nirav:

Based on this discussion paper, it is proposed that CT4 concludes on the following aspects:

1.
Based on clause 3, the "Optimized LCS procedures for combined MME-SGSN" can avoid unnecessary signalling in the network (e.g. between MME and GMLC or between SGSN and GMLC). Additionally, when ISR is active, this procedure can save radio resources by avoiding one or multiple attempts of the unnecessary paging procedure.

2.
Based on clause 4, it is possible to define a solution to introduce the support for the "Optimized LCS procedures for combined MME-SGSN" such that:

a.
The network falls back to existing procedure (i.e. clause 2) if one or more nodes in the network do not support the optimized procedure (i.e. clause 3). Thus, LCS functionality is not impacted.

b.
No new interface or signalling is introduced.

3.
Based on conclusion 1, 2, the support for "Optimized LCS procedures for combined MME-SGSN" should be added.

Based on clause 5, the "Optimized LCS procedures for combined MME-SGSN" should be considered as implementation variant and not any 3GPP architectural related change. Accordingly, stage 3 should be in-charge to decide the support of these procedures.

Jesus: fine with the principle

Jesus: but not an implementation variant. It is an architectural impact as other nodes will be aware of the nature of the node (e.g. GMLC here)

Nirav: maybe a note can be sent to SA2 to inform them that we introduce this new feature. But we don't have to wait for their blessing.

Peter/Nirav: protocol enhancement can be done first and then inform SA2 and SA2 will see if change in stg2 spec is required.

Jesus: Risk of Precedence and generalization

Peter: not a priority in SA2. LS sent in this meeting and see if SA2 answer is received before the next meeting.

Jesus: OK

Decision: 

The document was Revised to C4-130842.



C4-130642
Discussion on Tracking Progress of workitem Dia_SGSN_GMLC





Source: Cisco

Decision: 

The document was Revised to C4-130843.



C4-130840
Support of deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface





29.172
  CR-0018  rev 1 (Rel-12) v12.0.0





Source: Cisco

(Replaces C4-130639)

Discussion: 

Addition of a editor's note regarding extension of Enumerated AVP

Area-type AVP will be unsigned32

Decision: 

The document was Revised to C4-130987.



C4-130841
New AVPs for deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface





29.230
  CR-0348  rev 1 (Rel-12) v12.0.0





Source: Cisco

(Replaces C4-130640)

Decision: 

The document was Revised to C4-130988.



C4-130842
LS on Progress of work item Dia_SGSN_GMLC





Source: Cisco

(Replaces C4-130641)

Decision: 

The document was Agreed.



C4-130843
Discussion on Tracking Progress of workitem Dia_SGSN_GMLC





Source: Cisco

(Replaces C4-130642)

Discussion: 

LS to SA2 was sent providing information on the work progress and indicating them to consider possible changes to specifications under their remit.

Offline discussion is needed to progress of WI Dia_SGSN_GMLC

Decision: 

The document was Noted.



C4-130987
Support of deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface





29.172
  CR-0018  rev 2 (Rel-12) v12.0.0





Source: Cisco

(Replaces C4-130840)

Decision: 

The document was Agreed.



C4-130988
New AVPs for deferred MT-LR and periodic MO-LR TTTP procedures over Lgd interface





29.230
  CR-0348  rev 1 (Rel-12) v12.0.0





Source: Cisco

(Replaces C4-130640)

Decision: 

The document was Agreed.



6.3
Diameter based interface between SGSN and SMS central functions [Dia_SGSN_SMS]

C4-130535
Reply LS on DIAMETER-based Gd interface 





Source: TSG SA WG2

Abstract: 

SA2 would like to thank CT4 for indicating its work on a Diameter-based Gd interface between SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

SA2 requests CT4 to kindly take the following responses to CT4’s questions into consideration:

CT4 Q1: CT4 kindly asks SA2 to check if this Diameter version of the Gd interface does not raise stage 2 consequences

SA2’s response: SA2 requests CT4 to kindly keep SA2 updated on the progress of this work. SA2 will update the appropriate Stage 2 specifications thereafter. 

CT4 Q2: CT4 kindly asks SA2 to provide a name/mnemonic for this interface for CT4 to use

SA2’s response: SA2 recommends CT4 to use “Gdd” as the interface name, for this work, between SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

Regarding the investigation on the possibility for sending a single Diameter message to a combined MME and SGSN for SMS delivery, two companies had the view that there may be potential architecture issues and identified the possible need for investigating this further, including any different solutions.

Discussion: 

CT4 needs to further study any potential optimisations for the combined node in cooperation with SA2.

Decision: 

The document was Noted.



C4-130738
Diameter for SMS with  SGSN General





29.338
  CR-0001  rev 1 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130089)

Discussion: 

Editor’s note: a reference to TS 23.060  for the definition of the Gdd reference point will be added when TS 23.060 is updated with Gdd

Distinction between interface and application: only to say S6c diameter application

Why Gdd has been removed?

Decision: 

The document was Revised to C4-130853.



C4-130739
Diameter for SMS with SGSN  Complements 





29.338
  CR-0002  rev 1 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130090)

Discussion: 

MO-FWD bit flag to be added

In 6.3.2.5 “Destination host”  always feed up by the GMSC but not only for Rel12 -> Rel 11CR to be provided 

SGSN Number added because of MAP translation -> to be checked with the diameter routing principle (offline)

Decision: 

The document was Revised to C4-130854.



C4-130740
S6c complements related to  Diameter for SMS with SGSN 





29.338
  CR-0004  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130856.



C4-130741
S6m complements related to  Diameter for SMS with SGSN 





29.336
  CR-0004  (Rel-12) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130857.



C4-130742
T4 complements to Diameter for SMS with SGSN 





29.337
  CR-0007  (Rel-12) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130986.



C4-130743
Discussion    SMS delivery to a combined MME/SGSN node





Source: Alcatel-Lucent

Discussion: 

Alcatel-Lucent foresee to bring CR at the next meeting and communicate the resulting stage 3 conclusions in an LS to SA2 before formal approval of the CRs.

Decision: 

The document was Noted.



C4-130853
Diameter for SMS with  SGSN General





29.338
  CR-0001  rev 2 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130738)

Decision: 

The document was Agreed.



C4-130854
Diameter for SMS with SGSN  Complements 





29.338
  CR-0002  rev 2 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130739)

Decision: 

The document was Agreed.



C4-130855
Mandatory destination host over Sgd





29.338
  CR-0005  (Rel-11) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Discussion: 

Ericsson commented that there might be possible problems at the interworking site if Destination Host is mandatory.

Decision: 

The document was Postponed.



C4-130856
S6c complements related to  Diameter for SMS with SGSN 





29.338
  CR-0004  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130740)

Decision: 

The document was Agreed.



C4-130857
S6m complements related to  Diameter for SMS with SGSN 





29.336
  CR-0004  rev 1 (Rel-12) v..





Source: Alcatel-Lucent

(Replaces C4-130741)

Decision: 

The document was Agreed.



C4-130986
T4 complements to Diameter for SMS with SGSN 





29.337
  CR-0007  rev 1 (Rel-12) v..





Source: Alcatel-Lucent

(Replaces C4-130742)

Decision: 

The document was Agreed.



6.4
CT aspects of Extended IMS media plane security [eMEDIASEC-CT ]
C4-130528
LS to 3GPP CT4 on progress of TLS related work items





Source: ITU-T SG 16

Abstract: 

ITU-T Question 3/16 would like to thank 3GPP CT4 for their liaison reply. In order to continue the co-ordination of the work on TLS for media security in H.248 controlled gateways please find attached the latest drafts for:

H.248.TLSPROF "Guidelines on the use of H.248 capabilities for transport security in TLS networks in H.248 Profiles"

H.248.TLS "Gateway control protocol: H.248 packages for control of transport security"

H.248.TCP "Gateway control protocol: TCP support packages". This is a generic package but can be used in the case of TLS-over-TCP transport.

The main change from the September 2012 Q3/16 meeting is that the H.248 package structure has changed in order to resemble a more bearer independent model. Q316 looks forward to receiving your requirements.

Discussion: 

When the TR is progressed CT4 can ensure the requirements are fulfilled in the ITU so liaise with them later when this is more developed.

Decision: 

The document was Noted.



C4-130552
TR skeleton - Study on Extended IMS media plane security features; IMS H.248 profiles aspects





Source: Alcatel-Lucent

Discussion: 

It was requested if Mp-profile is needed in this TR. It was agreed to keep section 7 Mp impact in the TR, add a related note in the scope section and remove it later if there are no impacts. Possible impacts need to be study.

Nokia Siemens Networks requested to add dedicated subsections to document the Generic procedures (not specific to MSRP or BFCP), and to remove the subsections on e2ae security for Ix and Mp. 

.

Decision: 

The document was Revised to C4-130836.



C4-130553
Scope and Introduction sections for TR on Extended IMS media plane security





Source: Alcatel-Lucent

Abstract: 

The work item on Extended IMS media plane security has been revised to include a study phase to address the IMS H.248 profiles aspects. The work on the TR can be initiated.

This contribution is proposed text for the sections "Scope" and "Introduction" of the TR 29.cde.

Decision: 

The document was Revised to C4-130837.



C4-130554
MSRP design considerations for eMEDIASEC





Source: Alcatel-Lucent

Abstract: 

This contribution is proposed text for the sections "Key issues and Design considerations" of the TR 29.cde.

Decision: 

The document was Revised to C4-130838.



C4-130555
Media/transport security sessions at Mb





Source: Alcatel-Lucent

Abstract: 

Work item [eMEDIASEC] is not explicitly indicating the initial phase of IP transport connection establishment (here TCP) and the possibly implicit inherent phase of NAT traversal.

Discussion: 

Ericsson commented that they do not understand the purpose of this addition in this section. 

Alcatel-Lucent proposed to move this between section 4.2 and 4.3.

Ericsson still believe the content of the proposed text needs more clarification and it's not clear what is purpose of the figure. It also needs to define what is meant by A), B) and C) in the figure.

Decision: 

The document was Revised to C4-130839.



C4-130594
Initial input to clause 4 procedural sections on TLS and TCP





Source: Alcatel-Lucent

Abstract: 

This contribution provides initial input for the main procedural section on TLS and TCP in clause 4. 

The basic procedures related to the establishment of TLS security sessions and underlying TCP transport connections are around the question of

•
layer specific client/server role assignments;

•
bearer type indications to MG by MGC (also known as bearer network characteristics);

•
trigger conditions for starting bearer level establishment procedures (for TCP, for TLS);

•
consideration of end-to-end concepts of TCP connections (and TLS sessions in case of e2e security); and

•
consideration of (optional) NAT-T support at the level of protocol layers L3/L4 and L4+, which may affect again TCP connection establishment procedures.

Decision: 

The document was Revised to C4-130901.



C4-130724
Media security for Session based messaging (MSRP)





Source: Nokia Siemens Networks

Abstract: 

Different specifications are relevant in the MSRP ecosystem. It is important to agree which specifications will be considered within the present work and which specific H.248 related requirements result from those specifications.

Discussion: 

This P-CR is merged  with C4-130554 into C4-130838.

Decision: 

The document was Merged into 0838.



C4-130836
TR skeleton - Study on Extended IMS media plane security features; IMS H.248 profiles aspects





Source: Alcatel-Lucent

(Replaces C4-130552)

Decision: 

The document was Agreed.



C4-130837
Scope and Introduction sections for TR on Extended IMS media plane security





Source: Alcatel-Lucent

(Replaces C4-130553)

Decision: 

The document was Agreed.



C4-130838
MSRP design considerations for eMEDIASEC





Source: Alcatel-Lucent, Nokia Siemens Networks

(Replaces C4-130554)

Decision: 

The document was Agreed.



C4-130839
Media/transport security sessions at Mb





Source: Alcatel-Lucent

(Replaces C4-130555)

Decision: 

The document was Revised to C4-131009.



C4-130901
Initial input to clause 4 procedural sections on TLS and TCP





Source: Alcatel-Lucent

(Replaces C4-130594)

Decision: 

The document was Revised to C4-131010.



C4-131009
Media/transport security sessions at Mb





Source: Alcatel-Lucent

(Replaces C4-130839)

Decision: 

The document was Revised to C4-131038.



C4-131010
Initial input to clause 4 procedural sections on TLS and TCP





Source: Alcatel-Lucent

(Replaces C4-130901)

Decision: 

The document was Revised to C4-131039.



C4-131038
Media/transport security sessions at Mb





Source: Alcatel-Lucent

(Replaces C4-131009)

Decision: 

The document was Agreed.



C4-131039
Initial input to clause 4 procedural sections on TLS and TCP





Source: Alcatel-Lucent

(Replaces C4-131010)

Decision: 

The document was Agreed.



C4-131062
TR 29.8xy v0.1.0 eMedia plane Security





Source: Alcatel-Lucent

Discussion: 

5th June Draft out for checking. Final version 7thJune (COB CEST).

Decision: 

The document was Agreed as Basis for Future Work.



6.5
Study on Diameter Overload Control Mechanisms [FS_DOCME]

C4-130614
Client Prioritization





Source: Nokia Siemens Networks

Discussion: 

Relevant requirement for ALU, valid also for Cisco (if clarified in the text)

Jesus: what kind of prioritization? In the text, only the amount of request is taken into account whereas the server could prioritize per node (i.e. this MME is more important than another MME).

Ulrich: can be whatever you want but doesn't to be standardized.

Tarek: Second paragraph not needed or need to be rephrased.

MC: Overload mitigation differentiation per client should be used instead of Client prioritization (misleading)

Tarek: is it something needed from a generic fashion or specific to 3GPP?

Overloading client should be considered as a generic requirement to apply per interface

Overload mitigation can be done independently from overload info propagation/mechanism

Could be generalized: "useful when any throttling is required"

Instead of server, use a more generic wording (as used in other sections)

Decision: 

The document was Revised to C4-130847.



C4-130615
Multiple Throttling by factor





Source: Nokia Siemens Networks

Discussion: 

Is even possible to have multiple nodes performing throttling at the same time on the same Diameter path?

Lionel: "only one consumer" already assumed and in the requirement. This applies to any feature related to overload, in any case i.e. client/server view or agent-based scenario

Need to be highlighted if not clear enough in the requirements or previous sections in the TR.

This will be investigated and a new p-CR could be provided if required

Decision: 

The document was Withdrawn.



C4-130632
Discussion on Diameter overload control support for BBAI





Source: ZTE

Discussion: 

For the S9a or S9 trigger procedure, since the session state is not maintained which is different from current PCC session management, we propose to study this issue in the Diameter overload control.

A related P-CR (C4-130633) which proposes to include the Diameter overload control support BBAI in the 29.809 is presented.

A draft LS (C4-130634) which informs the status of Diameter overload control study in the 3GPP to the BBF and asks for their confirmation is presented. We propose CT3 and CT4 to agree above contributions and study the corresponding issues.

Discussed in CT3: maybe too soon to send the LS to BBF.

JJ: when should we inform BBF?

Tarek: when the TR will be more mature (CT3 agreement)

Principle greed

Decision: 

The document was Noted.



C4-130633
Diameter overload control support for BBAI





Source: ZTE

Discussion: 

More clarification needed in 5.3.3.3.3

"associate Diameter sessions" in  5.3.3.2.3

IP-CAN session wording is not used for Gxb* and S15

A figure needs to illustrate the presence of BPCF, part of BBF domain. Maybe an additional one.

Decision: 

The document was Revised to C4-130844.



C4-130634
Diameter overload control support for BBAI





Source: ZTE

Decision: 

The document was Withdrawn.



C4-130635
Some corrections to PCC impacts





Source: ZTE

Discussion: 

Overlapping with C4-130788

Find the right wording in 5.3.3.2.3

ONE Diameter session IS established

Try to avoid overlap with TKLC P-CR when producing the new version of the P-CR

Decision: 

The document was Revised to C4-130845.



C4-130636
Proposal for proxy DRA supporting Diameter overload control





Source: ZTE

Discussion: 

ALU/TKLC: only IETF proposed solutions should be discussion in section 7

Some points covered in 788 in "impacts"

Decision: 

The document was Withdrawn.



C4-130649
Message Throttling by Window Limit





Source: Ericsson

Discussion: 

Three throttling mechanisms. Should we designate a default one?

Why is the proposed mechanism more efficient than other ones already proposed?

Avoid efficiently peaks of traffic compared to factor indicator and pretty similar to rate based mechanism.

Ulrich: It is said that the maximum number of unanswered messages (window) is sent as information: could be also derived from the overload information, based on the algorithm.

Jesus: you may need to indicate the limit per client. 

One proposal to have the same text than for the other mechanisms.

Reuse the existing text in the new section "the Overload Information received by the clients may be converted (e.g. based on a negotiated algorithm) into a number of unanswered messages (window) that the client must not exceed if not explicitly received"

Decision: 

The document was Revised to C4-130848.



C4-130650
3GPP AAA Server Overload Aspects





Source: Ericsson

Decision: 

The document was Revised to C4-130849.



C4-130718
Implicit Overload Indication





Source: Ericsson

Discussion: 

If the client does not support the mechanism, it will be anyway updated to support the "implicit mechanism". So what would be the added value?

In any case, we need to identify how the client 

Should be studied per application.

Should be more generic because the global mechanism should anyway provide guideline on how to deal with TOO_BUSY with overload info.

Decision: 

The document was Revised to C4-130850.



C4-130719
Message dependencies for message prioritization





Source: Ericsson

Decision: 

The document was Revised to C4-130851.



C4-130720
Message type prioritization criteria





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-130721
Message throttling clarification





Source: Ericsson

Discussion: 

In the current draft, only "overload metrics" are passed. So it could lead to modify the proposed solutions.

Decision: 

The document was Withdrawn.



C4-130744
3GPP Charging Applications





Source: Alcatel-Lucent, Ericsson, Huawei, Nokia Siemens Ne

Discussion: 

Editor's note will be added to highlight the fact that the p-CR was agreed to be incorporated only as basis of further work.

6.2.2.2

Some offline needed to see the feedback that we would like to send to SA5.

Clarification on the process will provide after the meeting in the LS.

Decision: 

The document was Revised to C4-130852.



C4-130745
Causes of Overload for 3GPP Charging Applications Interfaces





Source: Alcatel-lucent, Ericsson, Huawei, Nokia Siemens Ne

Decision: 

The document was Revised to C4-130878.



C4-130746
IETF solution analysis                                               





Source: Alcatel-Lucent

Discussion: 

Not based on the last version of the draft.

How to process with new version of the draft?

Inputs seem to be missing.

Only limitations have been highlighted.

Proposed enhancements should be highlighted or list only the limitation of the solution. Doing both at the same time is messy. 

At the protocol level, it should be possible to explain each important using few text.

Analysis compared to reqs could be done easily using a template (e.g. analysis per requirement)

Structure should be based on chapter 6. 

Highlight for instance the "overload mitigation per client"

Why "destination-host" scope not supported? It seems that the real need is to ensure that the overload info received by a node is coming from a given server. In that case, the Destination-Host scope could even be an overkilled solution.

ALU will try to distribute the content of the P-CR in a new version based on the structure of the chapter 6.

Decision: 

The document was Revised to C4-130879.



C4-130775
Overview of the proposed solutions





Source: Orange

Discussion: 

Level of details ok and can be extend or modify based on the level of detail required in the comparison

Be sure that the reference and the version are correct

Solution 1: agent can include info received from the peer (check in the draft)

Decision: 

The document was Revised to C4-130880.



C4-130776
Details on disconnection with "BUSY" cause





Source: Orange

Decision: 

The document was Revised to C4-130881.



C4-130777
Clarifications on Overload impacts over S6a





Source: Orange

Decision: 

The document was Revised to C4-130882.



C4-130786
LS on Diameter Overload Control Mechanisms – input from SA5





Source: TSG SA WG5

Abstract: 

During this SA5#88 meeting, SA5 has discussed a set of inputs related to Diameter Overload Control for the Charging Interfaces, and agreed for the two attached pCRs to be incorporated in the Technical Report.

SA5 would like to bring attention to CT4 that the baseline TR considered for these pCRs is TR 29.809 v0.1.0.

Discussion: 

A new P-CR have been produced by Alcatel-Lucent

Decision: 

The document was Noted.



C4-130788
PCRF/DRA overload impacts





Source: Tekelec, AT&T

Discussion: 

Overlapping with C4-130635

Try to avoid overlap with TKLC P-CR when producing the new version of the P-CR

Suzanna: What is the purpose of describing "possible" behaviour of the client?

Illustrate what could happen, based on current Diameter implementations

Level of details? Usefulness in the TR?

Interesting material required anyway… but maybe not in the TR.

Could be put in the Annex? And try to condense the text in the main body of the TR.

New version will add an annex

Attempt for the main body part as a "summary" of the annex and conclusions on the impacts for PCC.

Notion of B2B Agent is not defined and does not exist

Could be reworded peer-to-peer. Server initiated messages

Response are going to PA2 and termination. Agreed and need to be corrected in section "PA2"

When DRA is present, reselection is possible. No indication on other possible behaviours (e.g. selective dropping).

More relevant for requirement/solution parts

Section 5.3.3.3.3.c Redirect Agent needs to be expanded.

Case of "multiple" DRA should not be covered.

A logical DRA can be implemented with multiple addressessable entities

Decision: 

The document was Revised to C4-130846.



C4-130801
Discussion on Transfer of Load/Overload Information





Source: Huawei

Discussion: 

DOCA can be also used through intermediate peers, between a client and a server (not only btw peer)

How did you reach the proposed conclusion "possible to use a different mechanism from what IETF may define for transfer of load/overload information"?

Main interest should be on server overload and intermediate agent maybe not so important in 3GPP. So different solutions could be used.

Decision: 

The document was Noted.



C4-130844
Diameter overload control support for BBAI





Source: ZTE

(Replaces C4-130633)

Decision: 

The document was Agreed.



C4-130845
Some corrections to PCC impacts





Source: ZTE

(Replaces C4-130635)

Decision: 

The document was Withdrawn.



C4-130846
PCRF/DRA overload impacts





Source: Tekelec, AT&T

(Replaces C4-130788)

Decision: 

The document was Revised to C4-130991.



C4-130847
Client Prioritization





Source: Nokia Siemens Networks

(Replaces C4-130614)

Decision: 

The document was Agreed.



C4-130848
Message Throttling by Window Limit





Source: Ericsson

(Replaces C4-130649)

Decision: 

The document was Agreed.



C4-130849
3GPP AAA Server Overload Aspects





Source: Ericsson

(Replaces C4-130650)

Decision: 

The document was Agreed.



C4-130850
Implicit Overload Indication





Source: Ericsson

(Replaces C4-130718)

Decision: 

The document was Agreed.



C4-130851
Message dependencies for message prioritization





Source: Ericsson

(Replaces C4-130719)

Discussion: 

Split the first sentence of the last paragraph in two part

Decision: 

The document was Agreed.



C4-130852
3GPP Charging Applications





Source: Alcatel-Lucent, Ericsson, Huawei, Nokia Siemens Ne

(Replaces C4-130744)

Decision: 

The document was Agreed.



C4-130878
Causes of Overload for 3GPP Charging Applications Interfaces





Source: Alcatel-lucent, Ericsson, Huawei, Nokia Siemens Ne

(Replaces C4-130745)

Decision: 

The document was Agreed.



C4-130879
IETF solution analysis                                               





Source: Alcatel-Lucent

(Replaces C4-130746)

Discussion: 

Rapporteur: Renumbering needed to cope with Orange P-CR on solution description

Decision: 

The document was Revised to C4-130989.



C4-130880
Overview of the proposed solutions





Source: Orange

(Replaces C4-130775)

Decision: 

The document was Agreed.



C4-130881
Details on disconnection with "BUSY" cause





Source: Orange

(Replaces C4-130776)

Decision: 

The document was Agreed.



C4-130882
Clarifications on Overload impacts over S6a





Source: Orange

(Replaces C4-130777)

Decision: 

The document was Revised to C4-130990.



C4-130989
IETF solution analysis                                               





Source: Alcatel-Lucent

(Replaces C4-130879)

Decision: 

The document was Postponed.



C4-130990
Clarifications on Overload impacts over S6a





Source: Orange

(Replaces C4-130882)

Decision: 

The document was Agreed.



C4-130991
PCRF/DRA overload impacts





Source: Tekelec, AT&T

(Replaces C4-130846)

Decision: 

The document was Agreed.



C4-131057
LS on Progress of the TR 29.809 on Diameter Overload Control Mechanisms





Source: Orange

Abstract: 

CT4 would like to thank SA5 for the effort made to produce common contribution to the TR and sent into the LS (S5-130731/C4-130766). As this contribution was based on out of date version of the TR, the SA5 documents have been updated by interested companies to slightly adapt them to the current version of the TR. Theses contributions have been agreed and incorporated into the TR.

About these contributions, some concerns were raised on some part of the SA5 produced text. It was nevertheless agreed to include the contributions unchanged in the TR. For the next meetings, it was highlighted that the TR should be rather updated by company-driven contributions rather than through LS process. This will allow more lively technical discussions during the meetings and therefore speed-up the overall progress of the TR towards completion. Of course, SA5 expert positions can always be expressed through the companies represented in CT4. Moreover, two conference calls will be set up for further technical exchanges before the next CT4 meeting in August (Details will be given in a separate communication). And of course, in case of serious issues, it will be still possible to rely to LS in last resort for formal exchange between the working groups.

Decision: 

The document was Revised to C4-131066.



C4-131063
TR 29.809 v0.3.0





Source: Orange

Discussion: 

5th June Draft out for checking. Final version 7thJune (COB CEST).

Decision: 

The document was Agreed as Basis for Future Work.



C4-131066
LS on Progress of the TR 29.809 on Diameter Overload Control Mechanisms





Source: Orange

(Replaces C4-131057)

Decision: 

The document was Approved.



6.6
Reporting Enhancements in Warning Message Delivery [REP_WMD]

C4-130521
LS on Additional Warning Area List IE





Source: TSG CT WG1

Abstract: 

CT1 thanks CT4 for its LS on populating of Broadcast and Warning Area Lists in C4-130416 where CT4 would like to know if CT1 would see the approach to add an Additional Warning Area List IE as a protocol extension parameter as a protocol enhancement.

CT1 has discussed a proposed CR (C1-130762) to specify the Additional Warning Area IE in TS 23.041 and sees no concern with this protocol enhancement. However, CT1 would like to be informed of the answer that RAN3 will provide on the LS.

Decision: 

The document was Noted.



C4-130783
LS on populating of Broadcast and Warning Area Lists





Source: TSG RAN WG3

Discussion: 



Alcatel-Lucent comments that a complementary response to the second question is awaited from RAN3. 
Decision: 

The document was Noted.



6.7
eMBMS Restoration Procedures [eMBMS]

C4-130556
Progress of eMBMS restoration work item





Source: Alcatel-Lucent

Abstract: 

This document provides for information the current progress of the eMBMS restoration work item (CP-130036).

Decision: 

The document was Noted.



C4-130557
Trigger for re-establishing MBMS sessions upon an M3AP path recovery





23.007
  CR-0228  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

Subclause 15A.4 (M3AP path failure) specifies that upon recovery of the M3AP path, the MME should re-establish the MBMS bearer services affected by the M3AP path failure by initiating MBMS Session Start procedure(s) towards the MCE.

It is however undefined whether the actual trigger for the MME to re-establish the MBMS bearer services in this scenario is the detection of the M3AP path recovery (i.e. establishment of the M3AP SCTP association by the MCE) or the receipt of a Reset or M3 Setup Request message from the MCE.

Subclause 15A.3 (MCE failure) already specifies that upon receipt of a Reset or M3 Setup Request message, the MME should re-establish the MBMS services affected by an MCE failure. 

It is proposed to re-use the Reset and M3 Setup Request messages as trigger for the MME to re-establish the MBMS sessions upon an M3AP path recovery: 

1)
receipt of a Reset or M3 Setup Request is an explicit M3AP indication that the MCE is ready to receive & process M3AP requests (the establishment of an SCTP association does not necessarily mean the MCE is ready for M3AP) ; 

2)
an MCE may initiate a Reset or Setup Request after re-establishing an M3AP path. It is important to rely on a single trigger for re-establishing the sessions, otherwise (if the MME was also required to re-establish the sessions on the detection of the M3AP path recovery) the MME would repeat more than once its sessions re-establishment sequence. 

3)
this eases the MME implementation & testing by always re-using the same unique trigger for all scenarios.

Decision: 

The document was Agreed.



C4-130558
Moving the control of an MBMS session to another MME





23.007
  CR-0229  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

Per subclause 20.2.3, the MBMS GW can move the control of an MBMS session from one MME to another during a transient or non-transient Sm path failure, by sending a MBMS Session Start Request to a different MME of the pool. 

The MCE requirements are then the following: 

The MCE should accept an MBMS Session Start Request received for an on-going MBMS session (i.e. with the same MBMS session attributes) from a different MME than the MME that created first the MBMS session. If it accepts the request from the new MME, the MCE shall replace the M3 related resources for this MBMS service associated to the previous MME by those associated to the new MME and consider that the MBMS session is now being controlled by the new MME;

The text in yellow should be clarified to refer to "the MME that currently controls the MBMS session" that may or may not be the MME that created the MBMS session the first time the session was created.   

Besides, it is undefined however how to release the MBMS bearer context in the previous MME that was controlling this session in scenarios where this MME is still in service (and with M3AP path still in service too): e.g. 

-
when during a transient Sm path failure, the MBMS GW transfers the MBMS session control to another MME to be able to send a MBMS Session Update Request or MBMS Session Stop Request;  

-
when the MBMS GW moves sessions to a different MME upon detecting a non-transient path failure but the Sm path recovers before the maximum path failure duration expires in the old MME.

Discussion: 

The deleted editor's note shall reverted and controversial parts shall be removed.

Decision: 

The document was Revised to C4-130903.



C4-130559
BM-SC behaviour upon MBMS GW restart





23.007
  CR-0230  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

Subclause 17A.1 specifies that upon a MBMS GW restart, the MBMS contexts are lost in the MBMS GW and MME/SGSN(s) detecting the restart deactivate all the related MBMS bearer contexts locally and towards E-UTRAN/UTRAN. 

The behaviour of the BM-SC is however not defined.

Discussion: 

Ericsson commented that the flag which will impact other CRs should be named.

Decision: 

The document was Revised to C4-130907.



C4-130560
SGmb path failure





23.007
  CR-0231  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

Subclause 20.2 specifies how to detect and handle signalling path failure. 

It is not yet defined how to do so for the SGmb interface between the MBMS GW and the BM-SC.

Decision: 

The document was Revised to C4-130908.



C4-130561
Contents of MBMS Session Start Request when re-establishing MBMS sessions





23.007
  CR-0232  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

When failures/resets happen to an MME or an MCE or to their corresponding links, the MBMS GW or the MME restore the affected MBMS services by sending MBMS Session Start Request messages. 

It has been specified that the contents of the MBMS Session Start Request message when re-establishing the session or moving the session to a different MME/SGSN shall be identical to the contents of the original MBMS Session Start Request message (or to the contents of the last MBMS Session Update Request message if the original parameters were updated).

The following aspects require further considerations/clarifications: 

1.
It is still open whether the session start time and session duration may be changed.

2.
It is ambiguous whether the contents of the MBMS Session Start Request shall remain identical from the perspective of the node that sends the message or the node that receives it. E.g. if the MME is not able to propagate an MBMS Session Update Request to a specific MCE e.g. due to a M3AP path failure, it is ambiguous whether this requests the MME to send (once the M3AP path is recovered) a MBMS Session Start Request with or w/o the changes received in the MBMS Session Update Request. 

3.
It is unclear which exact parameters an MCE shall use to identify an on-going MBMS session when the control of a MBMS session is transferred to another MME. The current text requires all the session attributes to match, although some parameters may actually change (e.g. relative start time, session duration).

The MBMS services affected by a failure/restart should be restored as soon as possible to minimize end user service impacts. The start time may be either absolute in time or relative to the time of reception of the message: 

a)
in the former case, the absolute start time does not need to be changed when re-establishing the MBMS session; the absolute start time may possibly indicate a time in the past if the service has already been started; the MCE shall be able to accept this and start the session asap;   

b)
in the latter case, the relative start time may be updated (to zero or a non null value) to speed up the re-establishment of the MBMS sessions and avoid unnecessarily delaying the restoration of the MBMS service with the relative time assigned when the MBMS service was created first (e.g. several tens of seconds or few minutes to let time for the RAN to free/reserve adequate radio resources). 

The Session Duration should be updated to a value corresponding to the remaining part of the session.

Discussion: 

The restoration flag needs to be added.

Decision: 

The document was Revised to C4-130909.



C4-130562
MBMS data storage





23.008
  CR-0399  (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

The description of the data related to MBMS is incomplete: 

-
several data are missing

-
storage requirements for the BM-SC are also missing

Besides, some parameters are described as "temporary" data (i.e. data dynamically assigned by the network) although being actually "permanent" data (i.e. data provisioned by the operator).

When failures/resets happen to an MME/SGSN or an MCE or to their corresponding links, the MBMS GW or the MME/SGSN restore the affected MBMS services by sending MBMS Session Start Request messages. This requires the MME/SGSN and MBMS GW to store the necessary data to be able to re-establish MBMS services.

Decision: 

The document was Agreed.



C4-130593
Discussion on re-establishing control path during path failure for eMBMS restoration





Source: Ericsson

Abstract: 

3GPP CT4 has started a new WID called eMBMS restoration procedures, where the objective of this Work Item is to specify enhanced restoration procedures to explicitly define the EPS behaviour and enable restoration of the eMBMS service when possible in order to minimize the end-user service impact upon different kinds of failure over control path. 

A number of CRs have also been agreed at last CT4 meeting (CT4#60). See References.

The principle behind these CRs is to try re-establish control path to allow subsequent MBMS session update and stop; in addition, such re-establishing should be performed before bring down the MBMS sessions when it is possible.

During the path failure over Sm/Sn/SGmb interfaces, the selection of an alternative control path may take place. This paper is to provide an analysis to such path failure scenarios:

1.
How a downstream node should behave, when it receives the MBMS Session Start Request to restore an existing MBMS session, especially when the path toward upstream node is still active, e.g. during RNC/MCE for Sn/Sm failure, or MME/SGSN for SGmb path failure.

2.
How the resource allocated in the nodes in the old control path for those MBMS session which have been taken over by others should be released.

Conclusion

Ericsson propose the followings:

•
A restoration flag should be included in the MBMS Session Start Request message by the node who initiates restoration procedure with re-selection of downstream control node upon a path failure; the receiver shall forward the restoration flag if the MBMS Session Start Request message need be sent further. 

•
For Sm/Sn path failure, when a MME/SGSN receives MBMS Session Start Request message containing a restoration flag and IP address of another MME/SGSN, the MME/SGSN shall send a message to the given MME/SGSN to delete the MBMS session which has been re-established over new control plane path.

Discussion: 

CT4 agreed that a restoration flag should be included in the MBMS Session Start Request message by the node who initiates restoration procedure with re-selection of downstream control node upon a path failure.

Alcatel-Lucent and Cisco want to have one solution for both architectural options.

For the second proposed point CT4 could not find conclusion in this meeting. CT4 need to examine all the solutions to find the best compromise to avoid signalling overload. Telco before the next meeting is expected.

Decision: 

The document was Noted.



C4-130643
MCE behavior on MME restart and MME behavior on MCE restart





23.007
  CR-0236  (Rel-12) v12.0.0





Source: Cisco

Abstract: 

•
In the current version of the TS the behaviour of an MCE when the MME restarts is already specified in clauses 15A.4 but missing in clause 14.

•
In the current version of the TS the behaviour of an MME when the MCE restarts is already specified in clauses 15A.3 but missing in clause 14.

Discussion: 

Alcatel-Lucent and Ericsson proposed to re-word the first proposed change. The proposed changes were agreed by the meeting.

Decision: 

The document was Revised to C4-130902.



C4-130669
BM-SC failure





23.007
  CR-0237  (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In Chapter 17 the restoration of data and restart behaviour of the different nodes is described, BM-SC is not covered.

Discussion: 

The first added chapter needs some re-wording.

Decision: 

The document was Revised to C4-130910.



C4-130670
MBMS GW behaviour upon MME/SGSN restart





23.007
  CR-0238  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

In the current version of the TS the behaviour of an MBMS-GW when a peer node (SGSN, MME) restarts is missing in the section 17A Restoration of data in the MBMS GW.

In section 14.1.1. the behaviour when an MBMS GW detects a MME restart is described.

In section 11.1 the behaviour when an MBMS GW detects a SGSN restart is described.

A reference to those section  should be added in the new section restart of  a peer node under restoration of data in the MBMS GW.

Discussion: 

Some editorial changes are needed.

Decision: 

The document was Revised to C4-130911.



C4-130671
MME behaviour upon MBMS GW restart





23.007
  CR-0239  (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In the current version of the TS the behaviour of an MME when a peer node (MBMS-GW) restarts is already specified in clause 17A.1. In the section restoration of Data in MME a description  when MME detects restart of an MBMS GWrestats is missing in clause 14.1A.

Discussion: 

Some editorial corrections are needed.

Decision: 

The document was Revised to C4-130912.



C4-130672
SGSN behaviour upon MBMS GW restart





23.007
  CR-0240  (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In the current version of the TS the behaviour of an SGSN when a peer node (MBMS-GW) restarts is missing.

Discussion: 

Some editorial corrections are needed.

Decision: 

The document was Revised to C4-130913.



C4-130673
Sn-path failure





23.007
  CR-0241  (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

Subclause 20.2.3 specifies procedures to handle GTP-C signalling path failures, at CT4#60 we added a clause for Sm path failure for MBMS service. 

The behaviour upon a Sn path failure is still missing. 

The EPS behaviour upon an Sn path failure is still undefined on how to handle subsequent MBMS Session Start Request, MBMS Session Update Request and MBMS Session Stop Request, as well as what happens to the on-going MBMS sessions.

Discussion: 

It needs to be checked if the new SGSN has different capabilities.

Naming of the flag is needed.

Decision: 

The document was Revised to C4-130914.



C4-130902
MCE behavior on MME restart and MME behavior on MCE restart





23.007
  CR-0236  rev 1 (Rel-12) v12.0.0





Source: Cisco

(Replaces C4-130643)

Decision: 

The document was Revised to C4-131013.



C4-130903
Moving the control of an MBMS session to another MME





23.007
  CR-0229  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130558)

Decision: 

The document was Agreed.



C4-130907
BM-SC behaviour upon MBMS GW restart





23.007
  CR-0230  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130559)

Decision: 

The document was Agreed.



C4-130908
SGmb path failure





23.007
  CR-0231  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130560)

Discussion: 

Non-valid headings need to be removed. The editor's note needs to be added to cover missing parts.

Decision: 

The document was Revised to C4-131012.



C4-130909
Contents of MBMS Session Start Request when re-establishing MBMS sessions





23.007
  CR-0232  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130561)

Decision: 

The document was Agreed.



C4-130910
BM-SC failure





23.007
  CR-0237  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130669)

Decision: 

The document was Agreed.



C4-130911
MBMS GW behaviour upon MME/SGSN restart





23.007
  CR-0238  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130670)

Decision: 

The document was Agreed.



C4-130912
MME behaviour upon MBMS GW restart





23.007
  CR-0239  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130671)

Decision: 

The document was Agreed.



C4-130913
SGSN behaviour upon MBMS GW restart





23.007
  CR-0240  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130672)

Decision: 

The document was Agreed.



C4-130914
Sn-path failure





23.007
  CR-0241  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130673)

Decision: 

The document was Revised to C4-131014.



C4-131012
SGmb path failure





23.007
  CR-0231  rev 2 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130908)

Decision: 

The document was Agreed.



C4-131013
MCE behavior on MME restart and MME behavior on MCE restart





23.007
  CR-0236  rev 2 (Rel-12) v12.0.0





Source: Cisco

(Replaces C4-130902)

Decision: 

The document was Agreed.



C4-131014
Sn-path failure





23.007
  CR-0241  rev 2 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130914)

Decision: 

The document was Agreed.



6.8
Rel-12 AOB

6.8.1
LIPA MObility NET - SIPTO

C4-130563
Extensions of SIPTO Permission for SIPTO at the local network





29.272
  CR-0476  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

SIPTO Permission have been extended in TS 23.401 & TS 23.060 for SIPTO at local network. Operators shall be able to provision per user's subscription and APN whether the traffic associated with an APN is: 

-
prohibited for SIPTO, 

-
allowed for SIPTO excluding SIPTO at the local network, 

-
allowed for SIPTO including SIPTO at the local network, 

-
allowed for SIPTO at the local network only.

The existing SIPTO-Permission AVP cannot be extended to carry the permission for SIPTO at the local network (it is of type Enumerated).

The SIPTO-At-Local-Network-Prohibited flag is defined to enable the MME or SGSN to differentiate the case where SIPTO at local network is explicitly prohibited for an APN in the user's subscription from the case where the HSS is not configured with permission for SIPTO at the local network for the UE. In the latter case, the MME/SGSN may allow SIPTO at the local network based on local provisioning for non-roaming users.

Decision: 

The document was Merged into 0826.



C4-130564
Extensions of SIPTO Permission for SIPTO at the local network





29.230
  CR-0342  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Decision: 

The document was Merged into 0916.



C4-130565
Extensions of SIPTO Permission for SIPTO at the local network





29.002
  CR-1124  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

SIPTO Permission have been extended in TS 23.401 & TS 23.060 for SIPTO at local network. Operators shall be able to provision per user's subscription and APN whether the traffic associated with an APN is: 

-
prohibited for SIPTO, 

-
allowed for SIPTO excluding SIPTO at the local network, 

-
allowed for SIPTO including SIPTO at the local network, 

-
allowed for SIPTO at the local network only. 

Two flags (SIPTO-At-Local-Network-Allowed, SIPTO-At-Local-Network-Prohibited) are added to the APN-Configuration IE and PDP-Contect IE to allow or prohibit SIPTO at the local network per APN. 

A reference to TS 29.272 is added for the description of the behaviour of the SGSN with respect to these new flags.

Decision: 

The document was Merged into 0827.



C4-130566
Extensions of SIPTO Permission for SIPTO at the local network





23.008
  CR-0400  (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

SIPTO Permission have been extended in TS 23.401 & TS 23.060 for SIPTO at local network. Operators shall be able to provision per user's subscription and APN whether the traffic associated with an APN is: 

-
prohibited for SIPTO, 

-
allowed for SIPTO excluding SIPTO at the local network, 

-
allowed for SIPTO including SIPTO at the local network, 

-
allowed for SIPTO at the local network only. 

The SIPTO-At-Local-Network-Allowed & SIPTO-At-Local-Network-Prohibited flags are added as permanent data conditionally stored in the HSS, MME and SGSN.

Decision: 

The document was Merged into 0917.



C4-130567
 SIPTO at the local network





29.274
  CR-1323  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

1/ For a SIPTO at the local network PDN connection, the LGW shall reject any UE requested bearer resource modification. 

TS 23.401:

For this release of the specification, no interface between the L-GW and the PCRF is specified and there is no support for dedicated bearers on the PDN connection used for SIPTO at the Local Network. The Local GW (L-GW) shall reject any UE requested bearer resource modification. 

TS 23.060:

For this Release of the specification there is no support for secondary PDP context on the PDN connection used for SIPTO at the Local Network. The Local GW (L-GW) shall reject any MS initiated Secondary PDP Context Activation Procedure or any PDP Context Modification Procedure that is for the SIPTO at local network PDN Connection.

2/ Stage 2 has defined a new MME triggered Serving GW relocation procedure that makes use of the GTP-C Create Session Request procedure over S11/S4 and the GTP-C Modify Bearer Request procedure over S5/S8.

Discussion: 

A note needs to be added.

Decision: 

The document was Revised to C4-130918.



C4-130568
 SIPTO at the local network





29.060
  CR-0941  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

For a SIPTO at the local network PDN connection, the LGW shall reject any UE requested bearer resource modification. 

TS 23.060:

For this Release of the specification there is no support for secondary PDP context on the PDN connection used for SIPTO at the Local Network. The Local GW (L-GW) shall reject any MS initiated Secondary PDP Context Activation Procedure or any PDP Context Modification Procedure that is for the SIPTO at local network PDN Connection.

Discussion: 

Orange requested if the local network means PLMN? Alcatel-Lucent clarified that no, it's means SIPTO being triggered  e.g. at the HNB.

Decision: 

The document was Revised to C4-130919.



C4-130569
 GWs selection for SIPTO at the local network





29.303
  CR-0067  (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

SIPTO at the local network requires updates to the GW selection procedures.

Decision: 

The document was Revised to C4-130920.



C4-130674
SIPTO permission for Local Network enhancements





29.272
  CR-0489  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

With  the introduction of SIPTO at the Local Network the subscription for SIPTO permission is enhanced. SIPTO at the Local Network is newly introduced. In stage 2   from SIPTO is renamed to SIPTO above RAN for subscription definition. A subscriber could have the subscription for none of these accesses, only for one of them or for both.

Decision: 

The document was Revised to C4-130826.



C4-130675
SIPTO permission for Local Network enhancements





29.002
  CR-1132  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

With the introduction of SIPTO at the Local Network the subscription for SIPTO permission is enhanced. SIPTO at the Local Network is newly introduced. In stage 2   from SIPTO is renamed to SIPTO above RAN for subscription definition. A subscriber could have the subscription for none of these accesses, only for one of them or for both.

Decision: 

The document was Revised to C4-130827.



C4-130676
SIPTO permission for Local Network enhancements





29.230
  CR-0349  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

With  the introduction of SIPTO at the Local Network the subscription for SIPTO permission is enhanced. SIPTO at the Local Network is newly introduced. In stage 2   from SIPTO is renamed to SIPTO above RAN for subscription definition. A subscriber could have the subscription for none of these accesses, only for one of them or for both

Discussion: 

Enumerated need to be changed either Integer32 or Unsigned32. Offline discussion is needed.

Decision: 

The document was Revised to C4-130916.



C4-130677
SIPTO permission for Local Network enhancements





23.008
  CR-0402  (Rel-12) v..





Source: Huawei

Abstract: 

With  the introduction of SIPTO at the Local Network the subscription for SIPTO permission is enhanced. SIPTO at the Local Network is newly introduced. In stage 2   from SIPTO is renamed to SIPTO above RAN for subscription definition. A subscriber could have the subscription for none of these accesses, only for one of them or for both.

Decision: 

The document was Revised to C4-130917.



C4-130678
SIPTO at the Local Network enhancements





29.303
  CR-0068  (Rel-12) v..





Source: Huawei

Decision: 

The document was Merged into 0920.



C4-130679
Enhancements for SIPTO at theLocal Network





29.274
  CR-1335  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Merged into 0918.



C4-130680
Enhancements for SIPTO at theLocal Network





29.060
  CR-0945  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Merged into 0919.



C4-130826
SIPTO permission for Local Network enhancements





29.272
  CR-0489  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130674)

Abstract: 

With  the introduction of SIPTO at the Local Network the subscription for SIPTO permission is enhanced. SIPTO at the Local Network is newly introduced. In stage 2   from SIPTO is renamed to SIPTO above RAN for subscription definition. A subscriber could have the subscription for none of these accesses, only for one of them or for both.

Decision: 

The document was Revised to C4-130993.



C4-130827
SIPTO permission for Local Network enhancements





29.002
  CR-1132  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130675)

Decision: 

The document was Revised to C4-130884.



C4-130884
SIPTO permission for Local Network enhancements





29.002
  CR-1132  rev 2 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130827)

Decision: 

The document was Agreed.



C4-130916
SIPTO permission for Local Network enhancements





29.230
  CR-0349  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130676)

Decision: 

The document was Agreed.



C4-130917
SIPTO permission for Local Network enhancements





23.008
  CR-0402  rev 1 (Rel-12) v..





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130677)

Decision: 

The document was Agreed.



C4-130918
 SIPTO at the local network





29.274
  CR-1323  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

(Replaces C4-130567)

Decision: 

The document was Agreed.



C4-130919
 SIPTO at the local network





29.060
  CR-0941  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

(Replaces C4-130568)

Decision: 

The document was Agreed.



C4-130920
 GWs selection for SIPTO at the local network





29.303
  CR-0067  rev 1 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130569)

Decision: 

The document was Agreed.



C4-130993
SIPTO permission for Local Network enhancements





29.272
  CR-0489  rev 2 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130826)

Decision: 

The document was Agreed.



6.8.2
VCSG-St3

C4-130612
CSS clarification





29.272
  CR-0482  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-130620
Clarification on how to indicate UE has left a CSG cell





29.060
  CR-0942  (Rel-12) v12.0.0





Source: Juniper Networks

Abstract: 

In GTPv2, the MME/S4-SGSN sends User CSG information with ‘Leave CSG Flag’ set to 1 when UE moves out of CSG cell. Although GTPv1 uses similar IE for User CSG Information, ‘Leave CSG Flag’ is not defined. It is assumed that absence of User CSG Information is taken as an indication that the UE has left the CSG cell. However this is implicit and confusing for the reader

Discussion: 

Alcatel-Lucent commented that the proposed change should be introduced as normative.

Decision: 

The document was Revised to C4-130940.



6.8.3
SMSMI-CT

C4-130616
Discussion on the format of a new Correlation ID





Source: Nokia Siemens Networks

Discussion: 

This contribution proposes that the correlation ID consists of tree parts: 

1. an HSS/HLR identifier (e.g. the HLR id as defined in 23.003 clause 5.2)

2. an user identifier (e.g. SIP-URI-B)

3. an SMS originator identifier (e.g. SIP-URI-A)

SS7 routing but should not be sent to different network so IMSI could be used (no MSISDN…)

MC: Limitation in stage 2 ? Much more simpler to use IMSI -> ask SA2 on their opinion

Mauro, Peter: Using IMSI not the preferred solution

Proposal to send an LS to SA2

Discussion still open (content)

Decision: 

The document was Noted.



C4-130617
SMS for IMS UE to IMS UE without MSISDN





29.002
  CR-1130  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Discussion: 

Format of SIP URI  too long, why not using IMSI?

“When a Correlation ID is present, the SM RP DA is omitted” but SM RP DA is mandated to be present!

Awaiting of the decision on the discussion paper above

Decision: 

The document was Postponed.



C4-130858
Use of IMSI for MSISDN-less SMS delivery in IMS





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



6.8.4
FS_SaMOG

C4-130631
Overview of FS_SaMOG progress and CT impact in near future





Source: ZTE

Abstract: 

SaMOG phase-2 aims to enhance the Rel-11 Trusted WLAN with UE impact solution. The following main functions are required to be supported in Rel-12.

•
IP address preservation when moving between 3GPP and a TWAN.

•
Capability for the UE to tell the network which APN (Access Point Name) is requested.

•
Multiplexing over Trusted Wi-Fi traffic targeting different APN or Multiplexing over Trusted Wi-Fi traffic targeting the EPC and traffic corresponding to non-seamless offload (NSWO).

For now, most part of study work in SA2 is focused on how to figure it out if (multiple) EPC-routed connectivity and NSWO simultaneously needs to set up via a TWAN. In this case, an appropriate control protocols which is different from the current mechanism of control plane in SaMOG Rel-11 shall be considered to manage the multiple connectivity and mobility. In addition, how to implement point-to-point link between the UE and TWAG with corresponding mapping to the multiple PDN connections is the other key issue to be worked out as well.

In the mean time, GSMA pay close attention to this SaMOG work as well. There is a group Wi-Fi Roaming GSMA&WBA Joint Taskforce studying the SaMOG related work based on operator requirements and vendor implementation.

Discussion: 

It was noticed that the work is just starting in SA2. CT WG can't do anything before SA2 has made conclusion on topic.

ZTE is planning to prepare CT wide WID on SaMOG Rel-12 issues if SA2 comes to conclusion.

Decision: 

The document was Noted.



6.8.5
Coordination of Video Orientation – CT

C4-130725
MTSI issues affecting CT specifications





Source: Ericsson

Abstract: 

In SA4 specification for Multimedia Telephony, TS 26.114, two features have been specified which are not fully supported in core network protocols or procedures. This paper briefly introduces the issues and discusses the specification impacts and status to permit a unified set of CRs being approved at TSG.

SA4 have added the feature CVO in Release 12 (see SP-120228, attached, and extract from TS 26.114 in Appendix) which enables MTSI terminals to negotiate the support of CVO bits to be transported in RTP extended header (IETF RFC 5285). For this to be supported end to end, the IMS MGWs in the path need to support the RTP extended header and the IMS control functions need to pass on the SDP to negotiate the CVO support. If transcoding occurs and CVO is to be supported then the MGW involved needs to map incoming CVO bits (possibly just detect the RTP extension header bytes) and map them to outgoing CVO bits (possibly just replicate the RTP header extension payload ).

CT1 Impacts:

TS 24.229: Inclusion of the general mechanism for header extension and reference to RFC 5285. A CR has been prepared from Rel-12, submitted to CT1#83.

CT3 Impacts:

TS 29.162 (Ix stage 2 part): Inclusion of requirement and procedure for the support of CVO: passing on the SDP negotiation and requesting the TrGW to support the RTP header extension. A CR has been prepared from Rel-12, submitted to CT3#73.

TS 29.163 (Mn stage 2 part): The MGCF does not need to support the CVO feature since no interworking can exist to CSVT; the MGCF just ignores the CVO attribute if not supported. It is FFS if interworking at the IM-MGW should occur in which case further indication would be required on the Mn interface. No proposal is made at this meeting by the contributor.

CT4 Impacts:

TS 23.234 (Iq stage 2): Inclusion of requirement and procedure for the support of CVO: passing on the SDP negotiation and requesting the IMS-AGW to support the RTP header extension. A CR has been prepared from Rel-12, submitted to CT4#61.

TS 29.234 (Iq stage 3): Inclusion of the SDP media attribute for the RTP header extension. A CR has been prepared from Rel-12, submitted to CT4#61.

TS 29.238 (Ix stage 3): Inclusion of the SDP media attribute for the RTP header extension. A CR has been prepared from Rel-12, submitted to CT4#61.

TS 23.333 (Mp interface, stage 2):  Inclusion of requirement and procedure for the support of CVO: receiving the SDP negotiation and requesting the MRFP to support the RTP header extension. A CR has been prepared from Rel-12, submitted to CT4#61.

TS 29.333 (Mp interface stage 3): Inclusion of the SDP media attribute for the RTP header extension. A CR has been prepared from Rel-12, submitted to CT4#61.

Mn Interface (TS 29.332) has not been updated at this stage since CVO is not assumed to be supported by a CS video terminal and so it is assumed that the IMS-CS interworking will not permit CVO.

WI code:

Since the above changes are all associated to a specific WI "CVO" it would be inappropriate to apply TEI or other "catch-all" type WI codes. Either a new building block could be created under the SA level feature WI or the CRs could use the feature level WI code. The contributor's preference is for a new building block for CT, "CVO-CT", a draft WID has been prepared for CT#83/CT3#73/CT4#61.

Decision: 

The document was Noted.



C4-130727
Introduction of support for Coordination of Video Orientation (CVO)





23.334
  CR-0029  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires IMS-AGW to support the RTP header extension.

Discussion: 

Need to cover both the 2bit and 6bit CVO attributes.

Good baseline but comments from NSN and Huawei on transcoding and use of the new attribute.

Nokia Siemens Networks to provide the list of his specific concerns on the CT4 exploder.

Decision: 

The document was Revised to C4-130921.



C4-130728
Introduction of support for Coordination of Video Orientation (CVO)





29.334
  CR-0044  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires IMS-AGW to support the RTP header extension.

Decision: 

The document was Revised to C4-130922.



C4-130729
Introduction of support for Coordination of Video Orientation (CVO)





29.238
  CR-0048  (Rel-12) v..





Source: Ericsson

Decision: 

The document was Revised to C4-130924.



C4-130730
Introduction of support for Coordination of Video Orientation (CVO)





23.333
  CR-0061  (Rel-12) v..





Source: Ericsson

Decision: 

The document was Revised to C4-130925.



C4-130731
Introduction of support for Coordination of Video Orientation (CVO)





29.333
  CR-0068  (Rel-12) v..





Source: Ericsson

Decision: 

The document was Revised to C4-130926.



C4-130906
CT Aspects of Signalling of Image Size





Source: Ericsson

Abstract: 

SA4 has included the support of image attribute (a=imageattr) in 3GPP TS 26.114 as described in IETF RFC 6236 since Rel-8. 

However, this has not been supported by core network nodes and documentation is missing in 3GPP TS 24.229.

his feature covers stage 2 and stage 3 impacts. The objective of this feature is to complete the support for image attribute (a=imageattr) as described in IETF RFC 6236 within the 3GPP TS 24.229, in core network protocols and procedures for IMS nodes, for example IMS ALG/AGW, IBCF/TrGW and MRFC/MRFP.

The changes may require the IMS MGW H.248 profiles to include the support of the image attribute and procedures to define how these shall be handled when transcoding occurs.

There is no signalling about the image size to/from the CS Video Terminal. So it is assumed that the MGCF does nothing. I.e., when sending an SDP offer then it does not include the 'imageattr' attribute, and when answering to an SDP offer containing the 'imageattr' attribute(s) the MGCF does not include any of them in the SDP answer. Hence no impacts to the Mn interface are foreseen.

Decision: 

The document was Revised to C4-130927.



C4-130921
Introduction of support for Coordination of Video Orientation (CVO)





23.334
  CR-0029  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130727)

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires IMS-AGW to support the RTP header extension.

Decision: 

The document was Revised to C4-130994.



C4-130922
Introduction of support for Coordination of Video Orientation (CVO)





29.334
  CR-0044  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130728)

Decision: 

The document was Revised to C4-130995.



C4-130924
Introduction of support for Coordination of Video Orientation (CVO)





29.238
  CR-0048  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130729)

Decision: 

The document was Postponed.



C4-130925
Introduction of support for Coordination of Video Orientation (CVO)





23.333
  CR-0061  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130730)

Decision: 

The document was Postponed.



C4-130926
Introduction of support for Coordination of Video Orientation (CVO)





29.333
  CR-0068  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130731)

Decision: 

The document was Postponed.



C4-130927
CT Aspects of Signalling of Image Size





Source: Ericsson

(Replaces C4-130906)

Discussion: 

It was seen that 80% of work is done by CT4. The leadership should be changed from CT1 to CT4.

Decision: 

The document was Revised to C4-130958.



C4-130958
CT Aspects of Signalling of Image Size





Source: Ericsson

(Replaces C4-130927)

Decision: 

The document was Agreed.



C4-130994
Introduction of support for Coordination of Video Orientation (CVO)





23.334
  CR-0029  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130921)

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires IMS-AGW to support the RTP header extension.

Discussion: 

It was agreed to delete contentious text and to add editor's note.

Decision: 

The document was Revised to C4-131047.



C4-130995
Introduction of support for Coordination of Video Orientation (CVO)





29.334
  CR-0044  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130922)

Decision: 

The document was Agreed.



C4-131047
Introduction of support for Coordination of Video Orientation (CVO)





23.334
  CR-0029  rev 3 (Rel-12) v..





Source: Ericsson

(Replaces C4-130994)

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires IMS-AGW to support the RTP header extension.

Decision: 

The document was Agreed.



6.8.6
IMS Protoc 6

C4-130732
Introduction of support for Generic Image Attribute





23.333
  CR-0062  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 has included the support of generic image attributes as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.

Discussion: 

Alcatel-Lucent requested some clarification for used attributes. 

Nokia Siemens Networks would like to postpone the CRs for next meeting to give time for detailed checking. Ericsson replied that CT1 related CRs were agreed and other CT WGs were requested inline the specifications based on CT1 decision. CRs were submitted on time and the companies had time to check CRs before the meeting.

Decision: 

The document was Revised to C4-130949.



C4-130733
Introduction of support for Generic Image Attribute





29.333
  CR-0069  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 has included the support of generic image attributes as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.

It is proposed to define a new use case to support the image attribute data in SDP and to be passed to the MRFP for use when transcoding.

Discussion: 

CT4 agreed that detailed stage 3 call flows are required.

Decision: 

The document was Revised to C4-130950.



C4-130734
Introduction of support for Generic Image Attribute





23.334
  CR-0030  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 has included the support of generic image attributes as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.extension.

Inclusion of requirement and procedure for the case when the ATCF performs video transcoding towards MSC (vSRVCC) the ATCF will need to include the negotiated image SDP attributes for the selected codec to the network side of the ATGW.

Discussion: 

More detailed description is required.

Decision: 

The document was Revised to C4-130951.



C4-130735
Introduction of support for Generic Image Attribute





29.334
  CR-0045  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 has included the support of generic image attributes as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.extension.

Inclusion of requirement and procedure for the case when the ATCF performs video transcoding towards MSC (vSRVCC) the ATCF will need to include the negotiated image SDP attributes for the selected codec to the network side of the ATGW.

Discussion: 

More detailed procedural descriptions are needed.

Decision: 

The document was Revised to C4-130952.



C4-130736
Introduction of support for Generic Image Attribute





29.238
  CR-0049  (Rel-12) v..





Source: Ericsson

Abstract: 

SA4 has included the support of generic image attributes as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.extension.

Inclusion of the SDP 'imageattr' media attribute for the case that video transcoding is required in the TrGW.

Decision: 

The document was Revised to C4-130953.



C4-130949
Introduction of support for Generic Image Attribute





23.333
  CR-0062  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130732)

Decision: 

The document was Postponed.



C4-130950
Introduction of support for Generic Image Attribute





29.333
  CR-0069  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130733)

Decision: 

The document was Postponed.



C4-130951
Introduction of support for Generic Image Attribute





23.334
  CR-0030  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130734)

Decision: 

The document was Postponed.



C4-130952
Introduction of support for Generic Image Attribute





29.334
  CR-0045  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130735)

Decision: 

The document was Postponed.



C4-130953
Introduction of support for Generic Image Attribute





29.238
  CR-0049  rev 1 (Rel-12) v..





Source: Ericsson

(Replaces C4-130736)

Decision: 

The document was Postponed.



6.8.7
GTP

C4-130548
Presence requirements clarification





29.274
  CR-1321  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130816.



C4-130549
Handling ASN.1/PER encoded parameters





29.274
  CR-1322  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Abstract: 

In clause 8.2.2 “Handling ASN.1/PER encoded parameters”, there is an incorrect reference to “Annex X”, which does not exist.

Decision: 

The document was Agreed.



C4-130570
 Direct Tunnel Flag





29.274
  CR-1324  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

The conditions of presence of the Direct Tunnel flag are not precisely specified in the Bearer Resource Command & Update Bearer Response messages. 

Subclause 8.12 specifies that Direct Tunnelling applies to UEs in GERAN/UTRAN whereas this feature only applies to UTRAN.

Discussion: 

The following CRs may be needed to make sure the specification is consistent for the applicable flags.

Decision: 

The document was Revised to C4-130935.



C4-130571
 Handling of unaccepted PDN connection(s) during handover





29.274
  CR-1325  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

The target MME/SGSN is responsible for releasing unaccepted PDN connection(s) during handover scenarios when at least one PDN connection is accepted by the target RAN. 

Some clarifications were agreed for the Modify Bearer Request (NOTE 6). For backward compatibility reasons, it was required to include the Bearer Context to be modified IE with some specific rules on how to set the S1/S12 F-TEIDs.

NOTE 6:    3GPP TS 23.401 [3] specifies that the MME/SGSN shall send the Modify Bearer Request message to the SGW in the S1 based handover/ Inter RAT handover for an unaccepted PDN Connection when at least one PDN Connection of the UE was accepted by the RAN. In this case, the MME shall indicate the reserved IP address to the SGW in the S1 eNodeB F-TEID and the SGSN shall indicate the reserved IP address to the SGW in the S12 RNC F-TEID for at least all the non GBR bearers in the unaccepted PDN Connection in the Bearer Context to be modified IE. An implementation may provide the mentioned reserved IP address e.g. from one of the reserved IP address ranges (see RFC5735 or http://www.iana.net/assignments/ipv4-address-space/ipv4-address-space.xml), or the IP address may be provisioned by a configuration.

On the other hand, the description of the 'Bearers Contexts to be removed' IE specifies: 

This IE shall be included on the S4 and S11 interfaces for the TAU/RAU/Handover and Service Request procedures where any of the bearers existing before the TAU/RAU/Handover procedure and Service Request procedures will be deactivated as consequence of the TAU/RAU/Handover procedure and Service Request procedures. (see NOTE 3)

So for the case of an unaccepted PDN connection when at least one PDN connection is accepted, both requirements contradict each other by requiring bearers of the unaccepted PDN connection to be included in both IEs.

Similar ambiguities also exist for the Create Session Request message if during a handover with SGW relocation, the MME/SGSN determines (before requesting the bearers establishment in the target RAN) that it can not accept one PDN connection when at least another one can be accepted. Current requirement hint that bearers of the unaccepted PDN connection should be set both in the 'Bearer Contexts to be created' IE and 'Bearer Context to be removed' IE.

Decision: 

The document was Merged into 0936.



C4-130618
Unaccepted PDN connection during TAU





Source: Juniper Network, Hitachi

Decision: 

The document was Noted.



C4-130619
CR on Unaccepted PDN connection during TAU





29.274
  CR-1330  (Rel-12) v12.0.0





Source: Juniper Networks

Abstract: 

As discussed in C4-130618, during inter-MME  or inter-SGW TAU/RAU procedure, MME/SGSN behavior is not clear when default bearer of a PDN connection which existed in previously cannot be accepted in new MME/S4-SGSN.

Decision: 

The document was Revised to C4-130936.



C4-130682
Delete Bearer Request triggered by PMIP error indication message





29.274
  CR-1336  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130808.



C4-130683
Delete Bearer Request triggered by PMIP error indication message





23.007
  CR-0243  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

According to CR0872, which is agreed at CT4 Meeting #51bis, “The SGW may send the Delete Bearer Request to the MME/S4 SGSN to inform that it has received an Error Indication from the PGW for the default bearer.” When “the SGW receives a GTP error indication from a PGW for the default bearer” in order to avoid multiple Error Indication sending to the eNodeB.

The same optimization could be used for PMIP S5/S8 case, i.e. the SGW may send the Delete Bearer Request to the MME/S4 SGSN when the SGW decide to delete the associated PDN connection due to ICMP message from the PGW.

Discussion: 

Some enhancements are needed.

Decision: 

The document was Revised to C4-130941.



C4-130684
The setting EPS bearer ID  ARP for MME paging strategy





29.274
  CR-1337  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

The EPS Bearer ID/ARP shall be sent in Downlink Data Notification message to the MME to help the MME determine the paging strategy(e.g. paging priority). The SGW shall derive the EPS Bearer ID/ARP from the receiving control plane signalling when ISR is active.

However, in the following case, there is NOT a EPS context(or only a meaningless EPS context) in the receiving control plane signalling.

1. In PMIP S5/S8 case, when the SGW receives a RAR message from the PCRF without any PCC rule, e.g. only with the event trigger ACCESS_NETWORK_INFO_REPORT

2. In GTP S5/S8 case, when the SGW receives a Update Bearer Request without bearer QoS/TFT modification

The arbitrary setting of EPS Bearer ID/ARP by PGW/SGW may cause unpredictable impact on the MME paging strategy. Therefore, it should consider the MME paging strategy and implementation dependent.

Discussion: 

Alcatel-Lucent believes that there are no need for any change. If we accept this change this may create the backward incompatible issue in case there are different SGW implementations on the field.

Ericsson commented that the changes should be done to the PGW and the SGW and not just to the SGW.

Decision: 

The document was Revised to C4-130944.



C4-130685
Create session request for exiting PDN connection





29.274
  CR-1338  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

Due to mis-synchronization of the PDN connection context between the MME, PGW and SGW, it’s defined that SGW/PGW should delete the existing PDN connection context locally when receiving a Create Session Request message with TEID 0 in the header for an existing active PDN connection context.

However, the SGW will receive a Create Session Request  with non-zero TEID in the UE requested PDN connectivity procedure, because the SGSN/MME has obtained the Control TEID of the SGW in a previous procedure. 

How to treat this case is missed due to the unnecessary limitation on TEID 0.

Discussion: 

Offline discussion is needed before the next meeting to clarify the use of TEID 0.

Decision: 

The document was Postponed.



C4-130686
Missing Recovery IE





29.274
  CR-1339  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

The Recovery IE should be included in GTPv2 message when the GTP node has restarted and for the first time to contact the GTP peer.

However, there are still several GTPv2 messages missing this IE.

Discussion: 

This change is made also to change PDN Connection Set Request and Update PDN Connection Request. Offline discussion is needed.

Decision: 

The document was Revised to C4-130946.



C4-130808
Delete Bearer Request triggered by PMIP error indication message





29.274
  CR-1336  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130682)

Discussion: 

The clauses affected needs to be added.

Decision: 

The document was Revised to C4-130943.



C4-130816
Presence requirements clarification





29.274
  CR-1321  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130548)

Abstract: 

There is a critical ambiguity in the spec regarding presence conditions for mandatory and conditional information elements, which can be interpreted correctly only by 3GPP CT4 members who remember the reasons for having such ambiguity. An exception arises when a Response message includes a rejection Cause.

Discussion: 

The principle of CR is acceptable for CT4. Some improvements in the proposed text is needed.

Decision: 

The document was Revised to C4-130933.



C4-130933
Presence requirements clarification





29.274
  CR-1321  rev 2 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130816)

Decision: 

The document was Agreed.



C4-130935
 Direct Tunnel Flag





29.274
  CR-1324  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130570)

Decision: 

The document was Agreed.



C4-130936
CR on Unaccepted PDN connection during TAU





29.274
  CR-1330  rev 1 (Rel-12) v12.0.0





Source: Juniper Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130619)

Abstract: 

As discussed in C4-130618, during inter-MME  or inter-SGW TAU/RAU procedure, MME/SGSN behavior is not clear when default bearer of a PDN connection which existed in previously cannot be accepted in new MME/S4-SGSN.

Decision: 

The document was Revised to C4-130996.



C4-130940
Clarification on how to indicate UE has left a CSG cell





29.060
  CR-0942  rev 1 (Rel-12) v12.0.0





Source: Juniper Networks

(Replaces C4-130620)

Decision: 

The document was Revised to C4-130997.



C4-130941
Delete Bearer Request triggered by PMIP error indication message





23.007
  CR-0243  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130683)

Decision: 

The document was Revised to C4-131056.



C4-130943
Delete Bearer Request triggered by PMIP error indication message





29.274
  CR-1336  rev 2 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130808)

Discussion: 

The clauses affected needs to be added.

Decision: 

The document was Agreed.



C4-130944
The setting EPS bearer ID  ARP for MME paging strategy





29.274
  CR-1337  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130684)

Abstract: 

The EPS Bearer ID/ARP shall be sent in Downlink Data Notification message to the MME to help the MME determine the paging strategy(e.g. paging priority). The SGW shall derive the EPS Bearer ID/ARP from the receiving control plane signalling when ISR is active.

However, in the following case, there is NOT a EPS context(or only a meaningless EPS context) in the receiving control plane signalling.

1. In PMIP S5/S8 case, when the SGW receives a RAR message from the PCRF without any PCC rule, e.g. only with the event trigger ACCESS_NETWORK_INFO_REPORT

2. In GTP S5/S8 case, when the SGW receives a Update Bearer Request without bearer QoS/TFT modification

The arbitrary setting of EPS Bearer ID/ARP by PGW/SGW may cause unpredictable impact on the MME paging strategy. Therefore, it should consider the MME paging strategy and implementation dependent.

Discussion: 

Alcatel-Lucent believes that there are no need for any change. If we accept this change this may create the backward incompatible issue in case there are different SGW implementations on the field.

Ericsson commented that the changes should be done to the PGW and the SGW and not just to the SGW.

Decision: 

The document was Revised to C4-131007.



C4-130946
Missing Recovery IE





29.274
  CR-1339  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130686)

Abstract: 

The Recovery IE should be included in GTPv2 message when the GTP node has restarted and for the first time to contact the GTP peer.

However, there are still several GTPv2 messages missing this IE.

Discussion: 

Recovery ID offline discussion is needed before the next meeting to provide a complete solution.

Decision: 

The document was Agreed.



C4-130996
CR on Unaccepted PDN connection during TAU





29.274
  CR-1330  rev 2 (Rel-12) v12.0.0





Source: Juniper Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130936)

Abstract: 

As discussed in C4-130618, during inter-MME  or inter-SGW TAU/RAU procedure, MME/SGSN behavior is not clear when default bearer of a PDN connection which existed in previously cannot be accepted in new MME/S4-SGSN.

Decision: 

The document was Revised to C4-131049.



C4-130997
Clarification on how to indicate UE has left a CSG cell





29.060
  CR-0942  rev 2 (Rel-12) v12.0.0





Source: Juniper Networks

(Replaces C4-130940)

Decision: 

The document was Revised to C4-131048.



C4-131007
The setting EPS bearer ID  ARP for MME paging strategy





29.274
  CR-1337  rev 2 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130944)

Decision: 

The document was Agreed.



C4-131048
Clarification on how to indicate UE has left a CSG cell





29.060
  CR-0942  rev 3 (Rel-12) v12.0.0





Source: Juniper Networks

(Replaces C4-130997)

Decision: 

The document was Agreed.



C4-131049
CR on Unaccepted PDN connection during TAU





29.274
  CR-1330  rev 3 (Rel-12) v12.0.0





Source: Juniper Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130996)

Abstract: 

As discussed in C4-130618, during inter-MME  or inter-SGW TAU/RAU procedure, MME/SGSN behavior is not clear when default bearer of a PDN connection which existed in previously cannot be accepted in new MME/S4-SGSN.

Decision: 

The document was Agreed.



C4-131056
Delete Bearer Request triggered by PMIP error indication message





23.007
  CR-0243  rev 2 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130941)

Decision: 

The document was Agreed.



6.8.8
High Priority Mobile Terminated Calls

C4-130573
High Priority mobile terminated calls





Source: Alcatel-Lucent

Abstract: 

Introduction

C4-130396 [1] has been postponed at CT4#60 upon the request from one company for the reason that the changes proposed in the CR might misuse the paging cause and have RAN implications. It was suggested to send an LS to RAN3 to check whether this is the right way to proceed.

This DISC paper summarizes the proposed changes and proposes to consult RAN3. 

Discussion

As per stage 2 requirements (TS 23.272), end-to-end priority handling is provided for mobile terminated CSFB call from a service user to a normal or service user in E-UTRAN: 

-
the MSC provides a priority indication to the MME along with a paging message; 

-
the MME sets this priority indication in the related S1-AP paging request and Initial UE Context Request message; 

-
the eNB prioritize the handling of the paging request (e.g. in case of paging overload), the allocation of radio bearers and the execution of the CSFB procedure; 

-
the eNB releases the RRC connection with the cause ''CS Fallback High Priority';

-
the UE reselects UTRAN and requests the establishment of a RRC connection with the establishment cause ' Terminating High Priority Signalling';

-
the UTRAN can prioritize the UE access to the network and the radio resource reservation in the target RAT, e.g. in case of overload or radio congestion in UTRAN. 

Conclusion

It is proposed to agree that end-to-end priority handling shall be provided for mobile terminated call from a service user to a normal or service user in UTRAN to enable UTRAN to prioritize the paging procedure, the access of the called UE to the network and the radio resource reservation, e.g. in case of overload or radio congestion in UTRAN.

It is proposed to consult RAN3 on whether CT4 can use the cause 'Terminating High Priority Signalling' for High Priority MT calls, or whether a separate RANAP Priority Indication should be specified to prioritize paging for High Priority MT calls. In the latter case, UTRAN would be required to remap the RANAP paging cause into the RRC paging cause 'Terminating High Priority Signalling' when the Priority Indication would be received in the RANAP paging request to also prioritize the subsequent RRC establishment.

Discussion: 

CT4 desired that from Rel-12 end-to-end priority handling shall be provided for mobile terminated call from a service user to a normal or service user in UTRAN to enable UTRAN to prioritize the paging procedure, the access of the called UE to the network and the radio resource reservation, e.g. in case of overload or radio congestion in UTRAN.Decision: 

The document was Noted.



C4-130574
LS on High Priority mobile terminated calls





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130835.



C4-130575
High Priority mobile terminated calls





23.067
  CR-0021  (Rel-12) v..





Source: Alcatel-Lucent

Discussion: 

Work in progress. CT4 need to wait RAN3 response.

Decision: 

The document was Noted.



C4-130835
LS on High Priority mobile terminated calls





Source: Alcatel-Lucent

(Replaces C4-130574)

Abstract: 

CT4 has discussed how to provide end-to-end priority handling for mobile terminated call from a service user to a normal or service user in UTRAN, i.e. to enable UTRAN to prioritize the paging procedure, the access of the called UE to the network and the radio resource reservation e.g. in case of overload or radio congestion in UTRAN.

CT4 would like RAN3 to comment on whether CT4 can use the cause 'Terminating High Priority Signalling' for High Priority MT calls which some companies understand from R2-002267 was intended for "service which will not establish a RAB" however this cause code has subsequently been used to map from eNB cause ''CS Fallback High Priority". If this should not be used for Conversational call CT4 asks whether a separate RANAP Priority Indication should be specified to prioritize paging and the subsequent RRC establishment for High Priority MT calls.

Decision: 

The document was Approved.



6.8.9
Basic Call Handling

C4-130572
MM Abort intead of CM Service Reject after CM service acceptance





23.018
  CR-0197  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Abstract: 

1/ The handling of abnormal cases in Figure 7b (Procedure Process Access Request MSC) is incorrect as it requires the MSC to send a CM Service Reject to the UE after having sent a CM Service Accept or after having started the ciphering/security procedure (which also serves as an indication for CM service acceptance). See the related discussion in C4-121596. 

It was agreed during CT4#58 to replace the CM service Reject by Abort for the abnormal handling for both MO and MT (in the S2c branch of C4-121596). 

2/ In the same figure, the test "CM Service type = Page Response" should be "Service type=Page Response".

3/ The handling of abnormal cases in Figure 7.1.2.2e (Procedure Process Access Request VLR) is also incorrect as it requires the VLR to send a Process Access Request negative response after having sent a Process Access Request ack. 

E.g. from Figure 7.1.2.2c: from 4 to IMEI check fail -> 3 -> Process Access Response (negative) after having sent PAR response (positive).

Decision: 

The document was Agreed.



6.8.10
MTRF Optimal Routing

C4-130576
MTRF Optimal Routing





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130810.



C4-130810
MTRF Optimal Routing





Source: Alcatel-Lucent,Deutsche Telekom, China Mobile, Vodafone 
(Replaces C4-130576)

Abstract: 

The Mobile Terminating Roaming Forwarding (MTRF) procedure enables to deliver a Mobile Terminating (MT) call to a called UE that reselects a different MSC during the delivery of the MT call, e.g. as a result of performing Circuit-Switched Fall Back (CSFB) when the called UE is under LTE coverage and moves to a GERAN/UTRAN cell served by a different MSC than the MSC that initiated the SGs paging request (see subclause 7.5a of  3GPP TS 23.272).  

The principle of MTRF consists in extending the call from the old MSC/VLR (i.e. the MSC/VLR which serves the called UE before the delivery of the MT call / paging procedure) towards the new MSC/VLR (i.e. the MSC/VLR which serves the called UE after the paging procedure).  

As can be derived from this principle, MTRF creates an undesirable call loop between the new MSC/VLR and the old MSC/VLR where the new MSC/VLR and the GMSC of the call are the same MSC node.

Conclusion

With minimum MAP signaling enhancements (addition of one flag in the MAP PRN request and ack), it is possible to avoid a call loop between the new MSC/VLR and the old MSC/VLR where the new MSC/VLR and the GMSC of the call are the same MSC node. 

This enables to: 

-
save network resource: e.g. routing number resources (e.g. MSRNs), transport resources (e.g. IP bandwidth), resources for interception for intercepted calls, CDRs generation… 

-
save useless signaling between the new and old MSC/VLR and extra processing in both MSCs for the entire duration of  the call;

-
avoid extra latency and call setup delay especially if the old and the new MSCs are in different countries,

-
avoid inter-PLMN/international charging (i.e. extra inter-operator fees when both MSCs pertain to different operators);

-
reduce the operator costs.

It is proposed to add this enhancement as an option to the MTRF procedure. 

If the principles are agreeable to CT4, Alcatel-Lucent will bring corresponding CRs at the next CT4 meeting.

Discussion: 

Alcatel-Lucent will bring CRs to see if this optimisation is acceptable. NSN don't see the need for the new flag (i.e. the optimisation can be implemented without MAP signalling extension) and question whether any standardisation is necessary.

Ericsson and Huawei feel this is a corner case.

Vodafone comments that this can be a frequent use case depending on network deployments, and see benefits in the proposed optimisation.

Decision: 

The document was Noted.



6.8.11
IMS Diameter

C4-130522
Reply LS on “Enhancing IMEI based Lawful Interception in IMS”





Source: TSG CT WG1

Abstract: 

CT1 thanks SA3LI for their liaison on enhancing IMEI based Lawful Interception in IMS:

With regards to the 1st observation:

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication. The IMEI is not currently made available in IMS to support this communication selection.

CT1 would like to point out that from 3GPP release 10, all UEs that have an IMEI always include the IMEI in the SIP REGISTER request sent to the S-CSCF during IMS registrations and re-registrations. This functionality is required by GSMA IR.92.

With regards to the 2nd observation:

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

CT1 would like to point out that after registration the IMEI is stored by the S-CSCF and could be associated with all communication sessions involving that UE.

It should be noted that some non-3GPP accesses (such as WLAN) do not provide an access specific mechanism to obtain the IMEI.

Decision: 

The document was Noted.



C4-130539
Reply LS on enhancing IMEI based Lawful Interception in IMS.





Source: TSG SA WG2

Abstract: 

SA2 thanks SA3LI for their liaison statement enhancing IMEI based Lawful Interception in IMS.

With regards to the observations made, SA2 would like to provide the following comments.

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

It is SA2 understanding that the IMEI, if present, is already required to be made available to the IMS at time of registration (see section 5.1 of TS 24.229). However, SA2 would like to remind that an IMEI is not required for UEs supporting only non-3GPP accesses such as fixed broadband devices.

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA2 would kindly ask if it was possible to provide additional information on what SA3LI means by maintaining the association of IMEI to IMS sessions, considering that according to SA2 understanding, the IMEI cannot change during the lifetime of an IMS session. 

Furthermore, SA2 would like to know in which networks the IMEI needs to be made available: PLMN serving the UE to which the IMEI belongs, other PLMNs involved in the session, transit networks? If the IMEI is sent across networks, are there any privacy issues that SA2 need to take into account?

SA3LI require this capability for Release 12 onwards.

Provided the information requested is given in a timely manner, SA2 will be available to work on a solution prior the freeze of the Stage 2 of Release 12 currently planned for September 2013.

Decision: 

The document was Noted.



C4-130542
Reply LS on IMEI based Lawful Interceptions in IMS..





Source: TSG SA WG3

Abstract: 

SA3 wishes to thank SA3-LI for bringing the IMEI based Lawful Interception requirements to SA3’s attention. This topic was discussed, including the concept described in SA3-LI’s LS attachment and SA3 is inviting contributions proposing possible solutions for consideration in the next meeting.

In the interim, several key security related points were raised that SA3 would like to bring to SA3-LI’s attention and invite SA3-LI to provide further clarification or guidance on these issues.

There was some concern regarding the security of some of the device or interface identifiers being considered in this capability.  There are opportunities to modify these identifiers after manufacture or cause the ME to replace the identifier with a false one when requested by the securing element (such as when reported by the ME to the UICC). Is there still a need to secure the transmission of these identifiers to the core network when the security of an identifier can’t be assured?

The question of backwards compatibility in the user’s service behaviour – what is expected for pre-release 12 MEs attempt to attach to a network which supports an IMEI targeted LI, but does not deliver its IMEI in a secure fashion?  Is the user supposed to be denied service in this scenario?

Confirm that these requirements only apply to MEs which are operating on a 3GPP RAT and not apply to MEs operating through non-3GPP RATs?  If this is not the case, provide other access technologies which also must be considered.

The question was raised regarding the use of existing IMS GRUU’s Instance ID (TS 24.229) – can this be used as the basis of IMEI based IMS Lawful Interception.  If it cannot, what are the LI limitations for the use of this IMS capability?

Decision: 

The document was Noted.



C4-130546
LS on enhancing IMEI based Lawful Interception in IMS.





Source: TSG SA WG3LI

Abstract: 

SA 3 LI has begun considering enhancements to the Lawful Interception (LI) feature for IMS when the target of interception is specified by IMEI due to national regulatory requirements mandating the ability to target LI by IMEI.  The attachment is a contribution noted in during SA3LI #48, provided to illustrate possible solutions.

SA3LI has agreed to the following observations for enhancing IMEI targeted LI for IMS:

The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.

The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

SA3LI require this capability for Release 12 onwards.

Decision: 

The document was Noted.



C4-130609
Routing Considerations





29.272
  CR-0480  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Discussion: 

Susan: May not be specific to UDC since for load balancing it is made per UE not per message. Furthermore UDC should have no impact on external entities.

It should be acceptable to make it as optional AVP (routing the subsequent messages is not the problem).

Ulrich: this is for optimization 

JJ: he is not really in line with the proposal since still questions to be clarified, i.e.  cluster of FE to serve the destination host, multiple UDR case.

Decision: 

The document was Withdrawn.



C4-130610
AIR rejection





29.272
  CR-0481  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Discussion: 

Proposal:

AIR shall be rejected when HSS knows that a subsequent ULR would be rejected.

See also 0766

How about the case whit APN configuration but no GPRS configuration? 

This should not be a problem 

Between Auth. and update location procedures : why the differentiation on the criteria  used (interfaces used) ?

It could be applicable to both cases. Depending on which interface to be used to fine tuning.

Vector type  is used to differentiate whether from S6a or S6d

NAS code and diam mapping matter: if no E-UTRAN vector was sent what could be the consequences? 

? Error code: UNKWOWN_EPS_SUBSC? 

See Annex A of 29.272 : mapping of codes

Authentication vector to use UTRAN vector but no access to LTE? -> For consistent behaviour

need be clarified.

Send an error or not?

Enhancement of the proposal needed: detailed of the MME/SGSN, Table A.2.

Decision: 

The document was Revised to C4-130860.



C4-130611
Visited Network ID coding





29.229
  CR-0259  (Rel-12) v..





Source: Nokia Siemens Networks

Discussion: 

Already used somewhere why different format?


Because there are Visited networks that are not Mobile networks

I-CSCF behaviour : it would reject the message if it can not interpret the format? 


  Add clarification .

Decision: 

The document was Agreed.



C4-130613
Reset clarification





29.272
  CR-0483  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-130644
Supported-Feature AVP carries list of features specific to the Application-ID





29.229
  CR-0260  (Rel-12) v..





Source: Cisco, Orange

Discussion: 

This is a correction for Rel12 only

Decision: 

The document was Revised to C4-130862.



C4-130651
UE-SRVCC-Capability Update Clarification





29.272
  CR-0488  (Rel-12) v12.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-130863.



C4-130687
Typo Corrections on AVP Definitions





29.272
  CR-0490  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130877.



C4-130806
Clarifications on the mapping of S6a/S6d error codes to NAS cause codes





29.272
  CR-0513  (Rel-12) v12.0.0





Source: Orange

Discussion: 

Wrong WI Code FS_DOCME  = TEI12

Agent could be also overloaded 

From Rel8 it needs to be fixed to minimize unspecified cases. 

Note 2 as default behaviour

Usage of

 DIAMETER_TOO_BUSY 

DIAMETER_UNABLE_TO_DELIVER  

Proposal moving them to 2G/3G

Wait the progress of Overload work to have a consistency in the usage of error codes

Decision: 

The document was Withdrawn.



C4-130811
Reply LS on IMEI based Lawful Interceptions in IMS.





Source: TSG SA WG3LI

Abstract: 

On the issue of IMEI trustworthiness, SA3-LI can confirm that despite the possible short comings of IMEI security in some terminals, IMEI based interception is a mandatory requirement for 3GPP IP-CANs and services.  SA3-LI confirms that IMEI made available for IMS interception needs to be provided with an equivalent level of assurance to the IMEI that is provided via CS / PS RAN mechanisms used to exchange IMEI.  

SA3-LI confirms that IMEI based interception is a mandatory regulatory requirement in many countries. On the issue of backwards compatibility for pre-release 12 UEs / networks, SA3-LI confirms that denying services to pre-release R12 UEs which don’t support any new mechanism or security enhancements to existing mechanisms for IMEI in IMS, is impractical. Any such decision would be a local Operator policy or national regulatory requirement issue. However, while SA3-LI require a permanent solution for R12 onwards, SA3-LI confirm that network manufacturer proprietary or interim solutions could be used to address the requirement for legacy UEs / networks. 

On the issue of whether the IMEI requirement only applies to 3GPP-RAT, SA3-LI considers that the IMEI should be available for all 3GPP RAT equipped UEs gaining access to IMS regardless of the IP-CAN used to access the IMS (i.e. if the UE is equipped with a 3GPP RAT access capability and therefore has an IMEI, it should be made available in IMS). For non-3GPP RAT access, SA3-LI consider that the MAC address or other applicable access network identifiers (layer 2 or layer 3) should be provided to the IMS for LI purposes.

On the issue of GRUU or other alternative identifiers to IMEI, SA3-LI can confirms that while IMEI based interception has been written in national law in many countries, the fundamental requirement is to intercept the communications of a given UE (mobile handset, pay phone box, etc).  Therefore, if the IMEI requirement cannot be met, and if there is an equivalent to IMEI which provides the same assurance of UE identity and functionality of the IMEI for CS / PS, then this would potentially meet LI requirements; however, the acceptance of this suitable substitution would be up to national regulations.

Specifically on GRUU, SA3-LI will need to give further study to the exact functionality offered by GRUU and seek additional clarifications on the optionality of this mechanism from other 3GPP groups at future SA3-LI meetings.

Decision: 

The document was Noted.



C4-130812
Feature support clarification





29.229
  CR-0261  (Rel-12) v..





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130860
AIR rejection





29.272
  CR-0481  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130610)

Decision: 

The document was Revised to C4-130992.



C4-130861
Visited Network ID coding





29.229
  CR-0259  rev 1 (Rel-12) v..





Source: Nokia Siemens Networks

(Replaces C4-130611)

Decision: 

The document was Withdrawn.



C4-130862
Supported-Feature AVP carries list of features specific to the Application-ID





29.229
  CR-0260  rev 1 (Rel-11) v..





Source: Cisco, Orange

(Replaces C4-130644)

Discussion: 

For Release 11 instead of Rel-12.

Decision: 

The document was Agreed.



C4-130863
UE-SRVCC-Capability Update Clarification





29.272
  CR-0488  rev 1 (Rel-12) v12.0.0





Source: Ericsson

(Replaces C4-130651)

Decision: 

The document was Agreed.



C4-130877
Typo Corrections on AVP Definitions





29.272
  CR-0490  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130687)

Decision: 

The document was Agreed.



C4-130992
AIR rejection





29.272
  CR-0481  rev 2 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130860)

Decision: 

The document was Agreed.



6.8.12
MAP

C4-130624
Clarification on RNC ID value





29.002
  CR-1131  (Rel-12) v12.0.0





Source: NEC

Decision: 

The document was Revised to C4-130859.



C4-130859
Clarification on RNC ID value





29.002
  CR-1131  rev 1 (Rel-12) v12.0.0





Source: NEC

(Replaces C4-130624)

Decision: 

The document was Agreed.



6.8.13
CBC

C4-130625
Editorial Corrections





29.168
  CR-0036  (Rel-12) v12.1.0





Source: NEC

Decision: 

The document was Agreed.



6.8.14
EPC Node Restoration

C4-130681
Stop Paging Indication in service restoration procedure with ISR





23.007
  CR-0242  (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In the last meeting, CR1313  for TS29.274 has been approved, in which the IMSI IE is added into the Stop Paging Indication message and “This IE shall be included on the S11/S4 interface when the Stop Paging Indication message is sent to the restarted CN node (or another node in the same pool) as part of the network triggered service restoration procedure with ISR (see 3GPP TS 23.007 [17]).” 

According to the conclusion in the last meeting, a Companion CR to 23.007 is required to clarify how and when to use the Stop Paging Indication message including the IMSI in the network triggered service restoration procedure with ISR.

Discussion: 

Rephrasing in the proposed chapter is needed.

Decision: 

The document was Revised to C4-130932.



C4-130932
Stop Paging Indication in service restoration procedure with ISR





23.007
  CR-0242  rev 1 (Rel-12) v12.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-130681)

Decision: 

The document was Agreed.



6.8.15
IMS Application Level Gateway - IMS Access Gateway Iq H.248

C4-130527
LS to 3GPP CT4 on consent of H.248.82 "Explicit congestion notification support"





Source: ITU-T SG 16

Abstract: 

ITU-T Q3/16 would like inform 3GPP CT4 that our work item H.248.82 (ex H.248.ECN) "Gateway control protocol: Explicit congestion notification support" has been forward for Consent. We have attached a copy for your convenience. 

It is our understanding that a copy of the ECN H.248 package is contained in your technical specifications. We would encourage you to remove this copy and instead reference the published Recommendation ITU-T H.248.82 to ensure consistency.

Discussion: 

When will the H.248.82 (ex H.248.ECN) "Gateway control protocol: Explicit congestion notification support" be available for public?  

Any reference update to our specification means the reference needs to be publically available.

Decision: 

The document was Noted.



C4-130778
Use of ITU-T H.248.84 "TCP merge" mode





23.334
  CR-0031  (Rel-12) v..





Source: Orange

Abstract: 

It is not possible to establish a TCP connection between two UEs is the TCP responding entity is behind a NAT. This prevents session-based messaging services (i.e. MSRP-based) to be implemented without resorting to an MRF. A solution consists in having both UEs initiating a TCP connection and the IMS-AGW merging them.

Discussion: 

Alcatel-Lucent commented that this facility is also required for eMediaSec and this should be studied as a part of the work in a new TR. When this part is completed in TR the normative work can be done. The place holder for this analysis is needed.

Orange commented that this is not related to eMediaSec and the requirements are already available and discussed in 3GPP CT WG1. Orange does not share the view that this is applicable for the TR.

CT4 agreed to prioritise this work in eMediaSec TR and to cover normative work early in Rel-12. The TR title needs to be changed as a result of this decision.

Decision: 

The document was Postponed.



C4-130779
use of ITU-T H.248.84 "TCP merge" mode





29.334
  CR-0046  (Rel-12) v..





Source: Orange

Decision: 

The document was Postponed.



6.8.16
WLAN IW

C4-130780
Support of RFC 5080





29.234
  CR-0179  (Rel-12) v..





Source: Orange

Abstract: 

The IETF RFC 5080 has updated the RFC 2866 in 2007. It describes common issues seen in RADIUS implementations and suggests some fixes. In particular, in the section 2.3.1, we can see:

[RFC2866] indicates that Acct-Input-Octets, Acct-Output-Octets,Acct-Session-Time, Acct-Input-Packets, Acct-Output-Packets and Acct-Terminate-Cause attributes "can only be present in Accounting-Request records where the Acct-Status-Type is set to Stop".

However [RFC2869] Section 2.1 states:

It is envisioned that an Interim Accounting record (with Acct-Status-Type = Interim-Update (3)) would contain all of the attributes normally found in an Accounting Stop message with the exception of the Acct-Term-Cause attribute.

Although [RFC2869] does not indicate that it updates [RFC2866], this is an oversight, and the above attributes are allowable in an Interim Accounting record.

It is therefore expected to receive these 6 RADIUS Attributes in Interim Accounting record.

Decision: 

The document was Revised to C4-130834.



C4-130829
Support of RFC 5080





29.234
  CR-0180  (Rel-6) v6.17.0





Source: Orange

Decision: 

The document was Revised to C4-131020.



C4-130830
Support of RFC 5080





29.234
  CR-0181  (Rel-7) v7.14.0





Source: Orange

Decision: 

The document was Revised to C4-131051.



C4-130831
Support of RFC 5080





29.234
  CR-0182  (Rel-8) v8.5.0





Source: Orange

Decision: 

The document was Revised to C4-131052.



C4-130832
Support of RFC 5080





29.234
  CR-0183  (Rel-9) v9.3.0





Source: Orange

Decision: 

The document was Revised to C4-131053.



C4-130833
Support of RFC 5080





29.234
  CR-0184  (Rel-10) v10.3.0





Source: Orange

Decision: 

The document was Revised to C4-131021.



C4-130834
Support of RFC 5080





29.234
  CR-0179  rev 1 (Rel-11) v..





Source: Orange

(Replaces C4-130780)

Abstract: 

The IETF RFC 5080 has updated the RFC 2866 in 2007. It describes common issues seen in RADIUS implementations and suggests some fixes. In particular, in the section 2.3.1, we can see:

[RFC2866] indicates that Acct-Input-Octets, Acct-Output-Octets,Acct-Session-Time, Acct-Input-Packets, Acct-Output-Packets and Acct-Terminate-Cause attributes "can only be present in Accounting-Request records where the Acct-Status-Type is set to Stop".

However [RFC2869] Section 2.1 states:

It is envisioned that an Interim Accounting record (with Acct-Status-Type = Interim-Update (3)) would contain all of the attributes normally found in an Accounting Stop message with the exception of the Acct-Term-Cause attribute.

Although [RFC2869] does not indicate that it updates [RFC2866], this is an oversight, and the above attributes are allowable in an Interim Accounting record.

It is therefore expected to receive these 6 RADIUS Attributes in Interim Accounting record.

Decision: 

The document was Revised to C4-131022.



C4-131020
Support of RFC 5080





29.234
  CR-0180  rev 1 (Rel-6) v6.17.0





Source: Orange

(Replaces C4-130829)

Decision: 

The document was Revised to C4-131050.



C4-131021
Support of RFC 5080





29.234
  CR-0184  rev 1 (Rel-10) v10.3.0





Source: Orange

(Replaces C4-130833)

Decision: 

The document was Revised to C4-131054.



C4-131022
Support of RFC 5080





29.234
  CR-0179  rev 2 (Rel-11) v..





Source: Orange

(Replaces C4-130834)

Abstract: 

The IETF RFC 5080 has updated the RFC 2866 in 2007. It describes common issues seen in RADIUS implementations and suggests some fixes. In particular, in the section 2.3.1, we can see:

[RFC2866] indicates that Acct-Input-Octets, Acct-Output-Octets,Acct-Session-Time, Acct-Input-Packets, Acct-Output-Packets and Acct-Terminate-Cause attributes "can only be present in Accounting-Request records where the Acct-Status-Type is set to Stop".

However [RFC2869] Section 2.1 states:

It is envisioned that an Interim Accounting record (with Acct-Status-Type = Interim-Update (3)) would contain all of the attributes normally found in an Accounting Stop message with the exception of the Acct-Term-Cause attribute.

Although [RFC2869] does not indicate that it updates [RFC2866], this is an oversight, and the above attributes are allowable in an Interim Accounting record.

It is therefore expected to receive these 6 RADIUS Attributes in Interim Accounting record.

Decision: 

The document was Revised to C4-131055.



C4-131050
Support of RFC 5080





29.234
  CR-0180  rev 2 (Rel-6) v6.17.0





Source: Orange

(Replaces C4-131020)

Decision: 

The document was Agreed.



C4-131051
Support of RFC 5080





29.234
  CR-0181  rev 1 (Rel-7) v7.14.0





Source: Orange

(Replaces C4-130830)

Decision: 

The document was Agreed.



C4-131052
Support of RFC 5080





29.234
  CR-0182  rev 1 (Rel-8) v8.5.0





Source: Orange

(Replaces C4-130831)

Decision: 

The document was Agreed.



C4-131053
Support of RFC 5080





29.234
  CR-0183  rev 1 (Rel-9) v9.3.0





Source: Orange

(Replaces C4-130832)

Decision: 

The document was Agreed.



C4-131054
Support of RFC 5080





29.234
  CR-0184  rev 2 (Rel-10) v10.3.0





Source: Orange

(Replaces C4-131021)

Decision: 

The document was Agreed.



C4-131055
Support of RFC 5080





29.234
  CR-0179  rev 3 (Rel-11) v..





Source: Orange

(Replaces C4-131022)

Abstract: 

The IETF RFC 5080 has updated the RFC 2866 in 2007. It describes common issues seen in RADIUS implementations and suggests some fixes. In particular, in the section 2.3.1, we can see:

[RFC2866] indicates that Acct-Input-Octets, Acct-Output-Octets,Acct-Session-Time, Acct-Input-Packets, Acct-Output-Packets and Acct-Terminate-Cause attributes "can only be present in Accounting-Request records where the Acct-Status-Type is set to Stop".

However [RFC2869] Section 2.1 states:

It is envisioned that an Interim Accounting record (with Acct-Status-Type = Interim-Update (3)) would contain all of the attributes normally found in an Accounting Stop message with the exception of the Acct-Term-Cause attribute.

Although [RFC2869] does not indicate that it updates [RFC2866], this is an oversight, and the above attributes are allowable in an Interim Accounting record.

It is therefore expected to receive these 6 RADIUS Attributes in Interim Accounting record.

Decision: 

The document was Agreed.



6.8.17
Location Information

C4-130604
Storing Last known Location Information of purged UE in HSS





29.002
  CR-1129  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130979.



C4-130605
Storing Last known Location Information of purged UE in HSS





29.272
  CR-0479  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130980.



C4-130606
Storing Last known Location Information of purged UE in HSS





29.328
  CR-0464  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130981.



C4-130979
Storing Last known Location Information of purged UE in HSS





29.002
  CR-1129  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130604)

Decision: 

The document was Agreed.



C4-130980
Storing Last known Location Information of purged UE in HSS





29.272
  CR-0479  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130605)

Decision: 

The document was Agreed.



C4-130981
Storing Last known Location Information of purged UE in HSS





29.328
  CR-0464  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130606)

Decision: 

The document was Agreed.



6.8.18
Multimedia Telephony Service MTSI

C4-130905
CT Aspects of End to End MTSI extensions





Source: Ericsson

Abstract: 

End-to-end Fixed-Mobile interworking:

According to TS 24.173 (IMS multimedia telephony communication service and supplementary services; stage 3), to ensure interoperability, media codecs and formats are fully specified for RTP-based and MSRP-based transfer in:

-
3GPP TS 26.114 [12] for 3GPP systems;

-
3GPP2 C.S0055-A [21] for 3GPP2 systems; and

-
ETSI TS 181 005 [22] for fixed-broadband accesses.

NOTE:
ETSI TS 181 005 [22] provides general rules for codecs and formats usage within networks using fixed-broadband accesses. These rules are not specific to IMS multimedia telephony communication services.

Multimedia Telephony is a Core IMS service available on both 3GPP and fixed-broadband accesses. However, MTSI-MHI (IMS Multimedia Telephony; Media handling and interaction) TS 26.114 covers 3GPP systems including LTE, 3G and HSPA, GERAN and Generic Access (WLAN). While ETSI TS 181 005 covers speech/audio and video codecs for the fixed broadband access it lacks important aspects like e.g. payload formats, packetization, RTCP rules, adaptation that 3GPP covers. It is unlikely that this ETSI specification evolves and covers more than just codecs in the future. Since many use cases involve end-to-end interworking with IMS fixed access clients, it is proposed to extend TS 26.114 scope to fixed broadband access by specifying the missing functionalities for the relevant codecs in the ETSI specification. This is deemed needed to maximize the chances that tandem-free inter-working can be achieved between 3GPP MTSI clients and clients using fixed-broadband access and also to minimize the risk that fixed-broadband clients use the codecs in a way that gives problems for the inter-working. 

End-to-end QoS handling (introducing an enhanced bandwidth negotiation mechanism for MTSI sessions)

Current end-to-end media QoS handling is based on identification of SDP media type (m=audio/video) and maximum bandwidth (b=). However, there are several bandwidth characteristics in terms of UE bandwidth usage and 3GPP systems bandwidth availability that cannot be expressed with the current bandwidth attribute since it is only a single value, the usage is vaguely defined, mainly applies to the receive direction, and is only an “application specific” maximum value. UEs and intermediate nodes relying on SDP information thus cannot take those characteristics into account in their media handling, unless they are exactly the same for all implementations and thus dependent on a much more thorough and precise specification than today. This is especially important for high bitrate and potentially highly variable bitrate media such as video. Such bandwidth characteristics include, but are not limited to:

•
Bearers having Maximum Bitrate (MBR) different from Guaranteed Bitrate (GBR).

•
Bearers using GBR, as compared to non-GBR with the same bitrate value.

•
Although there are currently no such services defined, it is perceivable that a multimedia communication client has a desire to use bi-directional media of the same type (and thus applicable to the same b-line) but with significantly different media bitrates in the two directions. As an example, consider a mobile sender with limited uplink bandwidth but good downlink bandwidth participating in a rich multimedia conference with both fixed and mobile participants. This is already possible to express in SDP by using separate m-lines for send (a=sendonly) and receive (a=recvonly), but that solution may be undesirable since it has interoperability implications.

•
Some end-user services benefit from using media with a dynamically varying bitrate, such as for example high quality video that is inherently variable bitrate, and imposing a strict constant bitrate restriction will impact the perceived media quality negatively. On the other hand, network services may have limited capability to handle varying bitrate, may want to optimize resource usage, or protect the network from too much variation (bandwidth policing). These opposing preferences introduce a need to communicate and agree on the wanted and permissible bandwidth variation between end-users and potentially multiple network services. If the bandwidth variation is not agreed between media sender and network, media may risk to unnecessarily overloading the network and network may risk to unnecessarily and severely impairing media, without either part knowing that those negative implications could in fact have been avoided.

It is proposed to amend SDP bandwidth signalling to cover the wanted aspects, while keeping the existing bandwidth attribute (b=) for backward compatibility. 

Session setup for asymmetric video

New parameters were added in the new version of the H.264 payload format (RFC 6184) which enable optimisations during set up for asymmetric video. The new parameters are ‘level-asymmetry-allowed’ and ’max-recv-level’.

Without these parameters, a UE sending an SDP offer for video would offer only one level, using the ‘profile-level-id’ parameter. This level would be set to the maximum of the send level and the receive level. If the level supported for the receiving direction is higher than for the sending direction then, since the b=AS bandwidth modifier also applies only to the receiving direction, there is no information in the SDP that would inform network nodes and the answering UE about this fact. 

Therefore, without any explicit information in the SDP about the usage of asymmetric video, it is likely that resource allocation functions in the network would allocate resources symmetrically, which means that over-allocation occurs for the direction that uses a lower level.

With the new parameters in the H.264 payload format, a UE can declare that it is going to send video with a lower level and bitrate than what is used for the receiving direction. The existence of the new parameters in the SDP makes it possible for resource allocation functions, for example for setting up the radio bearers, to allocate bearers more efficiently.

SA4 agreed the changes to their specification and believes that it would be beneficial if this information would also be taken into account, where possible, in resource allocation functions in the network.

The objective of this building block is to specify the Core Network aspects of the features described in the justification. CT WGs will consult with SA4 over the possible solutions before finalising normative specification work.

Discussion: 

It was clarified that the work is done in SA4 under TEI11.

Decision: 

The document was Revised to C4-130945.



C4-130945
CT Aspects of End to End MTSI extensions





Source: Ericsson

(Replaces C4-130905)

Abstract: 

End-to-end Fixed-Mobile interworking:

According to TS 24.173 (IMS multimedia telephony communication service and supplementary services; stage 3), to ensure interoperability, media codecs and formats are fully specified for RTP-based and MSRP-based transfer in:

-
3GPP TS 26.114 [12] for 3GPP systems;

-
3GPP2 C.S0055-A [21] for 3GPP2 systems; and

-
ETSI TS 181 005 [22] for fixed-broadband accesses.

NOTE:
ETSI TS 181 005 [22] provides general rules for codecs and formats usage within networks using fixed-broadband accesses. These rules are not specific to IMS multimedia telephony communication services.

Multimedia Telephony is a Core IMS service available on both 3GPP and fixed-broadband accesses. However, MTSI-MHI (IMS Multimedia Telephony; Media handling and interaction) TS 26.114 covers 3GPP systems including LTE, 3G and HSPA, GERAN and Generic Access (WLAN). While ETSI TS 181 005 covers speech/audio and video codecs for the fixed broadband access it lacks important aspects like e.g. payload formats, packetization, RTCP rules, adaptation that 3GPP covers. It is unlikely that this ETSI specification evolves and covers more than just codecs in the future. Since many use cases involve end-to-end interworking with IMS fixed access clients, it is proposed to extend TS 26.114 scope to fixed broadband access by specifying the missing functionalities for the relevant codecs in the ETSI specification. This is deemed needed to maximize the chances that tandem-free inter-working can be achieved between 3GPP MTSI clients and clients using fixed-broadband access and also to minimize the risk that fixed-broadband clients use the codecs in a way that gives problems for the inter-working. 

End-to-end QoS handling (introducing an enhanced bandwidth negotiation mechanism for MTSI sessions)

Current end-to-end media QoS handling is based on identification of SDP media type (m=audio/video) and maximum bandwidth (b=). However, there are several bandwidth characteristics in terms of UE bandwidth usage and 3GPP systems bandwidth availability that cannot be expressed with the current bandwidth attribute since it is only a single value, the usage is vaguely defined, mainly applies to the receive direction, and is only an “application specific” maximum value. UEs and intermediate nodes relying on SDP information thus cannot take those characteristics into account in their media handling, unless they are exactly the same for all implementations and thus dependent on a much more thorough and precise specification than today. This is especially important for high bitrate and potentially highly variable bitrate media such as video. Such bandwidth characteristics include, but are not limited to:

•
Bearers having Maximum Bitrate (MBR) different from Guaranteed Bitrate (GBR).

•
Bearers using GBR, as compared to non-GBR with the same bitrate value.

•
Although there are currently no such services defined, it is perceivable that a multimedia communication client has a desire to use bi-directional media of the same type (and thus applicable to the same b-line) but with significantly different media bitrates in the two directions. As an example, consider a mobile sender with limited uplink bandwidth but good downlink bandwidth participating in a rich multimedia conference with both fixed and mobile participants. This is already possible to express in SDP by using separate m-lines for send (a=sendonly) and receive (a=recvonly), but that solution may be undesirable since it has interoperability implications.

•
Some end-user services benefit from using media with a dynamically varying bitrate, such as for example high quality video that is inherently variable bitrate, and imposing a strict constant bitrate restriction will impact the perceived media quality negatively. On the other hand, network services may have limited capability to handle varying bitrate, may want to optimize resource usage, or protect the network from too much variation (bandwidth policing). These opposing preferences introduce a need to communicate and agree on the wanted and permissible bandwidth variation between end-users and potentially multiple network services. If the bandwidth variation is not agreed between media sender and network, media may risk to unnecessarily overloading the network and network may risk to unnecessarily and severely impairing media, without either part knowing that those negative implications could in fact have been avoided.

It is proposed to amend SDP bandwidth signalling to cover the wanted aspects, while keeping the existing bandwidth attribute (b=) for backward compatibility. 

Session setup for asymmetric video

New parameters were added in the new version of the H.264 payload format (RFC 6184) which enable optimisations during set up for asymmetric video. The new parameters are ‘level-asymmetry-allowed’ and ’max-recv-level’.

Without these parameters, a UE sending an SDP offer for video would offer only one level, using the ‘profile-level-id’ parameter. This level would be set to the maximum of the send level and the receive level. If the level supported for the receiving direction is higher than for the sending direction then, since the b=AS bandwidth modifier also applies only to the receiving direction, there is no information in the SDP that would inform network nodes and the answering UE about this fact. 

Therefore, without any explicit information in the SDP about the usage of asymmetric video, it is likely that resource allocation functions in the network would allocate resources symmetrically, which means that over-allocation occurs for the direction that uses a lower level.

With the new parameters in the H.264 payload format, a UE can declare that it is going to send video with a lower level and bitrate than what is used for the receiving direction. The existence of the new parameters in the SDP makes it possible for resource allocation functions, for example for setting up the radio bearers, to allocate bearers more efficiently.

SA4 agreed the changes to their specification and believes that it would be beneficial if this information would also be taken into account, where possible, in resource allocation functions in the network.

The objective of this building block is to specify the Core Network aspects of the features described in the justification. CT WGs will consult with SA4 over the possible solutions before finalising normative specification work.

Discussion: 

It was clarified that the work is done in SA4 under TEI11.

Decision: 

The document was Revised to C4-130998.



C4-130998
CT Aspects of End to End MTSI extensions





Source: Ericsson

(Replaces C4-130945)

Decision: 

The document was Endorsed.



6.8.19
CAMEL

C4-130934
IETF reference update





29.278
  CR-0050  (Rel-12) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130982.



C4-130982
IETF reference update





29.278
  CR-0050  rev 1 (Rel-12) v..





Source: Alcatel-Lucent

(Replaces C4-130934)

Decision: 

The document was Agreed.



7
Release 11

7.1
UDC data reference Model

7.2
EPC nodes failure

7.3
Enhanced Nodes Restoration for EPC

C4-130577
Restoration Priority during SGW and PGW restoration procedures





23.007
  CR-0233  (Rel-11) v11.5.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Ericsson

Abstract: 

MME/SGSNs can have to restore the PDN connections of a large amount of subscribers after an SGW or PGW failure/restart. 

Restoration of PDN connections should be prioritized for users with a VoLTE/VoIMS subscription (or with other important services) over users without such services. The APN does not allow to differentiate VoLTE/VoIMS users from other users with an IMS subscription but without IMS voice (e.g. a dongle or a tablet with SMS over IMS).

The Restoration Priority is not used to determine whether the PDN connection is eligible for restoration (as all the MME, SGW and PGW would otherwise need this information). This is only used to determine the relative priority of the subscriber's PDN connection among all PDN connections to the same APN in the restoration procedures.

Defining a new Restoration Priority has the following benefits:  

a)
 The range of ARP values is limited and already widely assigned to specific bearers/services in some networks; this will become even more challenging when introducing new services requiring the use of additional ARP values. So re-assigning the ARP values in such networks to also reflect different restoration priority levels can turn out to be impossible due to the lack of available free ARP values and would cause strong operational overhead. 

b)
 A new Restoration Priority provide means for further prioritization based on the different services subscribed (e.g. VoLTE), the nature of these services (e.g.  network originated traffic), the class of the subscriber (e.g. gold users)... 

c)
 The Restoration Priority can differ from the call admission priority of a particular service. E.g. the priority to restore a PDN connection can be relatively low if it supports a service that is typically originated by the end user (no urgency to restore it since the PDN cnx would be restored at latest when the user initiates some activity), while the priority to assign resources to this PDN cnx can be high (depending on the service). So the restoration priority is independent from the ARP.

d)
 This provides flexibility & ease to operators for setting (according to user's subscription)

The priority to restore the PDN connections of a given subscriber depends on the PDN connections the user had activated at the time the failure occurred. E.g. if the operator wishes to restore IMS PDN connections in priority (and those with a VoLTE subscription), the restoration priority of a particular user is not the same if the user had activated an IMS PDN connection or not at the time of the failure. This is why this new parameter is handled per APN and not per subscription  – in the same way ARP is provisioned per APN too.

Discussion: 

A CR was seen as technically correct by CT4.

Huawei was only company objecting this into Rel-11.

After offline discussion Huawei could accept a new functionality into the frozen release. CT4 agreed that this was seen as an exceptional case and principle to adding a new functionality to frozen release should be avoided.

Decision: 

The document was Agreed.



C4-130578
Restoration Priority during SGW and PGW restoration procedures





23.007
  CR-0234  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Ericsson

Decision: 

The document was Agreed.



C4-130579
Restoration Priority during SGW and PGW restoration procedures





29.272
  CR-0477  (Rel-11) v11.6.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

MME/SGSNs can have to restore the PDN connections of a large amount of subscribers after an SGW or PGW failure/restart. 

Restoration of PDN connections should be prioritized for users with a VoLTE/VoIMS subscription (or with other important services) over users without such services. The APN does not allow to differentiate VoLTE/VoIMS users from other users with an IMS subscription but without IMS voice (e.g. a dongle or a tablet with SMS over IMS).

Discussion: 

A CR was seen as technically correct by CT4.

Decision: 

The document was Agreed.



C4-130580
Restoration Priority during SGW and PGW restoration procedures





29.272
  CR-0478  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Decision: 

The document was Agreed.



C4-130581
Restoration Priority during SGW and PGW restoration procedures





29.230
  CR-0343  (Rel-11) v11.6.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Discussion: 

A CR was seen as technically correct by CT4.

Decision: 

The document was Agreed.



C4-130582
Restoration Priority during SGW and PGW restoration procedures





29.230
  CR-0344  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Decision: 

The document was Agreed.



C4-130583
Restoration Priority during SGW and PGW restoration procedures





23.008
  CR-0401  (Rel-11) v11.7.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Abstract: 

MME/SGSNs can have to restore the PDN connections of a large amount of subscribers after an SGW or PGW failure/restart. 

Restoration of PDN connections should be prioritized for users with a VoLTE/VoIMS subscription (or with other important services) over users without such services. The APN does not allow to differentiate VoLTE/VoIMS users from other users with an IMS subscription but without IMS voice (e.g. a dongle or a tablet with SMS over IMS).

Discussion: 

A CR was seen as technically correct by CT4.

Decision: 

The document was Agreed.



C4-130584
Restoration Priority during SGW and PGW restoration procedures





29.002
  CR-1125  (Rel-11) v11.6.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Decision: 

The document was Revised to C4-130928.



C4-130585
Restoration Priority during SGW and PGW restoration procedures





29.002
  CR-1126  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

Decision: 

The document was Revised to C4-130929.



C4-130586
Clean-up of statements related to emergency PSAP callback





23.007
  CR-0235  (Rel-11) v11.5.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

CR 23.007 #0215r1 (C4-122151) clarified how to handle emergency PDN connections during EPC node restoration procedures. 

This included some specific statements/references to support IMS emergency PSAP call back. 

Restoring an emergency PDN connection is also necessary for registered and authenticated users in idle mode (i.e. users with an emergency registration but without an emergency call in progress) to enable IMS emergency PSAP call back to take place (under specification in Rel-11). Support of emergency PSAP call back is not required for unregistered/unauthenticated users.

These statements are no longer applicable to Rel-11 following the CT#59 decision to postpone the IMS Emergency PSAP Callback feature to Rel-12.

Discussion: 

There is no Rel-12 mirror because the IMS emergency PSAP call back feature is introduced in Rel-12.

Decision: 

The document was Agreed.



C4-130688
SGSN behaviour upon SGW restart





23.007
  CR-0244  (Rel-11) v11.5.0





Source: Huawei

Abstract: 

In the current version of the TS the behaviour of an SGSN when a peer node (SGW) restarts is missing.

Discussion: 

Some re-wording is needed.

Decision: 

The document was Revised to C4-130930.



C4-130689
SGSN behaviour upon SGW restart





23.007
  CR-0245  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130931.



C4-130928
Restoration Priority during SGW and PGW restoration procedures





29.002
  CR-1125  rev 1 (Rel-11) v11.6.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130584)

Discussion: 

A CR was seen as technically correct by CT4.

Decision: 

The document was Agreed.



C4-130929
Restoration Priority during SGW and PGW restoration procedures





29.002
  CR-1126  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco

(Replaces C4-130585)

Decision: 

The document was Agreed.



C4-130930
SGSN behaviour upon SGW restart





23.007
  CR-0244  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130688)

Decision: 

The document was Agreed.



C4-130931
SGSN behaviour upon SGW restart





23.007
  CR-0245  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130689)

Decision: 

The document was Agreed.



7.4
Reference Location Information

7.5
Anonymous call rejection in CS Domain

7.6
CT aspects of VPLMN Autonomous CSG Roaming

7.7
GCSMSC and GCR Redundancy for VGCS/VBS

7.8
BBF Interworking Building Block I

C4-130630
UE local IP address for SWm or S6b





29.273
  CR-0318  (Rel-11) v11.5.0





Source: ZTE

Abstract: 

In order to support QoS in Fixed Broadband Access, the 3GPP AAA needs to get known if the UE is connected via a BBF-defined WLAN access network.

It specifies how the 3GPP AAA identify what kind of access network UE connects to in TS 23.139 as follows.

When authentication is performed as part of IKEv2 signalling the 3GPP AAA determines if the UE is connected via a BBF-defined WLAN access based on UE Local IP address received in EAP-AKA signalling over SWm or S6b.

In current release of specification, the UE local IP address is not included in DER during the authentication procedure of SWm or S6b.

Discussion: 

Alcatel-Lucent commented this is reflection QoS. Is this a new addition in TS 24.302? If there are no requirements it can not be added into TS 29.273.

The dependency to CT1 needs to be added (24.139 CR).

Cisco commented that it's not clear why do we pass this over S6b.

Wording for IE should be similar with S2b.

Decision: 

The document was Revised to C4-130823.



C4-130823
UE local IP address for SWm or S6b





29.273
  CR-0318  rev 1 (Rel-11) v11.5.0





Source: ZTE, Nokia Siemens Networks

(Replaces C4-130630)

Discussion: 

Ericsson commented that this is a bit waste to introduce a new IE when there is an existing IE in TS 29.272 "Served Party IE" for same purpose.

The typo in 9.1.2.1.3 needs to corrected.  "In case of" needs to be replaced with "For".

Decision: 

The document was Revised to C4-130999.



C4-130999
UE local IP address for SWm or S6b





29.273
  CR-0318  rev 2 (Rel-11) v11.5.0





Source: ZTE, Nokia Siemens Networks

(Replaces C4-130823)

Discussion: 

Ericsson commented that this is a bit waste to introduce a new IE when there is an existing IE in TS 29.272 "Served Party IE" for same purpose.

The typo in 9.1.2.1.3 needs to corrected.  "In case of" needs to be replaced with "For".

Decision: 

The document was Agreed.
7.9
BBF Interworking Building Block II

7.10
BBF Interworking Building Block III

7.11
Single Radio Video Call Continuity

C4-130817
Response LS on Provisioning of E-UTRA Radio Capabilities in GERAN





Source: TSG GERAN WG2

Decision: 

The document was Noted.



7.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

C4-130519
Reply LS on size of E-UTRA Radio Capabilities





Source: TSG CT WG1

Abstract: 

CT1 thanks SA2 for their LS and for early inclusion of CT1 in this discussion on the size UE-EUTRA-capability.

CT1 would like to indicate to SA2 and other WGs that in CT1's 24.008 specification, the size limit of the E-UTRAN inter RAT information container IE is 257 octets thus limiting the UE-EUTRA-capability (the actual radio capabilities information container that is specified in 36.331) to 255 octets.

This limit of 257 octets for an IE cannot be exceeded and if a bigger size for UE-EUTRA-capability is needed, there will be impacts to CT1 specification(s). Depending on what the excess is and what information that encompasses, CT1 might have to split that information and include them over several IEs. Thus it might be prudent that SA2 and other WGs be informed and consider whether such splitting of information brings with it other drawbacks or impacts when considering expanding the size of UE-EUTRA-capability. CT1 has not fully analysed the drawbacks but could envisage that backward compatibility is one of them. According to error handling rules, a legacy SGSN will ignore any additional octets or unknown IEs.

Decision: 

The document was Noted.



C4-130526
Provisioning of E-UTRA Radio Capabilities in GERAN





Source: TSG GERAN WG2

Abstract: 

GERAN2 noted the feedback received regarding the expected size of the UE E-UTRA capabilities and would like to confirm earlier findings that in GERAN dedicated mode it is not feasible to send these capabilities from the mobile to the network (BSS) utilizing AS signalling due to LAPD, LAPDm limitations and the impact on the CS voice quality. Furthermore concerns were raised on the inter-RAT PS Handover from GERAN to E-UTRAN (as of Rel-8) since the NAS solution used for provision of the UE E-UTRA capabilities in E-UTRAN inter RAT handover information IE to the SGSN upon ATTACH and RAU procedure (and thereafter to the BSS) will not be possible if the size exceeds the 257octets limitation as indicated in (GP-130082/C1-130842).

In addition to GP-130165, GERAN2 discussed a proposal in GP-130179 that enables provisioning of UE EUTRA Capabilities through the core network nodes by extending existing signalling already used for CS to PS SRVCC. However this solution has signalling impacts on several specifications outside the responsibility of GERAN2 and in case when serving PS node is in GERAN it depends again on the size of UE E-UTRA Capabilities. Also GERAN2 saw GP-130201 but could not evaluate the proposal for it was felt to be within the scope of RAN2.  

GERAN2 further acknowledges the response 3 by RAN2 “3. Current working assumption in RAN2 is to not specify any rules or mechanisms that would reduce the UE E-UTRA capability size.” Without redefining the size of the E-UTRAN inter RAT handover information IE nor the rules for inclusion of information within this IE, another alternative discussed is to allow the mobile in GERAN to send an incomplete E-UTRAN inter RAT handover information IE for the purpose of handover (for CS to PS SRVCC but also PS handover). The eNB would then after handover completion acquire the missing capabilities utilizing the UE Capability Enquiry procedure. It should be noted that this procedure can already be used by the eNB to retrieve the UE UTRA Capabilities of a triple mode UE since the source BSS is not mandated to provide these UE UTRA capabilities to the eNB during handover. This alternative could solve the problem of the size limitation in NAS and a single solution would be used in GERAN for all handover scenarios from GERAN to E-UTRAN and would be backwards compatible.

GERAN2 however could not conclude on any of the alternatives due to the wide span of the problem and dependencies of the solutions on the specifications outside GERAN scope. 

GERAN2 would also like to point out that in a typical case when the mobile is in dedicated mode with a CS call ongoing, the source BSS cannot retrieve the UE E-UTRA Capabilities from the SGSN. 

RAN2 to consider whether a solution is feasible in RAN2 that would allow the mobile in GERAN to send UE E-UTRA capabilities in an incomplete E-UTRAN inter RAT handover information IE   for the purpose of handover (CS to PS SRVCC, PS handover).

RAN2, SA2, CT1, CT4 to take the information above into account and consider whether a similar solution is feasible for both CS to PS SRVCC and PS handover from GERAN to E-UTRAN, using an incomplete E-UTRAN inter RAT handover information IE.

Discussion: 

Alcatel-Lucent commented that more information is needed from the SA2 and RAN WGs before CT4 can do anything on the topic. The related LSs could be

Decision: 

The document was Noted.



C4-130529
Response LS on Size of E-UTRA Radio Capabilities





Source: TSG RAN WG2

Abstract: 

RAN2 thanks SA2 for the LS on Size of E-UTRA Radio Capabilities, and would like to inform the CT1 and CT4 of the discussion held at RAN2#81 meeting.

Furthermore, RAN2 thanks GERAN2 for the response LS on Reporting the UE E-UTRAN Capabilities for rSRVCC from GERAN to E-UTRAN, and would like to inform GERAN2 on the discussion held at RAN2#81 meeting specific to rSRVCC..

RAN2 noted that the size of the UE E-UTRA capabilities continuously grows with the introduction of new features, frequency bands and band combinations (for carrier aggregation). The actual size depends on features and bands supported by UEs. The theoretical maximum size is over 200 Kbyte.

Based on estimations provided by one company, RAN2 noted that the capability size of a Rel-11 Carrier Aggregation capable UE supporting 10 E-UTRA bands would likely exceed the 255 octet limit of GERAN NAS signalling for uploading of E-UTRA capabilities from UE to BSS, but not the MME storage limit of 510 octets. 

Current working assumption in RAN2 is to not specify any rules or mechanisms that would reduce the UE E-UTRA capability size. RAN2 assumes that the MME storage limit can be extended if needed.

For Rel-11 rSRVCC from GERAN to EUTRAN, RAN2 discussed a proposal where UE E-UTRA capabilities are not uploaded from UE via the GERAN radio access, and consequently not sent from Source BSS to Target eNB in handover preparation signalling. Instead, according to the proposal, a target eNB acquires the E-UTRA capabilities from UE after completed GERAN to EUTRAN handover using existing E-UTRA RRC signalling.

RAN2 noted the following:

The proposed solution has only minor specification impact. On target side, existing EUTRA signalling is used. On source side, signalling mechanism for uploading of EUTRA capabilities via GERAN CS access is not needed.

The proposed solution has no further UE impact and minor impact on GERAN BSS. 

eNB would have to acquire E-UTRA capabilities from UE, since they are not received in handover preparation signalling.

The proposed solution solves a problem blocking Rel-11 rSRVCC completion.

The proposed solution can also be used for PS handover from GERAN to EUTRAN.

However, the proposed solution has not been agreed in RAN2 because there was some concerns that the proposal violates the “source adapts to target” principle and will require a new functionality in the target RAT. So far, eNB is not required to accept an incoming handover without the E-UTRA capabilities.

RAN2 asks CT1 group to consider the impact on GERAN NAS signalling and nodes in case the current signalling limit of 255 octets need to be extended.

RAN2 asks GERAN2 group to further investigate possible mechanisms in GERAN for transferring of UE capabilities, considering that the size might exceed the LAPD limitation of 251 octets

RAN2 asks CT4 to consider the impact on the MME in case the current maximum storage size of 510 octets for UE capabilities is exceeded.

Decision: 

The document was Noted.



C4-130530
Clarification of the setting of E-UTRAN Service Handover IE on CS bearer





Source: TSG RAN WG3

Abstract: 

RAN3 previously sent in R3-122828 an LS on “Reply LS on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN”. With the attached CR (R3-122826) agreed in RAN3#78, it is specified in TS 25.413 subclause 8.2.2 (RAB Assignment):

If included, the E-UTRAN Service Handover IE tells if the requested RAB is allowed to be handed over to E-UTRAN.

If the E-UTRAN service handover function is supported,

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE with a signalling connection only;

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE if all established RABs have E-UTRAN Service Handover IE set to “Handover to E-UTRAN shall not be performed”.

The value of the E-UTRAN Service Handover IE is valid throughout the lifetime of the RAB or until changed by a RAB modification.

If the E-UTRAN Service Handover IE is not included during RAB Setup and all subsequent RAB Modifications, the decision whether to perform an inter-system mobility to E-UTRAN, e.g., handover or redirection, is only an internal UTRAN matter.

The text above implies that if a CS bearer has no E-UTRAN Service Handover IE (since, e.g., the MSC cannot provide this IE over Iu-CS) and all other PS RABs have the E-UTRAN Service Handover IE set to “Handover to E-UTRAN shall not be performed”, the RNC may trigger handover or redirection towards E-UTRAN for that CS bearer. 

Is that described above the correct behaviour in case of rSRVCC from an SA2 point of view?

Decision: 

The document was Noted.



C4-130781
Response LS on E-UTRA Radio Capabilities





Source: TSG RAN WG2

Abstract: 

RAN2 discussed the request from CT4 to provide a recommended maximum size of UE capability for the MME store.

Question: 
CT4 asks RAN2 group to provide recommendations on the maximum size an MME should store and to consider possibly including such recommendation in one of their specification.

RAN2 response: The maximum size of the E-UTRAN capabilities continuously grows with the introduction of new features, frequency bands and band combinations (for carrier aggregation).  Hence RAN2 did not consider it possible to provide such a recommendation on the maximum size for the MME store.

Decision: 

The document was Noted.



C4-130782
Response LS on Provisioning of E-UTRA Radio Capabilities in GERAN





Source: TSG RAN WG2

Abstract: 

RAN2 further discussed whether GERAN solution "incomplete UE E-UTRA capability" can be accepted or not. RAN2 agreed that RAN2 can provide solution to ensure that the UE E-UTRA capability does not exceed the limitation of GERAN, e.g. in GERAN, LTE Rel-10 and onwards UEs always provide Rel-9 UE E-UTRA capability, which is, as shown in the Annex, expected to be always smaller than 250 byte. 

During the discussion, some concerns were raised:

-
In case UE E-UTRA capability is sent during the CS call setup procedure, this procedure may introduce the additional delay during call setup in GERAN?

-
In case UE E-UTRA capability is sent while the CS call is ongoing, this procedure may introduce interruption on voice call in GERAN.

Decision: 

The document was Noted.



7.13
System Improvements to Machine-Type Communication

7.13.1
SIMTC CS aspects

7.13.2
Reach ability Aspects of SIMTC

C4-130523
LS on Diameter AVP code value allocation in TS 29.368





Source: TSG CT WG3

Abstract: 

CT3 has assigned AVP code value from the range reserved in TS 29.230 to a new AVP.

CT3 would like to ask CT4 to update TS 29.230 with AVP name and its code value according to table below.

AVP Code

Attribute Name

Data Type

Specified in the 3GPP TS 

3010

Application-Port-Identifier

Unsigned16

29.368 [27]

Decision: 

The document was Noted.



C4-130602
Expicit T4-Trigger Indicator in SRI-SM





29.002
  CR-1127  (Rel-11) v11.6.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-130603
Expicit T4-Trigger Indicator in SRI-SM





29.002
  CR-1128  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-130607
Application Port Identifier





29.230
  CR-0346  (Rel-11) v11.6.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130983.



C4-130608
Application Port Identifier





29.230
  CR-0347  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130985.



C4-130652
Delivery-Report-Request/Answer Description 





29.337
  CR-0006  (Rel-11) v11.2.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-130983
Application Port Identifier





29.230
  CR-0346  rev 1 (Rel-11) v11.6.0





Source: Nokia Siemens Networks

(Replaces C4-130607)

Decision: 

The document was Agreed.



C4-130984
LS Response on Diameter AVP code value allocation in TS 29.368





Source: Nokia Siemens networks

Abstract: 

CT4 considered the requested update to TS 29.230 but found that an AVP type of Unsigned16 is not defined in RFC 3588. CT4's guess is that for the Application-Port-Identifier AVP the AVP type of Unsigned32 is appropriate. Therefore CT4 agreed the attached CRs which assign the AVP type Unsigned32 to the Application-Port-Identifier AVP. CT3 might want to consider updating TS 29.368 accordingly, or - if CT4's guess is not confirmed by CT3 - inform CT4.

Decision: 

The document was Revised to C4-131015.



C4-130985
Application Port Identifier





29.230
  CR-0347  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130608)

Decision: 

The document was Agreed.



C4-131015
LS Response on Diameter AVP code value allocation in TS 29.368





Source: Nokia Siemens networks

(Replaces C4-130984)

Abstract: 

CT4 considered the requested update to TS 29.230 but found that an AVP type of Unsigned16 is not defined in RFC 3588. CT4's guess is that for the Application-Port-Identifier AVP the AVP type of Unsigned32 is appropriate. Therefore CT4 agreed the attached CRs which assign the AVP type Unsigned32 to the Application-Port-Identifier AVP. CT3 might want to consider updating TS 29.368 accordingly, or - if CT4's guess is not confirmed by CT3 - inform CT4.

Decision: 

The document was Approved.



7.13.3
SMS Aspects of SIMTC

C4-130601
SMS in MME





23.015
  CR-0018  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130864.



C4-130864
SMS in MME





23.015
  CR-0018  rev 1 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-130601)

Decision: 

The document was Agreed.



7.14
LOcation-Based Selection of gaTEways foR WLAN

7.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC

C4-130690
Clarification for Routing Policies





29.273
  CR-0319  (Rel-11) v11.5.0





Source: Huawei

Abstract: 

During location management procedures, the 3GPP AAA server shall create appropriate routing policies and IP filtering information according to the retrieved operator defined barring information. These routing policies and IP filtering information are used for the subsequent authorizations by the MAG functionality in the trusted 3GPP/IP access, or ePDG or PGW.

In other parts of the specification, routing policies and IP filtering information do not appear hence it is not clear what they are.

It is also not clear how they can be used by the trusted non 3GPP access network, ePDG or PGW. Moreover, the original sentence does not include S2a GTP scenario.

Discussion: 

The WIcode is wrong.

Orange commented that TS 29.230 has specified this from NASREQ i.e. QoS Profile and IP filter.  This seems to have been missed from TS 29.273. This need to be checked if the AVPs may need to added. And if yes, from which release onwards?

Offline discussion is needed before CT4#62.

Alcatel-Lucent is fine with the terminology corrections for Rel-12 as TEI12 CR. The editors note also needs to be added.

The cover page and the title needs to be revised based on agreed changes.

Decision: 

The document was Revised to C4-130824.



C4-130722
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC





Source: Huawei

Abstract: 

CT3 specification TS 29.061 added as an affected specification.

Discussion: 

Alcatel-Lucent commented that Rel-11 WIDs should not be revised in this point when Rel-11 has already been frozen. This was agreed by the meeting.

The WID is marked as Noted.

Decision: 

The document was Noted.



C4-130774
NSWO authorization





29.273
  CR-0326  (Rel-11) v11.5.0





Source: Nokia Siemens Networks

Abstract: 

According to the current specification it is possible for the 3GPP AAA Server to handle the case when the UE is only authorized to use NSWO (Non-seamless WLAN offload) and not authorized to access the EPC. However, the AAA Server also needs to inform the UE about the condition and the indication to the UE should be aligned with the corresponding information delivered to TWAN. 

The term "EAP-AKA" should be explained by adding a reference to IETF RFC 4187.

Discussion: 

Alcatel-Lucent, Orange and Juniper disagree with Nokia Siemens Networks assumption.

Orange commented that this interface between a UE and the 3GPP AAA server is out of TS 29273 scope. 

Only non controversial changes for EAP-AKA are accepted in Rel-12.

Decision: 

The document was Revised to C4-130825.



C4-130824
Clarification for Routing Policies





29.273
  CR-0319  rev 1 (Rel-12) v11.5.0





Source: Huawei

(Replaces C4-130690)

Decision: 

The document was Revised to C4-131016.



C4-130825
EAP-AKA clarification





29.273
  CR-0326  rev 1 (Rel-12) v..





Source: Nokia Siemens Networks

(Replaces C4-130774)

Decision: 

The document was Agreed.



C4-131016
Clarification for Routing Policies





29.273
  CR-0319  rev 2 (Rel-12) v11.5.0





Source: Huawei

(Replaces C4-130824)

Decision: 

The document was Agreed.



7.16
GBA extension St3

7.17
Enhancement of the Protocols for SMS over SGs

7.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority

C4-130798
Use of ECN in the Context of MPS





Source: Applied Communication Sciences, NCS
Abstract: 

This discussion paper addresses the question whether Explicit Congestion Notification (ECN) could positively or negatively impact MPS (“Can ECN improve or degrade MPS traffic?”) and hence, what is the recommended use of ECN in the context of MPS traffic. Any (individual call) enabled congestion control (for IP bearer traffic) will impact the IP application/service (e.g., MPS). Whether the impact is negative or positive, from perspective of the perceived/experienced quality by the MPS user, is not straightforward. Enabled ECN affects the MPS quality based on reduction in the transmit rate of the affected MPS traffic. Disabled ECN may also affect the MPS quality since (temporal and/or spatial) congestion situations in a network normally decrease the grade of service (GoS) of the entire IP bearer traffic (“of a congested network area”), under the assumption of a best effort infrastructure given MPS traffic shares at least some of the same infrastructure resources as non-MPS traffic. Some use case examples are evaluated below.

The evaluations are based on theoretical analysis and a more detailed performance study may be needed for a quantitative consideration and in specifying requirements on whether ECN should be enabled versus disabled in the context of MPS.  Since further quantitative analysis is needed to seek the positive versus negative influence of ECN on the MPS traffic, use of ECN for MPS should be a network option, e.g., for a call/session that is MPS marked, the MGC may or may not request the MG to enable ECN based on the service provider’s local policy.  The relevant 3GPP H.248 interfaces (e.g., Iq, Ix, Mn) specifications (for which ECN procedures are specified) should provide some recommendation on the use of a service provider’s local policy to enable or disable ECN for MPS.  C4-130799 proposes text on the ECN and MPS interaction based on this analysis.

Discussion: 

AT&T clarified that there might be some operator specific MPS services and it's go to specify how to enable or disable to ECN services and possible interaction between ECN and MPS.

Some companies feel this should be useful to clarify in specifications, but some other companies believe this is operator option to enable or disable ECN.

Decision: 

The document was Noted.



C4-130799
Proposed Text on Use of ECN in the Context of MPS





23.334
  CR-0032  (Rel-11) v11.2.0





Source: Applied Communication Sciences, NCS, AT&T

Abstract: 

To recommend the use of Explicit Congestion Notification (ECN) in the context of MPS traffic as ECN could positively or negatively impact MPS traffic.

n support of ECN in the context of MPS, the following is added:

1.
Text to recommend the use of ECN in the context of MPS traffic as a network option, e.g., for a call/session that is MPS marked, the MGC may or may not request the MG to enable ECN based on the service provider’s local policy.

Since MPS calls are given priority treatment over non-MPS calls, improper use (enabling versus disabling of the ECN feature) of ECN for MPS traffic could lead to MPS calls being impacted adversely during congestion.

Discussion: 

It was seen that only a sentence "For a call/session that is MPS marked, the IMS-ALG may or may not request the IMS-AGW to enable ECN based on service provider’s local policy." should be added in MPS section since it's MPS specific requirement.

CT4 considered it would be more appropriate to document this ECN-MPS features interaction in 3GPP TS 23.228 as it is assumed that this affects the ECN negotiation in SIP signalling across IMS entities, and because it was felt preferable to document this interaction in a single document. It was agreed to send a related LS to SA2.
Decision: 

The document was Noted.



C4-130956
ECN in the Context of MPS





Source: Applied Communication Science

Decision: 

The document was Revised to C4-131011.



C4-131011
ECN in the Context of MPS





Source: Applied Communication Science

(Replaces C4-130956)

Decision: 

The document was Approved.



7.19
Service Identification for RRC Improvements in GERAN

7.20
Network provided location information

C4-130537
LS on PS domain reporting last known location and location age/timestamp to HPLMN and IMS





Source: TSG SA WG2

Abstract: 

Following the joint meeting between CT4 and SA2 in New Orleans, SA2 and SA1 held a joint meeting this week to establish requirements on the transfer of last known location and location age/timestamp.

In the joint meeting with SA1, it was agreed that (as part of the NetLoc work), the IMS nodes and PDN GW/GGSN should receive the last known location of the mobile and information on when the mobile was there.

The attached Release 11 CRs to TS 23.060, TS 23.401 and TS 23.203 have been agreed by SA2. These CRs have been drafted with the intention of giving CT4, CT3 and SA5 freedom on how to generate the stage 3 updates.

In addition the attached Release 8 CRs to TS 23.060 and TS 23.401 have been agreed to remove ULI age related text. Corresponding mirror CRs to releases 9 and 10 (but not to Release 11) have been agreed.

SA2 kindly requests CT4, CT3 and SA5 to provide the associated Release 11 stage 3 changes. 

SA2 does not expect the Release 8 CRs to require any consequential work by CT4, CT3 or SA5, however, SA2 leave CT4, CT3 and S 5 to verify this.

Decision: 

The document was Noted.



C4-130647
PS Location Info request with RAT-type





29.272
  CR-0486  (Rel-11) v11.6.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-130648
PS Location Info request with RAT-type





29.272
  CR-0487  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-130691
ULI Age





29.060
  CR-0946  (Rel-11) v11.6.0





Source: Huawei, Vodafone

Abstract: 

According to the S2-130667, which was approved in SA2#95 meeting, 

“in the Detach and PDP Context Deactivation procedures, the SGSN shall inform the GGSN/S-GW of the last known location of the MS, and shall provide information to enable the determination of the time at which the MS was in that location. The S-GW shall (if necessary taking into account information from the MME) inform the PDN GW of the last known location of the MS, and shall provide information to enable the determination of the time at which the MS was in that location. ”

It means the last known location and location age shall be included in the Delete PDP Context Request in the SGSN-Initiated Detach Procedure and in the Delete PDP Context Response in the GGSN-initiated PDP Context Deactivation Procedure.

This SA2 requirement has not been aligned in stage 3, as a result, the location age can not be sent to the GGSN.

Discussion: 

Also section 7.7.0 needs to be updated.

Decision: 

The document was Revised to C4-131000.



C4-130692
ULI Age





29.060
  CR-0947  (Rel-12) v12.0.0





Source: Huawei, Vodafone

Decision: 

The document was Revised to C4-131001.



C4-130693
ULI Age





29.274
  CR-1340  (Rel-11) v11.6.0





Source: Huawei, Vodafone

Decision: 

The document was Revised to C4-131002.



C4-130694
ULI Age





29.274
  CR-1341  (Rel-12) v12.0.0





Source: Huawei, HiSilicon, Vodafone

Decision: 

The document was Revised to C4-131003.



C4-130784
LS on support for user location age or timestamp





Source: TSG SA WG5

Abstract: 

SA5 is in receipt of an LS from SA2 on PS domain reporting last known location and location age/timestamp to HPLMN and IMS. This LS informed SA5 of a mechanism to transport, in addition to user location,  “information on when the UE was last known to be in that location” and an additional requirement for SA5 to capture this information in CDRs.

In order for SA5 to complete work on stage 3 aspects of our specifications, it is important for us to have details on the nature of transport and the format of this information at the EPC and IMS nodes. Specifically, it is necessary to understand these details for the following nodes:

1. SGSN/SGW, GGSN/PGW (CT4 responsibility)

2. AF/P-CSCF (CT3 responsibility)

3. SIP-AS via HSS (CT4 responsibility)

4. All other IMS nodes via either P-CSCF or SIP-AS (CT1 responsibility)

SA5 asks CT1, CT3, and CT4 to identify the details on transport of and format for the user location age information as per the specific nodes and interfaces identified above.

Decision: 

The document was Postponed.



C4-131000
ULI Age





29.060
  CR-0946  rev 1 (Rel-11) v11.6.0





Source: Huawei, Vodafone

(Replaces C4-130691)

Abstract: 

It means the last known location and location age shall be included in the Delete PDP Context Request in the SGSN-Initiated Detach Procedure and in the Delete PDP Context Response in the GGSN-initiated PDP Context Deactivation Procedure.

This SA2 requirement has not been aligned in stage 3, as a result, the location age can not be sent to the GGSN.

Decision: 

The document was Revised to C4-131017.



C4-131001
ULI Age





29.060
  CR-0947  rev 1 (Rel-12) v12.0.0





Source: Huawei, Vodafone

(Replaces C4-130692)

Decision: 

The document was Revised to C4-131018.



C4-131002
ULI Age





29.274
  CR-1340  rev 1 (Rel-11) v11.6.0





Source: Huawei, Vodafone

(Replaces C4-130693)

Decision: 

The document was Revised to C4-131023.



C4-131003
ULI Age





29.274
  CR-1341  rev 1 (Rel-12) v12.0.0





Source: Huawei, HiSilicon, Vodafone

(Replaces C4-130694)

Decision: 

The document was Revised to C4-131024.



C4-131017
ULI Age





29.060
  CR-0946  rev 2 (Rel-11) v11.6.0





Source: Huawei, Vodafone

(Replaces C4-131000)

Abstract: 

It means the last known location and location age shall be included in the Delete PDP Context Request in the SGSN-Initiated Detach Procedure and in the Delete PDP Context Response in the GGSN-initiated PDP Context Deactivation Procedure.

This SA2 requirement has not been aligned in stage 3, as a result, the location age can not be sent to the GGSN.

Decision: 

The document was Agreed.



C4-131018
ULI Age





29.060
  CR-0947  rev 2 (Rel-12) v12.0.0





Source: Huawei, Vodafone

(Replaces C4-131001)

Decision: 

The document was Agreed.



C4-131023
ULI Age





29.274
  CR-1340  rev 2 (Rel-11) v11.6.0





Source: Huawei, Vodafone

(Replaces C4-131002)

Decision: 

The document was Agreed.



C4-131024
ULI Age





29.274
  CR-1341  rev 2 (Rel-12) v12.0.0





Source: Huawei, HiSilicon, Vodafone

(Replaces C4-131003)

Decision: 

The document was Agreed.



7.21
IMS

C4-130595
MTRR on Sh





29.328
  CR-0460  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130160)

Discussion: 

Rename the I to be used by other ASs

Reference number to be added

Proposal to add the purpose of the IE in the table list a list of possibilities or reference?

Step4b : rephrase to have MTRR as example?

Stage 2CR is not yet implemented in the specification -> left open.

Cat should be F (as in stage 2 CR)

Decision: 

The document was Revised to C4-130870.



C4-130596
MTRR on Sh





29.328
  CR-0463  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130871.



C4-130597
MTRR on Sh





29.329
  CR-0207  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130161)

Decision: 

The document was Revised to C4-130872.



C4-130598
MTRR on Sh





29.329
  CR-0211  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130873.



C4-130599
MTRR on Sh





29.230
  CR-0335  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130162)

Decision: 

The document was Revised to C4-130874.



C4-130600
MTRR on Sh





29.230
  CR-0345  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-130875.



C4-130695
IMPU As Access Key for User State and Location Information





29.328
  CR-0465  (Rel-11) v11.7.0





Source: Huawei

Decision: 

The document was Agreed.



C4-130696
IMPU As Access Key for User State and Location Information





29.328
  CR-0466  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Agreed.



C4-130800
Absent User-Name after S-CSCF recovery





29.228
  CR-0600  (Rel-11) v11.7.0





Source: Ericsson

Decision: 

The document was Revised to C4-130876.



C4-130870
MTRR on Sh





29.328
  CR-0460  rev 2 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130595)

Decision: 

The document was Revised to C4-131025.



C4-130871
MTRR on Sh





29.328
  CR-0463  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130596)

Decision: 

The document was Revised to C4-131026.



C4-130872
MTRR on Sh





29.329
  CR-0207  rev 2 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130597)

Decision: 

The document was Agreed.



C4-130873
MTRR on Sh





29.329
  CR-0211  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130598)

Decision: 

The document was Agreed.



C4-130874
MTRR on Sh





29.230
  CR-0335  rev 2 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130599)

Decision: 

The document was Revised to C4-131027.



C4-130875
MTRR on Sh





29.230
  CR-0345  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130600)

Decision: 

The document was Agreed.



C4-130876
Absent User-Name after S-CSCF recovery





29.228
  CR-0600  rev 1 (Rel-11) v11.7.0





Source: Ericsson

(Replaces C4-130800)

Decision: 

The document was Agreed.



C4-131025
MTRR on Sh





29.328
  CR-0460  rev 3 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130870)

Decision: 

The document was Agreed.



C4-131026
MTRR on Sh





29.328
  CR-0463  rev 2 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-130871)

Decision: 

The document was Agreed.



C4-131027
MTRR on Sh





29.230
  CR-0335  rev 3 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-130874)

Decision: 

The document was Agreed.



7.22
GTP

C4-130621
eARP IE use for GTPv1





Source: Orange

Decision: 

The document was Revised to C4-130813.



C4-130622
Clarification on the use of eARP IE





29.060
  CR-0943  (Rel-11) v11.6.0





Source: Orange

Decision: 

The document was Revised to C4-130814.



C4-130623
Clarification on the use of eARP IE





29.060
  CR-0944  (Rel-12) v12.0.0





Source: Orange

Decision: 

The document was Revised to C4-130815.



C4-130626
Prohibit Payload Compression Indication Corrections





29.274
  CR-1331  (Rel-11) v11.6.0





Source: NEC

Abstract: 

In current specification, there are some places that Prohibit Payload Compression information can be transferred over the S11 interface. This is not right since this function is applicable only for A/Gb mode accesses.

Discussion: 

This was not seen as FASMO correction. Can be agreed from Rel-12 onwards.

Decision: 

The document was Withdrawn.



C4-130627
Prohibit Payload Compression Indication Corrections





29.274
  CR-1332  (Rel-12) v12.0.0





Source: NEC

Decision: 

The document was Revised to C4-130947.



C4-130628
ULI setting in Update Bearer Response message





29.274
  CR-1333  (Rel-11) v11.6.0





Source: NEC

Decision: 

The document was Withdrawn.



C4-130629
ULI setting in Update Bearer Response message





29.274
  CR-1334  (Rel-12) v12.0.0





Source: NEC

Decision: 

The document was Withdrawn.



C4-130697
TWAN Identifier





29.274
  CR-1342  (Rel-11) v11.6.0





Source: Huawei

Abstract: 

According to SA2 TS 23.402, if location information is sent, Create Session Request should include the BSSID (see IEEE Std 802.11-2007 [64]) and shall include the SSID of the access point to which the UE is attached. There is no description about the use of TWAN ID for charging information. 

And according to SA2 TS 23.203, the user location information can be used to create PCC rule, quote:

6.2.1.1
Input for PCC decisions

The PCEF and/or BBERF may provide the following information:

-
Subscriber Identifier;

-
IP address(es) of the UE;

-
IP-CAN bearer attributes;

-
Request type (initial, modification, etc.);

-
Type of IP-CAN (e.g. GPRS, I-WLAN, etc.);

NOTE 1:
The Type of IP-CAN parameter should allow extension to include new types of accesses.

-
Location of the subscriber;

NOTE 2:
See clause 6.1.4 for the description of this location information.

So the user location information can not only be used for charging information, but also for PCC rule.

Discussion: 

CT4 couldn't agreed this as FASMO correction.

Decision: 

The document was Withdrawn.



C4-130698
TWAN Identifier





29.274
  CR-1343  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130948.



C4-130813
eARP IE use for GTPv1





Source: Orange

(Replaces C4-130621)

Abstract: 

Orange raised an issue about the interpretation of the GTPv1 specification (offline discussion) concerning inclusion of the eARP IE. Indeed the text currently indicates that:

The Evolved Allocation/Retention Priority I information element shall include the negotiated Evolved Allocation/Retention Priority if the SGSN supports it and if the support of Evolved ARP has been indicated by the current GGSN or if the SGSN has no information if GGSN supports Evolved ARP. 

It appeared that some may have different opinions on what it exactly means:

•
One can think that this may depend on some conditions (i.e. serving PLMN, current RAT…),

•
Others that this is global.

We think that both are right because of the structure of the sentence. However, this can lead to misinterpretation and possible interoperability issue. It shall be noted that this term is also used for the inclusion of APN-AMBR.

To ease interpretation and avoid possible future discussions, we propose to clarify what is meant by “support”.

Discussion: 

CT4 agreed that there are no interoperability issues for the eARP and in general as long as there is no specific requirements overruling this, the receiver shall not reject the request message when an optional IE is missing, otherwise, it will break the rule to introduce a feature in a backwards compatible way.

Decision: 

The document was Noted.



C4-130814
Clarification on the use of eARP IE





29.060
  CR-0943  rev 1 (Rel-11) v11.6.0





Source: Orange, Alcatel-Lucent, Cisco

(Replaces C4-130622)

Abstract: 

The term “support” is used throughout the specification as a condition for inclusion of particular Information Elements (e.g. for eARP or APN-AMBR). It appeared that the current text may lead to different understanding resulting in interoperability issue or at least unefficient use of a feature.

Discussion: 

Ericsson and Nokia Siemens Networks believe that the second sentence is not correct to have it in definition section.

CT4 agreed this is not FASMO.

Decision: 

The document was Withdrawn.



C4-130815
Clarification on the use of eARP IE





29.060
  CR-0944  rev 1 (Rel-12) v12.0.0





Source: Orange

(Replaces C4-130623)

Decision: 

The document was Revised to C4-131004.



C4-130947
Prohibit Payload Compression Indication Corrections





29.274
  CR-1332  rev 1 (Rel-12) v12.0.0





Source: NEC

(Replaces C4-130627)

Decision: 

The document was Agreed.



C4-130948
TWAN Identifier





29.274
  CR-1343  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130698)

Decision: 

The document was Agreed.



C4-131004
Clarification on the use of eARP IE





29.060
  CR-0944  rev 2 (Rel-12) v12.0.0





Source: Orange, Alcatel-Lucent, Cisco

(Replaces C4-130815)

Decision: 

The document was Revised to C4-131028.



C4-131028
Clarification on the use of eARP IE





29.060
  CR-0944  rev 3 (Rel-12) v12.0.0





Source: Orange, Alcatel-Lucent, Cisco

(Replaces C4-131004)

Decision: 

The document was Agreed.



7.23
P-CSCF recovery

7.24
PS additional number

7.25
Generic IMS User Group Over Sh

7.26
Full Support of Multi-Operator Core Network by GERAN

7.27
IMS Operator Determined Call Barring (Stage 3)

7.28
Enhanced T.38 FAX support (Stage 3)

7.29
Any Other Business for Release 11

7.29.1
EPS Sv interface (MME/SGSN to MSC) for SRVCC

C4-130654
MEI over Sv for Emergency Call





29.280
  CR-0060  rev 1 (Rel-11) v11.4.0





Source: Huawei, Deutsche Telekom

(Replaces C4-130131)

Abstract: 

In the table 5.2.2 regarding MEI in a SRVCC PS to CS Request, it is specified:

-
This IE shall be included in the message for the following cases: 

-
The UE is emergency attached and it is UICCless

-
The UE is emergency attached and the IMSI is not authenticated

The case “The UE is emergency attached and the IMSI is authenticated” seems to be intentionally excluded, although the IMEI is needed by EATF in all emergency call cases for correlation of the ongoing emergency session with the SR VCC PS to CS request.

Discussion: 

CT4 had consensus to make backward incompatible change. The protocol point of view this CR is backward incompatible, but from the functional point of view the change is required.

Decision: 

The document was Revised to C4-130915.



C4-130915
MEI over Sv for Emergency Call





29.280
  CR-0060  rev 2 (Rel-11) v11.4.0





Source: Huawei, Deutsche Telekom

(Replaces C4-130654)

Decision: 

The document was Revised to C4-131029.



C4-131029
MEI over Sv for Emergency Call





29.280
  CR-0060  rev 3 (Rel-11) v11.4.0





Source: Huawei, Deutsche Telekom

(Replaces C4-130915)

Decision: 

The document was Agreed.



7.29.2
Location Services (LCS-AP) MME - E-SMLC SLs

C4-130699
APDU in Connection Oriented Information message





29.171
  CR-0024  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

In the Table 7.3.4-1, which defines the Connection Oriented Information message, the APDU is included as optional IE. However, in the section 6.2.2.1, which defines the Connection Oriented Information Transfer procedure, the APDU is included as mandatory IE. 

This inconsistent definition will cause interworking problem if the sender regard it as optional and the receiver regard it as mandatory.

In addition, the Payload Type IE is missing in the Connection Oriented Information Transfer procedure.

Discussion: 

The sentence shall be added: "APDU shall be present although marked as Optional in the ASN.1 in this message."

CT4 agreed to change "Payload Type" and "APDU" to mandatory in table 7.3.4.-1.

In section 6.2.2.1.2 "The APDU may" needs to be changed to "The APDU shall".

This change should be done from Rel-9 onwards.

Decision: 

The document was Revised to C4-130828.



C4-130828
APDU in Connection Oriented Information message





29.171
  CR-0024  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-130699)

Decision: 

The document was Agreed.



7.29.3
Diameter S6a/S6d, S6b

C4-130645
Mechanism to allow advertisement of support of more than 32 features over S6a/S6d





29.272
  CR-0484  (Rel-11) v11.6.0





Source: Cisco, Orange

Decision: 

The document was Revised to C4-130865.



C4-130646
Mechanism to allow advertisement of support of more than 32 features over S6a/S6d





29.272
  CR-0485  (Rel-12) v12.0.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-130653
New IE on S6b interface





29.273
  CR-0313  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130134)

Decision: 

The document was Revised to C4-130867.



C4-130700
Definition of A New Feature-List





29.272
  CR-0491  (Rel-11) v11.6.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-130701
Definition of A New Feature-List





29.272
  CR-0492  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130866.



C4-130702
Trust relationship for PGW





29.273
  CR-0320  (Rel-11) v11.5.0





Source: Huawei

Decision: 

The document was Revised to C4-130868.



C4-130703
Definition of HA-APN





29.273
  CR-0321  (Rel-11) v11.5.0





Source: Huawei

Decision: 

The document was Revised to C4-130869.



C4-130865
Mechanism to allow advertisement of support of more than 32 features over S6a/S6d





29.272
  CR-0484  rev 1 (Rel-11) v11.6.0





Source: Cisco, Orange

(Replaces C4-130645)

Decision: 

The document was Agreed.



C4-130866
Definition of A New Feature-List





29.272
  CR-0492  rev 1 (Rel-12) v12.0.0





Source: Huawei, Cisco, Orange

(Replaces C4-130701)

Decision: 

The document was Agreed.



C4-130867
New IE on S6b interface





29.273
  CR-0313  rev 2 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130653)

Decision: 

The document was Revised to C4-131030.



C4-130868
Trust relationship for PGW





29.273
  CR-0320  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130702)

Decision: 

The document was Revised to C4-131031.



C4-130869
Definition of HA-APN





29.273
  CR-0321  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130703)

Decision: 

The document was Agreed.



C4-130959
Add new AVP





29.230
  CR-0361  (Rel-11) v11.6.0





Source: Huawei

Decision: 

The document was Revised to C4-131032.



C4-130960
Add new AVP





29.230
  CR-0362  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-131033.



C4-131030
New IE on S6b interface





29.273
  CR-0313  rev 3 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130867)

Decision: 

The document was Agreed.



C4-131031
Trust relationship for PGW





29.273
  CR-0320  rev 2 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130868)

Decision: 

The document was Agreed.



C4-131032
Add a new DER-S6b AVP





29.230
  CR-0361  rev 1 (Rel-11) v11.6.0





Source: Huawei

(Replaces C4-130959)

Decision: 

The document was Agreed.



C4-131033
Add a new DER-S6b AVP





29.230
  CR-0362  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130960)

Decision: 

The document was Agreed.



7.29.4
Subscribers' Data Management

C4-130723
Storing of eCGI within the VLR





23.008
  CR-0403  (Rel-11) v11.7.0





Source: Vodafone, Huawei

Decision: 

The document was Revised to C4-130809.



C4-130809
Storing of eCGI within the VLR





23.008
  CR-0403  rev 1 (Rel-11) v11.7.0





Source: Vodafone, Huawei

(Replaces C4-130723)

Decision: 

The document was Revised to C4-130978.



C4-130978
Storing of eCGI within the VLR





23.008
  CR-0403  rev 2 (Rel-11) v11.7.0





Source: Vodafone, Huawei

(Replaces C4-130809)

Decision: 

The document was Agreed.



8
Release 10 and Earlier

8.1
Local Call Local Switch

8.2
Enhanced User Data Convergence

8.3
Selected IP Traffic Offload

8.4
Local IP access

8.5
Network Improvements for Machine Type Communications

C4-130747
Maximum value for subscribed periodic timers





29.002
  CR-1133  (Rel-10) v10.8.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130748
Maximum value for subscribed periodic timers





29.002
  CR-1134  (Rel-11) v11.6.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130749
Maximum value for subscribed periodic timers





29.002
  CR-1135  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130883.



C4-130750
Maximum value for the subscribed periodic RAU TAU timer





29.272
  CR-0510  (Rel-10) v10.8.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130751
Maximum value for the subscribed periodic RAU TAU timer





29.272
  CR-0511  (Rel-11) v11.6.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130752
Maximum value for the subscribed periodic RAU TAU timer





29.272
  CR-0512  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131019.



C4-130883
Maximum value for subscribed periodic timers





29.002
  CR-1135  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130749)

Decision: 

The document was Revised to C4-131040.



C4-131019
Maximum value for the subscribed periodic RAU TAU timer





29.272
  CR-0512  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130752)

Decision: 

The document was Agreed.



C4-131040
Maximum value for subscribed periodic timers





29.002
  CR-1135  rev 2 (Rel-12) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130883)

Decision: 

The document was Agreed.



8.6
EPC nodes failure

8.6.1
EPC nodes failure ISR not active

8.6.2
EPC nodes failure ISR active

8.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

C4-130655
Replacement of ECN for RTP-over-UDP Support package





29.238
  CR-0042  rev 2 (Rel-10) v10.6.0





Source: Huawei

(Replaces C4-130263)

Abstract: 

CT4 agreed to create an informative Annex B in 3GPP TS 29.238 for the temporary keeping of ECN for RTP-over-UDP Support package, which itself is a copy of the ongoing draft ITU-T H.248.82.

Recommendation ITU-T H.248.82 is now approved at the January ITU-T meeting, then 3GPP should have the direct reference and delete Annex B as per the previous decision in CT4, which also avoid further inconsonance with the source package.

The formal version of Recommendation ITU-T H.248.82, with the latest status of “In force”, can be referenced via:

http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=11863

Decision: 

The document was Agreed.



C4-130656
Replacement of ECN for RTP-over-UDP Support package





29.238
  CR-0043  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-130264)

Decision: 

The document was Agreed.



C4-130657
ECN relying reference change





29.232
  CR-0649  rev 2 (Rel-10) v10.6.0





Source: Huawei

(Replaces C4-130265)

Abstract: 

The current specification supports ECN for RTP-over-UDP Support package is referencing the informative Annex B in 3GPP TS 29.238, which itself is a copy of the ongoing draft ITU-T H.248.82 for the temporary keeping.

Recommendation ITU-T H.248.82 is now approved at the January ITU-T meeting, then it should have the direct reference that can avoid further inconsonance with the source package.

The formal version of Recommendation ITU-T H.248.82, with the latest status of “In force”, can be referenced via:

http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=11863

Decision: 

The document was Agreed.



C4-130658
ECN relying reference change





29.232
  CR-0650  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-130266)

Decision: 

The document was Agreed.



C4-130659
ECN relying reference change





29.332
  CR-0187  rev 2 (Rel-10) v10.7.0





Source: Huawei

(Replaces C4-130267)

Abstract: 

The current specification supports ECN for RTP-over-UDP Support package is referencing the informative Annex B in 3GPP TS 29.238, which itself is a copy of the ongoing draft ITU-T H.248.82 for the temporary keeping.

Recommendation ITU-T H.248.82 is now approved at the January ITU-T meeting, then it should have the direct reference that can avoid further inconsonance with the source package.

The formal version of Recommendation ITU-T H.248.82, with the latest status of “In force”, can be referenced via:

http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=11863

Decision: 

The document was Agreed.



C4-130660
ECN relying reference change





29.332
  CR-0188  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-130268)

Decision: 

The document was Agreed.



C4-130661
ECN relying reference change





29.333
  CR-0062  rev 2 (Rel-10) v10.6.0





Source: Huawei

(Replaces C4-130269)

Abstract: 

The current specification supports ECN for RTP-over-UDP Support package is referencing the informative Annex B in 3GPP TS 29.238, which itself is a copy of the ongoing draft ITU-T H.248.82 for the temporary keeping.

Recommendation ITU-T H.248.82 is now approved at the January ITU-T meeting, then it should have the direct reference that can avoid further inconsonance with the source package.

The formal version of Recommendation ITU-T H.248.82, with the latest status of “In force”, can be referenced via:

http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=11863

Decision: 

The document was Agreed.



C4-130662
ECN relying reference change





29.333
  CR-0063  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-130270)

Decision: 

The document was Agreed.



C4-130663
ECN relying reference change





29.334
  CR-0038  rev 2 (Rel-10) v10.6.0





Source: Huawei

(Replaces C4-130271)

Abstract: 

The current specification supports ECN for RTP-over-UDP Support package is referencing the informative Annex B in 3GPP TS 29.238, which itself is a copy of the ongoing draft ITU-T H.248.82 for the temporary keeping.

Recommendation ITU-T H.248.82 is now approved at the January ITU-T meeting, then it should have the direct reference that can avoid further inconsonance with the source package.

The formal version of Recommendation ITU-T H.248.82, with the latest status of “In force”, can be referenced via:

http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=11863

Decision: 

The document was Agreed.



C4-130664
ECN relying reference change





29.334
  CR-0039  rev 2 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-130272)

Decision: 

The document was Agreed.



8.8
S2b Mobility based on GTP

8.9
Multi Access PDN Connectivity

8.10
Enhanced multimedia priority service

8.11
PCRF restoration

8.12
eSRVCC

8.13
Minimisation of drive test (MDT)

8.14
Relay node

8.15
MTRF

8.16
GTP

C4-130540
LS Response to CT4 LS (C4-130417) on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN





Source: TSG SA WG2

Abstract: 

SA2 discussed the issue brought to light by CT4. Furthermore, SA2 discussed additional issues as laid out in S2-130756.

SA2 was unable to conclude that the problem described by CT4 LS could indeed occur. Therefore, SA2 was not able to achieve consensus regarding the need to adopt CT4’s recommended solution. 

SA2 has the notion of a Context Transfer guard timer at the old node as evident from e.g. 3GPP TS 23.401 clause 5.3.3.1 step 4:

If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN correctly validates the UE, then the old MME/old S4 SGSN starts a timer.

The idea was to ensure that the old node maintained UE’s context for a finite duration of time, during which, if the UE returned back to the source RAT amidst an ongoing TAU/RAU procedure, then the source node had valid (E)MM / (E)SM context information. The value of the timer was left as implementation dependent (and hence, Stage 3 specifications do not seem to have it mentioned or specified). Some companies in SA2 believed that setting this timer to a high enough value would be adequate to ensure that old node does not lose (E)MM / (E)SM context prior to UE’s return to the RAT from which it originated the previous request.

In addition, some companies believed it is also possible to achieve the desired goal by using an alternative mechanism, based on executing authentication procedure with HSS/HLR immediately after Context Transfer procedure, as follows:

In scenario presented in CT4 LS (Idle mode 3G(4G mobility by LTE-capable device for which EPS subscription doesn’t exist) following 3GPP TS 23.401 clause 5.3.3.1

At step 5, old node (SGSN) accepts Context Request from new node (MME)

New node (MME) could be configured to authenticate (already possible today) UEs for which the new node has no prior (E)MM Context. Therefore, the new node (MME) executes step 6.

At step 6, due to lack of EPS subscription, HSS/HLR rejects the authentication procedure

MME can then, accordingly, reject TAU

The same applies when the new node is an SGSN, and the old node is MME.

Depending upon an operator deployment needs and correspondingly set operator policies and amount of LTE capable UEs without LTE subscription, adopting above mentioned solution may result in increased signalling towards HSS/HLR.

Furthermore, during SA2’s investigation into this matter, SA2 found that currently, during TAU/RAU procedures the following three high-level steps occur:

New node (MME/SGSN) queries for context from the old node (MME/SGSN)

If successful, then new node (re-) establishes EPS Bearers/PDP Contexts on (new or same) SGW and PGW/GGSN

If successful, performs update location procedure with HSS/HLR

SA2 realized that in case /3/ failed (e.g. due to lack of EPS subscription) then the system rollback behaviour for /2/ was not defined in either Stage 2 or Stage 3 specifications. In other words, if a failure at /3/ occurred then what happened to the session(s) modified/created on SGW and PGW by MME/SGSN was unclear. SA2 discussed the following three rollback options:

MME only locally deletes resources; (same) SGW and PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s resources; PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s + PGW’s resources

Neither option seemed to provide a clean solution. In addition, SA2 would like to note that the rejection at /3/ may occur for reasons other than subscription.

Discussion: 

Response LS to SA2 in next CT4 meeting.

Alcatel-Lucent stressed that solution mentioned in the LS would result in increased signaling towards HSS/HLR, whereas rejecting the Context Request in the old node would allow to save HSS signaling.
Cisco will provide CRs at the next CT4 meeting to optimize the HSS signaling.
Decision: 

The document was Postponed.



C4-130587
Bearer Context to be modified in Modify Bearer Request





29.274
  CR-1326  (Rel-9) v9.11.0





Source: Ericsson

Abstract: 

Ericsson have found some issues related to the handling of Bearer context(s) in the Bearer Context to be modified IE in the Modify Bearer Request message during Service Request procedure, and during intra SGSN or Inter SGSN SRNS relocation procedure when Direct Tunnel is used. In aforementioned procedures, the SGSN has no S12 RNC F-TEID available as the corresponding Radio Access Bearer is not established.

For the Service Request procedure:

When Direct Tunnel is used in UTRAN, and UE performs Service Request procedure, UE may indicate which PDP Context need to establish RAB to transfer uplink data as specified in TS 23.060 as below:

"The MS sends a Service Request (P TMSI, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling. When the Service Type indicates Data, the UE may also include PDP context activity information to indicate which PDP contexts need to transfer data. At this point, the SGSN may perform the authentication procedure.


If Service Type indicates Data, a signalling connection is established between the MS and the SGSN, and resources for active PDP context(s) are allocated, i.e. RAB establishment for the activated PDP context(s).


If Service Type indicates Signalling, the signalling connection is established between the MS and the SGSN for sending upper-layer signalling messages, e.g. Activate PDP Context Request. The resources for active PDP context(s) are not allocated.

"

This is also inline with what specified as follows in the subclause 4.7.13 in TS 24.008

"b)
the MS, either in PMM-IDLE or PMM-CONNECTED mode, has pending user data to be sent, no radio access bearer is established for the corresponding PDP context, and timer T3319 (see subclause 4.7.13.3) is not running or, optionally, if timer T3319 is running and the flag in the Uplink data status IE for this PDP context has not been set in the last Service Request. The procedure is initiated by an indication from the lower layers (see 3GPP TS 24.007 [20]). In this case, the service type shall be set to "data"."

"For a Service Request of type "data", the MS may include the Uplink data status information element in the SERVICE REQUEST message. The Uplink data status information indicates which preserved PDP contexts have pending uplink data to be sent. If the Uplink data status information element is included in the SERVICE REQUEST message with service type "data", the network may use this information to determine which of the RABs for the preserved PDP contexts to re-establish."

So during Service Request procedure, some bearer context may have corresponding RAB established, and some are not, which means the SGSN can not provide RNC F-TEID for those bearer contexts have no corresponding RAB established. 

For SRNS relocation procedure:

When some of bearer contexts are preserved due to RAB release procedure as specified in chapter 12.7.2 in TS 23.060, then after that an SRNS relocation procedure takes place (no matter it is inter SGSN or intra SGSN), the SGSN is required to provide the target S12 RNC F-TEID in the corresponding Modify Bearer Request message, however for those preserved bearer context, there will be no S12 RNC F-TEID available.

So it is proposed that for those bearer contexts without corresponding S12 RNC F-TEID, the bearer context in the Bearer Context to be modified IE shall include only EBI IE. This is to allow SGW to send Downlink data notification if receiving the user plane on those Bearer contexts. 

It was also discussed at previous CT4 meeting if it is possible that the SGSN doesn’t include those bearer contexts at all, however this approach is against the basic principle that the Modify Bearer Request message is sent per PDN connection, and the SGW will delete those bearer contexts locally if not present in the Modify Bearer Request message.

Discussion: 

Huawei and Cisco are willing to accept the proposed Note 6 from Rel-11 onwards.

Decision: 

The document was Rejected.



C4-130588
Bearer Context to be modified in Modify Bearer Request





29.274
  CR-1327  (Rel-10) v10.10.0





Source: Ericsson

Decision: 

The document was Rejected.



C4-130589
Bearer Context to be modified in Modify Bearer Request





29.274
  CR-1328  (Rel-11) v11.6.0





Source: Ericsson

Decision: 

The document was Revised to C4-130937.



C4-130590
Bearer Context to be modified in Modify Bearer Context





29.274
  CR-1329  (Rel-12) v12.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-130938.



C4-130789
Removal of TFT IE from Create Session Response message





29.274
  CR-1344  (Rel-10) v10.10.0





Source: Cisco

Abstract: 

3GPP TS 29.274 CR 1256 was agreed with the following note for the TFT IE in the "Bearer Context Created" within Create Session Response message:

The applicability of this IE over S2b interface is FFS, pending on the requirement clarification by stage 2. This IE is not applicable over all the other interfaces and hence shall not be included.

However, it seems now that all the companies have common view that GTP based S2b procedures should be aligned with 3GPP access related procedures and hence TFT IE shall not be sent in Create Session Response message over S2b interface.

Decision: 

The document was Agreed.



C4-130790
Removal of TFT IE from Create Session Response message





29.274
  CR-1345  (Rel-11) v11.6.0





Source: Cisco

Decision: 

The document was Agreed.



C4-130791
Removal of TFT IE from Create Session Response message





29.274
  CR-1346  (Rel-12) v12.0.0





Source: Cisco

Decision: 

The document was Agreed.



C4-130937
Bearer Context to be modified in Modify Bearer Request





29.274
  CR-1328  rev 1 (Rel-11) v11.6.0





Source: Ericsson

(Replaces C4-130589)

Decision: 

The document was Revised to C4-131034.



C4-130938
Bearer Context to be modified in Modify Bearer Context





29.274
  CR-1329  rev 1 (Rel-12) v12.0.0





Source: Ericsson

(Replaces C4-130590)

Decision: 

The document was Revised to C4-131035.



C4-131006
LS Response on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN





Source: Cisco

Decision: 

The document was Withdrawn.



C4-131034
Bearer Context to be modified in Modify Bearer Request





29.274
  CR-1328  rev 2 (Rel-11) v11.6.0





Source: Ericsson

(Replaces C4-130937)

Decision: 

The document was Agreed.



C4-131035
Bearer Context to be modified in Modify Bearer Context





29.274
  CR-1329  rev 2 (Rel-12) v12.0.0





Source: Ericsson

(Replaces C4-130938)

Decision: 

The document was Agreed.



8.17
PMIP

C4-130591
Lifetime in PBU message 





29.275
  CR-0276  (Rel-10) v10.7.0





Source: MCC, Ericsson, Cisco, ZTE, Nokia Siemens Networks

Abstract: 

We have found a problem with the implementation of the 3GPP CR 177 in different versions of 29.275.  In this CR, the position of the IE "Liftetime" is moved according to RFC3775/RFC6275, see http://www.3gpp.org/ftp/tsg_ct/TSG_CT/TSGC_50_Istanbul/Docs/CP-100694.zip) 

The header should appear as follows:

    0                   1                   2                   3

    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

                                        +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

                                                    |          Sequence #           |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |A|H|L|K|M|R|P|F|  Reserved     |           Lifetime            |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

                     Figure 3: Binding Update Message

This needs to be corrected.

The CR177 was approved in CT#50 (CP-100694) from v9.3.0 onwards and it is correctly implemented until the version 10.3.0

But from the version 10.4.0 onwards the IE "Lifetime" is moved back in the "PMIP-header". 

It was due to the CR207 which had used wrong baseline (not using 10.3.0 as stated in the CR-header).

Decision: 

The document was Agreed.



C4-130592
Lifetime in PBU message





29.275
  CR-0277  (Rel-11) v11.6.0





Source: MCC, Ericsson, Cisco, ZTE, Nokia Siemens Networks

Decision: 

The document was Agreed.



8.18
IMS

8.19
Any other business for Release 10

C4-130802
Parameter Mapping for Call Barring





29.305
  CR-0042  (Rel-8) v8.4.0





Source: Huawei

Decision: 

The document was Revised to C4-130974.



C4-130803
Parameter Mapping for Call Barring





29.305
  CR-0043  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Revised to C4-130975.



C4-130804
Parameter Mapping for Call Barring





29.305
  CR-0044  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-130976.



C4-130805
Parameter Mapping for Call Barring





29.305
  CR-0045  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-130977.



C4-130974
Parameter Mapping for Call Barring





29.305
  CR-0042  rev 1 (Rel-8) v8.4.0





Source: Huawei

(Replaces C4-130802)

Decision: 

The document was Agreed.



C4-130975
Parameter Mapping for Call Barring





29.305
  CR-0043  rev 1 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-130803)

Decision: 

The document was Agreed.



C4-130976
Parameter Mapping for Call Barring





29.305
  CR-0044  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-130804)

Decision: 

The document was Agreed.



C4-130977
Parameter Mapping for Call Barring





29.305
  CR-0045  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-130805)

Decision: 

The document was Agreed.



8.19.1
Diameter

C4-130704
Definition of SS Status for Call Barring





29.272
  CR-0493  (Rel-8) v8.12.0





Source: Huawei

Decision: 

The document was Revised to C4-130885.



C4-130705
Definition of SS Status for Call Barring





29.272
  CR-0494  (Rel-9) v9.11.0





Source: Huawei

Decision: 

The document was Revised to C4-130886.



C4-130706
Definition of SS Status for Call Barring





29.272
  CR-0495  (Rel-10) v10.7.0





Source: Huawei

Decision: 

The document was Revised to C4-130887.



C4-130707
Definition of SS Status for Call Barring





29.272
  CR-0496  (Rel-11) v11.6.0





Source: Huawei

Decision: 

The document was Revised to C4-130888.



C4-130708
Definition of SS Status for Call Barring





29.272
  CR-0497  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130889.



C4-130709
Definition of SS Status for Call Barring





29.230
  CR-0350  (Rel-8) v8.15.0





Source: Huawei

Decision: 

The document was Revised to C4-130890.



C4-130710
Definition of SS Status for Call Barring





29.230
  CR-0351  (Rel-9) v9.13.0





Source: Huawei

Decision: 

The document was Revised to C4-130891.



C4-130711
Definition of SS Status for Call Barring





29.230
  CR-0352  (Rel-10) v10.9.0





Source: Huawei

Decision: 

The document was Revised to C4-130892.



C4-130712
Definition of SS Status for Call Barring





29.230
  CR-0353  (Rel-11) v11.6.0





Source: Huawei

Decision: 

The document was Revised to C4-130893.



C4-130713
Definition of SS Status for Call Barring





29.230
  CR-0354  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-130894.



C4-130714
3GPP AAA Proxy behavior





29.273
  CR-0322  (Rel-10) v10.9.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-130715
3GPP AAA Proxy behavior





29.273
  CR-0323  (Rel-11) v11.5.0





Source: Huawei

Decision: 

The document was Revised to C4-130895.



C4-130716
MIP4 supported flag





29.273
  CR-0324  (Rel-10) v10.9.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-130717
MIP4 supported flag





29.273
  CR-0325  (Rel-11) v11.5.0





Source: Huawei

Decision: 

The document was Revised to C4-130896.



C4-130757
MME and SGSN identitiesfor restoration procedures 





29.272
  CR-0498  (-) v..





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130758
MME and SGSN identitiesfor restoration procedures 





29.272
  CR-0499  (-) v..





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130759
MME and SGSN identitiesfor restoration procedures 





29.272
  CR-0500  (-) v..





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130760
MME and SGSN identitiesfor restoration procedures 





29.272
  CR-0501  (-) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130964.



C4-130766
Unknown EPS Subscription in AIR/AIA 





29.272
  CR-0502  (Rel-9) v9.11.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130767
Unknown EPS Subscription in AIR/AIA 





29.272
  CR-0503  (Rel-10) v10.7.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130768
Unknown EPS Subscription in AIR/AIA 





29.272
  CR-0504  (Rel-11) v11.6.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130769
Unknown EPS Subscription in AIR/AIA 





29.272
  CR-0505  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-130770
Diameter AVP codes for new TS 32.299 AVPs





29.230
  CR-0355  (Rel-9) v9.13.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-130771
Diameter AVP codes for new TS 32.299 AVPs





29.230
  CR-0356  (Rel-10) v10.9.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-130772
Diameter AVP codes for new TS 32.299 AVPs





29.230
  CR-0357  (Rel-11) v11.6.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-130773
Diameter AVP codes for new TS 32.299 AVPs





29.230
  CR-0358  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-130785
LS to CT4 for new TS 32.299 AVPs to be included in TS 29.230





Source: TSG SA WG5

Decision: 

The document was Noted.



C4-130792
HSS handling of T-ADS for detached subscriber





29.272
  CR-0506  (Rel-10) v..





Source: HP, AT&T

Decision: 

The document was Revised to C4-130897.



C4-130793
HSS handling of T-ADS for detached subscriber





29.272
  CR-0507  (Rel-11) v..





Source: HP, AT&T

Decision: 

The document was Revised to C4-130898.



C4-130794
HSS handling of T-ADS for detached subscriber





29.272
  CR-0508  (Rel-12) v..





Source: HP, AT&T

Decision: 

The document was Revised to C4-130899.



C4-130795
HSS handling of T-ADS for detached subscriber





29.328
  CR-0467  (Rel-10) v..





Source: HP, AT&T

Decision: 

The document was Revised to C4-130900.



C4-130796
HSS handling of T-ADS for detached subscriber





29.328
  CR-0468  (Rel-11) v..





Source: HP, AT&T

Decision: 

The document was Revised to C4-130962.



C4-130797
HSS handling of T-ADS for detached subscriber





29.328
  CR-0469  (Rel-12) v..





Source: HP, AT&T

Decision: 

The document was Revised to C4-130963.



C4-130885
Definition of SS Status for Call Barring





29.272
  CR-0493  rev 1 (Rel-8) v8.12.0





Source: Huawei

(Replaces C4-130704)

Decision: 

The document was Agreed.



C4-130886
Definition of SS Status for Call Barring





29.272
  CR-0494  rev 1 (Rel-9) v9.11.0





Source: Huawei

(Replaces C4-130705)

Decision: 

The document was Agreed.



C4-130887
Definition of SS Status for Call Barring





29.272
  CR-0495  rev 1 (Rel-10) v10.7.0





Source: Huawei

(Replaces C4-130706)

Decision: 

The document was Agreed.



C4-130888
Definition of SS Status for Call Barring





29.272
  CR-0496  rev 1 (Rel-11) v11.6.0





Source: Huawei

(Replaces C4-130707)

Decision: 

The document was Agreed.



C4-130889
Definition of SS Status for Call Barring





29.272
  CR-0497  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130708)

Decision: 

The document was Agreed.



C4-130890
Definition of SS Status for Call Barring





29.230
  CR-0350  rev 1 (Rel-8) v8.15.0





Source: Huawei

(Replaces C4-130709)

Decision: 

The document was Agreed.



C4-130891
Definition of SS Status for Call Barring





29.230
  CR-0351  rev 1 (Rel-9) v9.13.0





Source: Huawei

(Replaces C4-130710)

Decision: 

The document was Agreed.



C4-130892
Definition of SS Status for Call Barring





29.230
  CR-0352  rev 1 (Rel-10) v10.9.0





Source: Huawei

(Replaces C4-130711)

Decision: 

The document was Agreed.



C4-130893
Definition of SS Status for Call Barring





29.230
  CR-0353  rev 1 (Rel-11) v11.6.0





Source: Huawei

(Replaces C4-130712)

Decision: 

The document was Agreed.



C4-130894
Definition of SS Status for Call Barring





29.230
  CR-0354  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-130713)

Decision: 

The document was Agreed.



C4-130895
3GPP AAA Proxy behavior





29.273
  CR-0323  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130715)

Decision: 

The document was Agreed.



C4-130896
MIP4 supported flag





29.273
  CR-0325  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-130717)

Decision: 

The document was Agreed.



C4-130897
HSS handling of T-ADS for detached subscriber





29.272
  CR-0506  rev 1 (Rel-10) v..





Source: HP, AT&T

(Replaces C4-130792)

Decision: 

The document was Agreed.



C4-130898
HSS handling of T-ADS for detached subscriber





29.272
  CR-0507  rev 1 (Rel-11) v..





Source: HP, AT&T

(Replaces C4-130793)

Decision: 

The document was Agreed.



C4-130899
HSS handling of T-ADS for detached subscriber





29.272
  CR-0508  rev 1 (Rel-12) v..





Source: HP, AT&T

(Replaces C4-130794)

Decision: 

The document was Agreed.



C4-130900
HSS handling of T-ADS for detached subscriber





29.328
  CR-0467  rev 1 (Rel-10) v..





Source: HP, AT&T

(Replaces C4-130795)

Decision: 

The document was Agreed.



C4-130942
LS on Permanent and Transient Failure Result Code Allocation





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-130954
Feature Failure Result Codes Allocation for TS29.219clarification





29.230
  CR-0359  (Rel-11) v11.6.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-130955
Feature Failure Result Codes Allocation for TS29.219clarification





29.230
  CR-0360  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Approved.



C4-130962
HSS handling of T-ADS for detached subscriber





29.328
  CR-0468  rev 1 (Rel-11) v..





Source: HP, AT&T

(Replaces C4-130796)

Decision: 

The document was Agreed.



C4-130963
HSS handling of T-ADS for detached subscriber





29.328
  CR-0469  rev 1 (Rel-12) v..





Source: HP, AT&T

(Replaces C4-130797)

Decision: 

The document was Agreed.



C4-130964
MME and SGSN identitiesfor restoration procedures 





29.272
  CR-0501  rev 1 (Rel-12) v..





Source: Alcatel-Lucent

(Replaces C4-130760)

Decision: 

The document was Revised to C4-131036.



C4-131036
MME and SGSN identitiesfor restoration procedures 





29.272
  CR-0501  rev 2 (Rel-12) v..





Source: Alcatel-Lucent

(Replaces C4-130964)

Decision: 

The document was Agreed.



C4-131037
To add a new SGs-MME-Identity AVP





29.230
  CR-0363  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



8.19.2
MAP

C4-130753
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1139  (-) v..





Source: Alcatel-Lucent

Discussion: 

Rel-9

Change about MME id not needed. Only the correction on the length of DiameterId remains.

Change the title cover sheet

Decision: 

The document was Revised to C4-130965.



C4-130754
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1140  (-) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130966.



C4-130755
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1141  (-) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130967.



C4-130756
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1142  (-) v..





Source: Alcatel-Lucent

Discussion: 

No need for a new parameter. Clarify that the content of MME Name is either the MME id used over S6a or received in SGs MME Id.

Offline discussion is needed.

Decision: 

The document was Revised to C4-130968.



C4-130761
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1143  (Rel-8) v8.19.0





Source: Alcatel-Lucent

Discussion: 

RFSP-ID Withdraw not done in TS 29.272.

For consistency, should be done in MAP and Diameter at the same time.

Check if RFSP-Id could be put in EPS subscription (as for UE-AMBR)

Note "index [3] is used by a later release" on the cover sheet ("other comments")

Decision: 

The document was Revised to C4-130969.



C4-130762
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1144  (Rel-9) v9.10.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130970.



C4-130763
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1145  (Rel-10) v10.8.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130971.



C4-130764
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1146  (Rel-11) v11.6.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130972.



C4-130765
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1147  (Rel-12) v12.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130973.



C4-130965
MME and SGSN identitiesfor restoration procedures 





¨29.002
  CR-0512  rev 1 (Rel-9) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130753)

Discussion: 

Alcatel-Lucent commented that the statement should be added "HRL shall not send MME information to VLR if the name is more than 255 octets".

Decision: 

The document was Revised to C4-131058.



C4-130966
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1140  rev 1 (-) v..





Source: Alcatel-Lucent

(Replaces C4-130754)

Decision: 

The document was Revised to C4-131059.



C4-130967
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1141  rev 1 (-) v..





Source: Alcatel-Lucent

(Replaces C4-130755)

Decision: 

The document was Revised to C4-131060.



C4-130968
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1142  rev 1 (-) v..





Source: Alcatel-Lucent

(Replaces C4-130756)

Decision: 

The document was Revised to C4-131041.



C4-130969
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1143  rev 1 (Rel-8) v8.19.0





Source: Alcatel-Lucent

(Replaces C4-130761)

Decision: 

The document was Revised to C4-131042.



C4-130970
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1144  rev 1 (Rel-9) v9.10.0





Source: Alcatel-Lucent

(Replaces C4-130762)

Decision: 

The document was Revised to C4-131043.



C4-130971
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1145  rev 1 (Rel-10) v10.8.0





Source: Alcatel-Lucent

(Replaces C4-130763)

Decision: 

The document was Revised to C4-131044.



C4-130972
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1146  rev 1 (Rel-11) v11.6.0





Source: Alcatel-Lucent

(Replaces C4-130764)

Decision: 

The document was Revised to C4-131045.



C4-130973
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1147  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130765)

Decision: 

The document was Revised to C4-131046.



C4-131041
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1142  rev 2 (-) v..





Source: Alcatel-Lucent

(Replaces C4-130968)

Decision: 

The document was Revised to C4-131061.



C4-131042
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1143  rev 2 (Rel-8) v8.19.0





Source: Alcatel-Lucent

(Replaces C4-130969)

Decision: 

The document was Agreed.



C4-131043
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1144  rev 2 (Rel-9) v9.10.0





Source: Alcatel-Lucent

(Replaces C4-130970)

Decision: 

The document was Agreed.



C4-131044
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1145  rev 2 (Rel-10) v10.8.0





Source: Alcatel-Lucent

(Replaces C4-130971)

Decision: 

The document was Agreed.



C4-131045
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1146  rev 2 (Rel-11) v11.6.0





Source: Alcatel-Lucent

(Replaces C4-130972)

Decision: 

The document was Agreed.



C4-131046
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1147  rev 2 (Rel-12) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130973)

Decision: 

The document was Agreed.



C4-131058
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1139  rev 2 (Rel-9) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-130965)

Discussion: 

Decision: 

The document was Revised to C4-131067.



C4-131059
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1140  rev 2 (-) v..





Source: Alcatel-Lucent

(Replaces C4-130966)

Decision: 

The document was Revised to C4-131068.



C4-131060
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1141  rev 2 (-) v..





Source: Alcatel-Lucent

(Replaces C4-130967)

Decision: 

The document was Revised to C4-131069.



C4-131061
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1142  rev 3 (Rel-12) v..





Source: Alcatel-Lucent

(Replaces C4-131041)

Decision: 

The document was Agreed.



C4-131067
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1139  rev 3 (Rel-9) v12.0.0





Source: Alcatel-Lucent

(Replaces C4-131058)

Decision: 

The document was Agreed.



C4-131068
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1140  rev 3 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-131059)

Decision: 

The document was Agreed.



C4-131069
MME and SGSN identitiesfor restoration procedures 





29.002
  CR-1141  rev 3 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-131060)

Decision: 

The document was Agreed.



9
Update of the Work Plan

C4-130807
CT4 Aspects of the Latest Workplan





Source: CT4 Chairman

Discussion: 

The new WID agreed in this meeting:

- CVO 30%

- SIS_CT 5%

- E2EMTSI-CT 0%

- IMS_RegCon-CT 0%

Decision: 

The document was Revised to C4-131064.



C4-131064
CT4 Aspects of the Latest Workplan





Source: CT4 Chairman

(Replaces C4-130807)

Decision: 

The document was Agreed.
10
AoB

10.1
Terms of Reference Review

11
Future meetings

CT4 agreed to have both bis meetings 2014. The bis meetings are held in April and October. The meeting calendar shall be updated to reflect the decisions.
11.1
Does CT4 need the CT4#64bis March 2014 or the CT4#66bis October 2014 meetings?

12
Check of approved output documents

13
Closing of the meeting (17:00 Friday 24th May 2013)

The Chairman thanked the host, the Huawei for the good meeting arrangements and for the much needed snacks during the breaks. The Chairman also thanked the attendees for their co-operation and hard work in the demanding sessions. Rel-12 has started in good manner and lot of Rel-12 development were done in this meeting,
The chairman also thanked Vice Chairmen, Mr. Lionel Morand and Dr. Yvette Koza chairing the parallel sessions during the meeting. 

The Meeting was closed on Friday 24th May at 17:05.
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