
3GPP TSG CT WG4 Meeting #61
C4-130746
Chengdu, The People's Republic of China; 20th – 24th May 2013

Source:
Alcatel-Lucent
Title:
Pseudo-CR on an IETF solution analysis                                               
Spec:
3GPP TR 29.809 v0.2.0
Agenda item:
6.5
Document for:
Decision

1. Introduction
This P-CR analyses the IETF solution described in draft-roach-dime-overload-ctrl-02.
2. Reason for Change
No presentation and analysis of IETF solutions has yet been done.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809
*******
* * * First Change * * * *

7.2
Solution 1


7.2.1 Solution 1 Description

Solution 1 is a solution under study in IETF and it is as described in the IETF draft-roach-dime-overload-ctrl-02 [xx]. 
7.2.2 Analysis Against the IETF Requirements Reviewed by 3GPP

7.2.2.1 Introduction

This subclause analyzes this solution against the set of IETF requirements reviewed by 3GPP in subclause 6.5.3. It indicates some requirements on possible evolutions of the solution to satisfy some of the comments of this subclause. In any case, the possible evolutions of the solution are to be worked out by the IETF DIME work group.       
7.2.2.1 REQ2

REQ2 is an important requirement for 3GPP where it was added that "Diameter clients must be able to use the received load and overload information to support graceful behavior during an overload condition", so a Diameter client must be able to receive the load/overload information that is relevant for its own use, which has an impact on its supported scopes. In particular, the Application-ID scope must be supported as a connection may support several Application-IDs, each associated with a Diameter client. In the IETFdraft-roach-dime-overload-ctrl-02 [xx], only the connection scope is mandatory. 

The load overload information that the client receives is to support a graceful behaviour when entering overload. This implies the client is able to provide this graceful behaviour according to the Destination-Host scope. If the Destination-Host scope is unable to be supported, there will be no specific throttling of messages towards the required destination host. This is because the client has received overload information that is too general as it is related to all the servers with which the client is interacting. This remark is also applicable to REQ33 in subclause 6.5.3.1. Graceful behaviour is achieved when the client can ensure that optimal throughput with each of the servers with which it has a relationship is achieved. This means that the solution must allow the server to send the load/overload control information related to a given client for each given application, this  information being then transferred unchanged to the client.

Another pertinent use case is when a server detects that the overload is due to one particular client that generates abnormally high signalling traffic, whilst other clients continue with their normal behaviour. In this case, it is not clear how the proposed solution allows the server to send overload information only to this client by selecting the right scope or scope combination.   

The solution, by an accurate choice of the selected scope(s), should allow for the graceful behaviour principle points addressed in this subclause. It could be investigated if a dedicated scope for this purpose should be introduced. 

7.2.2.2 REQ35

The solution is not compliant with the REQ 35 indicated in subclause 6.5.3.1, which is now identified as REQ 34 in the IETF Draft draft-ietf-dime-overload-reqs-06 [4]. 

Editor’s note: an update of the reference [4] needs to be done, as a new version is available, with the corresponding update in subclause 6.5.3.1.
3GPP commented that this requirement is a strong one, so the solution should be able to support evolutions:   

· to allow the transparent transfer of the load/overload control information piggybacked in an application message. This can be achieved if the piggybacked load/overload control information that is directly passed in the message is related to the signalling traffic between this client and this server for this application to which the message refers. This would be the case, if as indicated in subclauses 7.2.2.1 for REQ2, a scope related to the granularity of: a client, a server and an application is used.

· to avoid negotiation of the support of overload control at the connection level. This can be achieved by introducing such a negotiation at the level of application messages. This negotiation may involve clients and servers as well as DAs in the path, so this would be related to the supported scope.  This aspect is in line with REQ 16 for incremental deployment.

The investigation of the evolution of the solution to take into account this requirement is to be achieved within the IETF.  

 7.2.2.3 REQ13

REQ 13 in subclause 6.5.3.1 expresses the need to minimize the additional work related to overload control and suggests the possibility to use existing messages, i.e. piggybacking, to transport the load/overload information. This principle is a good one but should it be applied to all messages? Using only the application answer messages seems to be largely sufficient in fulfilling this need, as it is simpler and is in line with REQ 28 in subclause 6.5.3.1 on security, as it naturally avoids faked requests.

According to the solution choice to send load/overload control information in each application message, the selected scopes may drive to include significant amounts of load/overload control information in each message, so weakening the efficiency and increasing the additional work done at reception of the message. 

This  again drives us to consider a scope or a combination of scopes in the solution where the load/overload control information is conveyed in an application message as this only relates to the granularity of the client, the server and the application of this message, i.e. it fulfils REQ13 but without some of the above inconveniences.  

7.2.2.4 REQ6

Looking at this requirement which is concerned about configuration aspects and negotiation of the support of the mechanism, if we define a significant number of possible scopes with many possible combinations, it will result in too much complexity, as it will involve many clients, servers and DAs from different vendors, with the risk of inefficient behaviour in specific overload events. For 3GPP use, it would be worthwhile to identify the scopes actually needed, in particular in relation with the REQ2 and REQ35 from the above analysis.      
* * * End of Changes * * * *







