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* * * Next Change * * * *

5.2.3.1
General
The following table describes the Diameter AVPs defined for the STa interface protocol in NBM mode, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted.
Table 5.2.3.1/1: Diameter STa AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	MIP6-Feature-Vector
	124
	5.2.3.3
	Unsigned64
	M
	
	
	V
	No

	QoS-Capability
	578
	5.2.3.4
	Grouped
	M
	
	
	V
	No

	Service-Selection
	493
	5.2.3.5
	UTF8String
	M
	P
	
	V
	No

	RAT-Type
	1032
	5.2.3.6
	Enumerated
	M,V
	P
	
	
	Y

	ANID
	1504
	5.2.3.7
	UTF8String
	M, V
	
	
	
	No

	AN-Trusted
	1503
	5.2.3.9
	Enumerated
	M, V
	P
	
	
	No

	MIP-FA-RK
	1506
	5.2.3.12
	OctetString
	M,V
	P
	
	
	Y

	MIP-FA-RK-SPI
	1507
	5.2.3.13
	Unsigned32
	M,V
	P
	
	
	Y

	Full-Network-Name
	1516
	5.2.3.14
	OctetString
	V
	
	
	M
	No

	Short-Network-Name
	1517
	5.2.3.15
	OctetString
	V
	
	
	M
	No

	NSWO-Capability
	1513
	5.2.3.16
	Enumerated
	V
	
	
	M
	No

	NSWO-Authorization
	1514
	5.2.3.17
	Enumerated
	V
	
	
	M
	No

	WLAN-Identifier
	1509
	5.2.3.18
	Grouped
	V
	
	
	M
	No

	Mobile-Node-Identifier
	506
	5.2.3.2
	UTF8String
	M
	P
	
	V
	No

	Transport-Access-Type
	1519
	5.2.3.19
	Enumerated
	V
	
	
	M
	No

	APN-Configuration
	1430
	8.2.3.7
	Grouped
	M
	
	
	
	No

	Visited-Network-Identifier
	600
	9.2.3.1.2
	OctetString
	M,V
	
	
	
	No


The following table describes the Diameter AVPs re-used by the STa interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within STa. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. 

Table 5.2.3.1/2: STa re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Accounting-Interim-Interval
	IETF RFC 3588 [7]
	
	

	Auth-Request-Type
	IETF RFC 3588 [7]
	
	

	Calling-Station-Id
	IETF RFC 4005 [4]
	
	

	Subscription-ID
	IETF RFC 4006 [20]
	
	Must not set

	EAP-Master-Session-Key
	IETF RFC 4072 [5]
	
	

	EAP-Payload
	IETF RFC 4072 [5]
	
	

	RAT-Type
	3GPP TS 29.212 [23]
	
	

	Re-Auth-Request-Type
	IETF RFC 3588 [7]
	
	

	Session-Timeout
	IETF RFC 3588 [7]
	
	

	User-Name
	IETF RFC 3588 [7]
	
	

	Terminal-Information
	3GPP TS 29.272 [29]
	
	

	MIP6-Agent-Info
	IETF RFC 5447 [6]
	
	

	APN-OI-Replacement
	3GPP TS 29.272 [29]
	
	

	Supported-Features

	3GPP TS 29.229 [24]
	
	

	Feature-List-ID
	3GPP TS 29.229 [24]
	See section 5.2.3.10
	

	Feature-List

	3GPP TS 29.229 [24]
	See section 5.2.3.11
	

	WLAN-SSID
	IETF Draft draft-ietf-radext-ieee802ext-03 [42]
	
	

	WLAN-HESSID
	IETF Draft draft-ietf-radext-ieee802ext-03 [42]
	
	

	NOTE: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 


Only those AVP initially defined in this reference point or AVP with values initially defined in this reference point and for this procedure are described in the following subchapters.

* * * Next Change * * * *

6.2.3.1
General
The following table describes the Diameter AVPs defined for the SWd interface protocol in NBM mode, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted.
Table 6.2.3.1/1: Diameter SWd AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	MIP6-Feature-Vector
	124
	5.2.3.3
	Unsigned64
	M
	
	
	V
	No

	QoS-Capability
	578
	5.2.3.4
	Grouped
	M
	
	
	V
	No

	RAT-Type
	1032
	5.2.3.6
	Enumerated
	M,V
	P
	
	
	Y

	ANID
	1504
	5.2.3.7
	UTF8String
	M, V
	
	
	
	No

	Service-Selection
	493
	5.2.3.5
	UTF8String
	M
	P
	
	V
	No

	Mobile-Node-Identifier
	506
	5.2.3.2
	UTF8String
	M
	P
	
	V
	No

	AN-Trusted
	1503
	5.2.3.9
	Enumerated
	M,V
	P
	
	
	No

	Full-Network-Name
	1516
	5.2.3.14
	OctetString
	V
	
	
	M
	No

	Short-Network-Name
	1517
	5.2.3.15
	OctetString
	V
	
	
	M
	No

	NSWO-Capability
	1513
	5.2.3.16
	Enumerated
	V
	
	
	M
	No

	NSWO-Authorization
	1514
	5.2.3.17
	Enumerated
	V
	
	
	M
	No

	WLAN-Identifier
	1509
	5.2.3.18
	Grouped
	V
	
	
	M
	No

	APN-Configuration
	1430
	8.2.3.7
	Grouped
	M
	
	
	
	No

	Visited-Network-Identifier
	600
	9.2.3.1.2
	OctetString
	M,V
	
	
	
	No


The following table describes the Diameter AVPs re-used by the SWd interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within SWd. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. 

Table 6.2.3.1/2: SWd re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Accounting-Interim-Interval
	IETF RFC 3588 [7]
	
	

	Auth-Request-Type
	IETF RFC 3588 [7]
	
	

	Calling-Station-Id
	IETF RFC 4005 [6]
	
	

	Subscription-ID
	IETF RFC 4006 [20]
	
	Must not set

	EAP-Master-Session-Key
	IETF RFC 4072 [5]
	
	

	EAP-Payload
	IETF RFC 4072 [5]
	
	

	RAT-Type
	3GPP TS 29.212 [23]
	
	

	Re-Auth-Request-Type
	IETF RFC 3588 [7]
	
	

	Session-Timeout
	IETF RFC 3588 [7]
	
	

	User-Name
	IETF RFC 3588 [7]
	
	

	Terminal-Information
	3GPP TS 29.272 [29]
	
	

	APN-OI-Replacement
	3GPP TS 29.272 [29]
	
	

	Supported-Features

	3GPP TS 29.229 [24]
	See NOTE 1.
	

	Feature-List-ID
	3GPP TS 29.229 [24]
	See NOTE 1.
	

	Feature-List

	3GPP TS 29.229 [24]
	See NOTE 1.
	

	WLAN-SSID
	IETF Draft draft-ietf-radext-ieee802ext-03 [42]
	
	

	WLAN-HESSID
	IETF Draft draft-ietf-radext-ieee802ext-03 [42]
	
	

	NOTE 1:
There is no separate Diameter application ID defined for the SWd interface so a separate supported feature list is not required. The supported features depend on the command being proxied over SWd.
NOTE 2: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies.


Only those AVP initially defined in this reference point and for this procedure are described in the following subchapters.

* * * End of Changes * * * *
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