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1. Reason for Change
NAT-T function shall be supported by both H(e)NB and SeGW since NAT can be deployed within the Fixed Network(i.e. RG). If NAT exists between the H(e)NB and SeGW, the H(e)NB is not able to inform its Mobile Network regarding its NAT address information, i.e. translated IPv4 address and optional UDP port number according to IETF RFC 5996.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.839.
* * * First Change * * * *
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* * * Next Change * * * *

6.2.x.3
H(e)NB NATed Tunnel-IP address discovery

If NAT is detected between the H(e)NB and SeGW, the H(e)NB shall request the SeGW to return the H(e)NB local IP address information by including the EXTERNAL_SOURCE_IP4_NAT_INFO attribute in the CFG_REQUEST Configuration Payload within the IKE_AUTH request message. If the EXTERNAL_SOURCE_IP4_NAT_INFO attribute in the CFG_REQUEST Configuration Payload is received from the SeGW, the H(e)NB shall report the H(e)NB local IP address information to the MME. The format of the EXTERNAL_SOURCE_IP4_NAT_INFO attribute is shown in Figure A.1-1.
* * * Next Change * * * *

6.3.x.3
H(e)NB NATed Tunnel-IP address discovery

If NAT is detected between the H(e)NB and SeGW, the SeGW shall provide the H(e)NB local IP address information to the H(e)NB by including the EXTERNAL_SOURCE_IP4_NAT_INFO attribute in the CFG_REQUEST Configuration Payload within the IKE_AUTH response message.
* * * End of Changes * * * *

