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1. Reason for Change
The H(e)NB shall use IKEv2 protocol to set up at least one IPsec tunnel to protect the traffic with SeGW, i.e. a pair of unidirectional SAs between H(e)NB and SeGW. The remote IP address shall be allocated to the H(e)NB for the communication with the MME. Both static and dynamic IP address allocation are allowed. When using dynamic IP address allocation, the SeGW shall allocate IP address (remote, i.e. inner) to the H(e)NB after successful authentication.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.839.
* * * First Change * * * *
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* * * Next Change * * * *

6.2
H(e)NB procedures








6.2.x
Tunnel establishment
6.2.x.1
IP address allocation

The remote IP address shall be allocated to the H(e)NB for the communication with the network.
For dynamic IP address allocation, the H(e)NB shall include the requested IP address type (IPv4 address or IPv6 address) that needs to be configured in an IKEv2 CFG_REQUEST Configuration Payload in the IKE_AUTH request message as defined in IETF RFC 5996 [6] after reception of the IKE_SA_INIT response from the SeGW.
Editor note: How the static IP address is allocated to the H(e)NB is FFS. 

* * * Next Change * * * *

6.3
SeGW procedures






6.3.x
Tunnel establishment
6.3.x.1
IP address allocation

For dynamic IP address allocation, upon receipt of an IKE_AUTH request message from the H(e)NB requesting the IP address, the SeGW shall include the remote IP address information in the IKEv2 Configuration Payload (CFG_REPLY) of the final IKE_AUTH response message to the H(e)NB. The SeGW shall assign either an IPv4 or an IPv6 address to the H(e)NB via a single CFG_REPLY Configuration Payload.

* * * End of Changes * * * *

