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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-120592
Preliminary agenda for CT4#56bs





Source: CT4 Chairman

Decision: 

The document was Revised to C4-120593.



C4-120593
Detailed agenda & time plan for CT4#56bis: status at document deadline





Source: CT4 Chairman

(Replaces C4-120592)

Decision: 

The document was Revised to C4-120594.



C4-120594
Detailed agenda & time plan for CT4#56bis: status on eve of meeting





Source: CT4 Chairman

(Replaces C4-120593)

Discussion: 

Chairman Mr. Peter Schmitt open the meeting on Monday 16th  April 09:00. 

Mr. Mamadou Kone  of HTC welcomed the delegates to Taipei Taiwan on behalf of the host HTC, detailed the domestic arrangements and wished TSG CT4 a successful meeting in Taipei.

After welcome speech CT4 chairman Mr. Peter Schmitt clarified this his last meeting as CT4 chairman since Nokia Siemens Networks has decided some redundancies. The next CT4 meeting in Kyoto meeting will be chaired by the vice chairman Mr. Nigel Berry. Vice-chairman election (to replace Mr. David Hutton) is held in Kyoto meeting but CT4 chairman election is postponed to CT4#58. More time is given for companies to consider whether they will submit a candidate for CT4 chair and to give all companies sufficient time to consider the candidates that stand for election and determine who to cast their vote for.
Decision: 

The document was Noted.

1.1
IPR Call
The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

1.2
Reminder for delegates attending the meeting

CT4 Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.

2
Allocation of documents to agenda items

C4-120595
Proposed allocation of documents to agenda items for CT4#56bis: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Revised to C4-120596.



C4-120596
Proposed allocation of documents to agenda items for CT4#56bis status on eve of meeting





Source: CT4 Chairman

(Replaces C4-120595)

Discussion: 

CT4 chairman clarified that based on the version which was sent to CT4 reflector on Friday before the meeting only one change was done. 803 was revised to 817 to update the source companies.

Ericsson requested to move WID C4-120768 under 6.13.2.

The document allocation was agreed with these changes.

Decision: 

The document was Noted.



3
Meeting Reports

C4-120597
CT#55 and SA#55 Status Report





Source: CT4 Chairman

Abstract: 

CT plenary

Decisions on documents in the area of CT4:

All CRs send by CT4 for approval were approved by plenary. With the following exception/additions/remarks:

GSMA accepts the new proposed sub domain names ("xcap.ims.mnc<MNC>.mcc<MCC>.pub.3gppnetwork .org" and "bsf.ims.mnc<MNC.mcc<MCC>.pub.3gppnetwork.org") proposed by CT4 therefore the related CRs in pack CP-120012 and CP-120013 are approved

CP-120022; Essential corrections on OoBTC is referred back to CT4

The CR on "Additional Control procedure during Inter-BSS Handover" in the area of LCLS which was postponed at our last CT4 meeting was brought as company contribution with a changed cover page to plenary. CT plenary has send an LS to GERAN asking for a reply. GERAN sends a reply mentioning that voice detection is optional in BSS and that they could agree on a the new procedure if the procedure is optional for the BSS. After some discussion the version of the CR which was submitted to CT4#56 was approved by plenary in CP-120207.

The CR C4-120578 23.018 0189 part of package CP-120038 was revised to CP-120184. CP-120184 was approved.

Status on references to IETF:

In the status list CT4 has the following dependencies:


Rel-8; montemurro-gsma-imei-urn, 23.003 


Rel-8; ietf-mip6-bootstrapping-integrated, 29.273;


Rel-9, draft-ietf-avtcore-ecn-for-rtp, effected WI: LTEimp-Vocoder


Rel-10; draft-ietf-avtcore-ecn-for-rtp, effected WI: ECSRA_LAA-CN

In Rel-8 there are still 17 IETF dependencies pending, some are now close to completion, others are stalling. The CT chair brought up the issue to investigate some of the Rel-8 features that are dependent on IETF completion and consider to defer them to later releases. During the next plenary cycle in June 3GPP is likely to perform this process. CT4 related topic is on 29.273 mip6 related drafts (draft-ietf-mip6-hiopt and draft-ietf-mip6-bootstrapping-integrated). Which are also referenced by CT1. 

WIDS:

The WIDs agreed by CT4 where approved by plenary. Below the list of approved Rel-11 WID's 

CP-120196
Update of CT aspects of VPLMN Autonomous CSG Roaming

Remark: Rapporteur changed to Fei Lu

CP-120033
Update of CN aspects of Service Identification for RRC Improvements in GERAN

CP-120034
Update of Enhancement of the Protocols for SMS over SGs

WIDs with impacts on CT4 work:

CP-120081
Network Provided Location Information for IMS
CT3

CP-120193
BBF Accesses Interworking Building Block II
CT3

CP-120195
Support for Broad Band Forum Accesses Interworking -Core Network Impact 
CT1
new TR number is 29.839

WIDs with possible impacts on CT4 work:

CP-120088
Roaming Architecture for Voice over IMS with Local Breakout CT aspects
CT1
Remark: TS 23.003 is mentioned as impacted Stage 2


but is not mentioned in the list of effected specs

Other  WIDs without impacts on CT4 work

CP-120082
II-NNI Rel-11 Enhancements: SIP timers
CT3

CP-120089
Data identification in ANDSF
CT1

CP-120174
Work Item for USIM USAT release 10 testing
CT6 

CP-120203
CT3 Aspects of QoS Control based on Subscriber Spending Limits
CT3

SA Plenary

Summary of discussions at SA#55 relevant for CT4 

At SA meeting #55 triggered by SA2 there was a discussion on time management.  There was also a discussion on prioritisation of work in SA1 and SA2. The TSG SA leaders intended to work on such things off-line in order to try to come up with some 'best practices' for discussion and endorsement at the June 2012 meeting.

SP 120115 Modification to CR cover sheet, the new CR cover sheet was approved.

Decision: 

The document was Noted.



4
Input liaison statements: allocation to agenda items as appropriate

C4-120610
LS on Completion of Stage 2 DIDA specification





Source: TSG SA WG2

Abstract: 

SA2 has completed the stage 2 specification work on DIDA work item and would like to update CT1 with the agreed stage 2 requirements to progress the stage 3 specification. As described in TS 23.402, the stage 2 specification contains two new mechanisms to identify traffic within the ANDSF framework:

-
Based on destination domain name

-
Based on an application identifier

SA2 thinks that the specification of the format and details of the application identifier is CT groups responsibility and therefore has not captured any aspect in TS 23.402. However, SA2 has discussed various architectural related considerations on application identifiers which should guide the work. Some conceptual agreements on this aspect have been captured in section 6 of TR 23.855.

Discussion: 

It was clarified by Qualcomm that currently it seems CT4 is not impacted.

Decision: 

The document was Noted.



C4-120613
Clarifications for congestion control for combined MM procedures 





Source: TSG SA WG2

Abstract: 

SA2 has discussed the congestion control case for combined mobility management procedure. SA2 concludes that no congestion control mechanism (e.g. sending CS back off timer) is needed for combined mobility management procedure in release 11 as SA2 is enhancing SMS procedure in this release which may not overload Gs/SGs interface.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-120614
Reply LS on inclusion of local IP address in the NAI when performing procedures for UICC-less emergency calls





Source: TSG SA WG3

Abstract: 

SA3 has removed the Local IP address of the UE as the NAI for UICC-less emergency calls over I-WLAN in 3GPP TS33.234.

Moreover SA3 thinks the identifier of the "WLAN radio network" needs to be defined. The SSID of the WLAN AN is not appropriate, since SSID can be freely changed by the owner of the WLAN AN. SSID is also often the same for all WLAN ANs in an operator's network. The only sufficiently unique and stable identifier of the WLAN AN is the MAC address of the WLAN AN.

Decision: 

The document was Noted.



C4-120617
Progress of internet-drafts in frozen releases





Source: TSG SA

Abstract: 

TSG-SA recognizes the importance of continued collaboration with IETF. In general, SA is happy with the way WGs reference internet-drafts. SA realises that to get momentum in IETF, incorporation of internet-drafts in our specifications at an early stage is advantageous to drive the work. SA is however aware that some internet-drafts are not progressing as anticipated, and that there have been a few instances of backwards incompatible changes to the coding which have caused problems for deployments.

SA would like to remind the WI-rapporteurs and TS-rapporteurs to review all specifications and:

•
kindly update all internet-drafts to the most recent version as work progress in IETF on an ongoing basis and ensure that changes in the internet-drafts are reflected in our specifications 

•
consider whether it is possible to move functionality out of release-8 that is dependent on internet-drafts which do not have a clear path to progress in the near future or where backwards incompatible changes have been made to the functionality in the internet-draft that would cause deployment problems.

Finally, SA would like to remind companies to be active in the IETF to actively continue work on internet-drafts referenced in our specifications forwards to secure a timely completion of the work items. Until an internet-draft is published as an RFC the functionality cannot be considered complete as there are no guarantees of backward compatibility with earlier versions.

The draft WP, filtered on –IETF, outlining the outstanding internet-drafts for the various WIs is attached.

Decision: 

The document was Noted.



C4-120798
Assignment of 3 digit MNCs





Source: ITU-T Study Group 2

Abstract: 

The length of the Mobile Network Code (MNC) is currently “two to three digits”. 

At the March meeting of Study Group 2, ITU-T Member States expressed concerns over the increasing demand for MNCs under their respective MCCs as new services requiring MNCs emerge. This new demand may result in the exhaustion of all spare values under some geographic MCCs. 

Since, the Recommendation currently allows MNCs to be 2 or 3 digits, one of the scenarios to address this potential exhaustion is that Administrations/NRAs would assign (from a date yet to be determined) only 3 digit MNCs to extend the identification plan capacity. It would be applicable to existing MCCs but only to new MNC assignments within the MCC. In other words a) currently assigned MNCs would not be affected and b) from that date, some MCC with newly assigned MNCs would have MNCs of both 2 and 3 digits.

In light of past discussions on such a scenario, SG2 would appreciate your feedback on the impact, including but not limited to:

-
Whether the use of 3-digit MNC has an impact on existing specifications of 2G/3G/4G mobile networks under your purview

-
Whether there is a particular issue in having nationally 2 and 3 digit MNCs coexisting under the same MCC (core network, billing and customer care systems, roaming, operational aspects etc.)

-
Whether roaming of an 3-digit based subscriber on a 2 digit network is problematic and in what way

The TSB is planning to publish a circular regarding this matter.  When it is available, we will send it to you.

Discussion: 

Vodafone commented that from protocol point of view 3 digits MNC is support. Vodafone believes it should not be mandate to support 3 digits if not needed.

Nokia Siemens Networks clarified that SIM-cards and global title is not affected. 

It was seen all the possible scenarios should be covered by 3GPP.

It was seen this LS should also be handled by CT1, CT3, SA3 and SA5 since there might have some impacts for specifications. 

CT4 believes coordinated response should be done by CT plenary.

Decision: 

The document was Postponed.



C4-120818
Assignment of 3 digit MNCs





Source: Orange

Discussion: 

Needs to be discussed offline and LS will be sent from CT4#57.

Decision: 

The document was Withdrawn.



5
Work item management

C4-120629
Revised WID on Network Provided Location Information for IMS





Source: Huawei

Abstract: 

Updated WID

Discussion: 

An unique identifier was added. Also affected specification in section 10 were modified.

Orange proposed to clarify justification section.

Decision: 

The document was Revised to C4-120819.



C4-120681
Update WID on LOBSTER-CT





Source: ZTE

Abstract: 

Updated WID

Discussion: 

CT1 dependency is removed in section 10.

Decision: 

The document was Revised to C4-120823.



C4-120762
Generic user group over Sh





Source: Alcatel-Lucent, Verizon Wireless

Abstract: 

User Groups exist in IMS and are referred to in various IMS 3GPP specifications, as in 3GPP TS 22.173, 3GPP TS 23.228, but these groups are not handled in the HSS. The requirement to introduce knowledge of some data related to a group by the HSS is explained in the clause 3, but does not introduce new functional or architectural aspects at stage 2 regarding IMS user groups.

User Groups exist in IMS and are referred to in various IMS specifications, in particular 3GPP TS 22.173, 3GPP TS 23.228. Their usage in particular in the business and enterprise environment is progressing.  TISPAN in ETSI TS 182 024 about hosted enterprise services also refers to user groups entities. In UDC, a end user group entity has been introduced in 3GPP TS 32.182.

Groups are managed by Application Servers which may store associated data describing the group and its members or attach this data to an IMS user in the HSS through the Sh interface. ASs use transparent data to do this storage. 

Due to the transparent data storage, it is a drawback that HSS has no knowledge of the data associated to such user group entities, especially regarding data consistency between a group and its members. Such data consistency is left to the AS.

Operators are encountering difficulties to guarantee data consistency between the group and its members, as it generally differ between AS supporting different groups services and between different AS suppliers, so requiring different management processes  for the operator to ensure this data consistency on a per AS case by case.

Operators also have the simple requirement to know to which groups the user belongs to, or e.g. know the groups common to several users, which is not easy when these groups are handled by different ASs and data are transparent. 

Group services are quite varied and may be defined on a per operator basis, so associated data are specific to a given group service and to  the AS supporting it. But end user groups have the commonality to have identification and to have members. In the enterprise domain, it applies to the following user groups examples: flexible alerting or call pick up, attendant group, VPNs, closed user group. This commonality deals with the links between the group and its members through their identifiers, excluding other data that would be specific to the service offered by a group, and it can be ensured by the HSS in a common way (eg adding a member to a group implies this group exists), so answering the above requirements and justifying the WI.

The WI will focus on the relations between the groups and its members 

The WI will define the generic information elements that will be limited to group identifiers, user membership and their specification over the Sh interface. As many groups have the concept of a group controller, the WI will also try to include the controller identification. 

The WI will also define for which Sh procedures these information elements should be taken into account, but it will not generate new Sh procedures.

The service content of a user group is out of the scope of the WI and remains described in transparent data over Sh.

Discussion: 

AT&T shall be added as a supporting company.

Ericsson believes user case should be better clarified to get full understanding. Ericsson understand there is a need to access service data but whether HSS is the element is the place to store the service data should be clarified. Ericsson commented that one place to store the data could be UDR  which is already defined by 3GPP. 

CT4 believe TS 23.008 should be impacted.

Decision: 

The document was Revised to C4-120820.



C4-120819
Revised WID on Network Provided Location Information for IMS





Source: Huawei

(Replaces C4-120629)

Abstract: 

Updated WID

Leadership CT3

Decision: 

The document was Endorsed.



C4-120820
Generic user group over Sh





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120762)

Decision: 

The document was Revised to C4-120935.



C4-120823
Update WID on LOBSTER-CT





Source: ZTE

(Replaces C4-120681)

Abstract: 

Updated WID

Discussion: 

CT1 dependency is removed in section 10.

Decision: 

The document was Agreed.



C4-120935
Generic user group over Sh





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120820)

Decision: 

The document was Withdrawn.



6
Release 11

6.1
UDC data reference Model

C4-120630
Object Classes and Attributes for IMS Service Data





Source: Huawei

Decision: 

The document was Revised to C4-120907.



C4-120719
IMS Object Classes





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120776
IMS DIT alternative





Source: Ericsson

Decision: 

The document was Agreed.



C4-120777
IMS Private Identity Object Class





Source: Ericsson

Decision: 

The document was Revised to C4-120908.



C4-120778
IMS Public Identity Object Class





Source: Ericsson

Decision: 

The document was Revised to C4-120909.



C4-120779
IMS Service Profile Object Class





Source: Ericsson

Decision: 

The document was Revised to C4-120910.



C4-120780
IMS Alias Group Object Class





Source: Ericsson

Decision: 

The document was Revised to C4-120911.



C4-120907
Object Classes and Attributes for IMS Service Data





Source: Huawei

(Replaces C4-120630)

Decision: 

The document was Agreed.



C4-120908
IMS Private Identity Object Class





Source: Ericsson

(Replaces C4-120777)

Decision: 

The document was Agreed.



C4-120909
IMS Public Identity Object Class





Source: Ericsson

(Replaces C4-120778)

Decision: 

The document was Agreed.



C4-120910
IMS Service Profile Object Class





Source: Ericsson

(Replaces C4-120779)

Decision: 

The document was Agreed.



C4-120911
IMS Alias Group Object Class





Source: Ericsson

(Replaces C4-120780)

Decision: 

The document was Agreed.



C4-120912
3GPP TR 29.935 0.10.0





Source: Telecom Italia

Decision: 

The document was Agreed.



6.2
EPC nodes failure

C4-120631
Pseudo-CR on solution for MME partial failure with ISR activated





Source: Huawei

Abstract: 

The impacted PDN Connections removal will be triggered by the partial failed MME to the SGW and the PGW, which will make the MT IMS call failed. The ISR activated UE can be served normally if it is under the ISR associated SGSN. If the UE is accessed to E-UTRAN, it is better to restore the impacted PDN Connections.

This paper proposes a solution for the MME partial failure with ISR active to limit the impact on the user’s service.

Decision: 

The document was Revised to C4-120883.



C4-120680
Conclusion for the SGW failure





Source: ZTE, Alcatel-Lucent, Cisco, Ericsson, Huawei

Abstract: 

This paper is to conclude the SGW failure

Decision: 

The document was Agreed.



C4-120694
Update on the Solution 2 to the SGW failure 





Source: Ericsson, Alcatel-Lucent, Huawei, ZTE

Abstract: 

This P-CR is to make further analysis and enhancement to the solution 2 to the SGW failure when ISR is not activated.

Discussion: 

Huawei also support the proposal but they provided some editorial proposals.

Decision: 

The document was Revised to C4-120884.



C4-120723
P-CR on solution 1 for SGW failure (non-ISR)





Source: Alcatel-Lucent, ZTE, Cisco, Ericsson

Abstract: 

To allow concluding the feasibility study on restoration solutions for SGW failure, several principles of the solution 1 for SGW failure for the non-ISR case need to be clarified.

Decision: 

The document was Agreed.



C4-120883
Pseudo-CR on solution for MME partial failure with ISR activated





Source: Huawei

(Replaces C4-120631)

Decision: 

The document was Agreed.



C4-120884
Update on the Solution 2 to the SGW failure 





Source: Ericsson, Alcatel-Lucent, Huawei, ZTE

(Replaces C4-120694)

Decision: 

The document was Agreed.



C4-120944
3GPP TR 29.857 v1.8.0





Source: ZTE

Discussion: 

TR needs to be available on 27th April 2012 18:00 CET.

Decision: 

The document was Agreed.



6.3
Enhanced Nodes Restoration for

C4-120632
Missing SGSN behaviour in the PGW failure





23.007
  CR-0204  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

The handling of the PGW failure in the S4-SGSN is incomplete, it is only indicated that the MME freeing any internal resources associated with those PDN connections and optionally perform other implementation specific actions.

Decision: 

The document was Revised to C4-120886.



C4-120633
APN based restoration





23.007
  CR-0205  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

CR (2175) S2-121086 in SA2#89 meeting introduces the scenario that recovery of a PGW for a particular APN(s) in 3GPP TS 23.401.

The issue may happen if the AAA or the SGi is lost in the PGW. Currently, the PGW can only use the Delete Bearer Request message to remove the impacted PDN connections in the SGW/MME one by one, which will  increase the signalling load in the CN.

The solution of PGW restart with/without recovery uses the PGW restart notification including the PGW IP address and SGW IP address to notify the MME, which can be extended to cover the APN based restoration issue.

For backward compatibility issue, the PGW can only send the PGW restart notification message including APN IE to the SGW/MME if it is supported. How the PGW knows the capability of the MME/S4-SGSN/SGW need to be discussed.

Another solution is we can define a new message to support the APN based restoration independently.

Discussion: 

It was seen that detailed user cases are needed to clarify APN based restoration. 

It was agreed that this can be added in TR in future if this seen as useful after user cases are clarified.

Decision: 

The document was Withdrawn.



C4-120634
APN based restoration





29.274
  CR-1185  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-120670
SGW Restoration procedure





23.007
  CR-0191  rev 1 (Rel-11) v11.1.0





Source: ZTE, Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120125)

Abstract: 

TR 23.857 concludes that certain serious misoperations can occur upon SGW failure with the procedures currently specified in 3GPP, e.g. a subscriber may not be able to receive any IMS terminating call until other procedures make the UE reattach to the network, which introduces extra signalling over radio network.

Decision: 

The document was Agreed.



C4-120671
CSR and MBR message for SGW restoration procedure





29.274
  CR-1156  rev 1 (Rel-11) v11.2.0





Source: ZTE, Alcatel-Lucent, Cisco

(Replaces C4-120126)

Abstract: 

It is concluded in the TR 23.857 that certain serious misoperations can occur upon SGW failure with the procedures currently specified in 3GPP, e.g. a subscriber may not be able to receive any IMS terminating call until other procedures make the UE reattach to the network, which introduces extra signalling over radio network.

And in stage2 an enhanced SGW failure restoration procedure is proposed.

Decision: 

The document was Agreed.



C4-120672
Context Response and Forward Relocation Request message





29.274
  CR-1157  rev 1 (Rel-11) v11.20





Source: ZTE, Alcatel-Lucent, Cisco

(Replaces C4-120127)

Abstract: 

It is concluded in the TR 23.857 that certain serious misoperations can occur upon SGW failure with the procedures currently specified in 3GPP, e.g. a subscriber may not be able to receive any IMS terminating call until other procedures make the UE reattach to the network, which introduces extra signalling over radio network.

And in stage2 an enhanced SGW failure restoration procedure is proposed.

Discussion: 

Enhancement of the definition is needed.

Decision: 

The document was Revised to C4-120887.



C4-120695
PGW Triggered SGW Restoration Procedure  





23.007
  CR-0206  (Rel-11) v11.1.0





Source: Ericsson, Alcatel-Lucent, Huawei, ZTE

Abstract: 

TR 23.857 concludes that certain serious misoperations can occur upon SGW failure with the procedures currently specified in 3GPP, e.g. a subscriber may not be able to receive any IMS terminating call until other procedures make the UE reattach to the network, which introduces extra signalling over radio network. PGW initiated Downlink triggering mechanism should be introduced on top of the solution - MME/SGSN initiated SGW relocation to make it possible to deliver terminating service when the affected PDN connections have not yet relocated.

Decision: 

The document was Revised to C4-120885.



C4-120696
Inclusion of MME/S4-SGSN Identifier





29.274
  CR-1195  (Rel-11) v11.2.0





Source: Ericsson 

Decision: 

The document was Agreed.



C4-120697
PGW Downlink Triggering Notification/Acknowledge





29.274
  CR-1196  (Rel-11) v11.2.0





Source: Ericsson

Abstract: 

PGW triggered SGW restoration procedure is introduced in TS23.007 on top of the solution - MME/SGSN initiated SGW relocation to make it possible to deliver terminating service when the affected PDN connections have not yet relocated.  This CR is to align with stage 2 requirement to introduce a pair of new GTP messages "PGW Downlink Triggering Notification / Acknowledge".

Discussion: 

Huawei shall be added as a supporting company.

Enhancement is needed and the condition should be added.

Decision: 

The document was Revised to C4-120888.



C4-120767
Back-off timer for PGW/GGSN failure





23.007
  CR-0207  (Rel-11) v11.1.0





Source: NTT DOCOMO

Abstract: 

Regarding to the current specification TS23.007, after detecting a GGSN failure, the SGSN deactivates all related PDP contexts and request MS to reactivate them.

10.1
Restart of the GGSN

When the SGSN detects a restart in a GGSN (see clause 18 "GTP-C based restart procedures") with which it has one or more PDP contexts activated, it shall deactivate all these PDP contexts and request the MS to reactivate them

Regarding to the current specification, after detecting a PGW failure, the MME/S4-SGSN deletes all PDN connection table data/MM bearer contexts or restore certain PDN connections by deactivating them with “reactivation requested” cause values.

16.1A.2
PGW Failure

When the MME/S4-SGSN receives this message, according to the control plane IP address of the restarted PGW and the control plane IP address of the SGW on the S11/S4 interface included in the message, the MME/S4 SGSN should delete all PDN connection table data/MM bearer contexts associated with the SGW

~snip~

Additionally the MME/S4-SGSN may decide to restore certain PDN connections based on operator's policy e.g. based on the QCI and/or ARP and/or APN. If so,

Recently to prevent network from congestions by doing any kinds of measures is one of the highest priority for the operators to run the network stably. Currently for the GGSN/PGW failure scenario, an SGSN/MME has basically two options, deactivates related resources locally or in addition request reactivation to the associated MS/UE. But there are another important demands that an operator wants to prevent/control reactivation by UEs itself for certain amount of time, so that the operator could prevent potential congestion or network-wide failure. For example, in smartphone era, applications on the UE try to send packets so frequently, therefore the large number of UEs may detect communication failure during so short period of time after GGSN/PGW failure and try to rebuild connections to the network bursty. 

In addition, SA2 has agreed to introduce “back-off timer” for the NW initiated NAS deactivation procedure by S2-121079/S2-121086.

Discussion: 

Alcatel-Lucent believes that some stage 2 clarification is needed and this should be done by sending LS to SA2.

Decision: 

The document was Revised to C4-120889.



C4-120885
PGW Triggered SGW Restoration Procedure  





23.007
  CR-0206  rev 1 (Rel-11) v11.1.0





Source: Ericsson, Alcatel-Lucent, Huawei, ZTE

(Replaces C4-120695)

Decision: 

The document was Agreed.



C4-120886
Missing SGSN behaviour in the PGW failure





23.007
  CR-0204  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120632)

Decision: 

The document was Agreed.



C4-120887
Context Response and Forward Relocation Request message





29.274
  CR-1157  rev 2 (Rel-11) v11.20





Source: ZTE, Alcatel-Lucent, Cisco

(Replaces C4-120672)

Decision: 

The document was Revised to C4-120964.



C4-120888
PGW Downlink Triggering Notification/Acknowledge





29.274
  CR-1196  rev 1 (Rel-11) v11.2.0





Source: Ericsson, Huawei

(Replaces C4-120697)

Abstract: 

P

Decision: 

The document was Agreed.



C4-120889
Back-off timer for PGW/GGSN failure





23.007
  CR-0207  rev 1 (Rel-11) v11.1.0





Source: NTT DOCOMO

(Replaces C4-120767)

Discussion: 

There were some concers that this procedure should be introduced in restoration procedures.

LS is needed to be sent to SA2. CR is postponed until SA2 has sent reply.

Decision: 

The document was Postponed.



C4-120936
LS to SA2





Source: NTT Docomo

Decision: 

The document was Withdrawn.



C4-120964
Context Response and Forward Relocation Request message





29.274
  CR-1157  rev 3 (Rel-11) v11.20





Source: ZTE, Alcatel-Lucent, Cisco

(Replaces C4-120887)

Decision: 

The document was Agreed.



6.3.1
Enhanced Nodes Restoration for EPC

C4-120724
MTRF upon establishment of SGs association





23.018
  CR-0190  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Abstract: 

As per TS 23.007, clause 26 (Mobile terminated CS service delivery via an alternative MME in MME pool):

Upon receipt of a paging request including the IMSI and the CN domain indicator set to "PS", the UE re-attaches to one MME of the pool (that may not be necessarily the MME that initiated the paging procedure towards the UE) and a new SGs association is established with the VLR. This may be a different VLR than the VLR that initiated the SGs paging procedure, e.g. if Intra Domain Connection of RAN Nodes to Multiple CN Nodes is deployed for GERAN or UTRAN (see 3GPP TS 23.236 [24]).

If the new SGs association is established towards a different VLR, the MT CS service may be delivered via the new VLR using Mobile Terminating Roaming Retry or Mobile Terminating Roaming Forwarding (see 3GPP TS 23.018 [23]); the on-going MT SMS is retransmitted by the SMS-SC using the existing SMS procedures (SMS alert).

And conclusions in TR 23.857 Annex A, Table A.3 - Impacts for Restoration of CS services after an MME failure : 

"The VLR may signal MTRF support in the MAP Update Location request it signals to the HLR upon the establishment of the SGs association".

Summary of change:

A VLR may signal MTRF support in the MAP Update Location request it signals to the HLR upon establishment of an SGs association to enable mobile terminating roaming forwarding calls to take place during Mobile terminated CS service delivery via an alternative MME in MME pool.

Discussion: 

Some changes in existing text in bullet point 1 and 2 are needed to cover "may not".

Decision: 

The document was Revised to C4-120822.



C4-120822
MTRF upon establishment of SGs association





23.018
  CR-0190  rev 1 (Rel-11) v11.2.0





Source: Alcatel-Lucent

(Replaces C4-120724)

Decision: 

The document was Agreed.



6.4
Reference Location Information

6.5
Anonymous call rejection in CS Domain

6.6
CT aspects of VPLMN Autonomous CSG Roaming

C4-120673
CSS information storage





23.008
  CR-0346  rev 7 (Rel-11) v11.3.0





Source: ZTE

(Replaces C4-120471)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120674
Procedures for Update VCSG Location service





29.002
  CR-1059  rev 2 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-120472)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120675
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002
  CR-1049  rev 7 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-120473)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120676
Restoration of Data for VCSG





23.007
  CR-0189  rev 3 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120474)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120677
CSS Reset Procedures





29.002
  CR-1058  rev 4 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-120512)

Decision: 

The document was Revised to C4-120917.



C4-120678
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  rev 4 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120513)

Decision: 

The document was Revised to C4-120918.



C4-120679
CSG Data Management in the VPLMN





29.002
  CR-1060  rev 3 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-120477)

Decision: 

The document was Agreed.



C4-120752
VCSG procedures over S7a/S7d





29.272
  CR-0382  rev 5 (Rel-11) v11.2.0





Source: Alcatel-Lucent

(Replaces C4-120319)

Decision: 

The document was Agreed.



C4-120753
Delete CSG subscription Data over S7a /d





29.272
  CR-0394  rev 2 (Rel-11) v11.2.0





Source: Alcatel-Lucent

(Replaces C4-120320)

Decision: 

The document was Revised to C4-120915.



C4-120763
VCSG Reset procedure over S7a/S7d





29.272
  CR-0416  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-120916.



C4-120800
Retrieval of VPLMN CSG subscription information for CS domain





23.012
  CR-0040  (Rel-11) v..





Source: ZTE

Decision: 

The document was Agreed.



C4-120915
Delete CSG subscription Data over S7a /d





29.272
  CR-0394  rev 3 (Rel-11) v11.2.0





Source: Alcatel-Lucent

(Replaces C4-120753)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120916
VCSG Reset procedure over S7a/S7d





29.272
  CR-0416  rev 1 (Rel-11) v11.2.0





Source: Alcatel-Lucent

(Replaces C4-120763)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120917
CSS Reset Procedures





29.002
  CR-1058  rev 5 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-120677)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



C4-120918
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  rev 5 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120678)

Abstract: 

Agreed as basis for Future work

Decision: 

The document was Noted.



6.7
GCSMSC and GCR Redundancy for VGCS/VBS

6.8
BBF Interworking Building Block I

C4-120612
Reply LS to CT4 LS (C4-113136) on Clarification of BBAI BB1





Source: TSG SA WG2

Abstract: 

- The MME/SGSN shall update the PCEF/PCRF only when there is a change of the H(e)NB local IP address and/or port. The MME/SGSN does not update the PCEF/PCRF in particular when the UE enters connected mode if there is no change HeNB local IP address and UDP port number, or when the UE enters idle mode.

- The MME/SGSN shall update the PCEF/PCRF when the UE moves from one (e)NB to a H(e)NB, from one H(e)NB to another H(e)NB with a change in the fixed network backhaul (i.e. change of H(e)NB IP address or/and port), and when the UE moves from a H(e)NB to a (e)NB or when the MME/SGSN changes. Please see the agreed CR (S2-120905).

Besides, if the SGW needs to update the PCEF/PCRF for any other reason than for BBAI (e.g. time zone change, SGW relocation, user location change…), it shall include the current values for H(e)NB local IP@/port  if the UE is  accessing  the network from an H(e)NB.

- The PCRF shall be able to subscribe to change of the local H(e)NB IP address and/or UDP port number (for when BBAI is used), to avoid unnecessary updates towards the PCEF/PCRF whenever the UE moves from (e)NB to H(e)NB, between H(e)NB with a change in the fixed network backhaul, or from H(e)NB to (e)NB but BBAI is not deployed/used, e.g. not activated in the PCRF or not supported for roaming users. 

The MME/SGSN shall report changes in H(e)NB local IP address/port only if requested by the PCRF. This event-trigger is independent of the CSG Information Reporting Action.

- The ePDG shall send the updated UE local IP address and UDP port number to PGW (for GTP) or PCRF (PMIP) only when these IEs change. SA2 is working on this S2b call flow. Please see the agreed CR (S2-120901).

Decision: 

The document was Noted.



C4-120635
New IEs for H(e)NB case in BBAI





23.008
  CR-0364  (Rel-11) v11.3.0





Source: Huawei

Abstract: 

According to TS 23.139, The MME/SGSN shall update the PCEF/PCRF only when there is a change of the H(e)NB local IP address and/or port.  Besides, if the SGW needs to update the PCEF/PCRF for any other reason than for BBAI (e.g. time zone change, SGW relocation, user location change…), it shall include the current values for H(e)NB local IP@/port  if the UE is  accessing  the network from an H(e)NB.

Therefore，the MME/SGSN and SGW shall store the H(e)NB Local IP Address, H(e)NB UDP Port in the UE context if the UE accesses to the network via H(e)NB.

Discussion: 

All the companies agreed that SGW shall not store this data.

Decision: 

The document was Revised to C4-120890.



C4-120636
Updated UE local IP in S2b procedure





29.274
  CR-1186  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

According to TS 23.139, the ePDG shall send the updated UE local IP address and UDP port number (if NAT is detected) in the Modify Bearer Request message to PGW for GTP based S2b only when these IEs change.

Discussion: 

Alcatel-Lucent commented that a table 6.1-1 should be also updated since MBR is also used over S2b-interface.

It was clarified that regarding the Information Elements in a Modify Bearer Request only these two new IEs are sent to S2b-interface. Alcatel-Lucent commented that for each IEs it's specifically clarified which interface is used.

Cisco would like to have clarification included to related to use of IE interfaces. 

The description needs to be modified.

Decision: 

The document was Revised to C4-120891.



C4-120682
Tunnel management procedure





Source: ZTE

Abstract: 

In the case of the FMC Femto deployment, the Mobile Network needs to recognize the mapping of the Femto’s Public-IP info with the Femto attached UE’s  IP info in order for the Mobile Network to deliver the UE associated policy to the Fixed Network.

However, in the case when NAT is deployed within the Fixed Network(i.e. RG), currently there is no way for the Femto to inform its Mobile Network regarding its Public-IP info and all its attached UEs.

This contribution provides a solution based on the IETF enhancement to IKEv2 during the tunnel establishment procedure to work out the issue above.

Discussion: 

Ericsson commented after discussion that they are fine if MOBIKE support is optional. If some one believes MOBIKE support should be mandatory the discussion paper should be provided with justification for it.

Nokia Siemens Networks would like to keep editors note open in section 6.2.

Decision: 

The document was Revised to C4-120896.



C4-120683
The format of the Source_IPv4_NAT_Info attribute





Source: ZTE

Abstract: 

When NAT is deployed between the H(e)NB and the SeGW, the H(e)NB needs to get its NATed UDP-encapsulated Source-IP info from the SeGW in order for the Mobile Network to deliver the UE associated policy to the Fixed Network.

For the purpose above, a new code point for carrying the H(e)NB local IP address needs to be defined.

Discussion: 

Alcatel-Lucent would like to have an editors note to be added that it's still under FFS if this is defined by 3GPP or IETF.

Decision: 

The document was Revised to C4-120897.



C4-120684
TS 29.839 Protocol Stack





Source: Ericsson 

Abstract: 

This is a proposed protocol stack for H(e)NB-SeGW interface

Decision: 

The document was Revised to C4-120893.



C4-120685
TR 29.839 Tunnel Management





Source: Ericsson 

Abstract: 

This is a discussion paper of the tunnel management function at H(e)NB – SeGW interface

Discussion: 

Alcatel-Lucent believes that mandating MOBIKE support is overkill for scenarios which are occasional. RFC 5996 already cover this. 

Ericsson commented that MOBIKE should be supported since H(e)NB is a networks element. Alcatel-Lucent replied that the current requirements do not request MOBIKE support.

Alcatel-Lucent believes that confirmation related to security aspects are needed from SA3. Alcatel-Lucent also believes that IPsec support should be clarified also with IETF.

Decision: 

The document was Noted.



C4-120722
Reporting of H(e)NB local IP address/port





29.274
  CR-1162  rev 1 (Rel-11) v112.0





Source: Alcatel-Lucent

(Replaces C4-120229)

Abstract: 

As per SA2 reply LS (S2-121121) and 3GPP TS 23.139:

I.
The MME/SGSN shall update the PCEF/PCRF when the UE moves from one (e)NB to a H(e)NB, from one H(e)NB to another H(e)NB with a change in the fixed network backhaul (i.e. change of H(e)NB IP address or/and port), and when the UE moves from a H(e)NB to a (e)NB or when the MME/SGSN changes;

II.
The MME/SGSN shall report changes in H(e)NB local IP address/port only if requested by the PCRF; 

III.
The MME/SGSN shall update the PCEF/PCRF only when there is a change of the H(e)NB local IP address and/or port; 

IV.
If the SGW needs to update the PCEF/PCRF for any other reason than for BBAI, it shall include the current values for H(e)NB local IP@/port  if the UE is  accessing  the network from an H(e)NB.

Discussion: 

Alcatel-Lucent clarified that in this proposal the flag is used in ISR and non-ISR case.

Ericsson commented that current name of a flag is misleading.

The principle of the CR was agreed.

Decision: 

The document was Revised to C4-120892.



C4-120890
New IEs for H(e)NB case in BBAI





23.008
  CR-0364  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-120635)

Decision: 

The document was Agreed.



C4-120891
Updated UE local IP in S2b procedure





29.274
  CR-1186  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120636)

Decision: 

The document was Agreed.



C4-120892
Reporting of H(e)NB local IP address/port





29.274
  CR-1162  rev 2 (Rel-11) v112.0





Source: Alcatel-Lucent

(Replaces C4-120722)

Decision: 

The document was Agreed.



C4-120893
TS 29.839 Protocol Stack





Source: Ericsson 

(Replaces C4-120684)

Decision: 

The document was Revised to C4-120942.



C4-120895
LS on H(e)NB local IP address for Fixed Broadband Access network interworking





Source: Alcatel-Lucent

Abstract: 

CT4 kindly asks SA3 whether the H(e)NB can be considered as trusted when passing the H(e)NB local IP address it received from the SeGW to the core network, or whether the H(e)NB local IP address sent by the H(e)NB to the network after the IPSec tunnel establishment must be verified by the network.

Decision: 

The document was Revised to C4-120933.



C4-120896
Tunnel management procedure





Source: ZTE

(Replaces C4-120682)

Decision: 

The document was Agreed.



C4-120897
The format of the Source_IPv4_NAT_Info attribute





Source: ZTE

(Replaces C4-120683)

Discussion: 

An editor's note shall be added.

Decision: 

The document was Revised to C4-120941.



C4-120933
LS on H(e)NB local IP address for Fixed Broadband Access network interworking





Source: Alcatel-Lucent

(Replaces C4-120895)

Abstract: 

CT4 kindly asks SA3 whether the H(e)NB can be considered as trusted when passing the H(e)NB local IP address it received from the SeGW to the core network, or whether the H(e)NB local IP address sent by the H(e)NB to the network after the IPSec tunnel establishment must be verified by the network.

Decision: 

The document was Approved.



C4-120941
The format of the Source_IPv4_NAT_Info attribute





Source: ZTE

(Replaces C4-120897)

Decision: 

The document was Agreed.



C4-120942
TS 29.839 Protocol Stack





Source: Ericsson 

(Replaces C4-120893)

Decision: 

The document was Agreed.



C4-120943
TR 29.839 v0.2.0





Source: Eriksson
Abstract: 

Agreed as basis for Future work

Discussion: 

TR needs to be available on 27th April 2012 18:00 CET.

Decision: 

The document was Agreed.



6.9
BBF Interworking Building Block II

6.10
BBF Interworking Building Block III

6.11
Single Radio Video Call Continuity

6.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

C4-120607
LS on structure of "IP address/ports and selected codec for the IMS media anchoring" in CS to PS SRVCC





Source: TSG CT WG1

Abstract: 

CT1 discussed stage-3 structure for transporting "The media ports and codec information allocated by IMS" and the "the IP address/ports and selected codec for the IMS media anchoring" mentioned in the 3GPP TS 23.216 subclause 6.4.3.1:

------------------------------------------

...

2.
The MSC Server sends an Session Transfer Notification to IMS, which indicates that IMS should prepare for the transfer of media to PS. IMS allocates media ports in the network for the transfer. The media ports and codec information allocated by IMS are provided to the MSC Server in the response message

...

8.
MSC Server sends CS to PS command to the RAN, possibly via the target MSC, and the RAN send HO command to UE, indicating CS to PS handover. The MSC Server also includes in that message the IP address/ports and selected codec for the IMS media anchoring.

...

------------------------------------------

CT1 agreed that both "The media ports and codec information allocated by IMS" and "the IP address/ports and selected codec for the IMS media anchoring" are described in stage-3 by the ATGW transfer details structure that will be defined in TS 24.237 (see attached CR). 

The size of the ATGW transfer details structure is variable and not expected to be bigger than 19 octets in Release 11. The ATGW transfer details structure contains extension capability and therefore the ATGW transfer details structure can be longer in future releases.

Discussion: 

 The possible impacts for Ig and Ix.

Decision: 

The document was Noted.



C4-120698
New Service Parameters for CS to PS SRVCC 





23.003
  CR-0337  (Rel-11) v11.1.0





Source: Ericsson

Abstract: 

In the procedure CS to PS SRVCC to E-UTRAN or UTRAN(HSPA), the MSC may use DNS to select a MME or a SGSN.

Discussion: 

"x.sv" needs to be changed as "x-sv".

Decision: 

The document was Revised to C4-120849.



C4-120699
CS to PS SRVCC





29.280
  CR-0050  (Rel-11) v11.1.0





Source: Ericsson

Abstract: 

The CS to PS SRVCC procedure is specified for Rel11, and the corresponding functionality across Sv interface needs to be added.

Discussion: 

The current messages names are not aligned with SA2. Alcatel-Lucent commented that we have to inform SA2 that we are using different message names. This CR defines the case from MSC to MME which is not defined in stage 2. There is a conceptional difference between stage 2 and stage 3 and this should be clarified by LS to SA2.

Decision: 

The document was Revised to C4-120850.



C4-120700
Additions for CS to PS SRVCC 





29.274
  CR-1197  (Rel-11) v11.2.0





Source: Ericsson 

Abstract: 

During the CS to PS SRVCC procedure an indication shall be forwarded to the PGW and, if dynamic PCC is deployed, possibly to the PCRF. When the CS to PS SRVCC procedure is performed, appropriate bearer handling shall be applied in the PGW and PCRF may trigger filter modifications.

In addition, the Context Request may be sent for the CS to PS SRVCC procedure.

Discussion: 

The additions are also needed in sections 4.1and 4.2.2.1.

Decision: 

The document was Revised to C4-120851.



C4-120701
Additions for CS to PS SRVCC 





29.060
  CR-0891  (Rel-11) v11.2.0





Source: Ericsson 

Abstract: 

During the CS to PS SRVCC procedure an indication shall be forwarded to the GGSN and, if dynamic PCC is deployed, possibly to the PCRF. When the CS to PS SRVCC procedure is performed, appropriate bearer handling shall be applied in the GGSN and PCRF may trigger filter modifications.

Decision: 

The document was Revised to C4-120928.



C4-120702
DNS procedure for CS to PS SRVCC 





29.303
  CR-0062  (Rel-11) v11.0.0





Source: Ericsson

Abstract: 

In the procedure CS to PS SRVCC to E-UTRAN or UTRAN(HSPA), the MSC may use DNS to select a MME or a SGSN.

Decision: 

The document was Revised to C4-120929.



C4-120771
CS to PS SRVCC capability indicator on Sv





29.280
  CR-0051  (Rel-11) v11.1.0





Source: NEC

Decision: 

The document was Withdrawn.



C4-120799
LS on notification of IP/Ports and codec for rSRVCC





Source: TSG RAN WG3

Abstract: 

RAN3 has discussed the solution of notifying IP/ports and codec allocated by ATCF to UE for rSRVCC.

Two solutions were discussed as R3-120560 in the attachment:

1)
Based on the Relocation Command message sent by the MSC to the SRNC and then on the SRNC sending the IP/Ports and codec to the UE via Handover Command message 

2)
Via the SRVCC from CS to PS Request message on Sv interface to transfer the IP/Ports and codec from the MSC to SGSN/MME. SGSN/MME then transfers the information to the target eNB/RNC, then back to the SRNC through relocation messages within the container. Finally the UE can achieve IP/Ports and codec from Handover Command message.

While solution 1 would change the rule that RNC does not modify the Target to Source Transparent container, solution 2 would impact the target eNB/RNC by modifying the Target to Source Transparent container. Solution 2 would need to introduce the dependency between Session Transfer Notification message and CS to PS Request message over Sv interface in TS 23.216.

Decision: 

The document was Noted.



C4-120811
LS response on notification of IP/Ports and codec for rSRVCC





Source: Huawei

Abstract: 

Regarding two solutions to transfer the IP/Ports and codec to the UE, CT4 understand that it is no problem to include the information in SRVCC CS to PS Request message on Sv interface from the MSC to SGSN/MME.

While which solution shall be selected is a decision that falls outside CT4 responsibility, CT4 would like to leave the discussion and decision to RAN3 and SA2.

Discussion: 

It was seen that LS is not needed. CT4 agreed to wait SA2 decision for original RAN3 LS.

Decision: 

The document was Noted.



C4-120849
New Service Parameters for CS to PS SRVCC 





23.003
  CR-0337  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120698)

Decision: 

The document was Agreed.



C4-120850
CS to PS SRVCC





29.280
  CR-0050  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120699)

Discussion: 

The table needs to be updated because of mis-implemented CR.

Decision: 

The document was Revised to C4-120947.



C4-120851
Additions for CS to PS SRVCC 





29.274
  CR-1197  rev 1 (Rel-11) v11.2.0





Source: Ericsson 

(Replaces C4-120700)

Decision: 

The document was Revised to C4-120945.



C4-120873
LS on Reverse SRVCC





Source: Ericsson

Decision: 

The document was Approved.



C4-120928
Additions for CS to PS SRVCC 





29.060
  CR-0891  rev 1 (Rel-11) v11.2.0





Source: Ericsson 

(Replaces C4-120701)

Decision: 

The document was Agreed.



C4-120929
DNS procedure for CS to PS SRVCC 





29.303
  CR-0062  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-120702)

Abstract: 

In the procedure CS to PS SRVCC to E-UTRAN or UTRAN(HSPA), the MSC may use DNS to select a MME or a SGSN.

Decision: 

The document was Revised to C4-120946.



C4-120945
Additions for CS to PS SRVCC 





29.274
  CR-1197  rev 2 (Rel-11) v11.2.0





Source: Ericsson 

(Replaces C4-120851)

Decision: 

The document was Agreed.



C4-120946
DNS procedure for CS to PS SRVCC 





29.303
  CR-0062  rev 2 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-120929)

Decision: 

The document was Agreed.



C4-120947
CS to PS SRVCC





29.280
  CR-0050  rev 2 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120850)

Decision: 

The document was Agreed.



6.13
System Improvements to Machine-Type Communication

C4-120606
LS on M2M Dual Priority





Source: TSG CT WG1

Discussion: 

CT4 is waiting input from SA2 to see the need to add this to SIMTC later.

Decision: 

The document was Noted.



6.13.1
SIMTC CS aspects

6.13.2
Reach ability Aspects of SIMTC

C4-120645
TS 29.abx Skeleton





Source: Huawei

Decision: 

The document was Withdrawn.



C4-120646
TS 29.abx Scope





Source: Huawei

Decision: 

The document was Withdrawn.



C4-120686
Discussion on SIMTC status





Source: Ericsson 

Discussion: 

Missing interfaces in section 2 and 6.

PS-only preferred" shall be changed to "PS-only enabled".

Decision: 

The document was Noted.



C4-120687
MTC External Identifier





23.003
  CR-0320  rev 1 (Rel-11) v11.1.0





Source: Ericsson 

(Replaces C4-120268)

Decision: 

The document was Revised to C4-120833.



C4-120688
TS Skeleton for T4 interface  





Source: Ericsson 

Decision: 

The document was Withdrawn.



C4-120704
Skeleton for S6m TS





Source: Ericsson

Decision: 

The document was Revised to C4-120834.



C4-120705
Scope of S6m TS





Source: Ericsson

Decision: 

The document was Revised to C4-120835.



C4-120706
Diameter Aspects of S6m TS





Source: Ericsson

Decision: 

The document was Revised to C4-120836.



C4-120755
TS 29.nnn Diameter protocols for SMS Scope





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-120840.



C4-120768
Stage 3 for System Improvements to Machine-Type Communications





Source: Ericsson

Discussion: 

29.nnn Title needs to be revised to be more generic.

Changes over changes. Updated according to the latest from CT1.

Decision: 

The document was Revised to C4-120832.



C4-120774
Procedures for S6m TS





Source: Ericsson

Decision: 

The document was Revised to C4-120837.



C4-120812
Protocol Selection for T4 Reference Point





Source: Huawei

Abstract: 

A new reference point as T4 is defined in the TS 23.682 for communications with packet data networks and applications. T4 is used by MTC-IWF to route device trigger to the SMS-SC in the HPLMN. Protocol to implement this reference point is to be decided.

Discussion: 

Acision requested clarification that what are the criteria to select the protocol?

CT4 agreed as a working assumption to start with Diameter.

Companies in favour of SMPP are requested to bring a clear description on how to transfer and use SMPP in 3GPP.

Decision: 

The document was Noted.



C4-120813
TS 29.xyz Skeleton for T4





Source: Huawei

Decision: 

The document was Agreed.



C4-120832
Stage 3 for System Improvements to Machine-Type Communications





Source: Ericsson

(Replaces C4-120768)

Decision: 

The document was Revised to C4-120930.



C4-120833
MTC External Identifier





23.003
  CR-0320  rev 2 (Rel-11) v11.1.0





Source: Ericsson 

(Replaces C4-120687)

Discussion: 

Some more deletion and modifications needed in chapter 9.x.2.

Decision: 

The document was Revised to C4-120955.



C4-120834
Skeleton for S6m TS





Source: Ericsson

(Replaces C4-120704)

Decision: 

The document was Agreed.



C4-120835
Scope of S6m TS





Source: Ericsson

(Replaces C4-120705)

Discussion: 

The figure should be reduced and only those interfaces should be shown which are affected.

Decision: 

The document was Revised to C4-120948.



C4-120836
Diameter Aspects of S6m TS





Source: Ericsson

(Replaces C4-120706)

Decision: 

The document was Agreed.



C4-120837
Procedures for S6m TS





Source: Ericsson

(Replaces C4-120774)

Discussion: 

An editor's note need to be added.

Decision: 

The document was Revised to C4-120949.



C4-120840
TS 29.nnn Diameter protocols for SMS Scope





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120755)

Decision: 

The document was Agreed.



C4-120930
Stage 3 for System Improvements to Machine-Type Communications





Source: Ericsson

(Replaces C4-120832)

Discussion: 

CT1 has made some changes on CT1 area. Needs to be revised but no impacts for CT4.

Decision: 

The document was Revised to C4-120957.



C4-120948
Scope of S6m TS





Source: Ericsson

(Replaces C4-120835)

Decision: 

The document was Agreed.



C4-120949
Procedures for S6m TS





Source: Ericsson

(Replaces C4-120837)

Decision: 

The document was Agreed.



C4-120950
NEW TS on S6m





Source: Ericsson

Decision: 

The document was Agreed.



C4-120955
MTC External Identifier





23.003
  CR-0320  rev 3 (Rel-11) v11.1.0





Source: Ericsson, Orange, Telecom Italia

(Replaces C4-120833)

Decision: 

The document was Agreed.



C4-120957
Stage 3 for System Improvements to Machine-Type Communications





Source: Ericsson

(Replaces C4-120930)

Decision: 

The document was Endorsed.



6.13.3
SMS Aspects of SIMTC

C4-120637
Discussion on Relationship of Transfer of SM option and PS Only Service Provision





Source: Huawei

Decision: 

The document was Noted.



C4-120638
PS-only Service Provision and SMS in MME





23.008
  CR-0365  (Rel-11) v11.3.0





Source: Huawei

Discussion: 

Need answers back from SA2. See output LS C4-120838.

Decision: 

The document was Postponed.



C4-120639
MME Number for SMS in MME





23.003
  CR-0335  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Postponed.



C4-120640
PS-only Service Provision and SMS in MME





29.272
  CR-0414  (Rel-11) v11.2.0





Source: Huawei, Alcatel-Lucent, Verizon Wireless

Discussion: 

Use this CR as the basis for future work.

Decision: 

The document was Postponed.



C4-120641
PS-only Service Provision and SMS in MME





29.002
  CR-1077  (Rel-11) v11.2.0





Source: Huawei

Discussion: 

Use this CR as the basis for future work.

Equivalent MAP linked CR to C4-120640.

Decision: 

The document was Postponed.



C4-120642
PS-only Service Provision and SMS in MME





29.305
  CR-0029  (Rel-11) v11.1.0





Source: Huawei

Discussion: 

B 

Use this CR as the basis for future work.

Decision: 

The document was Postponed.



C4-120643
PS-only Service Provision and SMS in MME





29.230
  CR-0293  (Rel-11) v11.2.0





Source: Huawei

Discussion: 

Use this CR as the basis for future work.

Decision: 

The document was Postponed.



C4-120644
Ready for SM in MME





29.272
  CR-0415  (Rel-11) v11.2.0





Source: Huawei, Alcatel-Lucent, Verizon Wireless

Discussion: 

Use this CR as the basis for future work. 

May need to update according to CT1 CRs

Decision: 

The document was Postponed.



C4-120754
TS 29.nnn Diameter protocols for SMS Skeleton





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-120839.



C4-120756
TS 29.nnn  procedures for E interface 





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-120841.



C4-120757
Routing considerations for E interface for SMS in MME





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Noted.



C4-120758
Interworking use cases for SMS in MME 





Source: Alcatel-Lucent, 

Discussion: 

IWF cases need more investigation.

Decision: 

The document was Noted.



C4-120759
Interface naming for SMS in MME architecture  





Source: Alcatel-Lucent, 

Decision: 

The document was Revised to C4-120842.



C4-120760
SMS in MME  IWF general





29.305
  CR-0030  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Verizon Wireless, Huawei

Decision: 

The document was Revised to C4-120922.



C4-120775
SMPP for T4 (and Tsp) reference point





Source: Acision

Abstract: 

CT4 is investigating options for the T4 protocol.

This contribution proposes to consider the Short Message Peer to Peer Protocol (SMPP) as a candidate for the T4 (as well as for the Tsp) reference point. This protocol is widely used in the industry on the Tsms reference point and has most of the required functionality for MTC readily available.

SMPP was developed and maintained for many years by the SMSForum in which most major messaging companies participated. The forum ceased operation in 2007 mainly because the maintained protocols had been stable for many years. There are no restrictions or cost involved with the use of this protocol. 

One of the main benefits of adopting this protocol would be fast acceptance and availability as it is well known by application developers and widely implemented on SMS-SC's and SMS routers.

Use of SMPP on T4 [and Tsp] supports most of the features required by SIMTC. As the protocol is already widely used in the industry by (MTC) applications and mature, high performance implementations are widely available while only few updates are required for MTC, selecting SMPP would facilitate rapid acceptance and implementation.

Discussion: 

Ownership transfer needs to be clarified.

How to deal with a subset of the protocol, 3GPP might not need the whole capabilities of the protocol.

Alcatel-Lucent prefers SMPP under the condition  on transfer of the protocol ownership.

Huawei prefers diameter, Huawei does not see the benefit in transferring the protocol, due to the fact that diameter support is any how needed for the e-Interface (diameter based) 

Ericsson commented that by default there is a tendency to use Diameter, for diameter we have more experience. From a deployment perspective we should analyse SMPP

Deutche Telecom commented that SMPP would be one more protocol to be maintained in the network.

Orange would like to know which information is used for Routing capabilities ?  Acision clarified that TCP based.

China Mobile commented that SMPP is currently in use and he would prefer to be able to continue using it.

Decision: 

The document was Noted.



C4-120783
Diameter Commands for the C interface





Source: Alcatel-Lucent, Verizon Wireless

Discussion: 

More analysis needed before deciding on using Sh as basis.

Decision: 

The document was Noted.



C4-120838
LS on SMS in MME and PS Only





Source: Ericsson

Abstract: 

CT4 kindly asks SA2 to answer the above questions and provide any further updates regarding this work task.

CT4 kindly asks SA2 to consider having a joint session with CT4 and CT1 on these issues at the May meetings.

Decision: 

The document was Revised to C4-120934.



C4-120839
TS 29.nnn Diameter protocols for SMS Skeleton





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120754)

Decision: 

The document was Agreed.



C4-120841
TS 29.nnn  procedures for E interface 





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120756)

Decision: 

The document was Agreed.



C4-120842
LS on Interface naming for the SMS in MME architecture





Source: Alcatel-Lucent, 

(Replaces C4-120759)

Decision: 

The document was Revised to C4-120932.



C4-120922
SMS in MME  IWF general





29.305
  CR-0030  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Verizon Wireless, Huawei

(Replaces C4-120760)

Decision: 

The document was Agreed.



C4-120932
LS on Interface naming for the SMS in MME architecture





Source: Alcatel-Lucent, 

(Replaces C4-120842)

Decision: 

The document was Approved.



C4-120934
LS on SMS in MME and PS Only





Source: Ericsson

(Replaces C4-120838)

Decision: 

The document was Revised to C4-120951.



C4-120951
LS on SMS in MME and PS Only





Source: Ericsson

(Replaces C4-120934)

Decision: 

The document was Approved.



C4-120952
TS 29.abc v0.1.0 on Diameter protocols for SMS.





Source: Alcatel-Lucent

Discussion: 

Reportteur of this specification is Jean-Jacques Trottin from Alcatel-Lucent

Decision: 

The document was Agreed.



6.14
LOcation-Based Selection of gaTEways foR WLAN

C4-120801
PDN GW selection for S2c during tunnel establishment





29.273
  CR-0273  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Revised to C4-120919.



C4-120919
PDN GW selection for S2c during tunnel establishment





29.273
  CR-0273  rev 1 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120801)

Discussion: 

The correct format of the note is needed.

Decision: 

The document was Revised to C4-120953.



C4-120953
PDN GW selection for S2c during tunnel establishment





29.273
  CR-0273  rev 2 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120919)

Decision: 

The document was Agreed.



6.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC

C4-120611
LS on the status of 3gpp Rel11 Stage 2 work on SaMOG_WLAN 





Source: TSG SA WG2

Abstract: 

After the 3GPP-BBF workshop held in November 2011 in San Francisco, 3GPP SA WG2 has agreed to its stage 2 specifications on SaMOG_WLAN WID whose main objectives are as follows: 

•
Enabling GTPv2 and PMIPv6 based S2a access to EPC through WLAN access. 

•
Specifying solution based on no impact to the UE. While the internal implementation of WLAN AN is out of this work item’s scope, the necessary prerequisites regarding the WLAN AN functionality for trusted WLAN access to EPC are listed in the specification as part of this work . 

 A list of the associated CRs is attached for your information.

Final approved version of the CR(s) will be implemented in the following specifications after the 3GPP SA#55 (March 5 – 7, 2012) plenary and can be found at the following location:

(http://www.3gpp.org/ftp/Specs/html-info/23-series.htm):

•
TS 23.402

Stage 3 specification work is on-going and 3GPP will notify BBF when this work is completed.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-120647
S6b procedures for GTP based S2a





29.273
  CR-0264  (Rel-11) v11.1.0





Source: Huawei, Alcatel-Lucent, Juniper Network,  Ericsson, Cisco

Abstract: 

S6b procedures for GTP based S2a need to be align with SA2 agreements.

Decision: 

The document was Agreed.



C4-120725
STa & SWd procedures for GTP S2a & Trusted WLAN access





29.273
  CR-0268  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Ericsson, ZTE, Juniper Networks, Nokia Siemens Networks, Cisco

Abstract: 

STa & SWd procedures need to be extended to: 

-
support GTP based S2a;

-
allow the 3GPP AAA server to signal to the TWAN, when the user is successfully authenticated, whether access to EPC is allowed or not.

Discussion: 

S2a access shall be added. Also some minor changes in the proposed text are needed.

Static PGW case need further study if some changes are needed or not.

Decision: 

The document was Revised to C4-120824.



C4-120726
LS on EPC-routed access & Non-seamless offload Authorization





Source: Alcatel-Lucent

Discussion: 

Question 3 was modified.

Decision: 

The document was Revised to C4-120825.



C4-120733
S2a related changes when Trusted WLAN Access is used





29.275
  CR-0240  (Rel-11) v11.2.0





Source: Cisco

Abstract: 

PMIPv6 based S2a related procedures need to be extended for supporting Trusted WLAN Access network.

Discussion: 

The new clause shall be added for clarification in section 9..

Decision: 

The document was Revised to C4-120880.



C4-120742
Default APN  for 'Trusted WLAN access'





29.273
  CR-0269  (Rel-11) v11.1.0





Source: Juniper Networks, Alcatel-Lucent, Huawei, Ericsson

Abstract: 

According to Clause 16 in TS 23.402, the TWAN receives from the HSS/AAA   the default APN to access EPC when the UE is allowed such access:

In addition to STa reference point features specified for any non-3GPP IP access network, STa reference point specification is enhanced with the following features for the support of EPC access through S2a over Trusted WLAN:

A way for the AAA server to provide the TWAN with following information:

-
As for any Trusted Non-3GPP Access, when the UE is allowed to access EPC via TWAN, the default APN to be associated with the user for EPC access; the TWAN uses it to establish the PDN connection with the PDN GW in the absence of UE signalling of the APN it desires to reach over the Trusted WLAN. Based on the HPLMN operator configuration the HSS may provide the 3GPP AAA server with a default APN different from the 3GPP access default APN;

Discussion: 

Cisco is added as a source company. It was commented before on CT4 reflector and clarified in the meeting that the changes are needed also in TS 29.230.

Changes over changed need to be removed.

Decision: 

The document was Revised to C4-120826.



C4-120743
Informing Serving SSID to the AAA Server





29.273
  CR-0270  (Rel-11) v11.1.0





Source: Juniper Networks, Alcatel-Lucent, Ericsson, ZTE

Abstract: 

According to Clause 16 of TS 23.402, the 3GPP AAA server may take into account the SSID selected by the user when deciding whether to  authorize the UE to access the network: 

In addition to STa reference point features specified for any non-3GPP IP access network, STa reference point specification is enhanced with the following features for the support of EPC access through S2a over Trusted WLAN:

-
A way for the TWAN to provide the AAA server with following information:

-
The SSID selected by the UE to access the TWAN.

The HSS/AAA decision to allow EPC access or not could be based on information elements such as subscriber profile, access network, and/or SSID selected.

Besides, per Annex F of TS 23.402, the same SSID can be used for non-seamless offload for a subscriber and for EPC access for another subscriber: 

"WLAN networks may also be deployed such that the same SSID in a WLAN Access Point provides different type of network access to different users attached to this Access Point. For example, a given SSID <ssid_x> may provide EPC-routed access for subscriber A and non-seamless WLAN offload for subscriber B."

This requires:

-
the selected SSID to be transferred from the TWAN to AAA server.

-
SSID-based authorization information to be downloaded from the HSS to the AAA server along with subscription profile.

Additionally, the 802.11 networks use SSID as the identifier in WLAN network. The 802.11u networks use HESSID as the identifier. The HESSID can be used in conjunction with SSID as defined IEEE Std 802.11u-2011.

Discussion: 

It was agreed the keep changes "Trust Relationship Indication" description open and check possible impacts before the next meeting.

Content of C4-120817 shall be added in this CR.

Decision: 

The document was Revised to C4-120828.



C4-120744
Transmission of IPv4 Subnet Prefix Length and IPv4 Default Router Address from PGW to TWAG





Source: Juniper Networks, Alcatel Lucent, Orange

Abstract: 

This paper discusses the requirements for a Trusted WLAN Access Gateway (TWAG) to provide a UE with an IPv4 subnet prefix length as well as default router IPv4 address, the constraints that exist on these parameters with respect to each other and to IPv4 addresses of other nodes. The paper then presents three methods by which the TWAG can obtain these parameters, analyzes how they can satisfy the existing constraints, and recommend the choice of one method where the parameters are obtained from the PGW via signaling.

In light of the discussion paper, it is proposed to agree in principle to choose the signaling approach and thus to add the IPv4 subnet prefix and default router information to signaling from the PGW to the TWAG in case of initial attach based on GTPv2 (The IPv4 support for PMIPv6 already includes the necessary fields). 

To that effect, a Change Request to TS 29.274 v11.1.0 (CR1234 in C4-12abcd) has been contributed by Juniper Networks to CT4#56bis.

Decision: 

The document was Noted.



C4-120745
Addition of Subnet Mask and Default Router Address in Create Session Response for Trusted WLAN Access over S2a





29.274
  CR-1201  (Rel-11) v11.2.0





Source: Juniper Networks, Alcatel-Lucent, Cisco, Orange

Abstract: 

When the UE attaches to EPC via S2a over Trusted WLAN Access it uses the DHCP protocol to dynamically obtain an IPv4 address. Since WLAN is a shared media link layer technology, for complete IP configuration the UE also needs to obtain an IPv4 subnet mask as well as the IPv4 address of the default router to use to reach off-link destinations. 

While the PMIP based S2a interfaces defined in TS 29.275 already encodes in the Proxy Binding Acknowledgment message both the IPv4 prefix length (in the IPv4 Home Address Reply option) and the IPv4 address for the default router (in the IPv4 Default-Router Address option), the GTPv2 specification currently defines no IE to transport such an information from the PGW to the TWAG in the Create Session Response message.

Discussion: 

Cisco proposed to have definition of the message but not in the definition of the parameter.

Nokia Siemens Networks also commented that the text should not be duplicated in the specification.

Decision: 

The document was Revised to C4-120881.



C4-120746
Clarifying the use of Default Router Address Option in case of Trusted WLAN access





29.275
  CR-0241  (Rel-11) v11.2.0





Source: Juniper Networks

Decision: 

The document was Revised to C4-120809.



C4-120787
Avoiding registration of PDN-GW identity for TWAN





29.273
  CR-0271  (Rel-11) v11.1.0





Source: Nokia Siemens Networks, Alcatel-Lucent

Abstract: 

It is recommended that the default APN for TWAN is different from any APN that the UE may use on the 3GPP side. When the default APN for TWAN may be used on other access technologies, the PDN GW identity provided by the AAA server to HSS could be different from and overwrite the PDN GW identity provided to HSS for the same APN by the MME/SGSN or by another PDN GW. Therefore, to avoid interfering with the PDN Connections over other access technologies, the HSS should not be updated with the selected PDN GW identity for Trusted WLAN access when the default APN for TWAN may be used on other access technologies.

Discussion: 

It was agreed to remove note 2. Also "in case of" is replaced with "for" in the last chapter.

Decision: 

The document was Revised to C4-120829.



C4-120788
Indication of trust relationship





29.275
  CR-0243  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Abstract: 

When the UE attaches to EPC via S2a over Trusted WLAN, the UE will use the default GW address and subnet information in a different way than they are used over Untrusted WLAN networks as in the Trusted WLAN case shared medium is assumed by the UE. Therefore e.g. the PDN GW in the Trusted WLAN case shall send a default GW address within the indicated subnet as described in 29.275 CR#0241 (C4-120746), and the PDN GW should take into account that the broadcast address within the subnet should not be assigned to another UE. As the PDN GW address assignment and subnet mask setting requirement for Trusted and Untrusted WLANs are different, the TWAN needs to inform the PDN-GW about the trust relationship of the access network.

Discussion: 

Ericsson commented that it is not clear why the new indication is needed.

Juniper Networks challenged that PGW can access as it wants in case of other accesses.

CT4 concluded that there is no support for this CR. The common understanding is that Trust indication is not needed.

Decision: 

The document was Withdrawn.



C4-120789
Indication of trust relationship





29.274
  CR-1206  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120803
Reuse of IETF 802.11 attributes





29.273
  CR-0274  (Rel-11) v11.1.0





Source: Amdocs

Decision: 

The document was Revised to C4-120817.



C4-120805
Adding indicator of trust relationship





29.282
  CR-0018  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120809
Clarifying the use of Default Router Address Option in case of Trusted WLAN access





29.275
  CR-0241  rev 1 (Rel-11) v11.2.0





Source: Juniper Networks, Cisco

(Replaces C4-120746)

Abstract: 

When the UE attaches to EPC via S2a over Trusted WLAN Access it uses the DHCP protocol to dynamically obtain an IPv4 address. Since WLAN is a shared media link layer technology, for complete IP configuration the UE also needs to obtain an IPv4 address of the default router to use to reach off-link destinations.

Discussion: 

Ericsson and Oranges hall be added as a supporting company.

Category needs to be changed as B.

Decision: 

The document was Revised to C4-120882.



C4-120817
Reuse of IETF 802.11 attributes





29.273
  CR-0274  rev 1 (Rel-11) v11.1.0





Source: Amdocs, Cisco, Nokia Siemens Networks, Orange

(Replaces C4-120803)

Abstract: 

The SaMOG WLAN Stage 2 requires the TWAN to provide the selected SSID to the 3GPP AAA server in order for it to determine whether to allow EPC access or not. 

In 802.11u networks the SSID is used in conjunction with the HESSID to identify the WLAN network. GSMA (SP-120003) has asked SA-Plenary to add 802.11u in all WLAN specific specifications so the HESSID information element should also be included in this work item.

The WLAN identifiers (SSID and HESSID) need to be added to the Trusted non-3GPP Access and Authorization Requests on the STa and SWd reference points to satisfy the stage 2 requirements.

The IETF draft (draft-ietf-radext-ieee802ext-01) maps the SSID and HESSID information elements defined by the IEEE in 802.11u-2011 to RADIUS and Diameter attributes such that they can be re-used on WLAN AAA reference points across SDOs without translation. This IETF draft has been adopted as a RADEXT working group document under their current charter and the group intends to progress it on an expedited track.

Discussion: 

Ericsson would like to have clarification when IETF draft is stabile. If it takes too long we should allocate our own AVP codes.

Principle agreed. The content is merged into C4-120828 (revision of C4-120743).

Decision: 

The document was Noted.



C4-120824
STa & SWd procedures for GTP S2a & Trusted WLAN access





29.273
  CR-0268  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Ericsson, ZTE, Juniper Networks, Nokia Siemens Networks, Cisco

(Replaces C4-120725)

Decision: 

The document was Revised to C4-120940.



C4-120825
LS on EPC-routed access & Non-seamless offload Authorization





Source: Alcatel-Lucent

(Replaces C4-120726)

Decision: 

The document was Approved.



C4-120826
Default APN  for 'Trusted WLAN access'





29.273
  CR-0269  rev 1 (Rel-11) v11.1.0





Source: Juniper Networks, Alcatel-Lucent, Huawei, Ericsson, Cisco, Amdocs, Nokia Siemens Networks

(Replaces C4-120742)

Decision: 

The document was Agreed.



C4-120827
Default APN  for 'Trusted WLAN access'





29.230
  CR-0294  (Rel-11) v11.2.0





Source: Juniper Networks, Alcatel-Lucent, Huawei, Ericsson, Cisco, Amdocs, Nokia Siemens networks

Decision: 

The document was Agreed.



C4-120828
Informing Serving SSID to the AAA Server





29.273
  CR-0270  rev 1 (Rel-11) v11.1.0





Source: Juniper Networks, Alcatel-Lucent, Ericsson, ZTE, Cisco, Amdocs, Nokia Siemens Networks, Orange

(Replaces C4-120743)

Decision: 

The document was Agreed.



C4-120829
Avoiding registration of PDN-GW identity for TWAN





29.273
  CR-0271  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks, Alcatel-Lucent

(Replaces C4-120787)

Discussion: 

Orange commented that the default IE shall be documented in TS 23.008. CR shall be provided in CT4#57.

Decision: 

The document was Agreed.



C4-120880
S2a related changes when Trusted WLAN Access is used





29.275
  CR-0240  rev 1 (Rel-11) v11.2.0





Source: Cisco

(Replaces C4-120733)

Decision: 

The document was Agreed.



C4-120881
Addition of Subnet Mask and Default Router Address in Create Session Response for Trusted WLAN Access over S2a





29.274
  CR-1201  rev 1 (Rel-11) v11.2.0





Source: Juniper Networks, Alcatel-Lucent, Cisco, Orange

(Replaces C4-120745)

Decision: 

The document was Agreed.



C4-120882
Clarifying the use of Default Router Address Option in case of Trusted WLAN access





29.275
  CR-0241  rev 2 (Rel-11) v11.2.0





Source: Juniper Networks, Cisco, Ericsson, Orange

(Replaces C4-120809)

Decision: 

The document was Agreed.



C4-120940
STa & SWd procedures for GTP S2a & Trusted WLAN access





29.273
  CR-0268  rev 2 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Ericsson, ZTE, Juniper Networks, Nokia Siemens Networks, Cisco

(Replaces C4-120824)

Decision: 

The document was Revised to C4-120954.



C4-120954
STa & SWd procedures for GTP S2a & Trusted WLAN access





29.273
  CR-0268  rev 3 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Ericsson, ZTE, Juniper Networks, Nokia Siemens Networks, Cisco

(Replaces C4-120940)

Decision: 

The document was Agreed.



6.16
GBA extension St3

C4-120721
GBA_Digest over Zn





29.109
  CR-0078  (Rel-11) v11.0.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was Revised to C4-120920.



C4-120920
GBA_Digest over Zn





29.109
  CR-0078  rev 1 (Rel-11) v11.0.0





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces C4-120721)

Decision: 

The document was Agreed.



6.17
Enhancement of the Protocols for SMS over SGs

C4-120715
Justification for Diameter C





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120716
Justification for Diameter D





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120717
MSC-VLR-Light





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120718
Various Corrections





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120761
TR 29.818 Recommendations





Source: Alcatel-Lucent, Verizon Wireless

Discussion: 

CT4 agreed to stop the work on the TR and the WID. There is an alternative way of covering the requirement. With SMS support in MME. Reporting/request to plenary to close the WID.

Decision: 

The document was Withdrawn.



6.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority

C4-120772
Multimedia Priority Control of Media Gateway resources





23.334
  CR-0015  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-120862.



C4-120773
Multimedia Priority Control of Media Gateway resources





23.333
  CR-0052  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Revised to C4-120863.



C4-120796
Additional Changes for Support of Multimedia Priority Service (MPS) over Iq Interface





23.334
  CR-0016  (Rel-11) v11.0.0





Source: Applied Communication Sciences, National Communica

Discussion: 

Merged into C4-120956.

Decision: 

The document was Withdrawn.



C4-120797
Support of Multimedia Priority Service (MPS) over Mp Interface





23.333
  CR-0053  (Rel-11) v..





Source: Applied Communication Sciences, National Communica

Decision: 

The document was Postponed.



C4-120862
Multimedia Priority Control of Media Gateway resources





23.334
  CR-0015  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-120772)

Abstract: 

Some of the high level requirements are unclear and need clarification. The MPS handling needs to be coordinated at node level, only the IMS-ALG can manage the call control procedures. The IMS-AGW priority handling needs to be more explicitly described rather than "apply appropriate priority handling". The use of an explicit Priority indication to the IMS-AGW cannot be mandated since existing pre-rel-11 methods exists to fulfil the top level requirements and the use of this explicit priority indication needs to be specified to enable the IMS-ALG to determine when to include it in requests to the IMS-AGW. For example if the IMS-ALG is aware that the IMS-AGW is congested the MGW does not reserve resources for Priority calls there is no value in the IMS-ALG requesting a Context from this IMS-AGW, especially if another IMS-AGW is available which is not reported to be congested.

Use cases for supporting the high level requirements need to be added.

Discussion: 

There was no compromise to agree CR as it stays.

Offline discussion is needed.

Decision: 

The document was Revised to C4-120871.



C4-120863
Multimedia Priority Control of Media Gateway resources





23.333
  CR-0052  rev 1 (Rel-11) v..





Source: Ericsson

(Replaces C4-120773)

Decision: 

The document was Postponed.



C4-120871
Multimedia Priority Control of Media Gateway resources





23.334
  CR-0015  rev 2 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-120862)

Decision: 

The document was Revised to C4-120956.



C4-120956
Multimedia Priority Control of Media Gateway resources





23.334
  CR-0015  rev 3 (Rel-11) v11.0.0





Source: Ericsson, Applied Communication Sciences, National Communica

(Replaces C4-120871)

Decision: 

The document was Agreed.



6.19
Service Identification for RRC Improvements in GERAN

C4-120608
Response to LS on Service Identifiers for SIRIG





Source: TSG GERAN

Abstract: 

Regarding CT4 questions,

1.
The transport of how many different service identifiers will need to be supported?

GERAN response to question 1: It is assumed that up to 256 service identifiers per operator is considered to be sufficient. GERAN2 would like to leave this discussion and decision to CT4.

2.
Does TSG GERAN intend to standardise the services to be identified, or should service definition be up to operator policy, or does GERAN intend to standardise some services but allow for additional services to be defined by operators?

As per the approved building block under responsibility of GERAN2 and GERAN2 Terms of Reference, GERAN2 is not expected to standardize any services to be identified. Whether or not service definition should be up to operator policy is a decision that falls outside GERAN2 responsibility.

Decision: 

The document was Noted.



C4-120662
Introduction of SIRIG





23.060 v..





Source: Huawei, Alcatel-Lucent

Decision: 

The document was Noted.



C4-120703
Providing SCI to RAN per Serving PLMN ID





Source: Ericsson

Abstract: 

WIDs for Service Identification for RRC Improvements in GERAN (SIRIG) were approved by TSG CT and TSG GERAN in [1] and [2] for Release 11.

This work is aiming for improving the Radio Resources Management (RRM) for PS traffic in GERAN by taking use of the information about the application(s)/service(s) currently used by the end user. Such application/service information is already available in the Core Network, either in PGW when it has application detection function by inspecting the payload packets or in a standalone Traffic Detection Function (TDF). So it is viable to pass such service information, namely Service Class Indicator (SCI) from PGW/GGSN/TDF to the GERAN network for the SIRIG purpose. 

Due to diversity of offered services from different operators, diversity of possible improvements on radio resource management in GERAN from different vendors, it is impossible and not scalable to standardize the semantic of values of SCI. 

So how should GERAN interpret the SCI received from the Core Network? 

This document discusses possible solutions.

The PGW/GGSN is the network entity that is most impacted by SIRIG solution, i.e. mark the SCI at the beginning of user plane path, and based on the existing 3GPP requirements, the PGW/GGSN is also the entity to perform QoS/Charing enforcement, where Serving PLMN is already one of input; and it is also the entity to handle roaming scenarios, therefore it is more efficient to let PGW/GGSN provide SCI to the GERAN in accordance with the semantics used in the Serving PLMN.

Decision: 

The document was Noted.



C4-120727
Minutes of the CT4 conference call on SIRIG





Source: Alcatel-Lucent

Abstract: 

In a joint CT4 & CT3 meeting it was agreed in principle that a GTP-U header extension, and additionally DSCP marking in the standalone TDF and PMIP cases, will be used for transporting service class identifications towards GERAN. An SGSN will always receive the service class identifier within a GTP-U header extension. The GTP-U header extension will be created in the S-GW for the case of PMIP based S5/S8 interface and otherwise in the P-GW/PCEF, based on incoming DSCP (unless the PCEF has an integrated TDF). It is still open what kind of control is needed from PCRF. Two separate conference call series will be held to discuss, and agree as much as possible on, the open issues before the next meetings and to produce a contribution / report to SA2: CT4 oriented conference call(s) on the bearer level solution (GTP-U and DSCP usage, argumentation for working assumptions to be presented to SA2) coordinated by Bruno Landais (Alcatel Lucent) and CT3 oriented conference call(s) on PCRF issues coordinated by Qiao Weihua / Huawei. The intention is to have detailed summary of our discussion and on a solution and proposal on changes on impacts to specifications in the area of SA2 specifications send out from next CT3/CT4 meeting in April.

Decision: 

The document was Noted.



C4-120728
New Service Class Indicator GTP-U extension header





29.281
  CR-0055  (Rel-11) v11.2.0





Source: China Mobile, Alcatel-Lucent, Huawei

Decision: 

The document was Noted.



C4-120729
Proposed CR on TS 23.251 for SIRIG support in shared networks





Source: Alcatel-Lucent

Abstract: 

CT4 has been tasked by CT plenary and SA2 to provide stage 2 proposals related to SIRIG to SA2.

CT4 is requested to review and endorse the attached CR against TS 23.251.

It is proposed that CT4 sends this CR proposal together with other SIRIG related proposals to SA2.

Discussion: 

The first editors note shall be removed.

Decision: 

The document was Revised to C4-120902.



C4-120784
Future proof SIRIG design





Source: Vodafone

Abstract: 

Observations

Many scenarios shown; more exist (e.g. GWCN, pooling); and new ones may appear and become relevant.

In real operation, many of the preceding scenarios will be combined.

In some scenarios the SGSN but not the S-GW is on the user plane, in others the S-GW but not the SGSN is on the user plane  any user plane processing at this level will need implementation on both SGSN and S-GW

Opinions

(to preserve low latency and limit processor load) the GTP-S-GW (and 3G-SGSN) should aim to avoid ‘GTP-U header manipulation’, especially if different subscribers need different treatment.

PMIP-S-GW is more akin to a P-GW (e.g. data flow splitting for downlink dedicated bearers) so insertion of new GTP-U header not a significant extra issue on PMIP-S-GW.

2G-SGSN is low throughput per device and has lots of other per-packet processing to do.

Solution 1: preferred Solution

•
MNC, MCC and SCI inserted in GTP-U header at GGSN/P-GW (or PMIP-SGW). MNC and MCC are the PLMN ID of the GGSN/P-GW operator.

•
GGSN/P-GW typically (but “optionally”) configured with list of SGSN-operator IDs to whom the SCI is (not) sent.

•
SCI+PLMN-ID transparently transferred by SGSN and/or S-GW to xRAN.

•
x-RAN configured with list of PLMNs for which it supports SCI (e.g. HPLMN, Group M2M GGSN, one major roaming partner)

•
X-RAN ignores SCI information from non-supported PLMNs

•
For N supported PLMNs, x-RAN has N tables for converting the SCI value into local Radio Resource Management behaviour. 

•
Advantages:

- simple to operate and configure (one SCI table at GGSN; 2 or 3 SCI tables at x-RAN (per MOCN sharing operator));

- offline monitoring of GTP-U permits configuration errors to be detected;

- low processing impact; 

- appears future proof as SCI always linked with encoder-ID.

- IFF ‘full policing of SCI coding needed’, Gb/Iu/S1 signalling can carry GGSN-PLMN-ID and x-RAN can use that to check the PLMN-ID in the GTP-U header.

•
Disadvantage: extra 4 byte GTP-U header.

Solution 2: Non-Preferred variant

•
Largely same as solution 1, except:

•
GGSN/P-GW insert only the SCI

•
S-GW and SGSN insert the MNC, MCC based on knowledge of where the P-GW is.

•
Disadvantages:

- more complex processing in S-GW and SGSN (e.g. need to detect presence of SCI before adding PLMN ID)

- 3G SGSN has different behaviour dependent on whether GTP-U packets are received from S-GW or from GGSN

- more GTP-U overhead (one hdr for SCI, one for PLMN-ID)

Solution 3: Non preferred Alternative

•
GGSN/P-GW (and PMIP S-GW) only insert SCI.

•
GGSN/P-GW has per-VPLMN table of SCIs.

•
X-RAN uses ‘selected VPLMN’ knowledge to decode SCI.

•
As part of GWCN work, Gb interface extended to carry selected VPLMN information.

•
Disadvantages:

- operational complexity at (e.g. 50 different tables at Operator Group M2M) GGSN WILL lead to configuration errors that are difficult to detect in VPLMN and lead to poor performance of VPLMN and poor customer service.

- special GGSN/P-GW behaviour needed to handle inter-PLMN RA/TA update (e.g. for national roaming)

- SGSN and S-GW have to check every downlink packet to ensure that they remove SCI headers from GGSN/P-GWs with whom they do not have an SCI roaming agreement (configuration tables at SGSN and S-GW need to be maintained) 

•
Note: for MOCN, x-RAN still needs multiple SCI tables.

Discussion: 

CT4 agreed possible compromise related to SIRIG discussion papers C4-120703 and C4-120784:

To have solution in Rel-11 which can be enhanced with all 3 solution:

- mapping in GGSN

- mapping in BSS

- standardised values

In Rel-11:

We allow only SCI values in a range of 0-16 all other values are not allowed in Release 11

Roaming is supported on operator SCI semantics.

In Rel-12 enhanced solution:

i.e if GGSN approach is chosen only values above 16 are allowed  Rel-11 range is proprietary in Rel-12

if BSS approach is chosen in Rel-12 this is identified by the PLMNID

If standardised approach is chosen standardised values should be in a range above 16

Vodafone proposed to adopt GTP-U header extension to carry  SCI plus PLMN ID of GGSN/P-GW.

Ericsson commented that they can accept solution 2 in Vodafone discussion paper.

Vodafone commented that comparing Vodafone preferred solution and Ericsson solution there is a fundamental difference with operational and configurationally work for operators.

Alcatel-Lucent prefers Vodafone solution.

TeliaSonera also prefer Vodafone solution even they believe Ericsson solution also could be workable.

CT4 agreed to use Vodafone preferred solution as a way forward. It was agreed that in roaming cases PLMNID can be optional in home network (requested by China Mobile) but PLMNID shall be sent in roaming cases. Ericsson still have some concers regarding to preferred solution and it was agreed that any company still has possibility to disagree the CT4 preferred solution in SA2 meeting.

Decision: 

The document was Noted.



C4-120785
Introduction of SIRIG feature





23.060
  CR-1628  (Rel-11) v..





Source: Vodafone

Discussion: 

It was agreed to terminology change as "Service Identification for Optimised Radio Transmission". Coordination is needed between CT3 and CT4.

"GGSN/PGW can be configured with a table of RAT types to which Service Class Information is (or is not) sent to." shall be changed as a Note.

Decision: 

The document was Revised to C4-120900.



C4-120786
GTP-U extension header for SIRIG





29.281
  CR-0056  (Rel-11) v11.2.0





Source: Vodafone

Abstract: 

To enable GERAN to optimize the usage of radio resources for PS traffic, the PS CN needs to signal the Service Class Indicator associated with the T-PDU carried by the downlink G-PDU. The PLMN-ID of the GGSN/PGW also needs to be included to ensure roaming and multiple PDP contexts are scalable supported.

Decision: 

The document was Revised to C4-120901.



C4-120802
DCSP solution for the SIRIG





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-120807.



C4-120807
DCSP solution for the SIRIG





Source: NTT DOCOMO

(Replaces C4-120802)

Abstract: 

CT3 and CT4 have been tasked for the SIRIG work. For Rel-11, the scope of the work is limited to GERAN access and S5 PMIP network consideration is out of scope for this release. CT4 has been assigned for architecture level and core network signaling. CT3 work is PCC related. During the discussion/study/work, there are two main scenarios identified to be covered; one is PCEF enhanced with ADC, other is standalone TDF. The current proposed solution for the PCEF enhanced with ADC scenario is to convey service id by GTP-U header extension. The current proposed solution for the TDF is to convey service id between TDF and PCEF by DSCP within IP header, and GTP-U header extension "from PCEF toward RAN".

With consideration of the issues shown in section 2 and 3, it proposes to postpone the work for the standalone TDF scenario to Rel-12 for more careful study e.g. whether DSCP can be used for SIRIG without interferences of original features. In Rel-12 UPCON work will come, S5 PMIP scenario consideration, expanding target RAT are also expected, therefore studying all together is reasonable approach at this stage.

Discussion: 

CT4 agreed to provide two solutions to Sa2 one with standalone TDF and one without standalone TDF

LS to SA2 is needed to reflect this.

Decision: 

The document was Noted.



C4-120830
LS on SIRIG





Source: China Mobile

Decision: 

The document was Revised to C4-120903.



C4-120831
SIRIG – Evaluation of the methods to signal the new Service Class Indicator within the PS CN





Source: CT4

Decision: 

The document was Agreed.



C4-120900
Introduction of SIRIG feature





23.060
  CR-1628  (Rel-11) v..





Source: Vodafone, China Mobile, Alcatel-Lucent, Huawei

(Replaces C4-120785)

Decision: 

The document was Revised to C4-120904.



C4-120901
GTP-U extension header for SIRIG





29.281
  CR-0056  rev 1 (Rel-11) v11.2.0





Source: Vodafone, China Mobile, Alcatel-Lucent, Huawei

(Replaces C4-120786)

Abstract: 

To enable GERAN to optimize the usage of radio resources for PS traffic, the PS CN needs to signal the Service Class Indicator associated with the T-PDU carried by the downlink G-PDU. The PLMN-ID of the GGSN/PGW also needs to be included to ensure roaming and multiple PDP contexts are scalable supported.

Decision: 

The document was Revised to C4-120905.



C4-120902
Proposed CR on TS 23.251 for SIRIG support in shared networks





Source: Alcatel-Lucent

(Replaces C4-120729)

Decision: 

The document was Endorsed.



C4-120903
LS on SIRIG





Source: China Mobile

(Replaces C4-120830)

Decision: 

The document was Revised to C4-120906.



C4-120904
Introduction of SIRIG feature





23.060
  CR-1628  (Rel-11) v..





Source: Vodafone, China Mobile, Alcatel-Lucent, Huawei

(Replaces C4-120900)

Decision: 

The document was Endorsed.



C4-120905
GTP-U extension header for SIRIG





29.281
  CR-0056  rev 2 (Rel-11) v11.2.0





Source: Vodafone, China Mobile, Alcatel-Lucent, Huawei

(Replaces C4-120901)

Abstract: 

To enable GERAN to optimize the usage of radio resources for PS traffic, the PS CN needs to signal the Service Class Indicator associated with the T-PDU carried by the downlink G-PDU. The PLMN-ID of the GGSN/PGW also needs to be included to ensure roaming and multiple PDP contexts are scalable supported.

Decision: 

The document was Revised to C4-120913.



C4-120906
LS on SIRIG





Source: China Mobile

(Replaces C4-120903)

Decision: 

The document was Revised to C4-120914.



C4-120913
GTP-U extension header for SIRIG





29.281
  CR-0056  rev 3 (Rel-11) v11.2.0





Source: Vodafone, China Mobile, Alcatel-Lucent, Huawei

(Replaces C4-120905)

Abstract: 

To enable GERAN to optimize the usage of radio resources for PS traffic, the PS CN needs to signal the Service Class Indicator associated with the T-PDU carried by the downlink G-PDU. The PLMN-ID of the GGSN/PGW also needs to be included to ensure roaming and multiple PDP contexts are scalable supported.

Discussion: 

CR was agreed as basic for future work. Discussion is needed after SA2 reply.

Decision: 

The document was Noted.



C4-120914
LS on SIRIG





Source: China Mobile

(Replaces C4-120906)

Decision: 

The document was Approved.



6.20
Network provided location information

C4-120624
CSG ID and Local Time for NPLI





29.272
  CR-0401  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120182)

Abstract: 

In stage 2, User CSG Information is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the User CSG Information might be provided from the MME or the SGSN via HSS to the IMS application. In addition, the Time Zone of the visited network can be included based on operator policy and/or roaming agreement.

Discussion: 

ZTE informed that SA2 has agreed only CSG IE has been agreed to remove from Stage 2.

Decision: 

The document was Revised to C4-120874.



C4-120625
CSG ID and Local Time for NPLI





29.002
  CR-1065  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120183)

Abstract: 

In stage 2, User CSG Information is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the User CSG Information might be provided from the MME or the SGSN via HSS to the IMS application. In addition, the Time Zone of the visited network can be included based on operator policy and/or roaming agreement.

Decision: 

The document was Revised to C4-120875.



C4-120626
Mapping of CSG ID and Local Time for NPLI





29.305
  CR-0023  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120184)

Abstract: 

In stage 2, User CSG Information is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the User CSG Information might be provided from the MME or the SGSN via HSS to the IMS application. In addition, the Time Zone of the visited network can be included based on operator policy and/or roaming agreement. Interworking function between Diameter based interfaces and MAP based interfaces on NPLI needs to be defined.

Decision: 

The document was Revised to C4-120876.



C4-120627
CSG ID and Local Time for NPLI





29.328
  CR-0416  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120185)

Abstract: 

In stage 2, User CSG Information is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the User CSG Information might be provided from the MME or the SGSN via HSS to the IMS application. In addition, the Time Zone of the visited network can be included based on operator policy and/or roaming agreement.

Decision: 

The document was Revised to C4-120877.



C4-120628
Codes Allocation for AVPs on NPLI





29.230
  CR-0287  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120187)

Abstract: 

Some new AVPs as UE-Time-Zone, User-CSG-Information, Access-Mode, CSG-Membership-Indication are defined for NPLI in IDA message to indicate the Time Zone of the visited network where the UE is attached, and User CSG Information if the UE attaches via a CSG cell or hybrid cell.

A new AVP as UE-Time-Zone-Indication is defined for the AS to indicate that Time Zone of the visited network where the UE is attached is requested.

Decision: 

The document was Revised to C4-120878.



C4-120648
Network provided Location Information





29.060
  CR-0883  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Revised to C4-120815.



C4-120649
Network provided Location Information





29.274
  CR-1187  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Revised to C4-120816.



C4-120765
Network Provided Location Information Retrieval via Bearer Related Procedure





29.060
  CR-0900  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Discussion: 

Merged into C4-120925.

Decision: 

The document was Noted.



C4-120766
Network Provided Location Information Retrieval via Bearer Related Procedure





29.274
  CR-1203  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Abstract: 

Withdrawn before the meeting.

Decision: 

The document was Withdrawn.



C4-120804
CSG ID and Local Time for NPLI





29.329
  CR-0195  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Revised to C4-120927.



C4-120815
Network provided Location Information





29.060
  CR-0883  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120648)

Abstract: 

User Location and CSG information are provided in the Session Management messages in the agreed CR (1613) S2-121095, the GGSN has always up-to-date user location and CSG information when needed for IMS in relation with PDP Context activation/modification/deactivation.

In addition the GGSN initiated PDP Context modification procedure is used to enable fetching location when there is no related PDP Context activity, e.g. when IMS needs that information related to an SMS transfer.

Decision: 

The document was Revised to C4-120925.



C4-120816
Network provided Location Information





29.274
  CR-1187  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120649)

Abstract: 

User Location and CSG information are provided in the Session Management messages in the agreed CR (1613) S2-121095 and CR (2312) S2-121096, the PGW has always up-to-date user location and CSG information when needed for IMS in relation with Bearer activation/modification/deactivation.

In addition the PGW initiated Bearer modification procedure is used to enable fetching location when there is no related Bearer activity, e.g. when IMS needs that information related to an SMS transfer.

Decision: 

The document was Revised to C4-120926.



C4-120874
CSG ID and Local Time for NPLI





29.272
  CR-0401  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120624)

Decision: 

The document was Revised to C4-120958.



C4-120875
CSG ID and Local Time for NPLI





29.002
  CR-1065  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120625)

Discussion: 

UE time zone name needs to be corrected.

Decision: 

The document was Revised to C4-120959.



C4-120876
Mapping of CSG ID and Local Time for NPLI





29.305
  CR-0023  rev 2 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120626)

Decision: 

The document was Revised to C4-120960.



C4-120877
CSG ID and Local Time for NPLI





29.328
  CR-0416  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120627)

Decision: 

The document was Postponed.



C4-120878
Codes Allocation for AVPs on NPLI





29.230
  CR-0287  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120628)

Discussion: 

Changes for TS 29.329 is not needed. Should be removed.

Decision: 

The document was Revised to C4-120961.



C4-120925
Network provided Location Information





29.060
  CR-0883  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120815)

Discussion: 

Cisco commented that some modification may be needed in CT4#57. Needs to be checked offline.

Decision: 

The document was Revised to C4-120962.



C4-120926
Network provided Location Information





29.274
  CR-1187  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120816)

Decision: 

The document was Agreed.



C4-120927
CSG ID and Local Time for NPLI





29.329
  CR-0195  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120804)

Decision: 

The document was Postponed.



C4-120958
CSG ID and Local Time for NPLI





29.272
  CR-0401  rev 3 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120874)

Decision: 

The document was Agreed.



C4-120959
CSG ID and Local Time for NPLI





29.002
  CR-1065  rev 3 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120875)

Decision: 

The document was Agreed.



C4-120960
Mapping of CSG ID and Local Time for NPLI





29.305
  CR-0023  rev 3 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120876)

Decision: 

The document was Agreed.



C4-120961
Codes Allocation for AVPs on NPLI





29.230
  CR-0287  rev 3 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120878)

Decision: 

The document was Agreed.



C4-120962
Network provided Location Information





29.060
  CR-0883  rev 3 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120925)

Decision: 

The document was Agreed.



6.21
IMS

C4-120711
Maximum Number of simultaneous registrations





29.228
  CR-0558  rev 1 (Rel-11) v11.3.0





Source: Nokia Siemens Networks

(Replaces C4-120225)

Discussion: 

Ericsson commented that TS 24.229 should describe the handling of different Max numbers per public identity.

Decision: 

The document was Revised to C4-120923.



C4-120712
Maximum Number of simultaneous registrations





23.008
  CR-0361  rev 1 (Rel-11) v11.3.0





Source: Nokia Siemens Networks

(Replaces C4-120226)

Decision: 

The document was Revised to C4-120924.



C4-120714
T-ADS clarification





29.328
  CR-0424  (Rel-11) v11.3.0





Source: Nokia Siemens Networks

Discussion: 

Alcatel-Lucent informed that there are also CRs in SA2 on this topic this week.

CT4 prefers text description

SDL possibly added as an informative annex?

Correction should be considered for Rel-9.

Decision: 

The document was Postponed.



C4-120923
Maximum Number of simultaneous registrations





29.228
  CR-0558  rev 2 (Rel-11) v11.3.0





Source: Nokia Siemens Networks

(Replaces C4-120711)

Decision: 

The document was Agreed.



C4-120924
Maximum Number of simultaneous registrations





23.008
  CR-0361  rev 2 (Rel-11) v11.3.0





Source: Nokia Siemens Networks

(Replaces C4-120712)

Decision: 

The document was Agreed.



6.22
GTP

C4-120598
IPv4 address allocation





29.274
  CR-1182  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120814.



C4-120599
Adding Originating Node IE to the Delete Session Request for ISR cases





Source: Nokia Siemens Networks, Fujutsu, NTT Docomo

Decision: 

The document was Revised to C4-120808.



C4-120600
Adding Originating Node IE to the Delete Session Request for ISR cases





29.274
  CR-1183  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120844.



C4-120603
Recovery IE presence conditions





29.274
  CR-1184  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Abstract: 

Even when a node has NOT restarted recently or the Restart Counter has previously been indicated to the peer in Tunnel Management messages, a node should be allowed to always send the Recovery IE to the peer. This will simplify implementations by allowing the peer to consistently check the Restart Counter and not have to dermine when to do it.

Discussion: 

CT4 agreed that CR is not needed, but to common understanding was that this applies for sending and reservering identity.

CT4 agreed that the Recovery IE may be included but it is not recommended to always include it as this increases load on the receiving entity to check this IE the value has changed.

Decision: 

The document was Withdrawn.



C4-120616
Recovery IE presence conditions





29.060
  CR-0882  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120650
Reference of RNC Failure





29.060
  CR-0884  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

SGSN and GGSN behaviour for RNC failure and recovery has already been removed from TS 23.060. It is defined in 3GPP TS 23.007.

Decision: 

The document was Agreed.



C4-120651
Tunnelling Scenarios





29.281
  CR-0054  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

Tunnelling between SGSNs only covers the Gn/Gp SGSNs, S4 SGSNs are missed in the specification.

In the inter RAT handover from E-UTRAN to UTRAN, tunnels will be established between SGSN and eNB for the following cases:

1.
 Indirect forwarding, no relocation of SGW and indirect tunnel applies in the target side, direct forwarding applies in the source side;

2.
 Direct forwarding applies in the source and target side, indirect tunnel applies in the target side;

In the inter RAT handover from UTRAN to E-UTRAN, tunnels will be established between SGSN and eNB for the following cases:

1.
Indirect forwarding, no relocation of SGW in the target side, direct forwarding and indirect tunnel applies in the source side;

2.
Direct forwarding applies in the source and target side, indirect tunnel applies in the source side.

And in the Inter RAT handover from E-UTRAN and GERAN network, this kind of tunnel will also setup of the direct forwarding is applicable in E-UTRAN, indirect forwarding and no relocation of SGW is applicable in the GERAN network.

Current definition for the tunnelling between SGSN and eNB is: GTP T-PDU tunnelling is applicable between SGSN and eNodeB only when direct forwarding is applicable during an inter-RAT handover between E-UTRAN and GERAN A/Gb mode procedure as described in the 3GPP TS 23.401 [5].

In addition to the this description, the cases listed above shall also be defined.

Tunnel between RNC and eNB has the similar problem, if the indirect forwarding and no relocation of SGW applies in the target side, it may be established.

Decision: 

The document was Agreed.



C4-120691
Usage of TEID0





29.274
  CR-1194  (Rel-11) v11.2.0





Source: Ericsson 

Abstract: 

The TEID=0 in the GTP header should be allowed to be used in a response message when the receiver detect a protocol error, e.g. mandatory IE is missing. 

This allows that the receiver need not further processing the request message. 

For example, during inter MME/S4-SGSN intra SGW mobility procedure, if Sender's F-TEID can not be decoded, though the SGW may recognize the UE Context by using TEID in the header of the Modify Bearer Request, but apparently the stored TEID which refers to the old MME/S4-SGSN can not be used as TEID in the header of the response message anyway. So in such case, at receiving of faulty GTP message, it seems not very much useful to lookup UE context to find out the stored remote TEID. To simplify the SGW behaviour, it may reject the Modify Bearer Request message using TEID=0 with a cause code indicating the protocol error, so the new MME/S4-SGSN can re-try to send a new Modify Bearer Request message.  

However, to differentiate the case with TEID-C unknown, the cause code shall not be set to "Context Not Found".

Discussion: 

The text was enhanced online and after that it was acceptable for CT4.

Decision: 

The document was Revised to C4-120860.



C4-120692
NSAPI in GTPv1





29.060
  CR-0890  (Rel-11) v11.2.0





Source: Ericsson

Abstract: 

Minor correction on the description of NSAPI IE. It is the receiving side shall not evaluate the spare bits.

Decision: 

The document was Agreed.



C4-120734
Mapping of NAS ESM/SM Cause codes to S11/S4 Cause codes





29.274
  CR-1198  (Rel-11) v11.2.0





Source: Cisco

Abstract: 

29.274 CR 1113 was agreed to define the mapping of S11/S4 GTPv2 Cause codes to NAS ESM/SM Cause codes. 

The mapping of NAS ESM/SM Cause codes to S11/S4 Cause codes was left to FFS. This needs to be completed.

Discussion: 

Some modification in the table C.4 is needed.

Ericsson commented that another cause codes are needed in the table C.1. It was agreed to introduce these with separate CR in CT4#57.

Decision: 

The document was Revised to C4-120861.



C4-120735
Release of old S3 GTP-C TEIDs during I-RAT HO with ISR active





29.274
  CR-1199  (Rel-11) v11.2.0





Source: Cisco

Abstract: 

During Inter RAT HO procedure, when ISR is active, the source MME/S4-SGSN may try to select the ISR associated S4-SGSN/MME as target S4-SGSN/MME, if the target area can be served by the ISR associated S4-SGSN/MME. Changes required to facilitate the selection of ISR associated node as target node during I-RAT HO procedure were agreed in 29.274 CR 1153.

With the above changes in place, it is possible that the target MME/S4-SGSN receives Forward Relocation Request message from the source S4-SGSN/MME for the establishment of the new S3 GTP-C tunnel, while there exist old S3 GTP-C tunnel for the same UE. The behaviour of the target and source MME/S4-SGSN needs to be clarified for such a scenario.

Discussion: 

Ericsson believes this CR is not needed. The changes are already cover beginning of the chapter.

Decision: 

The document was Revised to C4-120864.



C4-120736
ULI inclusion condition during Service Request procedure when ISR is active





29.274
  CR-1200  (Rel-11) v11.2.0





Source: Cisco, Alcatel-Lucent

Abstract: 

Currently, the ULI inclusion condition during UE-initiated Service Request procedure is as stated below:

An MME/SGSN which supports location information change shall include this IE for UE-initiated Service Request procedure if the PGW has requested location information change reporting and the UE’s location info has changed.

The above condition does not consider the ISR case and hence it should be fixed.

Decision: 

The document was Revised to C4-120865.



C4-120737
Inclusion of EARP in the CPC Request message of the secondary PDP Context





29.060
  CR-0895  (Rel-11) v11.2.0





Source: Cisco

Abstract: 

Currently, the inclusion of EARP in CPC Request message has following condition:

The Evolved Allocation/Retention Priority I information element include the negotiated Evolved Allocation/Retention Priority based on the subscribed one received via Gr interface and SGSN capabilities if the SGSN supports this IE.

The above condition applies for the CPC Request message of the primary PDP Context. However, for the CPC Request message of the secondary PDP Context, the SGSN already has information regarding the GGSN's support of the EARP. And hence the SGSN shall take that into account while including the EARP in the CPC Request message of the secondary PDP Context.

Decision: 

The document was Revised to C4-120866.



C4-120738
UCI encoding correction for two digit MNC





29.060
  CR-0896  (Rel-11) v11.2.0





Source: Cisco

Abstract: 

For two digit MNCs, the UCI encoding is defined as the following:

For two digits MNCs, bits 5 to 8 of octet 6 are coded as "1111".

However, bits 5 to 8 of octet 6 represents 2nd digit of the MNC while bits 5 to 8 of octet 5 represents 3rd digit of MNC. Hence, the above needs to be corrected.

Decision: 

The document was Agreed.



C4-120751
Clarify mandatory/conditional IE inclusion in error response msg





29.274
  CR-1202  (Rel-11) v11.2.0





Source: Hitachi

Abstract: 

Cause IE exists in both message level and Bearer Context level. It’s not clear whether Cause IE in the Bearer Context  level should be included or not if the cause contains the rejection value in the message level.

Decision: 

The document was Revised to C4-120867.



C4-120769
Mapping between Gn/Gp and NAS Cause values





29.060
  CR-0901  (Rel-11) v11.2.0





Source: Cisco

Abstract: 

The SGSN initiates session management requests towards the GGSN. If this operation is not successful, there are several possible GTP cause values, which need to be mapped to appropriate cause codes over NAS to the UE.

Although the mapping of very few GTP causes may be specified in some of the clauses, this is far from being done comprehensively, thus leaves the decision of this mapping to specific SGSN implementations.

CT4 agreed mapping between S11/S4 GTPv2 and NAS Cause codes in 29.274 CR 1113 during CT4#56 meeting.

This CR addresses the mapping from GTPv1 cause values received over Gn/Gp to NAS SM cause values the SGSN shall send to the UE.

Decision: 

The document was Revised to C4-120868.



C4-120781
Clarification to "SGW node name" IE presence in Forward Relocation Request and Context Response messages





29.274
  CR-1204  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Abstract: 

When MME/SGSN resolves SGW's FQDN, typically this yields SGW's load balancing IP address (e.g. IP=A). During the PDN connection establishment however SGW returns own IP address (e.g. IP=B), which is often different form the IP=A. 

During the UE mobility, the target MME/SGSN receives two crucial IEs with Forward Relocation Request or Context Response messages:

•
Conditional "SGW S11/S4 IP Address and TEID for Control Plane". With the above example, this is IP=B.

•
Conditional "SGW node name". With the above example, this resolves to IP=A.

The target MME/SGSN needs to determine if both IP=A and IP=B belong to the source SGW, or not (i.e. to decide on sending either Create Session Request to the target SGW, or Modify Bearer Request to the source SGW). Therefore, the presence of the conditional "SGW node name" in these messages is crucial.

The problem is, that current wording of the conditions for sending "SGW node name" is inaccurate and misleading. It reads: 

•
This IE shall be included if the source MME or SGSN has the source SGW FQDN.

Primary point is that source MME or SGSN always has the source SGW's FQDN. implementation may wrongly assume that the above statement implies that the source MME/SGSN may delete SGW's FQDN. But, this will cause severe problems during UE mobility, because the target MME/SGSN may not be able to detect if it has selected the source SGW, or the tagter SGW.

Decision: 

The document was Revised to C4-120869.



C4-120782
Clarification to "SGW S11/S4 IP Address and TEID for Control Plane" IE presence in Context Response message





29.274
  CR-1205  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120810.



C4-120808
Adding Originating Node IE to the Delete Session Request for ISR cases





Source: Nokia Siemens Networks

(Replaces C4-120599)

Decision: 

The document was Revised to C4-120843.



C4-120810
Clarification to "SGW S11/S4 IP Address and TEID for Control Plane" IE presence in Context Response message





29.274
  CR-1205  rev 1 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120782)

Decision: 

The document was Revised to C4-120931.



C4-120814
IPv4 address allocation





29.274
  CR-1182  rev 1 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120598)

Abstract: 

The PCO Container Identifier field sent by the UE to the MME/SGSN indicates the Address Allocation Preference of the UE, i.e., whether it wishes an IP address allocated during (000AH) or after (000BH) the default bearer activation. It is ambiguous in the GTPv2-C specification to what values, and under what conditions, the IP address of the PAA IE in the Create Session Response message shall be set depending on Address Allocation Preference of the UE.

The following conditions are specified in 3GPP TS 23.401 for the PGW to set the PAA IE in the Create Session Response message:

1.
“the UE may indicate that it prefers to obtain an IPv4 address as part of the default bearer activation procedure. In such a case, the UE relies on the EPS network to provide IPv4 address to the UE as part of the default bearer activation procedure”

a.
 “If the static IP address/prefix is stored in the HSS subscription record, during the default bearer establishment the PDN GW receives this IP address/prefix from Serving GW and forwards it to the UE.”

b.
“If the static IP address/prefix is not stored in the HSS subscription record, it may be configured on a per-user per-APN basis in the DHCP/Radius/Diameter server and the PDN GW retrieves the IP address/prefix for the UE from the DHCP/Radius/Diameter server. In this case, static IP address/prefix is allocated by the same procedures as the dynamic IP address/prefix allocation”

2.
“the UE may indicate that it prefers to obtain the IPv4 address after the default bearer setup by DHCPv4”.

a.
“That is, when the EPS network supports DHCPv4 and allows that, it does not provide the IPv4 address for the UE as part of the default bearer activation procedures. The network may respond to the UE by setting the PDN Address to 0.0.0.0. After the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and initiates the IPv4 address allocation on its own using DHCPv4.”

b.
“However, if the EPS network provides IPv4 address to the UE as part of the default bearer activation procedure, the UE should accept the IPv4 address indicated in the default bearer activation procedure.”

Additionally, some clarifications/enhancements to the PAA IE and PCO conditions in the Create Session  Request message are needed.

Discussion: 

Misses one of the stage 2 conditions.

Decision: 

The document was Revised to C4-120857.



C4-120843
Adding Originating Node IE to the Delete Session Request for ISR cases





Source: Nokia Siemens Networks

(Replaces C4-120808)

Abstract: 

T4 has discussed a problem with a squelch in EUTRAN (C4-112668) and the respective Rel-9 CR1081-TS29.274 (C4-113141) was agreed. Similar problems arise also in other use cases.

Discussion: 

Step 5 seems to be catered for.

Decision: 

The document was Noted.



C4-120844
Adding Originating Node IE to the Delete Session Request for ISR cases





29.274
  CR-1183  rev 1 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120600)

Abstract: 

A problem is illustrated by the following scenario with active ISR:

1.
UTRAN/GERAN attach and PDP context activation using S4-SGSN.

2.
Successful TAU/Inter-RAT HO without SGW change from UTRAN/GERAN to EUTRAN (MME). UE is connected to SGW via the MME and ISR is activated.

3.
After a while, EUTRAN radio link failure and reestablishment failure. MME, S4-SGSN and SGW are in ISR active state.

4.
After a while, also UTRAN/GERAN radio link failure and reestablishment failure. MME, S4-SGSN and SGW are in ISR active state.

5.
UE decides to re-attach to UTRAN/GERAN (see subclause 6.5.3A "Combined GPRS / IMSI Attach procedure, Delete Bearer by the new SGSN, using S4" in TS 23.060). New SGSN is in ISR inactive state.

6.
S4-SGSN selects the same SGW as previously and sends Delete Session Request it (Cause, LBI, OI=1 and SI=0, but without Originating Node IE, as per current specs). MME and SGW are still in ISR active state.

7.
As ISR is active in SGW, the SGW will send Delete Bearer Request to the other ISR associated node. Now also SGW does inactive and only MME is left in ISR active state.

Problem is that SGW believes that Delete Session Request was received from MME and therefore will send Delete Bearer Request to S4-SGSN (which has already received send Delete Session Response). So, SGW will not send any message to the MME and therefore UE contexts will be left hanging in MME, which is left in ISR active state.

The above applies to the case when UE has only one PDN connection via the SGW. If UE has more than one PDN connections, then the SGW shall deactivate ISR only if the last PDN connection is deleted, i.e. UE detaches at least from EURTAN (MME), or UTRAN/GERAN (S4-SGSN).

Discussion: 

In final view the text is highlighted, this needs to be fixed.

Decision: 

The document was Revised to C4-120859.



C4-120857
IPv4 address allocation





29.274
  CR-1182  rev 2 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120814)

Discussion: 

the use case need to be clarified. Offline discussion is needed before CT4#57.

Decision: 

The document was Postponed.



C4-120859
Adding Originating Node IE to the Delete Session Request for ISR cases





29.274
  CR-1183  rev 2 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120844)

Decision: 

The document was Agreed.



C4-120860
Usage of TEID0





29.274
  CR-1194  rev 1 (Rel-11) v11.2.0





Source: Ericsson 

(Replaces C4-120691)

Decision: 

The document was Agreed.



C4-120861
Mapping of NAS ESM/SM Cause codes to S11/S4 Cause codes





29.274
  CR-1198  rev 1 (Rel-11) v11.2.0





Source: Cisco

(Replaces C4-120734)

Decision: 

The document was Agreed.



C4-120864
Release of old S3 GTP-C TEIDs during I-RAT HO with ISR active





29.274
  CR-1199  rev 1 (Rel-11) v11.2.0





Source: Cisco

(Replaces C4-120735)

Discussion: 

Ericsson needs some time to check CR before the final agreement. Postponed to CT5#57.

Decision: 

The document was Postponed.



C4-120865
ULI inclusion condition during Service Request procedure when ISR is active





29.274
  CR-1200  rev 1 (Rel-11) v11.2.0





Source: Cisco, Alcatel-Lucent

(Replaces C4-120736)

Discussion: 

Clauses not affected need to be added.

Decision: 

The document was Revised to C4-120963.



C4-120866
Inclusion of EARP in the CPC Request message of the secondary PDP Context





29.060
  CR-0895  rev 1 (Rel-11) v11.2.0





Source: Cisco

(Replaces C4-120737)

Decision: 

The document was Agreed.



C4-120867
Clarify mandatory/conditional IE inclusion in error response msg





29.274
  CR-1202  rev 1 (Rel-11) v11.2.0





Source: Hitachi

(Replaces C4-120751)

Abstract: 

Cause IE exists in both message level and Bearer Context level. It’s not clear whether Cause IE in the Bearer Context  level should be included or not if the cause contains the rejection value in the message level.

Decision: 

The document was Agreed.



C4-120868
Mapping between Gn/Gp and NAS Cause values





29.060
  CR-0901  rev 1 (Rel-11) v11.2.0





Source: Cisco

(Replaces C4-120769)

Decision: 

The document was Agreed.



C4-120869
Clarification to "SGW node name" IE presence in Forward Relocation Request and Context Response messages





29.274
  CR-1204  rev 1 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120781)

Discussion: 

This CR clashes related to IE change with ZTE CR C4-120887.

Offline drafting is needed before CT4#57.

Decision: 

The document was Postponed.



C4-120931
Clarification to "SGW S11/S4 IP Address and TEID for Control Plane" IE presence in Context Response message





29.274
  CR-1205  rev 2 (Rel-11) v11.2.0





Source: Nokia Siemens Networks

(Replaces C4-120810)

Decision: 

The document was Postponed.



C4-120963
ULI inclusion condition during Service Request procedure when ISR is active





29.274
  CR-1200  rev 2 (Rel-11) v11.2.0





Source: Cisco, Alcatel-Lucent

(Replaces C4-120865)

Decision: 

The document was Agreed.



6.23
P-CSCF recovery

C4-120689
Discussion on P-CSCF failure with PMIP based S5 issue





Source: Ericsson 

Decision: 

The document was Revised to C4-120858.



C4-120690
P-CSCF failure procedure with S5 PMIP





23.380
  CR-0034  rev 1 (Rel-11) v..





Source: Ericsson 

(Replaces C4-120270)

Decision: 

The document was Withdrawn.



C4-120747
P-CSCF failure recovery over the PMIP based S5 interface.





Source: Hitachi, NEC

Discussion: 

This is covered by content of C4-120858.

Decision: 

The document was Noted.



C4-120748
P-CSCF failure recovery support for PMIP





23.380
  CR-0036  (Rel-11) v..





Source: Hitachi

Decision: 

The document was Withdrawn.



C4-120749
P-CSCF recovery support for PMIP





29.275
  CR-0242  (Rel-11) v11.2.0





Source: Hitachi

Decision: 

The document was Withdrawn.



C4-120750
P-CSCF recovery support for PMIP





29.282
  CR-0017  (Rel-11) v..





Source: Hitachi

Decision: 

The document was Withdrawn.



C4-120858
Discussion on P-CSCF failure with PMIP based S5 issue





Source: Ericsson 

(Replaces C4-120689)

Abstract: 

The IMS restoration procedures has been standardised in CT4 in Rel-8 time frame and the 3GPP TS 23.380 was generated. This specification basically specifies a set of standardized procedures for automatic restoration for IMS. It can be considered that the 3GPP TS 23.380 covers procedures for IMS restoration that are similar to those covered in 3GPP TS 23.007 for the restoration procedures in the CS and PS Domains.

In the 3GPP TS 23.380, there is a standardised procedure for the recovery after P-CSCF failure in section 5. If the P-CSCF failure is detected by the GGSN/PGW, the GGSN/PGW informs alternative P-CSCF addresses to all UEs who have been linked to the failed P-CSCF via SGW and MME. Thereafter once UE receives such data, UE can choose the other (alive) P-CSCF based on the received information by initiating the IMS level registration procedure. By completion of this process, UE can successfully continue the IMS services with minimal service disruption due to the P-CSCF failure.

However according to the latest 3GPP TS 23.380, this P-CSCF failure recovery procedure is only specified for the case where S5 interface is based on the GTP protocols. With this situation, we also agree that an equivalent functionality that works over the P-MIP based S5 interface needs to be standardised. In CT4 54bis meeting, two discussion papers were present (2337 and 2410) with five alternatives proposed. 

Alternative 1 is not inline with IETF. IETF violation must be avoided. BRI message shall not be used for any functions other than binding revocation as specified by IETF RFC. Furthermore, Mobile IPv6 Vendor Specific Option shall not be used to modify the mobility protocol itself. 

Both Alternative 2 and 3 have no IETF violation. Therefore either alternative 2 or 3 is recommended.

Discussion: 

CT4 agreed following on P-CSCF failure with PMIP based S5 issue:

-
IETF violation shall be avoided

-
The meeting is agreed to work on alternative 3:

Use new PMIP message with bearer modification procedure

This solution is same as alternative 1 with following difference:

-
New PMIP message shall be developed instead of BRI/BRA

The new message shall be a generic message which allows CT4 to add any 3GPP Vendor Specific Mobility Option, not only for the IMS restoration procedure, but also for other PMIP procedure if it is not specified by IETF.  

If CT4 agreed to move forward with this alternative, Ericsson would like to propose the IETF draft in the coming IETF meeting. Any co-author is welcomed. If there is enough support on the new IETF draft, it is going to be much easier to have the group draft agreed in IETF. CT4 can also inform this IETF dependency to the CT Plenary as urgent issue to be solved. Currently the stage 2 requirement as described in the TS 23.380 IMS Restoration Procedures cannot be fulfilled due to lack of the IETF protocol.

-
CT4 shall inform this IETF dependency to the CT Plenary as urgent issue to be solved. Currently the stage 2 requirement as described in the TS 23.380 IMS Restoration Procedures cannot be fulfilled due to lack of the IETF protocol.

It was clarified that the work is suspended in 3GPP until IETF draft have been published.

Decision: 

The document was Noted.



6.24
PS additional number

C4-120609
LS on PS additional number requirement





Source: TSG SA WG1

Decision: 

The document was Noted.



C4-120618
Update of Subscriber Data with PS additional number





23.008
  CR-0362  rev 1 (Rel-11) v11.3.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei 

(Replaces C4-120246)

Decision: 

The document was Postponed.



C4-120619
Update in the definition section of C-MSISDN





23.003
  CR-0319  rev 1 (Rel-11) v11.1.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei

(Replaces C4-120247)

Decision: 

The document was Postponed.



C4-120620
PS additional Number 





29.002
  CR-1068  rev 1 (Rel-11) v11.2.0





Source: Nokia Siemens Networks, Deutsche Telekom, Huawei 

(Replaces C4-120248)

Decision: 

The document was Postponed.



C4-120621
PS additional number over S6a/S6d





29.272
  CR-0404  rev 1 (Rel-11) v11.2.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei 

(Replaces C4-120249)

Decision: 

The document was Postponed.



C4-120622
PS additional number AVP code allocation for TS 29.272





29.230
  CR-0289  rev 1 (Rel-11) v11.2.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei 

(Replaces C4-120250)

Decision: 

The document was Postponed.



C4-120623
PS Additional Number





Source: Deutsche Telekom

Decision: 

The document was Revised to C4-120870.



C4-120870
PS Additional Number





Source: Deutsche Telekom

(Replaces C4-120623)

Decision: 

The document was Revised to C4-120965.



C4-120872
LS on PS additional number





Source: Orange

Decision: 

The document was Approved.



C4-120965
PS Additional Number





Source: Deutsche Telekom

(Replaces C4-120870)

Decision: 

The document was Agreed.



6.25
Any other business for Release 11

6.25.1
EUTRAN access and non-3GPP accesses (S102)

C4-120693
Missing success code in S102





29.277
  CR-0024  (Rel-11) v..





Source: Ericsson, Alcatel-Lucent

Abstract: 

In the S102 spec (TS 29.277) section 6.4.1.7, it is stated that a response must include a Cause value indicating success or rejection, but among the assigned cause code values there is no success code.

Considering per 3GPP2 A.S0008 specified for A21 interface, the Cause IE is included in the A21-Ack only when a problem occurs. It is required that the S102 interface messages shall be based on A21 messages. To be inline with this, the use of cause IE for a successful response should be removed.

Decision: 

The document was Agreed.



6.25.2
MAP

C4-120707
Editorial corrections to TS 29.002





29.002
  CR-1078  (Rel-11) v11.2.0





Source: New Postcom

Abstract: 

Miscellaneous errors in the specification shall be corrected, which helps to improve readability and consistency.

Decision: 

The document was Agreed.



C4-120713
Equivalent PLMN CSG Subscription Request for CS





29.002
  CR-1079  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Abstract: 

In order to support inter-PLMN handover to a CSG cell in an equivalent PLMN, the VLR may provide the equivalent PLMN list to the HLR during update location procedure and the HLR returns the CSG whitelist for each equivalent PLMN to the VLR with the subscription information.

Decision: 

The document was Agreed.



6.25.3
Regional subscription

C4-120720
Regional Subscription and CSG Information Propagation





29.010
  CR-0135  (Rel-11) v..





Source: Nokia Siemens Networks

Discussion: 

We may  need to come back to this at our next meeting depending on a CR  to 23.009

Decision: 

The document was Withdrawn.



6.25.4
CAMEL

C4-120730
EPS location in Initial DP





23.078
  CR-0843  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Abstract: 

E-UTRAN Cell Id and Tracking area Id were added to the Send Routeing Info ack message (CR 23.078 #0842) but are missing in the Initial DP message. The EPS location, if received in the SRI ack, should be sent in Initial DP for DP12 on the GMSC.

Decision: 

The document was Agreed.



C4-120731
EPS location in MAP Note MM Event 





23.078
  CR-0844  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Abstract: 

E-UTRAN Cell Id and Tracking areaID, that can be received in SGs Location Update, are missing in the MAP Note MM Event.

Decision: 

The document was Agreed.



C4-120732
EPS location in MAP Note MM Event 





29.002
  CR-1080  (Rel-11) v11.2.0





Source: Alcatel-Lucent

Abstract: 

It is unclear which location information the VMSC should insert in the MAP Note MM Event sent during an SGs Location Update procedure.

Decision: 

The document was Agreed.



6.25.5
CBC

C4-120770
Corrections to ASN.1 code





29.168
  CR-0025  (Rel-11) v11.2.0





Source: NEC, one2many

Abstract: 

ASN.1 code contains errors and code cannot be compiled

Decision: 

The document was Agreed.



6.25.6
Non-3GPP access

C4-120652
Missing IE in TS 29.273





29.273
  CR-0265  (Rel-11) v11.1.0





Source: Huawei

Discussion: 

Ericsson commented that APN OI replacement on UE level can affect the Authorisation?

Alcatel-Lucent commented that there is a clash with SaMOG CR C4-120725.

Decision: 

The document was Revised to C4-120966.



C4-120653
Emergency scenario for STa interface





29.273
  CR-0266  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120654
Visited Network Identifier





29.273
  CR-0267  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120921.



C4-120790
Recovering from AAA Server failure





29.273
  CR-0272  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-120921
Visited Network Identifier





29.273
  CR-0267  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120654)

Discussion: 

Changes over changes need to be removed.

Offline discussion is needed. Postponed to CT4#57.

Decision: 

The document was Postponed.



C4-120966
Missing IE in TS 29.273





29.273
  CR-0265  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120652)

Decision: 

The document was Revised to C4-120975.



C4-120975
Missing IE in TS 29.273





29.273
  CR-0265  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120966)

Decision: 

The document was Agreed.



6.25.7
AVP Names

C4-120806
Duplicated AVP Names in TS 29.230 





Source: Alcatel-Lucent

Abstract: 

n TS 29.230, a certain number of AVPs have the same name although having a different code.

This discussion paper lists them and proposes a way on how to proceed.

Through a sorting on TS 29.230 (cf Excel file attached), there are 8 cases where two AVPs have the same name, so meaning 16 AVPs involved (over about 732 AVPs defined in 29.230 so 2,2%)

Discussion: 

Nokia Siemens Networks proposed to add a note in TS 29.230 that the names of AVP codes may not be unique.

LS is sent to CT3 and SA5 in C4-120821.

Decision: 

The document was Noted.



C4-120821
LS on Duplicated AVP Names in TS 29.230





Source: Alcatel-Lucent

Abstract: 

In 3GPP TS 29.230 v11.2.0, CT4 has identified a short list of AVPs having the same Attribute Name but with different AVP codes as indicated in the table below.

The same naming may create some confusion in the specifications and issues when used in libraries (e.g. configuration) that require different names.

As this list of duplicated AVPs is short, CT4 proposes to CT3 and SA5 to allocate a new name to one AVP of each duplicated pair.

Some proposals are already indicated. For others, the choice should depend of the difficulty to change the name, according to the number of occurrences, specifications and 3GPP releases impacted.

Discussion: 

The table which is only related to CT4 shall be removed.

Decision: 

The document was Revised to C4-120939.



C4-120939
LS on Duplicated AVP Names in TS 29.230





Source: Alcatel-Lucent

(Replaces C4-120821)

Decision: 

The document was Revised to C4-120967.



C4-120967
LS on Duplicated AVP Names in TS 29.230





Source: Alcatel-Lucent

(Replaces C4-120939)

Decision: 

The document was Approved.



6.25.8
PMIP

C4-120655
IPv4 Address Release procedure_29.275





29.275
  CR-0237  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

According to TS 23.402, the Proxy Mobile IPv6 MAG Initiated IPv4 Address Release procedure are only executed if the PDN type is IPv4v6 and IPv4 address was not allocated by the PDN GW in the initial attach procedure. However, in TS 29.275, the above procedure is initiated by MAG when DHCPv4 message is received from the UE which requires a new IPv4 address. The condition here is different from SA2 definition.

Discussion: 

Alcatel-Lucent believes the proposed sentence is not needed.

Nokia Siemens Networks commented that the proposed change makes to complex understand the meaning.

NEC proposed to reference stage 2 condition.

CT4 agreed have this consistent with the other chapters

Decision: 

The document was Revised to C4-120898.



C4-120656
Multiple PDN connections_29.275





29.275
  CR-0238  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

According to TS 23.402, in the optimization handover procedure between 3GPP access and a non-3GPP access, if the UE has more than one PDN connection to a given APN in the source access and multiple PDN connections to a single APN are not supported via the target access, only one PDN connection to the given APN will be established in the target access. In this case, the MAG and LMA shall use the valid IPv6 prefix or the IPv4 address received from UE to select the PDN connection out of the active PDN connections. 

On the other hand, if multiple PDN connections to a single APN is supported in the target access, all PDN connections to the same APN shall be handed over. In this case, the LMA shall select one of the PDN connections for this APN and continue with the handover procedure for that PDN connection. The PDN selection is not related with the PDN connection ID.

Discussion: 

Ericsson believes the proposal is already covered in section 5.8.2 and the proposed change in 5.8.3 was directly copied from stage 2.

Decision: 

The document was Revised to C4-120899.



C4-120657
Clarification for IPv4 Home Address Request option in dynamic IP allocation





29.275
  CR-0239  (Rel-11) v11.2.0





Source: China Telecom, Huawei

Decision: 

The document was Revised to C4-120894.



C4-120894
Clarification for IPv4 Home Address Request option in dynamic IP allocation





29.275
  CR-0239  rev 1 (Rel-11) v11.2.0





Source: China Telecom, Huawei

(Replaces C4-120657)

Decision: 

The document was Agreed.



C4-120898
IPv4 Address Release procedure_29.275





29.275
  CR-0237  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120655)

Decision: 

The document was Revised to C4-120968.



C4-120899
Multiple PDN connections_29.275





29.275
  CR-0238  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120656)

Decision: 

The document was Postponed.



C4-120968
IPv4 Address Release procedure_29.275





29.275
  CR-0237  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120898)

Decision: 

The document was Agreed.



7
Release 10 and earlier

7.1
GTP

C4-120601
Handling a Recovery IE if two IP addresses are received with a GTP message





Source: Nokia Siemens Networks

Abstract: 

CT4 has discussed an ambiguity in handling a Recovery IE if two IP addresses are received with a GTP message (C4-120368) and agreed the respective Rel-10 CR0200-TS23.007 (C4-120564), which reads:

The restart counter signalled in the GTP-C message is associated with the GTP-C entity identified by the sender’s F-TEID or SGSN/GGSN IP address for control plane if present in the message, otherwise (e.g. in echo request message) it is associated with the GTP-C entity identified by the source IP address of the message.

The first part of the above solution does address the problem, but only for the use cases, which are listed in the discussion paper (C4-120564).

Another, relevant point is that if an EPC network element restarts, it will increment the restart counter for all of its IP interfaces. In other words, when the optional Partial Failure feature is not used, an EPC network element has only one restart counter for all of its IP interfaces.

Discussion: 

Juniper Networks, Cisco and Ericsson commented that when IP address is received and IP address A disappears so there is not problem.

Decision: 

The document was Noted.



C4-120602
Restarted peer with two IP addresses





23.007
  CR-0202  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120604
SRVCC cause values





29.280
  CR-0048  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Abstract: 

As specified in Stage 2 CR 0246, S2-120334, a new error handling procedure is introduced to allow the MME to detect and to prevent SRVCC from re-occurring when IMS session transfer leg creation failed. As a result, two new cause values are required for permanent and temporary errors.

Discussion: 

Alcatel-Lucent commented that based on the CR it seems stage 2 is incomplete. When stage is perfectly clear this CR makes sense. No mention in the Stage 2 CR how long this error will last for and how it reset. Legacy will ignore this new error and use message to assume a successful HO – normal behaviour.

LS to SA2 is needed.

Postponed pending SA2 response to LS in  C4-120845.

Decision: 

The document was Postponed.



C4-120605
SRVCC cause values





29.280
  CR-0049  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-120615
Restarted peer with two IP addresses





23.007
  CR-0203  (Rel-10) v10.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120658
PGW Interface Type





29.274
  CR-1188  (Rel-10) v10.6.0





Source: Huawei

Abstract: 

The MME/SGSN may get PDN-GW identity from HSS (e.g. handover scenario and dynamic PGW assignment).  This PGW identity is defined in TS 29.272 as follows:

MIP6-Agent-Info ::=
 < AVP Header: 486 >

*2[ MIP-Home-Agent-Address ]

[ MIP-Home-Agent-Host ]

[ MIP6-Home-Link-Prefix ]

*[ AVP ]

The identity of PDN-GW is either an IP address transported in MIP-Home-Agent-Address or an FQDN transported in MIP-Home-Agent-Host. FQDN shall be used if known to the MME/SGSN/HSS. If not, the PGW IP Address and Visited-Network-Identifier identify the PGW. Visited-Network-Identifier contains the identity of the network where the PDN-GW was allocated. 

When the MME/SGSN received the PGW IP Address and PGW PLMN ID, the MME/SGSN cannot do the DNS query to obtain the interface type of the PGW. Hence, the MME/SGSN should be configured with the S5/S8 protocol variant(s) on a per HPLMN granularity.

Discussion: 

Alcatel-Lucent and Vodafone believes there is no problem since it's a roaming case. For S8 it is GTP based, so there should no problem here.

Decision: 

The document was Rejected.



C4-120659
PGW Interface Type





29.274
  CR-1189  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Rejected.



C4-120660
Change F-TEID





29.274
  CR-1190  (Rel-10) v10.6.0





Source: Huawei

Abstract: 

CFSI bit in Indication IE is set in the modify access bearers request message:

-
Change F-TEID support Indication: This flag shall be set to 1 for an IDLE state UE initiated TAU procedure to allow the SGW changing the GTP-U F-TEID.

However, the usage is missed in IE definition part.

Discussion: 

It was agreed that it is better to remove this incomplete set of requirements in this Bit definition as they are repeated in the MABR and MBR Response.

Decision: 

The document was Revised to C4-120846.



C4-120661
Change F-TEID





29.274
  CR-1191  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Revised to C4-120847.



C4-120663
GGSN TEID in Update PDP Context Response





29.060
  CR-0885  (Rel-7) v7.17.0





Source: Huawei

Abstract: 

GGSN Tunnel Identifier Data and address for userplane shall be included in the Update PDP Context Response message, it is allowed to be changed before the one assigned in the previous procedures. 

If the Direct tunnel is established or plan to be established by the SGSN in the PDP Context Activation/secondary PDP Context activation/PDP Context modification/Relocation/Service Request procedure, GGSN userplan TEID and IP address has already been sent to the RNC in the RAB assignment/ modification procedure before sending the Update PDP Context Request message. If the GGSN updates the userplane TEID and IP address in the Update PDP Context Response message some reasons, e.g. load sharing , there is no message between SGSN and RNC, which means RNC using the original TEID and IP address to send the packet, but the GGSN transferrs to the modified one. Service may be intermitted.

The problem is similar with the issue in GTPv2, which has already been discussed, and agreed that the SGW can change the userplane F-TEID in IDLE state UE initiated RAU/TAU procedure.

It Is proposed to use the same mechanism in GTPv2 to indicate the GGSN updating the userplane information in the IDLE state UE initiated RAU/TAU procedure.

Discussion: 

Alcatel-Lucent, Cisco, Ericsson prefer the direct tunnel flag use. Alcatel-Lucent and Ericsson do not see this as FASMO correction. It was agreed to introduce the change from Rel-11 onwards.

Decision: 

The document was Rejected.



C4-120664
GGSN TEID in Update PDP Context Response





29.060
  CR-0886  (Rel-8) v8.15.0





Source: Huawei

Decision: 

The document was Rejected.



C4-120665
GGSN TEID in Update PDP Context Response





29.060
  CR-0887  (Rel-9) v9.10.0





Source: Huawei

Decision: 

The document was Revised to C4-120937.



C4-120666
GGSN TEID in Update PDP Context Response





29.060
  CR-0888  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Revised to C4-120938.



C4-120667
GGSN TEID in Update PDP Context Response





29.060
  CR-0889  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Revised to C4-120848.



C4-120668
ULI in Delete Session Request





29.274
  CR-1192  (Rel-10) v10.6.0





Source: Huawei

Abstract: 

Condition for the ULI IE in the Delete Session Request message as follows:

The MME shall include this IE on the S4/S11 interface for the UE or MME Requested PDN Disconnection procedure if the PGW has requested location information change reporting and the MME support location information change reporting.

S11 interface is included in the statement, it is ambiguous whether the S4 SGSN shall include the ULI in the MS-and SGSN Initiated PDN connection Deactivation Procedure using S4 or not.

It is proposed that the S4-SGSN has the same behaviour as the MME, to report the ULI information in the PDN connection deactivation procedure.

Decision: 

The document was Agreed.



C4-120669
ULI in Delete Session Request





29.274
  CR-1193  (Rel-11) v11.2.0





Source: Huawei

Discussion: 

The mirror CR is covered by overlapping Rel-11 CR C4-120926.

Decision: 

The document was Noted.



C4-120708
Corrections to handling mechanism when receiving restart counter in Echo Response





29.060
  CR-0892  (Rel-9) v9.10.0





Source: New Postcom

Abstract: 

In TS 29.060, the handling mechanism upon receiving a Restart Counter in the Echo Response message is misaligned with TS 23.007.

According to TS 23.007, when the value of a Restart Counter previously stored for a peer GSN differs from the Restart Counter value received in the Echo Response from that peer GSN, the mechanism is:

 “-
If the value of a Restart counter previously stored for a peer is smaller than the Restart counter value received in the Echo Response message or the GTP-C message, taking the integer roll-over into account, this indicates that the entity that sent the Echo Response or the GTP-C message has restarted. The received, new Restart counter value shall be stored by the receiving entity, replacing the value previously stored for the peer.

- If the value of a Restart counter previously stored for a peer is larger than the Restart counter value received in the Echo Response message or the GTP-C message, taking the integer roll-over into account, this indicates a possible race condition (newer message arriving before the older one). The received new Restart counter value shall be discarded and an error may be logged.”

However, according to TS 29.060, in the above scenario the GSN node will consider the peer restarted, even if the value of the Restart Counter stored for that peer is lager than the one in the received Echo Response message:

“The value of a Restart Counter previously stored for a peer GSN may differ from the Restart Counter value received in the Echo Response from that peer GSN. In this case, the GSN that sent the Echo Response shall be considered as restarted by the GSN that received the Echo Response. The new Restart Counter value received shall be stored by the receiving entity, replacing the value previously stored for the sending GSN.”

This behaviour of handling Restart Counter in Echo Response or other GTP-C messages in current TS 29.060 is inappropriate and therefore needs to be clarified in such a scenario.

Discussion: 

Cisco proposed to reference to TS 23.007 instead of duplication.

CT4 agreed the content of the CR but it was not seen as a frequent and serious misoperation. That means CR can be approved from Rel-11 onwards.

Decision: 

The document was Rejected.



C4-120709
Corrections to handling mechanism when receiving restart counter in Echo Response





29.060
  CR-0893  (Rel-10) v10.5.0





Source: New Postcom

Decision: 

The document was Pending.



C4-120710
Corrections to handling mechanism when receiving restart counter in Echo Response





29.060
  CR-0894  (Rel-11) v11.2.0





Source: New Postcom

Discussion: 

The GSN shall handle the restart counter as specified in Clause 18 in 3GPP TS 23.007

Decision: 

The document was Revised to C4-120852.



C4-120739
SRVCC support for UTRAN (HSPA) to UTRAN/GERAN for Gn SGSN





29.060
  CR-0897  (Rel-9) v9.10.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-120740
SRVCC support for UTRAN (HSPA) to UTRAN/GERAN for Gn SGSN





29.060
  CR-0898  (Rel-10) v10.5.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-120741
SRVCC support for UTRAN (HSPA) to UTRAN/GERAN for Gn SGSN





29.060
  CR-0899  (Rel-11) v11.2.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-120764
PLMN-ID encoding in GTP Target ID IE





Source: Alcatel-Lucent

Abstract: 

CR 29.060 #806 (C4-111617) & CR 29.274 #0925 (C4-111627) were approved from Rel-8 onwards at CT#52 Plenary (June 2011) and introduced in TS 29.060 v8.14.0 and TS 29.274 v8.10.0 and later releases.

These CRs introduce an unfortunate backward compatibility problem with earlier versions of the GTP specifications.

Discussion: 

CT4 acknowledge the change to GTP that was agreed last year and that some companies represented in CT4 do not see that this would have backwards incompatibility concerns.

Decision: 

The document was Noted.



C4-120795
QoS Negotiation Clarification





29.060
  CR-0906  (Rel-11) v11.2.0





Source: Orange 

Decision: 

The document was Withdrawn.



C4-120845
LS on SRVCC failure





Source: Nokia Siemens Networks

Decision: 

The document was Approved.



C4-120846
Change F-TEID





29.274
  CR-1190  rev 1 (Rel-10) v10.6.0





Source: Huawei

(Replaces C4-120660)

Decision: 

The document was Agreed.



C4-120847
Change F-TEID





29.274
  CR-1191  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120661)

Decision: 

The document was Agreed.



C4-120848
GGSN TEID in Update PDP Context Response





29.060
  CR-0889  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120667)

Decision: 

The document was Agreed.



C4-120852
Corrections to handling mechanism when receiving restart counter in Echo Response





29.060
  CR-0894  rev 1 (Rel-11) v11.2.0





Source: New Postcom

(Replaces C4-120710)

Abstract: 

In TS 29.060, the handling mechanism upon receiving a Restart Counter in the Echo Response message is misaligned with TS 23.007.

According to TS 23.007, when the value of a Restart Counter previously stored for a peer GSN differs from the Restart Counter value received in the Echo Response from that peer GSN, the mechanism is:

 “-
If the value of a Restart counter previously stored for a peer is smaller than the Restart counter value received in the Echo Response message or the GTP-C message, taking the integer roll-over into account, this indicates that the entity that sent the Echo Response or the GTP-C message has restarted. The received, new Restart counter value shall be stored by the receiving entity, replacing the value previously stored for the peer.
- If the value of a Restart counter previously stored for a peer is larger than the Restart counter value received in the Echo Response message or the GTP-C message, taking the integer roll-over into account, this indicates a possible race condition (newer message arriving before the older one). The received new Restart counter value shall be discarded and an error may be logged.”
However, according to TS 29.060, in the above scenario the GSN node will consider the peer restarted, even if the value of the Restart Counter stored for that peer is lager than the one in the received Echo Response message:

“The value of a Restart Counter previously stored for a peer GSN may differ from the Restart Counter value received in the Echo Response from that peer GSN. In this case, the GSN that sent the Echo Response shall be considered as restarted by the GSN that received the Echo Response. The new Restart Counter value received shall be stored by the receiving entity, replacing the value previously stored for the sending GSN.”
This behavior of handling Restart Counter in Echo Response or other GTP-C messages in current TS 29.060 is inappropriate and therefore needs to be calrified in such a scenario.

Decision: 

The document was Agreed.



C4-120854
Providing Serving Network to the GGSN





29.060
  CR-0904  rev 1 (Rel-9) v9.10.0





Source: Orange

(Replaces C4-120793)

Decision: 

The document was Revised to C4-120972.



C4-120855
Providing Serving Network to the GGSN





29.060
  CR-0903  rev 1 (Rel-10) v10.5.0





Source: Orange

(Replaces C4-120792)

Decision: 

The document was Revised to C4-120973.



C4-120856
Providing Serving Network to the GGSN





29.060
  CR-0902  rev 1 (Rel-11) v11.2.0





Source: Orange

(Replaces C4-120791)

Decision: 

The document was Revised to C4-120974.



C4-120937
GGSN TEID in Update PDP Context Response





29.060
  CR-0887  rev 1 (Rel-9) v9.10.0





Source: Huawei

(Replaces C4-120665)

Decision: 

The document was Agreed.



C4-120938
GGSN TEID in Update PDP Context Response





29.060
  CR-0888  rev 1 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120666)

Decision: 

The document was Agreed.



C4-120972
Providing Serving Network to the GGSN





29.060
  CR-0904  rev 2 (Rel-9) v9.10.0





Source: Orange

(Replaces C4-120854)

Decision: 

The document was Agreed.



C4-120973
Providing Serving Network to the GGSN





29.060
  CR-0903  rev 2 (Rel-10) v10.5.0





Source: Orange

(Replaces C4-120855)

Decision: 

The document was Agreed.



C4-120974
Providing Serving Network to the GGSN





29.060
  CR-0902  rev 2 (Rel-11) v11.2.0





Source: Orange

(Replaces C4-120856)

Decision: 

The document was Agreed.



8
Update of the Work Plan

C4-120977
Work Plan updates





Source: CT4

Discussion: 

Work Plan updates after CT4#56bis were agreed by CT4.

Decision: 

The document was Agreed.
9
Future meetings

The North American Friends of 3GPP informed that January/February meeting 2013 shall be held in US. The location will be decided later.
10
Check of approved output documents

C4-120976
Output documents





Source: CT4 Chairman

Decision: 

The document was Noted.



11
AOB

C4-120969
Liaison Regarding CT4 Efficiency





Source: BIER4

Abstract: 

It has come to our attention, that Herr Peter Schmitt, has been involved in running such a group that we know as 3GPP Working Group Vier.

The Bored Internet Engineer Representatives working group 4 understands that this has not been an easy task. Taking this role could not have been an easy task, considering that your predecessor was more inclined to ring bells in churches, and focussed mainly on this strange semantics of the English language. 
 The prime example is "in case of"! The explanation of potential rain and umbrellas is not clear to our community. This is something that the Bored Internet Engineer Representatives working group 4 is still analysing to this day and trying to understand and recommend to our members.  
From the BIER WG4 perspective, we would like to comment that this English language is not an efficient form of communication. We understand that discussions have taken place on a protocol level of MAP vs. Diameter; we would also like to initiate discussions of German vs. English for international specifications. This would seem to be a more direct and clear language to use.

It has also come to the attention of BIER WG4 that Herr Schmitt, has had to deal with some difficult underlings in his post as Chairman.  To work with two Englishman is indeed an accomplishment, as they are something of an enigma.  The BIER WG4 has especially been confused when we have thought that one of them is either "Kenny Rogers" or "Captain Birdseye", it seems that this is dependent on the beard size and the time of year.  The other person, we will not mention his name, as he has turned to the dark side and has deserted your excellent work!
Herr Schmitt, the BIER WG4 would like to honour your work within 3GPP WG Vier, with a Lifetime Achievement award from BIER WG4.  This actually entitles you to one awful cup of coffee (as experienced in most 3GPP US host sites), or a free tour of any airport when your flight has been delayed! The honour is yours!
Congratulations – herzlichen Glueckwunsch Herr Schmitt.
Discussion: 

It is strongly recommended by the BIER WG4 that you Mr. Yun Chao slave driver Schmitt, maintain your excellent personal attitude
CT4 fully support the recommendation.
Decision: 

The document was Approved.

C4-120879
Letter to CT4 Chairman





Source: GETaCAB

Abstract:
It has come to our attention that you will be very shortly departing Three-GPP CT Working Group 4 and thus leaving your "post" as the Chairman of this group.

While this is very sad news and I am sure the Three-GPP community will see this as a great loss, we at GETaCAB must express our utmost delight. We are a small but steadily growing association with one common interest – the ringing of big brass bells.  We believe that your untimely departure from Three-GPP should be seen by yourself as a splendid opportunity to join us and become one of the Association's lead Ringers. We have regular training sessions and outings around the world to ring the bells of notable churches or wherever we can find a brass bell worthy of a note. 

Our members like to retain their fond memories of their past service and so we encourage recitals of their favourite Three-GPP specifications while tolling out an appropriate melody on their chosen bell.

We look forward with bated breath to hear your response to our invitation
Discussion:
CT4 chairman Mr. Peter Schmitt was happily delighted because of the invitation. It might be that mr. Schmitt first concert is seen later this year in eglise Notre Dame, Paris. The concert will be broadcasted on live in all 4G networks available in northern Siberia.
Decision: 

The document was Noted.

C4-120970
CT4 Chairman Criteria





Source: Mostly Complaining about Chairmen( MCC)
Abstract: 

The MCC vould like to seize upon the current opportunity vich has unfortunately arisen at short notice, not only for ze person in question, but the CT4 vorking group as a whole. The issue at hand ist the pending departure of the encumbant CT4 Chairman and the ensuing need for a replacement. This paper therefore takes the opportunity to ensure that any replacement vill follow certain regel und behaviour.
Discussion: 

CT4 agreed following Rules und Behaviour for CT4 Chairpersons:

1)
The Chairperson vill run the meeting with strict time-keeping.


2)
The Chairperson vill have a tidy personal appearance and if he or she chooses to grow facial hair it vill be neatly clipped.


3)
It is permitted that the Chairperson is confused by comments from the floor but it is important not to give this away with overt facial expressions.


4)
The Chairperson may be from any geographical region but if they are from a country whose national dish ist sauerkraut and the price of bier is less than water it shall not be considered as ein handicap


5)
The Chairperson vill achieve a result of not less than 99.99% in response to the defacto Candidate Examination as defined by UPSTART (see Tdoc C4-092550); anything less vill not be tolerated !


6)
The Chairperson vill embrace the concept of rules as if they are second nature to her or him (MCC believes in ze adage "Everything is forbidden; apart from that, do what you like".


7)
The Chairperson vill embrace social functions since zese are very infrequent in this economic climate und ven they include karaoke he or she vill zing !


8)
If the Chairperson is ein good one he or she vill be re-elected for many years (at least 9 is quite acceptable) and no one vill dare to stand against him (or her).


9) If ze Chairperson likes to order a steak it must be ordered as “Well Done”.  When the steak arrives, it is mandatory to send it back to the kitchen as the definition of “well done” by the restaurant is not technically correct.

10) Ze Chairperson should ideally have a name like Schmitt since zis is a nice name.

Decision: 

The document was Noted.

12
Closing of the meeting (16:00 Friday 20th April 2012)

Chairman thanked the host, HTC for the good meeting arrangements and snacks during the breaks which were provided. Chairman also thanked the delegates for their hard work and the attendees for their co-operation and hard work in demanding sessions. 
The chairman also thanked Vice Chairmen, Mr. Nigel Berry chairing parallel sessions during the meeting. 

Chairman thanked all the delegates he has worked during the years. Mr. Schmitt commented that was pleasure to work with CN4 and CT4. He wished all the best for CT community.
CT4 community also remembered Mr. Schmitt after unexpected news. CT4 community agreed Mr. Schmitt has been a fantastic chairman last 9 years and CT4 will miss his efficient and nice meeting chairing capabilities. CT4 community hope to see Mr. Schmitt soon on stage again. See an mp4-file (Peters-Presentation.zip):
Good bye Mr. Chairman
Meeting was closed on  Friday 20th April at 16:24.
Report prepared by: KK
