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* * * First Change * * * *

7.1.1
Echo Request

Table 7.1.1-1 specifies the information elements included in the Echo Request message.

The Recovery information element contains the local Restart Counter, which is specified in 3GPP TS 23.007 [17])

The optional Private Extension contains vendor or operator specific information.

Table 7.1.1-1: Information Elements in Echo Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Recovery
	M
	
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent towards a peer node on any GTPv2 interface if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.1.2
Echo Response

Table 7.1.2-1 specifies the information elements included in the Echo Response message.

The Recovery information element contains the local Restart Counter, which is specified in 3GPP TS 23.007 [17])

The optional Private Extension contains vendor or operator specific information.

Possible Cause values are:

· "System failure"

· "Mandatory IE incorrect"

· "Mandatory IE missing"

· "Invalid Message format"

Table 7.1.2-1: Information Elements in Echo Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Recovery
	M
	
	Recovery
	0

	Cause
	O
	IE may be included if recovery IE in the Echo Request or the message itself is malformed. 
	Cause
	0

	Sending Node Features
	CO
	This IE shall be sent towards a peer node on any GTPv2 interface if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


NOTE:
If the Cause value is not a successful value this does not indicate the node sending the Echo Response is unable to accept GTPv2 messages.

* * * Next Change * * * *

7.2.1
Create Session Request

The direction of this message shall be from MME/S4-SGSN to SGW and from SGW to PGW (see Table 6.1-1).

The Create Session Request message shall be sent on the S11 interface by the MME to the SGW, and on the S5/S8 interface by the SGW to the PGW as part of the procedures:

-
E-UTRAN Initial Attach

-
UE requested PDN connectivity

The message shall also be sent on S4 interface by the SGSN to the SGW, and on the S5/S8 interface by the SGW to the PGW as part of the procedures:

-
PDP Context Activation

The message shall also be sent on the S11 interface by the MME to the SGW as part of the procedures:

-
Tracking Area Update procedure with Serving GW change

-
S1/X2-based handover with SGW change

-
UTRAN Iu mode to E-UTRAN Inter RAT handover with SGW change

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover with SGW change

-
3G Gn/Gp SGSN to MME combined hard handover and SRNS relocation procedure
-
Gn/Gp SGSN to MME Tracking Area Update procedure

and on the S4 interface by the SGSN to the SGW as part of the procedures:

-
Routing Area Update with MME interaction and with SGW change
-
Gn/Gp SGSN to S4 SGSN Routing Area Update

-
E-UTRAN to UTRAN Iu mode Inter RAT handover with SGW change

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover with SGW change

-
Serving RNS relocation
-
Combined hard handover and SRNS relocation
-
Combined Cell / URA update and SRNS relocation
-
Enhanced serving RNS relocation with SGW relocation
If the new Create Session Request message is received with TEID 0 in the header for an existing active PDN connection context, this Create Session Request message shall be treated as a request for a new session. The existing PDN connection context should be deleted locally, before a new session is created.
Table 7.2.1-1: Information Elements in a Create Session Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	The IMSI shall be included in the message except for the case:

-
If the UE is emergency attached and the UE is UICCless.

The IMSI shall be included in the message but not used as an identifier

-
if UE is emergency attached but IMSI is not authenticated.
	IMSI
	0

	MSISDN
	C
	For an E-UTRAN Initial Attach the IE shall be included when used on the S11 interface, if provided in the subscription data from the HSS.
For a PDP Context Activation procedure the IE shall be included when used on the S4 interface, if provided in the subscription data from the HSS. 

The IE shall be included for the case of a UE Requested PDN Connectivity, it shall be included if the MME has it stored for that UE. 

It shall be included when used on the S5/S8 interfaces if provided by the MME/SGSN.
	MSISDN
	0

	ME Identity (MEI)
	C
	The MME shall include the ME Identity (MEI) IE:

-
If the UE is emergency attached and the UE is UICCless

-
If the UE is emergency attached and the IMSI is not authenticated

For all other cases the MME shall include the ME Identity (MEI) IE if it is available.
	MEI
	0

	User Location Information (ULI)
	C
	This IE shall be included for E-UTRAN Initial Attach and UE-requested PDN Connectivity procedures. It shall include ECGI&TAI. The MME/SGSN shall also include it for TAU/RAU/X2-Handover/Enhanced SRNS Relocation procedure if the PGW has requested location information change reporting and MME/SGSN support location information change reporting. The SGW shall include this IE on S5/S8 if it receives the ULI from MME/SGSN.
	ULI
	0

	
	CO
	This IE shall also be included on the S4 and S5/S8 interfaces for PDP Context Activation procedure. It shall include either the CGI or SAI or RAI.
	
	

	Serving Network
	C
	This IE shall be included on S4/S11 and S5/S8 interfaces for an E-UTRAN initial attach, a PDP Context Activation and for a UE requested PDN connectivity. 

	Serving Network
	0

	
	CO
	This IE shall be included on S4/S11 for RAU/TAU/Handover with SGW relocation procedures.
	
	

	RAT Type
	M
	
	RAT Type
	0

	Indication Flags
	C
	This IE shall be included if any one of the applicable flags is set to 1.

Applicable flags are:

· S5/S8 Protocol Type: This flag shall be used on the S11/S4 interfaces and set according to the protocol chosen to be used on the S5/S8 interfaces.

· Dual Address Bearer Flag: This flag shall be set to 1 when the UE requests a PDN type IPv4v6 and all SGSNs which the UE may be handed over to support dual addressing. This shall be determined based on node pre-configuration by the operator.

· Handover Indication: If the UE comes from non-3GPP access, this flag shall be set in an E-UTRAN Initial Attach or in a UE Requested PDN Connectivity.

· Operation Indication: This flag shall be set for a TAU/RAU procedure with SGW relocation, Enhanced SRNS Relocation with SGW relocation and X2-based handovers with SGW relocation.

· Direct Tunnel Flag: This flag shall be used on the S4 interface and set to 1 if Direct Tunnel is used.

· Piggybacking Supported: This flag shall be set to 1 only if the MME/ SGW supports the piggybacking feature as described in Annex F of 3GPP TS 23.401 [3]. This flag shall be set to 1 on S5/S8 only when both the MME and the SGW support piggybacking.

· Change Reporting support Indication: shall be used on S4/S11, S5/S8 and set if the SGSN/MME supports location Info Change Reporting.

· Unauthenticated IMSI: This flag shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached UE.
	Indication
	0

	Sender F-TEID for Control Plane
	M
	
	F-TEID
	0

	PGW S5/S8 Address for Control Plane or PMIP
	C
	This IE shall be sent on the S11 / S4 interfaces. The TEID or GRE Key is set to "0" in the E-UTRAN initial attach, the PDP Context Activation and the UE requested PDN connectivity procedures.
	F-TEID
	1

	Access Point Name (APN)
	M
	
	APN
	0

	Selection Mode
	C
	This IE shall be included for an E-UTRAN initial attach, a PDP Context Activation and a UE requested PDN connectivity. 

It shall indicate whether a subscribed APN or a non subscribed APN chosen by the MME/SGSN was selected.
	Selection Mode
	0

	
	CO
	This IE shall be sent by the MME/SGSN on S11/S4 interface during TAU/RAU/HO with SGW relocation.
	
	

	PDN Type
	C
	This IE shall be included for an E-UTRAN initial attach, a PDP Context Activation and a UE requested PDN connectivity.
This IE shall be set to IPv4, IPv6 or IPv4v6. This is based on the UE request and the subscription record retrieved from the HSS (for MME see 3GPP TS 23.401 [3], clause 5.3.1.1, and for SGSN see 3GPP TS 23.060 [35], clause 9.2.1). See NOTE 1.
	PDN Type
	0

	PDN Address Allocation (PAA)
	C
	This IE shall be included for an E-UTRAN initial attach, a PDP Context Activation and a UE requested PDN connectivity. For PMIP-based S5/S8, this IE shall also be included for TAU/RAU/Handover cases involving SGW relocation.

The PDN type field in the PAA shall be set to IPv4, or IPv6 or IPv4v6 by MME, based on the UE request and the subscription record retrieved from the HSS.

For static IP address assignment (for MME see 3GPP TS 23.401 [3], clause 5.3.1.1, and for SGSN see 3GPP TS 23.060 [35], clause 9.2.1), the MME/SGSN shall set the IPv4 address and/or IPv6 prefix length and IPv6 prefix and Interface Identifier based on the subscribed values received from HSS, if available. The value of PDN Type field shall be consistent with the value of the PDN Type IE, if present in this message.

If static IP address assignment is not used, the IPv4 address shall be set to 0.0.0.0, and/or the IPv6 Prefix Length and IPv6 prefix and Interface Identifier shall all be set to zero.
	PAA
	0

	
	CO
	This IE shall be sent by the MME/SGSN on S11/S4 interface during TAU/RAU/HO with SGW relocation.
	
	

	Maximum APN Restriction
	C
	This IE shall be included in the E-UTRAN initial attach, PDP Context Activation and UE Requested PDN connectivity procedures.

This IE denotes the most stringent restriction as required by any already active bearer context. If there are no already active bearer contexts, this value is set to the least restrictive type.
	APN Restriction
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	C
	This IE represents the APN-AMBR. It shall be included for an E-UTRAN initial attach, UE requested PDN connectivity, the PDP Context Activation procedure using S4 and the PS mobility from the Gn/Gp SGSN to the S4 SGSN/MME procedures.
	AMBR
	0

	Linked EPS Bearer ID
	C
	This IE shall be included on S4/S11 in RAU/TAU/HO except in the Gn/Gp SGSN to MME/S4-SGSN RAU/TAU/HO procedures with SGW change to identify the default bearer of the PDN Connection
	EBI
	0

	Protocol Configuration Options (PCO)
	C
	This IE is not applicable to TAU/RAU/Handover. If MME receives PCO from UE (during the attach procedures), the MME shall forward the PCO IE to SGW. The SGW shall also forward it to PGW.
	PCO
	0

	Bearer Contexts to be created
	M
	Several IEs with the same type and instance value shall be included as necessary to represent a list of Bearers.

One bearer shall be included for an "eUTRAN Initial Attach", a "PDP Context Activation" or a "UE requested PDN Connectivity".

One or more bearers shall be included for a Handover/TAU/RAU with an SGW change.
	Bearer Context 
	0

	Bearer Contexts to be removed
	C
	This IE shall be included on the S4/S11 interfaces for the TAU/RAU/Handover cases where any of the bearers existing before the TAU/RAU/Handover procedure will be deactivated as consequence of the TAU/RAU/Handover procedure.

For each of those bearers, an IE with the same type and instance value shall be included.
	Bearer Context
	1

	Trace Information
	C
	This IE shall be included if an SGW and/or a PGW is activated. See 3GPP TS 32.422 [18].
	Trace Information
	0

	Recovery
	C
	This IE shall be included if contacting the peer node for the first time.
	Recovery
	0

	MME-FQ-CSID
	C
	This IE shall be included by the MME on the S11 interface and shall be forwarded by an SGW on the S5/S8 interfaces according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall included by the SGW on the S5/S8 interfaces according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1 

	UE Time Zone
	O
	This IE may be included by the MME on the S11 interface, or by the SGSN on the S4 interface. 
	UE Time Zone
	0

	
	C
	If SGW receives this IE, SGW shall forward it to PGW across S5/S8 interface.
	
	

	User CSG Information (UCI)
	CO
	This IE shall be included for E-UTRAN Initial Attach, UE-requested PDN Connectivity and PDP Context Activation using S4 procedures if the UE is accessed via CSG cell or hybrid cell. The MME/SGSN shall also include it for TAU/RAU/Handover procedures if the PGW has requested CSG info reporting and MME/SGSN support CSG info reporting. The SGW shall include this IE on S5/S8 if it receives the User CSG information from MME/SGSN.
	UCI
	0

	Charging Characteristics
	C
	This IE shall be included according to 3GPP TS 32.251 [8]
	Charging Characteristics
	0

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	PDN connection Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 if at least one feature is supported for this PDN connection. 

This IE defines all the features supported for the PDN connection. 
	PDN Connection Features
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1: 
The conditional PDN Type IE is redundant (as the PAA IE contains exactly the same field). The receiver may ignore it.


Table 7.2.1-2: Bearer Context to be created within Create Session Request

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	TFT
	O
	
	Bearer TFT
	0

	S1-U eNodeB F-TEID
	C
	This IE shall be included on the S11 interface for X2-based handover with SGW relocation.
	F-TEID
	0

	S4-U SGSN F-TEID
	C
	This IE shall be included on the S4 interface if the S4-U interface is used.
	F-TEID
	1

	S5/S8-U SGW F-TEID
	C
	This IE shall be included on the S5/S8 interface for an "eUTRAN Initial Attach", a "PDP Context Activation" or a "UE Requested PDN Connectivity".
	F-TEID
	2

	S5/S8-U PGW F-TEID
	C
	This IE shall be included on the S4 and S11 interfaces for the TAU/RAU/Handover cases when the GTP-based S5/S8 is used.
	F-TEID
	3

	S12 RNC F-TEID
	CO
	This IE shall be included on the S4 interface if the S12 interface is used in the Enhanced serving RNS relocation with SGW relocation procedure.
	F-TEID
	4

	Bearer Level QoS
	M
	
	Bearer QoS
	0


Table 7.2.1-3: Bearer Context to be removed within Create Session Request

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	S4-U SGSN F-TEID
	C
	This IE shall be sent on the S4 interface if the S4-U interface is used. See NOTE 1.
	F-TEID
	0

	NOTE 1: 
The conditional S4-U SGSN F-TEID IE is redundant.


* * * Next Change * * * *

7.2.2
Create Session Response

The Create Session Response message shall be sent on the S11 interface by the SGW to the MME, and on the S5/S8 interface by the PGW to the SGW as part of the procedures:

-
E-UTRAN Initial Attach

-
UE requested PDN connectivity
The message shall also be sent on S4 interface by the SGW to the SGSN, and on the S5/S8 interface by the PGW to the SGW as part of the procedures:

-
PDP Context Activation

The message shall also be sent on the S11 interface by the SGW to the MME as part of the procedures:

-
Tracking Area Update procedure with SGW change

-
S1/X2-based handover with SGW change

-
UTRAN Iu mode to E-UTRAN Inter RAT handover with SGW change

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover with SGW change

-
3G Gn/Gp SGSN to MME combined hard handover and SRNS relocation procedure
-
Gn/Gp SGSN to MME Tracking Area Update procedure

and on the S4 interface by the SGW to the SGSN as part of the procedures:
-
Routing Area Update with MME interaction and with SGW change
-
Gn/Gp SGSN to S4 SGSN Routing Area Update

-
E-UTRAN to UTRAN Iu mode Inter RAT handover with SGW change

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover with SGW change

-
Serving RNS relocation
-
Combined hard handover and SRNS relocation
-
Combined Cell / URA update and SRNS relocation
-
Enhanced serving RNS relocation with SGW relocation
If handling of default bearer fails, then cause at the message level shall be a failure cause.

Possible Cause values are:
-
"Request accepted".

-
"Request accepted partially".

-
"New PDN type due to network preference".

-
"New PDN type due to single address bearer only".

-
"Request rejected".

-
"Missing or unknown APN".

-
"GRE key not found".

-
"Preferred PDN type not supported".

-
"All dynamic addresses are occupied".

-
"UE context without TFT already activated".

-
"No memory available".

-
"PGW not responding".

-
"Mandatory IE incorrect".
-
"Mandatory IE missing".
-
"Conditional IE missing".

-
"System failure".

-
"Semantic error in the TFT operation".

-
"Syntactic error in the TFT operation".
-
"Semantic errors in packet filter(s)".
-
"Syntactic errors in packet filter(s)".

-
"Invalid message format".
-
"No resources available".
-
"User authentication failed".
-
"APN access denied – no subscription".
-
"APN Restriction type incompatibility with currently active PDN Connection".

-
"Version not supported by next peer".

-
"Invalid length".

-
"Denied in RAT".

-
"Protocol type not supported".
Table 7.2.2-1: Information Elements in a Create Session Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Change Reporting Action 
	C
	This IE shall be included with the appropriate Action field if the location Change Reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included with the appropriate Action field if the CSG Info reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	CSG Information Reporting Action
	0

	Sender F-TEID for Control Plane
	C
	This IE shall be sent on the S11/S4 interfaces. For the S5/S8 interfaces it is not needed because its content would be identical to the IE PGW S5/S8 F-TEID for PMIP based interface or for GTP based Control Plane interface.
	F-TEID
	0

	PGW S5/S8 F-TEID for PMIP based interface or for GTP based Control Plane interface
	C
	PGW shall include this IE on S5/S8 during the Initial Attach, UE requested PDN connectivity and PDP Context Activation procedures.

If SGW receives this IE it shall forward the IE to MME/S4-SGSN on S11/S4 interaface.

This IE shall include the TEID in the GTP based S5/S8 case and the GRE key in the PMIP based S5/S8 case.

In PMIP based S5/S8 case, same IP address is used for both control plane and the user plane communication.
	F-TEID
	1

	PDN Address Allocation (PAA)
	C
	This IE shall be included for the E-UTRAN initial attach, the PDP Context Activation and the UE requested PDN connectivity.
The PDN type field in the PAA shall be set to IPv4, or IPv6 or IPv4v6 by the PGW.  

If the DHCPv4 is used for IPv4 address allocation, the IPv4 address field shall be set to 0.0.0.0.
	PAA
	0

	APN Restriction
	C
	This IE shall be included in the E-UTRAN initial attach, PDP Context Activation and UE Requested PDN connectivity procedures.

This IE shall also be included on S4/S11 during the Gn/Gp SGSN to S4 SGSN/MME RAU/TAU procedures.

This IE denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context.
	APN Restriction
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	C
	This IE represents the APN-AMBR. It shall be included if the received APN-AMBR has been modified by the PCRF.
	AMBR
	0

	Linked EPS Bearer ID
	C
	This IE shall be sent on S4, S11 interfaces during Gn/Gp SGSN to S4-SGSN/MME RAU/TAU procedure to identify the default bearer the PGW selects for the PDN Connection.
	EBI
	0

	Protocol Configuration Options (PCO)
	C
	This IE is not applicable for TAU/RAU/Handover. If PGW decides to return PCO to the UE, PGW shall send PCO to SGW. If SGW receives the PCO IE, SGW shall forward it to MME/SGSN.
	PCO
	0

	Bearer Contexts created
	M
	EPS bearers corresponding to Bearer Contexts sent in request message. Several IEs with the same type and instance value may be included as necessary to represent a list of Bearers.
One bearer shall be included for "eUTRAN Initial Attach", "PDP Context Activation" or "UE Requested PDN Connectivity ".

One or more created bearers shall be included for a Handover/TAU/RAU with an SGW change.
	Bearer Context 
	0

	Bearer Contexts marked for removal
	C
	EPS bearers corresponding to Bearer Contexts to be removed that were sent in the Create Session Request message.

For each of those bearers an IE with the same type and instance value shall be included.
	Bearer Context
	1

	Recovery
	C
	This IE shall be included if contacting the peer for the first time 
	Recovery
	0

	Charging Gateway Name
	C
	When Charging Gateway Function (CGF) Address is configured, the PGW shall include this IE on the S5 interface. 

See NOTE 1.
	FQDN
	0

	Charging Gateway Address
	C
	When Charging Gateway Function (CGF) Address is configured, the PGW shall include this IE on the S5 interface. See NOTE 1.
	IP Address
	0

	PGW-FQ-CSID
	C
	This IE shall be included by the PGW on the S5/S8 interfacesand shall be forwarded by the SGW on the S11 interface according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by the SGW on the S11 interface according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1

	Sending Node Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8 , and by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	PDN connection Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8, and by the SGW to the MME/SGSN on S11/S4 if at least one feature is supported for this PDN connection. 

This IE defines all the features supported for the PDN connection. 
	PDN Connection Features
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1: 
Both Charging Gateway Name and Charging Gateway Address shall not be included at the same time. When both are available, the operator configures a preferred value.  


Table 7.2.2-2: Bearer Context Created within Create Session Response

	Octets 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octets 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason.
	Cause
	0

	TFT
	O
	
	Bearer TFT
	0

	S1-U SGW F-TEID
	C
	This IE shall be included on the S11 interface if the S1-U interface is used.
	F-TEID
	0

	S4-U SGW F-TEID
	C
	This IE shall be included on the S4 interface if the S4-U interface is used.
	F-TEID
	1

	S5/S8-U PGW F-TEID
	C
	For GTP-based S5/S8, this User Plane IE shall be included on S11 interface and also on S5/S8 interfaces during the "eUTRAN Initial Attach", a "PDP Context Activation" or a "UE Requested PDN Connectivity".
	F-TEID
	2

	S12 SGW F-TEID
	C
	This IE shall be included on the S4 interface if the S12 interface is used.
	F-TEID
	3

	Bearer Level QoS
	C
	This IE shall be included if the received QoS parameters have been modified.
	Bearer QoS
	0

	Charging Id
	C
	This IE shall be included on the S5/S8 interface for an E-UTRAN initial attach, a PDP Context Activation and a UE requested PDN connectivity.
	Charging Id
	0

	
	O
	If the S5/S8 interface is GTP, this IE may be included on the S4 interface, in order to support CAMEL charging at the SGSN, for a PDP Context Activation, inter S4-SGSN RAU with SGW change and Gn/Gp to S4-SGSN RAU.
	
	

	Bearer Flags
	O
	Applicable flags are:

· PPC (Prohibit Payload Compression)
	Bearer Flags
	0


Table 7.2.2-3: Bearer Context marked for removal within a Create Session Response

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, gives the information on the reason.
	Cause
	0


* * * Next Change * * * *

7.2.4
Create Bearer Response

The Create Bearer Response message shall be sent on the S5/S8 interface by the SGW to the PGW, and on the S11 interface by the MME to the SGW as part of the Dedicated Bearer Activation procedure.
The message shall also be sent on the S5/S8 interface by the SGW to the PGW and on the S4 interface by the SGSN to the SGW as part of Secondary PDP Context Activation procedure or the Network Requested Secondary PDP Context Activation procedure.

Possible Cause values are:
-
"Request accepted".

-
"Request accepted partially".

-
"Request rejected".

-
"Context not found".

-
"Mandatory IE incorrect".

-
"Mandatory IE missing".
-
"Conditional IE missing".

-
"System failure".

-
"No memory available".

-
"Semantic error in the TFT operation".

-
"Syntactic error in the TFT operation".

-
"Semantic errors in packet filter(s)".

-
"Syntactic errors in packet filter(s)".

-
"Invalid message format".

-
"No resources available".

-
 "Service not supported".

· "Unable to page UE".

· "UE not responding".
· "Unable to page UE due to Suspension".

· "UE refuses".

-
"Invalid length".

-
"Denied in RAT".

-
"UE context without TFT already activated".

Table 7.2.4-1: Information Elements in a Create Bearer Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Bearer Contexts
	M
	Several IEs with this type and instance value shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time
	Recovery
	0

	MME-FQ-CSID
	C
	This IE shall be included by the MME on the S11 interfaceand shall be forwarded by the SGW on the S5/S8 interfaces according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by the MME on the S11 interfaceand shall be forwarded by the SGW on the S5/S8 interfaces according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1 

	Protocol Configuration Options (PCO)
	C
	If the UE includes the PCO IE, then the MME/SGSN shall copy the content of this IE transparently from the PCO IE included by the UE. If the SGW receives PCO from MME/SGSN, SGW shall forward it to the PGW.
	PCO
	0

	UE Time Zone
	O
	This IE is optionally included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	UE Time Zone
	0

	
	CO
	The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN.
	
	

	User Location Information (ULI)
	O
	This IE is optionally included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	ULI
	0

	
	CO
	The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN.
	
	

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Table 7.2.4-2: Bearer Context within Create Bearer Response

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason.
	Cause
	0

	S1-U eNodeB F-TEID
	C
	This IE shall be sent on the S11 interface if the S1-U interface is used.
	F-TEID
	0

	S1-U SGW F-TEID
	C
	This IE shall be sent on the S11 interface. It shall be used to correlate the bearers with those in the Create Bearer Request.
	F-TEID
	1

	S5/8-U SGW F-TEID
	C
	This IE shall be sent on the S5/S8 interfaces.
	F-TEID
	2

	S5/8-U PGW F-TEID
	C
	This IE shall be sent on the S5/S8 interfaces. It shall be used to correlate the bearers with those in the Create Bearer Request.
	F-TEID
	3

	S12 RNC F-TEID
	C
	This IE shall be sent on the S4 interface if the S12 interface is used.
	F-TEID
	4

	S12 SGW F-TEID
	C
	This IE shall be sent on the S4 interface. It shall be used to correlate the bearers with those in the Create Bearer Request.
	F-TEID
	5

	S4-U SGSN F-TEID
	C
	This IE shall be sent on the S4 interface if the S4-U interface is used.
	F-TEID
	6

	S4-U SGW F-TEID
	C
	This IE shall be sent on the S4 interface. It shall be used to correlate the bearers with those in the Create Bearer Request.
	F-TEID
	7

	Protocol Configuration Options (PCO)
	CO
	If the UE includes the PCO IE in the corresponding Activate dedicated EPS bearer context accept message, then the MME/SGSN shall copy the content of this IE transparently from the PCO IE included by the UE. If the SGW receives PCO from MME/SGSN, SGW shall forward it to the PGW. This bearer level IE takes precedence over the PCO IE in the message body if they both exist.
	PCO
	0


* * * Next Change * * * *

7.2.6
Bearer Resource Failure Indication

A Bearer Resource Failure Indication shall be sent by the PGW to an SGW and forwarded to the MME to indicate failure of the UE requested bearer resource allocation procedure or UE requested bearer resource modification procedure.

The message shall also be sent by a PGW to an SGW and forwarded to an SGSN as part of the failure of an MS initiated PDP Context modification procedure or secondary PDP context activation procedure.

Table 7.2.6-1 specifies the presence of the IEs in the message.

Possible Cause values are:

· "No resources available".

· "No memory available".

· "User authentication failed".

· "System failure".

· "Semantic error in the TAD operation".

· "Syntactic error in the TAD operation".

· "Semantic errors in packet filter(s)".

· "Syntactic errors in packet filter(s)".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Conditional IE missing".
· "Invalid message format".

· "Collision with network initiated request".

· "Invalid length".

· "Service denied".

Table 7.2.6-1: Information Elements in a Bearer Resource Failure Indication

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Linked EPS Bearer ID
	M
	
	EBI
	0

	Procedure Transaction ID (PTI)
	M
	
	PTI
	0

	Recovery
	O
	
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8, and by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.2.7
Modify Bearer Request

The direction of this message shall be from MME/S4-SGSN to SGW and/or from SGW to PGW (see Table 6.1-1).

The Modify Bearer Request message shall only be sent on the S11 interface by the MME to the SGW and on the S5/S8 interfaces by the SGW to the PGW as part of the procedures:

-
E-UTRAN Tracking Area Update without SGW Change

-
UE triggered Service Request

-
S1-based Handover

-
UTRAN Iu mode to E-UTRAN Inter RAT handover

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover
-
E-UTRAN Initial Attach

-
UE requested PDN connectivity

-
3G SGSN to MME combined hard handover and SRNS relocation procedure

-
X2-based handover without SGW relocation
It shall also only be sent on the S4 interface by the SGSN to the SGW and on the S5/S8 interfaces by the SGW to the PGW as part of the procedures:

-
Routeing Area Update with MME interaction and without SGW change

-
Routeing Area Update with MME interaction and with SGW change
-
E-UTRAN to UTRAN Iu mode Inter RAT handover

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover
-
Inter SGSN Routeing Area Update Procedure and Combined Inter SGSN RA / LA Update to S4 SGSNs
-
Combined RA / LA Update in the Case of Inter SGSN RA Update Procedure
-
Iu mode RA Update Procedure
-
Serving RNS Relocation Procedure 
-
Combined Hard Handover and SRNS Relocation Procedure
-
Combined Cell / URA Update and SRNS Relocation Procedure
-
Enhanced Serving RNS Relocation without SGW relocation
-
UE Initiated Service Request Procedure
-
Iu mode to A/Gb mode Intra SGSN Change
-
A/Gb mode to Iu mode Intra SGSN Change
-
Iu mode to A/Gb mode Inter-SGSN Change
-
A/Gb mode to Iu mode Inter-SGSN Change
-
Paging Response with no established user plane on S4
-
PDP Context Activation Procedure

only on the S4 interface by the SGSN to the SGW as part of the procedures:

-
RAB Assignment Procedure

-
SRVCC from E-UTRAN to UTRAN or GERAN with DTM HO support procedures and SRVCC from UTRAN (HSPA) to UTRAN or GERAN with DTM HO support.

and only on the S5/S8 interfaces by the SGW to the PGW as part of the procedures:

-
Tracking Area Update procedure with SGW change

-
Gn/Gp SGSN to S4 SGSN Routing Area Update

-
X2 based handover with SGW relocation

-
Gn/Gp SGSN to MME Tracking Area Update
-
Enhanced Serving RNS Relocation with SGW relocation
This message can be used as an implicit resume of the suspended bearers in the SGW and in the PGW (see 3GPP TS 23.216 [43] sections 6.2.2.1 and 6.3.2.1, 3GPP TS 23.272 [21] sections 6.3, 6.5 and 7.4).
Table 7.2.7-1: Information Elements in a Modify Bearer Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	ME Identity (MEI)
	C
	This IE shall be sent on the S5/S8 interfaces for the Gn/Gp SGSN to MME TAU.
	MEI
	0

	User Location Information (ULI)
	C
	 The MME/SGSN shall include this IE for TAU/RAU/Handover procedures if the PGW has requested location information change reporting and MME/SGSN support location information change reporting. 
An MME/SGSN which supports location information change shall include this IE for UE-initiated Service Request procedure if the PGW has requested location information change reporting and the UE’s location info has changed.
The SGW shall include this IE on S5/S8 if it receives the ULI from MME/SGSN.
	ULI
	0

	
	CO
	This IE shall also be included on the S4/S11 interface for a TAU/RAU/Handover with MME/SGSN change without SGW change procedure, if the level of support changes the MME shall include the ECGI/TAI in the ULI, the SGSN shall include the CGI/SAI in the ULI.

The SGW shall include this IE on S5/S8 if it receives the ULI from MME/SGSN.
	
	

	Serving Network


	C
	This IE shall be sent on S5/S8 for a TAU with an associated MME change and the SGW change.
	Serving Network
	0

	
	CO
	This IE shall be included on S5/S8 for a RAU/Handover with an associated SGSN/MME change and SGW change
	
	

	RAT Type
	C
	This IE shall be sent on the S11 interface for a TAU with anSGSN interaction, UE triggered Service Request or an I-RAT Handover.

This IE shall be sent on the S5/S8 interface for achange of RAT type.

This IE shall be sent on the S4 interface for aRAU with MME interaction, a RAU with an SGSN change, a UE Initiated Service Request or an I-RAT Handover.
	RAT Type
	0

	Indication Flags
	C
	This IE shall be included if any one of the applicable flags is set to 1.

Applicable flags are:

· ISRAI: This flag shall be used on S4/S11 interface and set to 1 if the ISR is established between the MME and the S4 SGSN.

· Handover Indication: This flag shall be set for an E-UTRAN Initial Attach or for a UE Requested PDN Connectivity, if the UE comes from a non-3GPP access.

· Direct Tunnel Flag: This flag shall be used on the S4 interface and set to 1 if Direct Tunnel is used.

· Change Reporting support Indication: shall be used on S4/S11, S5/S8 and set if the SGSN/MME supports location Info Change Reporting. This flag should be ignored by SGW if no message is sent on S5/S8.
· Change F-TEID support Indication: This flag shall be used on S4/S11 for an IDLE state UE initiated TAU/RAU procedure and set to 1 to allow the SGW changing the GTP-U F-TEID.
	Indication
	0

	Sender F-TEID for Control Plane
	C
	This IE shall be sent on the S11 and S4 interfaces for a TAU/RAU/ Handover with MME/SGSN change and without any SGW change. 

This IE shall be sent on the S5 and S8 interfaces for a TAU/RAU/Handover with a SGW change.
	F-TEID
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	C
	The APN-AMBR shall be sent for the PS mobility from the Gn/Gp SGSN to the S4 SGSN/MME procedures..
	AMBR
	0

	Delay Downlink Packet Notification Request
	C
	This IE shall be sent on the S11 interface for a UE triggered Service Request.
	Delay Value
	0

	Bearer Contexts to be modified
	C
	This IE shall not be sent on the S5/S8 interface for a UE triggered Service Request. 

When Handover Indication flag is set to 1 (i.e., for EUTRAN Initial Attach or UE Requested PDN Connectivity when the UE comes from non-3GPP access), the PGW shall ignore this IE. See NOTE 1.  

Several IEs with the same type and instance value may be included as necessary to represent a list of Bearers to be modified.
During a TAU/RAU/Handover procedure with an SGW change, the SGW includes all bearers it received from the MME/SGSN (Bearer Contexts to be created, or Bearer Contexts to be modified and also Bearer Contexts to be removed) into the list of 'Bearer Contexts to be modified' IEs, which are then sent on the S5/S8 interface to the PGW (see NOTE 2).
	Bearer Context
	0

	Bearer Contexts to be removed
	C
	This IE shall be included on the S4 and S11 interfaces for the TAU/RAU/Handover and Service Request procedures where any of the bearers existing before the TAU/RAU/Handover procedure and Service Request procedures will be deactivated as consequence of the TAU/RAU/Handover procedure and Service Request procedures. (NOTE 3)
For each of those bearers, an IE with the same type and instance value, shall be included.
	Bearer Context
	1

	Recovery
	C
	This IE shall be included if contacting the peer for the first time 
	Recovery
	0

	UE Time Zone
	O
	This IE may be included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	UE Time Zone
	0

	
	C
	If SGW receives this IE, SGW shall forward it to PGW across S5/S8 interface.
	
	

	MME-FQ-CSID
	C
	This IE shall be included by MME on S11 and shall be forwarded by SGW on S5/S8 according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by SGW on S5/S8 according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1 

	User CSG Information (UCI)
	CO
	The MME/SGSN shall include this IE for TAU/RAU/Handover procedures and UE-initiated Service Request procedure if the PGW has requested CSG Info reporting and the MME/SGSN support the CSG information reporting. The SGW shall include this IE on S5/S8 if it receives the User CSG Information from MME/SGSN.
	UCI
	0

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	PDN connection Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4 if contacting the peer for the first time for this PDN connection and if at least one feature is supported for this PDN connection.

This IE may be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 to modify the list of features supported for the PDN connection. 
	PDN Connection Features
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE1: 
This requirement is introduced for backwards compatibility reasons. If Bearer Contexts to be modified IE(s) is received in the Modify Bearer Request message, the PGW shall include corresponding Bearer Contexts modified IE(s) in the Modify Bearer Response message.

NOTE2:
According to the description in 3GPP TS 23.401 [3] e.g. subclause 5.3.3.1 "Tracking Area Update procedure with Serving GW change" and 3GPP TS 23.060 [35], during a TAU/RAU/Handover procedure with an SGW change, if the SGW receives 'Bearer Context to be removed' IEs, the SGW shall allocate the S5/8-U SGW F-TEID for those bearers and include also these bearers in the 'Bearer contexts to be modified' IE, which is then sent within this message on the S5/S8 interface to the PGW.
NOTE3:
The 'Bearer Contexts to be removed' IE signals to the SGW that these bearers will be removed by the MME/SGSN later on by separate procedures (e.g. MME/S4-SGSN initiated Dedicated Bearer Deactivation procedure). Therefore, the SGW will not delete these bearers during the ongoing TAU/RAU/Handover procedure (without an SGW change), a Handover procedure (with an SGW change except for an X2-Handover) and a Service Request procedure.


Table 7.2.7-2: Bearer Context to be modified within Modify Bearer Request

	Octets 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octets 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	S1 eNodeB F-TEID
	C
	This IE shall be sent on the S11 interface if the S1-U is being used:

· for an eUTRAN initial attach

· a UE triggered Service Request

· in all TAU/handover cases, except during TAU without the active flag (see 3GPP TS 24.301 [23]) being set.
If an MME is aware that the eNodeB supports both IP address types, the MME shall send both IP addresses within an F-TEID IE. If only one IP address is included, then the SGW shall assume that the eNodeB does not support the other IP address type.
	F-TEID
	0

	S5/8-U SGW F-TEID
	C
	This IE shall be sent on the S5/S8 interfaces for a Handover or a TAU/RAU with a SGW change.
	F-TEID
	1

	S12 RNC F-TEID
	C
	If available, this IE shall be included if the message is sent on the S4 interface if S12 interface is being used. (this IE will be not available in a SRVCC handover, which is indicated by the VB flag being set in the Bearer Flags IE) If an S4-SGSN is aware that the RNC supports both IP address types, the S4-SGSN shall send both IP addresses within an F-TEID IE. If only one IP address is included, then the SGW shall assume that the RNC does not support the other IP address type.
	F-TEID
	2

	S4-U SGSN F-TEID
	C
	If available, this IE shall be included if the message is sent on the S4 interface, if S4-U is being used. (this IE will be not available in a SRVCC handover, which is indicated by the VB flag being set in the Bearer Flags IE) If an S4-SGSN supports both IP address types, the S4-SGSN shall send both IP addresses within an F-TEID IE. If only one IP address is included, then the SGW shall assume that the S4-SGSN does not support the other IP address type.
	F-TEID
	3

	Bearer Flags
	O
	Applicable flags are:

· VB (Voice Bearer) indicator is set to indicate a voice bearer for PS-to-CS SRVCC handover over S4 interface.
	Bearer Flags
	0


Table 7.2.7-3: Bearer Context to be removed within Modify Bearer Request

	Octets 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octets 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0


 

* * * Next Change * * * *

7.2.8
Modify Bearer Response

The Modify Bearer Response message shall be sent on the S11 interface by the SGW to the MME and on the S5/S8 interfaces by the PGW to the SGW as part of the procedures:

-
E-UTRAN Tracking Area Update without SGW Change

-
UE triggered Service Request

-
S1-based Handover

-
UTRAN Iu mode to E-UTRAN Inter RAT handover

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover
-
E-UTRAN Initial Attach

-
UE requested PDN connectivity

-
3G SGSN to MME combined hard handover and SRNS relocation procedure

-
X2-based handover without SGW relocation
It shall also be sent on the S4 interface by the SGW to the SGSN and on the S5/S8 interfaces by the PGW to the SGW as part of the procedures:

-
Routeing Area Update with MME interaction and without SGW change

-
Routeing Area Update with MME interaction and with SGW change
-
E-UTRAN to UTRAN Iu mode Inter RAT handover

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover
-
Inter SGSN Routeing Area Update Procedure and Combined Inter SGSN RA / LA Update to S4 SGSNs

-
Combined RA / LA Update in the Case of Inter SGSN RA Update Procedure

-
Iu mode RA Update Procedure

-
Serving RNS Relocation Procedure 

-
Combined Hard Handover and SRNS Relocation Procedure

-
Combined Cell / URA Update and SRNS Relocation Procedure

-
Enhanced Serving RNS Relocation without SGW relocation

-
UE Initiated Service Request Procedure

-
Iu mode to A/Gb mode Intra SGSN Change

-
A/Gb mode to Iu mode Intra SGSN Change

-
Iu mode to A/Gb mode Inter-SGSN Change

-
A/Gb mode to Iu mode Inter-SGSN Change

-
Paging Response with no established user plane on S4

-
PDP Context Activation Procedure

on the S4 interface by the SGSN to the SGW as part of:

-
RAB Assignment Procedure

and on the S5/S8 interfaces by the PGW to the SGW as part of:

-
Tracking Area Update procedure with SGW change

-
Gn/Gp SGSN to S4 SGSN Routing Area Update

-
X2 based handover with SGW relocation

-
Gn/Gp SGSN to MME Tracking Area Update
-
Enhanced Serving RNS Relocation with SGW relocation

If handling of default bearer fails, then Cause at the message level shall be a failure cause.

Possible Cause values are:
-
"Request accepted".

-
"Request accepted partially".

-
"Request rejected".

-
"Context not found".

-
"Mandatory IE incorrect".

-
"Mandatory IE missing".
-
"Conditional IE missing".

-
"System failure".

-
"No memory available"

-
"Invalid message format".

-
"Service not supported".

Table 7.2.8-1: Information Elements in a Modify Bearer Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	MSISDN
	C
	This IE shall be included on S5/S8 interfaces by the PGW if it is stored in its UE context and if this message is triggered due to TAU/RAU/HO with SGW relocation.
	MSISDN
	0

	Linked EPS Bearer ID
	C
	This IE shall be sent on S5/S8 when the UE moves from a Gn/Gp SGSN to the S4 SGSN or MME to identify the default bearer the PGW selects for the PDN Connection.

This IE shall also be sent by SGW on S11, S4 during Gn/Gp SGSN to S4-SGSN/MME HO procedures to identify the default bearer the PGW selects for the PDN Connection.
	EBI
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	C
	This IE shall be included in the PS mobility from Gn/Gp SGSN to the S4 SGSN/MME procedures if the received APN-AMBR has been modified by the PCRF.
	AMBR
	0

	APN Restriction
	C 
	This IE denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. This IE shall be included over S5/S8 interfaces, and shall be forwarded over S11/S4 interfaces during Gn/Gp SGSN to MME/S4-SGSN handover procedures. 

This IE shall also be included on S5/S8 interfaces during the Gn/Gp SGSN to S4 SGSN/MME RAU/TAU procedures.

The target MME or SGSN determines the Maximum APN Restriction using the APN Restriction. 
	APN Restriction
	0

	Protocol Configuration Options (PCO)
	C
	If SGW receives this IE from PGW on GTP or PMIP based S5/S8, the SGW shall forward PCO to MME/S4-SGSN during Inter RAT handover from the UTRAN or from the GERAN to the E-UTRAN. See NOTE 2.
	PCO
	0

	Bearer Contexts modified
	C
	EPS bearers corresponding to Bearer Contexts to be modified that were sent in Modify Bearer Request message. Several IEs with the same type and instance value may be included as necessary to represent a list of the Bearers which are modified.
	Bearer Context
	0

	Bearer Contexts marked for removal
	C
	EPS bearers corresponding to Bearer Contexts to be removed sent in the Modify Bearer Request message. Shall be included if request message contained Bearer Contexts to be removed.

For each of those bearers an IE with the same type and instance value shall be included.
	Bearer Context
	1

	Change Reporting Action
	C
	This IE shall be included with the appropriate Action field If the location Change Reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included with the appropriate Action field if the location CSG Info change reporting mechanism is to be started or stopped for this subscriber in the SGSN/MME.
	CSG Information Reporting Action
	0

	Charging Gateway Name
	C
	When Charging Gateway Function (CGF) Address is configured, the PGW shall include this IE on the S5 interface during SGW relocation and when the UE moves from Gn/Gp SGSN to S4-SGSN/MME. See NOTE 1.
	FQDN
	0

	Charging Gateway Address
	C
	When Charging Gateway Function (CGF) Address is configured, the PGW shall include this IE on the S5 interface during SGW relocation and when the UE moves from Gn/Gp SGSN to S4-SGSN/MME. See NOTE 1.
	IP Address
	0

	PGW-FQ-CSID
	C
	This IE shall be included by PGW on S5/S8and shall be forwarded by SGW on S11 according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by SGW on S11 according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1

	Recovery
	C
	This IE shall be included if contacting the peer for the first time.
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8 , and by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	PDN connection Features
	CO
	This IE shall be sent by the SGW to the MME/SGSN on S11/S4 if contacting the peer for the first time for this PDN connection and if at least one feature is supported for this PDN connection.

This IE may be sent by the PGW to the SGW on S5/S8, and by the SGW to the MME/SGSN on S11/S4 to modify the list of features supported for the PDN connection. 
	PDN Connection Features
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1: 
Both Charging Gateway Name and Charging Gateway Address shall not be included at the same time. When both are available, the operator configures a preferred value.

NOTE 2: 
If MME receives the IE, but no NAS message is sent, MME discards the IE.


Table 7.2.8-2: Bearer Context modified within Modify Bearer Response

	Octets 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octets 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, gives information on the reason.
	Cause
	0

	S1 SGW F-TEID
	C
	This IE shall be used on the S11 interface, if the S1 interface is used. See NOTE 1
	F-TEID
	0

	S12 SGW F-TEID
	C
	This IE shall be included on the S4 interface if the S12 interface is being used. See NOTE 1
	F-TEID
	1

	S4-U SGW F-TEID
	C
	This IE shall be present if used on the S4 interface if the S4-U interface is being used. See NOTE 1
	F-TEID
	2

	Charging ID
	C
	This IE shall be present on the S5/S8 interface if this message is triggered due to one of the following procedures:

· TAU/RAU/HO with SGW relocation

· TAU/RAU/HO from Gn/Gp SGSN to MME/S4-SGSN   
	Charging ID
	0

	
	O
	If S5/S8 interface is GTP, this IE may be sent on the S4 interface, in order to support CAMEL charging at the SGSN, for the following procedures:

· inter-SGSN RAU/Handover/SRNS Relocation without SGW change. 

· inter-SGSN Handover/SRNS Relocation with SGW change.
	
	

	Bearer Flags
	CO
	Applicable flags are:

· PPC (Prohibit Payload Compression): This flag shall be sent on the S5/S8 and the S4 interfaces at S4-SGSN relocation.
	Bearer Flags
	0

	NOTE 1: 
The SGW shall not change its F-TEID for a given interface during the Handover, Service Request, E-UTRAN Initial Attach, UE Requested PDN connectivity and PDP Context Activation procedures. The SGW F-TEID shall be same for S1-U, S4-U and S12. 
During Handover and Service Request the target eNodeB/RNC/SGSN may use a different IP type than the one used by the source eNodeB/RNC/SGSN. In order to support such a scenario, the SGW F-TEID should contain both an IPv4 address and an IPv6 address (see also subclause 8.22 "F-TEID").


Table 7.2.8-3: Bearer Context marked for removal within Modify Bearer Response

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, gives information on the reason.
	Cause
	0


* * * Next Change * * * *

7.2.10.1
Delete Session Response

A Delete Session Response message shall be sent on the S11 interface by the SGW to the MME and on the S5/S8 interface by the PGW to the SGW as part of the following procedures:

-
EUTRAN Initial Attach

-
UE, HSS or MME Initiated Detach 

-
UE or MME Requested PDN Disconnection

It shall also be sent on the S4 interface by the SGW to the SGSN and on the S5/S8 interface by the PGW to the SGW as part of the procedures:

-
MS, HLR or SGSN initiated detach procedure

-
Combined GPRS/IMSI Attach

-
MS and SGSN Initiated Default Bearer Deactivation Procedure using S4

On the S11 interface by the SGW to the MME as part of the procedures:

-
Tracking Area Update with SGW Change

-
S1 Based Handover with SGW Change

-
X2 Based Handover with SGW Relocation

-
E-UTRAN to UTRAN Iu mode Inter RAT handover with SGW change

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover with SGW change

-
Inter RAT with SGW change handover cancel 

-
MME to 3G Gn/Gp SGSN combined hard handover and SRNS relocation procedure

-
MME to SGSN Routing Area Update 

-
E-UTRAN to Gn/Gp SGSN Inter RAT handover 

And on the S4 interface by the SGW to the SGSN as part of the procedures:

-
Enhanced Serving RNS Relocation with SGW relocation using S4

-
Routing Area Update with SGW change

-
SGSN to MME Tracking Area Update 

-
Serving RNS relocation with SGW change

-
UTRAN Iu mode to E-UTRAN Inter RAT handover with SGW change

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover with SGW change

The sending entity shall include Cause IE in the Delete Session Response message. The IE indicates if the peer has deleted the bearer, or not. 

Possible Cause values are:

· "Request accepted".

· "Context not found".
· "Mandatory IE incorrect".

· "Conditional IE missing".
· "Invalid message format".

Table 7.2.10.1-1 specifies the presence of the IEs in the message.

Table 7.2.10.1-1: Information Elements in a Delete Session Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Recovery
	C
	This IE shall be included If contacting the peer for the first time 
	Recovery
	0

	Protocol Configuration Options (PCO)
	C
	PGW shall include Protocol Configuration Options (PCO) IE, if available.

If SGW receives this IE, SGW shall forward it to SGSN/MME on the S4/S11 interface.
	PCO
	0

	Sending Node Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8, and by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.2.10.2
Delete Bearer Response

The Delete Bearer Response shall be sent as a response of Delete Bearer Request.

Possible Cause values are:

· "Request accepted".

· "Request accepted partially".
· "Request rejected".
· "Context not found".
· "Mandatory IE incorrect".

· "Conditional IE missing".
· "System failure".

· "Invalid message format".

Table 7.2.10.2-1: Information Elements in Delete Bearer Response
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Linked EPS Bearer ID (LBI)
	C
	If the response corresponds to the bearer deactivation procedure in case all the bearers associated with the default bearer of a PDN connection shall be released, this IE shall be included to indicate the default bearer associated with the PDN being disconnected.
	EBI
	0

	Bearer Contexts
	C
	It shall be used for bearers different from default one. In this case at least one bearer shall be included.

Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.

Used for dedicated bearers. When used, at least one dedicated bearer shall be present.
	Bearer Context 
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time 
	Recovery
	0

	MME-FQ-CSID
	C
	This IE shall be included by MME the on S11 interface and shall be forwarded by the SGW on S5/S8 interface according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by the SGW on the S5/S8 interface according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1

	Protocol Configuration Options (PCO)
	C
	If the UE includes the PCO IE, then the MME/SGSN shall copy the content of this IE transparently from the PCO IE included by the UE. If the SGW receives PCO from the MME/SGSN, SGW shall forward it to the PGW.
	PCO
	0

	UE Time Zone
	O
	This IE is optionally included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	UE Time Zone
	0

	
	CO
	The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN.
	
	

	User Location Information (ULI)
	O
	This IE is optionally included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	ULI
	0

	
	CO
	The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN.
	
	

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Table 7.2.10.2-2: Bearer Context within Delete Bearer Response

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, gives information on the reason.
	Cause
	0

	Protocol Configuration Options (PCO)
	CO
	PGW shall include Protocol Configuration Options (PCO) IE, if available. This bearer level IE takes precedence over the PCO IE in the message body if they both exist.
	PCO
	0


* * * Next Change * * * *

7.2.11.2
Downlink Data Notification Acknowledge

A Downlink Data Notification Acknowledge shall be sent from a MME/SGSN to a SGW in response to Downlink Data Notification with an indication of success, or failure when MME/SGSN has reachability or abnormal conditions. 
Possible Cause values are:

· "Request accepted".
· "Unable to page UE".

· "Invalid message format".

· "Context not found".

· "Unable to page UE due to Suspension".

Table 7.2.11.2-1 specifies the presence of the IEs in the message.

Table 7.2.11.2-1: Information Elements in a Downlink Data Notification Acknowledge

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Data Notification Delay
	C
	The MME/SGSN shall include an adaptive delay indication to the SGW to delay the number of Data Notification indications, if the rate of Downlink Data Notification event occurrence in the MME/SGSN becomes significant (as configured by the operator) and the MME/SGSN's load exceeds an operator configured value.
	Delay Value
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.2.13
Delete Indirect Data Forwarding Tunnel Response

The Delete Indirect Data Forwarding Tunnel Response message is sent on the S4/S11 interface by the SGW to the SGSN/MME as part of the following procedures:

-
S1-based handover

-
UTRAN Iu mode to E-UTRAN Inter RAT handover

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover

-
E-UTRAN to UTRAN Iu mode Inter RAT handover 

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover 

-
MME to 3G SGSN combined hard handover and SRNS relocation procedure

-
3G SGSN to MME combined hard handover and SRNS relocation procedure
-
Inter RAT handover Cancel
Possible Cause values are:
-
"Request accepted".

-
"Request accepted partially"

-
"Request rejected"

-
"No memory available"

-
"System failure".

-
"Invalid message format".

-
"Context not found".
Table 7.2.13-1: Information Element in Delete Indirect Data Forwarding Tunnel Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	This IE shall indicate if the deletion of indirect tunnel is successful, and if not, gives information on the reason.
	Cause
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time.
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.2.14.2
Modify Bearer Failure Indication

The Modify Bearer Failure Indication shall be sent on the S5/S8 interface by the PGW to the SGW and on the S11 interface by the SGW to the MME as part of failure of HSS Initiated Subscribed QoS Modification procedure.
It shall also be sent on the S5/S8 interface by the PGW to the SGW and on the S4 interface by the SGW to the SGSN as part of failure of HSS Initiated subscribed QoS modification.

Cause IE indicates that an EPS bearer has not been updated in the PGW. 

Possible Cause values are:
· "Context not found"

· "No resources available".

· "No memory available".

· "System failure".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Conditional IE missing".
· "Invalid message format".

· "Invalid length".

· "Service denied".

Table 7.2.14.2-1: Information Elements in a Modify Bearer Failure Indication 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8, and by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.2.16
Update Bearer Response

An Update Bearer Response shall be sent from a MME/SGSN to a SGW and forwarded to the PGW as a response to an Update Bearer Request message. 

Table 7.2.16-1 specifies the presence requirements and the conditions of the IEs in the message.

Cause IE indicates if an EPS bearer has been modified in the MME/SGSN or not. The EPS Bearer has not been modified in the MME if the Cause IE value differs from "Request accepted" or "Request accepted partially". Possible Cause values are:

· "Request accepted".

· "Request accepted partially"

· "Request rejected"

· "Context not found"

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Conditional IE missing".
· "System failure".

· "Semantic error in the TFT operation".

· "Syntactic error in the TFT operation".
· "Semantic errors in packet filter(s)".
· "Syntactic errors in packet filter(s)".
· "Invalid message format".

-
"Invalid length".

-
"Denied in RAT".

-
"UE refuses".

-
"UE context without TFT already activated".

· "No resources available".

· "Unable to page UE".

· "UE not responding".
· "Unable to page UE due to Suspension".

Table 7.2.16-1: Information Elements in an Update Bearer Response
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Bearer Contexts
	M
	This IE shall contain contexts related to bearers for which QoS/TFT modification was requested. Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers
	Bearer Context 
	0

	Protocol Configuration Options (PCO)
	C
	MME/SGSN shall include PCO IE if such information was received from the UE. 

If SGW receives this IE, SGW shall forward it to PGW on the S5/S8 interface.

This IE shall be included if the Cause IE contains the value "Request accepted".
	PCO
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time 
	Recovery
	0

	MME-FQ-CSID
	C
	This IE shall be included by MME on S11and shall be forwarded by SGW on S5/S8 according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included by SGW on S11 according to the requirements in 3GPP TS 23.007 [17].
	FQ-CSID
	1

	Indication Flags
	O
	This IE shall be included if any one of the applicable flags is set to 1.

Applicable flags:
Direct Tunnel Flag: this flag may be included if the Direct Tunnel is used.
	Indication
	0

	UE Time Zone
	O
	This IE is optionally included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	UE Time Zone
	0

	
	CO
	The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN.
	
	

	User Location Information (ULI)
	O
	This IE is optionally included by the MME on the S11 interface or by the SGSN on the S4 interface. 
	ULI
	0

	
	CO
	The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN.
	
	

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4, and by the SGW to the PGW on S5/S8 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Table 7.2.16-2: Bearer Context within Update Bearer Response

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE Indicates if the bearer handling was successful, and if not, gives information on the reason.
	Cause
	0

	S4-U SGSN F-TEID
	C
	This IE shall be included on the S4 interface when direct tunnel is not established. 
	F-TEID
	0

	S12 RNC F-TEID
	C
	This IE shall be included on the S4 interface when direct tunnel flag is set to 1. 
	F-TEID
	1

	Protocol Configuration Options (PCO)
	CO
	MME/SGSN shall include PCO IE if such information was received from the UE. This IE shall be included if the Cause IE contains the value "Request accepted". This bearer level IE takes precedence over the PCO IE in the message body if they both exist.
	PCO
	0


* * * Next Change * * * *

7.2.17.2
Delete Bearer Failure Indication

A Delete Bearer Failure Indication shall be sent on the S5/S8 interface by the PGW to the SGW and on the S11 interface by the SGW to the MME as part of failure of eNodeB requested bearer release or MME Initiated Dedicated Bearer Deactivation procedure.
The message shall also be sent on the S5/S8 interface by the PGW to the SGW and on the S4 interface by the SGW to the SGSN as part of failure of MS and SGSN Initiated Bearer Deactivation procedure using S4.

This message shall be sent back if all the bearers included in the Delete Bearer Command message could not be deleted.

Cause IE indicates that an EPS bearer has not been deleted in the PGW. 

Possible Cause values are:
· "Context not found"

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "System failure".

· "Invalid message format".

Table 7.2.17.2-1: Information Elements in a Delete Bearer Failure Indication

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Bearer Context
	M
	This IE shall contain the list of failed bearers.
	Bearer Context 
	0

	Recovery
	C
	This IE shall be included If contacting the peer for the first time. 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the PGW to the SGW on S5/S8, and by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Table 7.2.17.2-2: Bearer Context within Delete Bearer Failure Indication
	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate the reason of the unsuccessful handling of the bearer.
	Cause
	0


* * * Next Change * * * *

7.2.18
Create Indirect Data Forwarding Tunnel Request

The Create Indirect Data Forwarding Tunnel Request message shall be sent on the S11/S4 interface by the MME/SGSN to the SGW as part of the Handover procedures. 

Table 7.2.18-1 specifies the presence requirements and the conditions of the IEs in the message.
Table 7.2.18-1: Information Elements in a Create Indirect Data Forwarding Tunnel Request
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	This IE shall be included by the MME/SGSN if the SGW that the MME/SGSN selects for indirect data forwarding is different from the SGW already in use for the UE as the anchor point.

See NOTE1.
	IMSI
	0

	Sender F-TEID for Control Plane
	C
	This IE shall be included by the MME/SGSN if the SGW that the MME/SGSN selects for indirect data forwarding is different from the SGW already in use for the UE as the anchor point.

See NOTE1.
	F-TEID
	0

	Bearer Contexts
	M
	Several IEs with this type and instance value may be included as necessary to represent a list of Bearers
	Bearer Context 
	0

	Recovery
	CO
	This IE shall be included if contacting the peer for the first time.
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the SGW on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1: 
The SGW which is hosting the UE's bearer(s) is considered as the (local) anchor point. Unlike the PGW, the SGW may change due to mobility between eNodeBs, or E-UTRAN and GERAN/UTRAN supported with S4 based architecture. In these cases the new SGW where the UE's bearer(s) are moved, becomes the new local anchor point. A source MME/SGSN may select an SGW for indirect data forwarding which is different than the source (anchor) SGW. Similarly, a target MME/SGSN may select an SGW for indirect data forwarding which is different than the target (anchor) SGW.


Table 7.2.18-2: Bearer Context within Create Indirect Data Forwarding Tunnel Request
	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	eNodeB F-TEID for DL data forwarding
	C
	Target eNodeB F-TEID. 

This IE shall be present in the message sent from the target MME to the target SGW, or shall be included in the message sent from the source SGSN/MME to the source SGW if the eNodeB F-TEID for DL data forwarding is included in the Forward Relocation Response message.
	F-TEID
	0

	SGW F-TEID for DL data forwarding
	C
	Target SGW F-TEID

This IE shall be present in the message sent from the source MME/SGSN to the source SGW if SGW F-TEID for DL data forwarding is included in the Forward Relocation Response message. This F-TEID is assigned by the SGW that the target MME/SGSN selects for indirect data forwarding.
	F-TEID
	1

	SGSN F-TEID for DL data forwarding
	C
	Target SGSN F-TEID

This IE shall be present in the message sent from the target SGSN to the target SGW in E-UTRAN to GERAN/UTRAN inter RAT handover with SGW relocation procedure, or shall be included in the message sent from the source MME to the source SGW if the SGSN F-TEID for DL data forwarding is included in the Forwarding Relocation Response message.
	F-TEID
	2

	
	CO
	This IE shall also be present in the message sent from the source MME to the source SGW if the SGSN Address for User Traffic and the Tunnel Endpoint Identifier Data II are included in the GTPv1 Forward Relocation Response message as specified in D.3.7 of 3GPP TS 23.401 [3].
	
	

	RNC F-TEID for DL data forwarding
	C
	Target RNC F-TEID

This IE shall be present in the message sent from the target SGSN to the target SGW in E-UTRAN to UTRAN inter RAT handover with SGW relocation procedure, or shall be included in the message sent from the source MME to the source SGW if the RNC F-TEID for DL data forwarding is included in the Forwarding Relocation Response message.
	F-TEID
	3

	
	CO
	This IE shall also be present in the message sent from the source MME to the source SGW if the RNC IP address and TEID are included in the RAB Setup Information and/or the Additional RAB Setup Information in the GTPv1 Forwarding Relocation Response message as specified in D.3.3 of 3GPP TS 23.401 [3].
	
	

	eNodeB F-TEID for UL data forwarding
	O
	Target eNodeB F-TEID. 

If available this IE may be present in the message, which is sent during the intra-EUTRAN HO from the target MME to the target SGW, or may be included in the message sent from the source MME to the source SGW if the eNodeB F-TEID for data UL forwarding is included in the Forward Relocation Response message.
	F-TEID
	4

	SGW F-TEID for UL data forwarding
	O
	Target SGW F-TEID

If available this IE may be present in the message, which is sent during the intra-EUTRAN HO from the source MME to the source SGW if SGW F-TEID for UL data forwarding is included in the Forward Relocation Response message. This F-TEID is assigned by the SGW that the target MME selects for indirect data forwarding.
	F-TEID
	5


* * * Next Change * * * *

7.2.19
Create Indirect Data Forwarding Tunnel Response

A Create Indirect Data Forwarding Tunnel Response message shall be sent by the SGW to the MME/SGSN as a response to a Create Indirect Data Forwarding Tunnel Request message.

Table 7.2.19-1 specifies the presence requirements and the conditions of the IEs in the message.
The Cause value indicates if the Indirect Data Forwarding Tunnels has been created in the SGW or not. Indirect Data Forwarding Tunnels have not been created in the SGW if the Cause differs from "Request accepted". Possible Cause values are:

· "Request accepted".

· "Request accepted partially".
· "Data forwarding not supported".
· "No resources available".

· "System failure".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Conditional IE missing".
· "Invalid message format".

· "Context not found".
Only the Cause IE shall be included in the response if the Cause IE contains another value than "Request accepted".
Table 7.2.19-1: Information Elements in a Create Indirect Data Forwarding Tunnel Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Sender F-TEID for Control Plane
	C
	This IE shall be included by an SGW if the SGW receives a Sender F-TEID for Control Plane IE from an MME/SGSN in a Create Indirect Data Forwarding Tunnel Request message.

See also NOTE 1 in Table 7.2.18-1.
	F-TEID
	0

	Bearer Contexts
	M
	Several IEs with this type and instance value may be included as necessary to represent a list of Bearers
	Bearer Context 
	0

	Recovery
	CO
	This IE shall be included if contacting the peer for the first time
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the SGW to the MME/SGSN on S11/S4 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Table 7.2.19-2: Bearer Context within Create Indirect Data Forwarding Tunnel Response
	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	Cause
	M
	This IE shall indicate if the tunnel setup was successful, and if not, gives information on the reason.
	Cause
	0

	S1-U SGW F-TEID for DL data forwarding
	C
	This IE shall be included in the response sent from the source SGW to the source MME.
	F-TEID
	0

	S12 SGW F-TEID for DL data forwarding
	C
	S12 usage only.

This IE shall be included in the response sent from the source SGW to the source SGSN.
	F-TEID
	1

	S4-U SGW F-TEID for DL data forwarding
	C
	S4-U usage only.

This IE shall be included in the response sent from the source SGW to the source SGSN. 
	F-TEID
	2

	SGW F-TEID for DL data forwarding
	C
	This IE shall be included in the response message sent from the target SGW to the target MME/SGSN.
	F-TEID
	3

	S1-U SGW F-TEID for UL data forwarding
	O
	If available this IE may be included in the response sent during the intra-EUTRAN HO from the source SGW to the source MME.
	F-TEID
	4

	SGW F-TEID for UL data forwarding
	O
	If available this IE may be included in the response message sent during the intra-EUTRAN HO from the target SGW to the target MME.
	F-TEID
	5

	NOTE 1: 
For DL data forwarding if the SGW does not have enough information to decide which of the F-TEID instance from S1-U, S12, S4-U and SGW to include in the message, it may include all of them.

NOTE 2: 
For UL data forwarding if the SGW does not have enough information to decide which of the F-TEID instance from S1-U and SGW to include in the message, it may include both of them.


* * * Next Change * * * *

7.2.22
Release Access Bearers Response

The Release Access Bearers Response message is sent on the S11 interface by the SGW to the MME as part of the S1 release procedure.

The message shall also be sent on the S4 interface by the SGW to the SGSN as part of the procedures:

-
RAB release using S4

-
Iu Release using S4

-
READY to STANDBY transition within the network

Possible Cause values are:
-
"Request accepted".

-
"Request accepted partially".

-
"Request rejected".

-
"Context not found".

-
"System failure".
-
"Invalid message format".
-
"Mandatory IE incorrect".

-
"Conditional IE missing".

Table 7.2.22-1: Information Element in Release Access Bearers Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	None
	Cause
	0

	Recovery
	O
	This IE shall be included if contacting the peer for the first time
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the SGW to the MME/SGSN on S11/S4, and by the SGW to the PGW on S5/S8 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	Vendor or operator specific information
	Private Extension
	VS


* * * Next Change * * * *

7.3.1
Forward Relocation Request

A Forward Relocation Request message shall be sent from the source MME to the target MME over S10 interface as part of S1-based handover relocation procedure from the source MME to the target SGSN, or from the source SGSN to the target MME over S3 interface as part of Inter RAT handover and combined hard handover and SRNS relocation procedures, or from source SGSN to the target SGSN over S16 interface as part of SRNS Relocation and PS handover procedures.

A Forward Relocation Request message shall also be sent from the source MME to the target SGSN over S3 interface as part of SRVCC from E-UTRAN to UTRAN or GERAN with DTM HO support procedures and from source SGSN to the target SGSN over S16 interface as part of SRVCC from UTRAN (HSPA) to UTRAN or GERAN with DTM HO support.

Forward Relocation procedure across S10 interface (when KASME is taken into use) shall be performed according to the Rules on Concurrent Running of Security Procedures, which are specified in 3GPP TS 33.401 [12].

Table 7.3.1-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.1-1: Information Elements in a Forward Relocation Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	The IMSI shall be included in the message except for the case:

· If the UE is emergency attached and the UE is UICCless.

The IMSI shall be included in the message but not used as an identifier 

· if UE is emergency attached but IMSI is not authenticated.


	IMSI
	0

	Sender's F-TEID for Control Plane
	M
	This IE specifies the address and the TEID for control plane message which is chosen by the source MME/SGSN.

This information shall be used by the target MME/SGSN to the source MME/SGSN when sending Forward Relocation Response message, Forward Access Context Acknowledge message and Forward Relocation Complete Notification message.
	F-TEID
	0

	MME/SGSN UE EPS PDN Connections
	M
	Several IEs with this type and instance values shall be included as necessary to represent a list of PDN Connections
	PDN Connection 
	0

	SGW S11/S4 IP Address and TEID for Control Plane
	M
	
	F-TEID
	1

	SGW node name
	C
	This IE shall be included if the source MME or SGSN has the source SGW FQDN.
	FQDN
	0

	MME/SGSN UE MM Context
	M
	
	MM Context
	0

	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.
· Direct Forwarding Indication: This flag shall be set to 1 if direct forwarding is supported in the S1 based handover procedure. This flag shall not be set to 1 if the message is used for other handover procedures.

· Idle mode Signalling Reduction Supported Indication flag: This flag shall be set to 1 if the source MME/SGSN is capable to establish ISR for the UE.

· Unauthenticated IMSI: This flag shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached UE. 
· Change Reporting support indication flag: This flag shall be set to 1 if the Source S4-SGSN/MME supports Location Change Reporting mechanism.


	Indication
	0

	E-UTRAN Transparent Container
	C
	This IE shall be included if the message is used for UTRAN/GERAN to E-UTRAN inter RAT handover procedure, intra RAT handover procedure and 3G SGSN to MME combined hard handover and SRNS relocation procedure.
	F-Container
	0

	UTRAN Transparent Container
	C
	This IE shall be included if the message is used for PS handover to UTRAN Iu mode procedures, SRNS relocation procedure and E-TURAN to UTRAN inter RAT handover procedure.
	F-Container
	1

	Target Identification
	C
	This IE shall be included if the message is used for SRNS relocation procedure and handover to UTRAN/E-UTRAN procedures.
	Target Identification
	0

	HRPD access node S101 IP address
	C
	This IE shall be included only if the HRPD pre registration was performed at the source MME
	IP-Address
	0

	1xIWS S102 IP address
	C
	This IE shall be included only if the 1xRTT CS fallback pre registration was performed at the source MME
	IP-Address
	1

	RAN Cause
	C
	This IE is the information from the source eNodeB, the source MME shall include this IE in the message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between eNodeB cause and RANAP cause.
	F-Cause
	0

	RANAP Cause
	C
	This IE is the information from the source RNC, the source SGSN shall include this IE in the message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between eNodeB cause and RANAP cause.
	F-Cause
	1

	BSS Container
	C
	This IE shall be included if the message is used for PS handover to GERAN A/Gb mode and E-UTRAN to GERAN A/Gb mode inter RAT handover procedure. 
	F-Container
	2

	Source Identification
	C
	This IE shall be included on the S16 interface if the message is used for PS handover from GERAN/UTRAN to GERAN A/Gb mode.
	Source Identification
	0

	BSSGP Cause
	C
	This IE is the information from source BSS, the source SGSN shall include this IE in the message.
	F-Cause
	2

	Selected PLMN ID
	C
	The old MME/SGSN shall include this IE if the selected PLMN identity is available. The Selected PLMN ID IE indicates the core network operator selected for the UE in a shared network. 
	Selected PLMN ID
	0

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Trace Information
	C
	This IE shall be included when session trace is active for this IMSI/IMEI.
	Trace Information
	0

	Subscribed RFSP Index
	CO
	This IE shall be included during inter-MME/SGSN mobility procedures, if the source MME/SGSN receives it from an HSS.
	RFSP Index
	0

	RFSP Index in Use
	CO
	This IE shall be included only during inter-MME/SGSN mobility procedures, if the source MME/SGSN supports the feature.
	RFSP Index
	1

	CSG ID
	CO
	This IE shall be included if the source MME/SGSN receives it from the source eNodeB/RNC
	CSG ID
	0

	CSG Membership Indication
	CO
	This IE shall be included if the source MME/SGSN when the CSG access mode received from the source eNodeB/RNC indicates the target cell is a hybrid cell
	CMI
	0

	Sending Node Features
	CO
	This IE shall be sent by the old MME/SGSN to the new MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


The PDN Connection grouped IE shall be coded as depicted in Table 7.3.1-2.

Table 7.3.1-2: MME/SGSN UE EPS PDN Connections within Forward Relocation Request

	Octet 1
	
	PDN Connection IE Type = 109 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	APN
	M
	
	APN
	0

	APN Restriction
	C
	This IE denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. The target MME or SGSN determines the Maximum APN Restriction using the APN Restriction. 

If available, the source MME/S4SGSN shall include this IE.
	APN Restriction
	0

	Selection Mode
	CO
	When available, this IE shall be included by the source MME/S4-SGSN
	Selection Mode
	0

	IPv4 Address
	C
	This IE shall not be included if no IPv4 Address is assigned.
	IP Address
	0

	IPv6 Address
	C
	This IE shall not be included if no IPv6 Address is assigned.
	IP Address
	1

	Linked EPS Bearer ID
	M
	This IE identifies the default bearer of the PDN Connection.
	EBI
	0

	PGW S5/S8 IP Address for Control Plane or PMIP
	M
	This IE shall include the TEID in the GTP based S5/S8 case and the GRE key in the PMIP based S5/S8 case.
	F-TEID
	0

	PGW node name
	C
	This IE shall be included if the source MME or SGSN has the PGW FQDN.
	FQDN
	0

	Bearer Contexts 
	C
	Several IEs with this type and instance values may be included as necessary to represent a list of Bearers.
	Bearer Context
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	M
	
	AMBR
	0

	Charging characteristics
	C
	This IE shall be present if charging characteristics was supplied by the HSS to the MME/SGSN as a part of subscription information.
	Charging characteristics
	0

	Change Reporting Action
	C
	This IE shall be included whenever available at the source MME/SGSN. 
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included whenever available at the source MME/SGSN.
	CSG Information Reporting Action
	0


The Bearer Context grouped IE shall be coded as depicted in Table 7.3.1-3.

Table 7.3.1-3: Bearer Context within MME/SGSN UE EPS PDN Connections within Forward Relocation Request

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	TFT
	C
	This IE shall be present if a TFT is defined for this bearer.
	Bearer TFT
	0

	SGW S1/S4/S12 IP Address and TEID for user plane
	M
	
	F-TEID
	0

	PGW S5/S8 IP Address and TEID for user plane
	C
	This IE shall be present for GTP based S5/S8
	F-TEID
	1

	Bearer Level QoS
	M
	
	Bearer Level QoS
	0

	BSS Container
	CO
	The MME/S4 SGSN shall include the Packet Flow ID, Radio Priority, SAPI, PS Handover XID parameters in the TAU/RAU/Handover procedure, if available.
	F-Container
	0

	Transaction Identifier
	C
	This IE shall be sent over S3/S10/S16 if the UE supports A/Gb and/or Iu mode.
	TI
	0

	Bearer Flags
	O
	Applicable flags are:

· VB (Voice Bearer) indicator is set to indicate a voice bearer for PS-to-CS SRVCC handover
	Bearer Flags
	0


* * * Next Change * * * *

7.3.2
Forward Relocation Response

A Forward Relocation Response message shall be sent as a response to Forward Relocation Request during S1-based handover procedure, Inter RAT handover procedures, SRNS Relocation procedure and PS handover procedures.

Table 7.3.2-1 specifies the presence requirements and conditions of the IEs in the message.
Cause IE indicates if the relocation has been accepted, or not. The relocation has not been accepted by the target MME/SGSN if the Cause IE value differs from "Request accepted". Possible Cause values are:

· "Request accepted".

-
 "System failure".

-
 "Mandatory IE incorrect".

-
 "Mandatory IE missing".
-
"Conditional IE missing".

-
 "No resources available".

-
 "Invalid message format".

-
 "Relocation failure".
Table 7.3.2-1: Information Elements in a Forward Relocation Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Sender's F-TEID for Control Plane
	C
	If the Cause IE contains the value "Request accepted", the target MME/SGSN shall include this IE in Forward Relocation Response message.

This information shall be used by the source MME/SGSN to the target MME/SGSN when sending Forward Relocation Complete Acknowledge message and Forward Access Context Notification message.
	F-TEID
	0

	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.
SGW Change Indication: 

· This flag shall be set to 1 if the target MME/SGSN has selected a new SGW. 
	Indication
	0

	List of Set-up Bearers
	C
	The list of set-up Bearers IE contains the EPS bearer Identifiers of the Bearers that were successfully allocated in the target system during a handover procedure. This IE shall be included if the Cause IE contains the value "Request accepted".

Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	0

	List of Set-up RABs
	C
	The list of set-up RABs IE contains the RAB Identifiers of the RABs that were successfully allocated in the target system. This IE shall be included if the Cause IE contains the value "Request accepted".

Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	1

	List of Set-up PFCs
	O
	The list of set-up PFCs IE contains the Packet Flow Identifies of the PFCs that were successfully allocated in the target system during a PS handover to/from GERAN or inter RAT handover to/from GERAN. If the Cause IE contains the value "Request accepted", this IE may be included.
	Bearer Context
	2

	eNodeB Cause


	C
	This IE is included if cause value is contained in S1-AP message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between eNodeB cause and RANAP cause.
	F-Cause
	0

	RANAP Cause
	C
	This IE is included if cause value is contained in RANAP message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between eNodeB cause and RANAP cause.
	F-Cause
	1

	E-UTRAN Transparent Container
	C
	This IE is conditionally included only during a handover to E-UTRAN and contains the radio-related and core network information. If the Cause IE contains the value "Request accepted", this IE shall be included.
	F-Container
	0

	UTRAN Transparent Container
	C
	This IE is conditionally included only during a handover to UTRAN and contains the radio-related and core network information. If the Cause IE contains the value "Request accepted", this IE shall be included.
	F-Container
	1

	BSS Container
	C
	This IE is conditionally included only during a handover to GERAN and contains the radio-related and core network information. If the Cause IE contains the value "Request accepted", this IE shall be included.
	F-Container
	2

	BSSGP Cause
	C
	For handover to GERAN, if a cause value is received from the Target BSC, the BSSGP Cause IE shall be included and shall be sent to the cause value received from the target BSC. 
	F-Cause
	2

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the new MME/SGSN to the old MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Bearer Context IE in this message is specified in Table 7.3.2-2, the source system shall use this IE for data forwarding in handover.

Table 7.3.2-2: Bearer Context 

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	C
	This IE shall be included if the message is used for S1-Based handover procedure. 

This IE shall be included if the message is used for SRNS relocation procedure and Inter RAT handover to/from Iu mode procedures.
	EBI
	0

	Packet Flow ID
	C
	This IE shall be included if the message is used for PS handover and Inter RAT handover to/from A/Gb mode procedures.
	Packet Flow ID
	0

	eNodeB F-TEID for DL data forwarding
	C
	This IE shall be included for the message sent from the target MME, if the DL Transport Layer Address and DL GTP TEID are included in the "SAE Bearers Admitted List" of the S1AP: HANDOVER REQUEST ACKNOWLEDGE and direct forwarding or indirect forwarding without SGW change is applied.
	F-TEID
	0

	eNodeB F-TEID for UL data forwarding
	O
	This IE may be included for the message sent from the target MME during the intra-EUTRAN HO, if the UL Transport Layer Address and UL GTP TEID are included in the "SAE Bearers Admitted List" of the S1AP: HANDOVER REQUEST ACKNOWLEDGE and direct forwarding or indirect forwarding without SGW change is applied.
	F-TEID
	1

	SGW F-TEID for DL data forwarding
	C
	This SGW F-TEID shall be included for indirect data forwarding.
	F-TEID
	2

	RNC F-TEID for DL data forwarding
	C
	This RNC F-TEID shall be included in the message sent from SGSN, if the target system decides using RNC F-TEID for data forwarding.
	F-TEID
	3

	SGSN F-TEID for DL data forwarding
	C
	This SGSN F-TEID shall be included in the message sent from SGSN, if the target system decides using SGSN F-TEID for data forwarding.
	F-TEID
	4

	SGW F-TEID for UL data forwarding
	O
	If available this SGW F-TEID may be included for indirect data forwarding during the intra-EUTRAN HO.
	F-TEID
	5


* * * Next Change * * * *

7.3.4
Forward Relocation Complete Acknowledge

A Forward Relocation Complete Acknowledge message shall be sent as a response to Forward Relocation Complete Notification during inter eNodeB handover with MME relocation procedure, SRNS Relocation with SGSN change procedures using S4 or Inter RAT Handover with MME/S4 SGSN interaction procedures.

Table 7.3.4-1 specifies the presence requirements and conditions of the IEs in the message.

Possible Cause values are:
-
"Request accepted".

-
"Request rejected"

-
"System failure".

-
"Invalid message format".

-
"Mandatory IE incorrect".

-
"Conditional IE missing".

Table 7.3.4-1: Information Elements in a Forward Relocation Complete Acknowledge

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Recovery
	O
	
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the old MME/SGSN to the new MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.3.5
Context Request

The new MME/SGSN shall send the Context Request message to the old MME/SGSN on S3/S16/S10 interface as a part of TAU/RAU procedure to get the MM and EPS bearer Contexts for the UE.

If the sending/new node is a MME, it shall include in the Context Request message:

-
the GUTI IE and Complete TAU Request Message IE if the GUTI received from UE indicates the old node is a MME.

-
the RAI IE and the P-TMSI IE, which are derived from the GUTI received from UE, and the P-TMSI Signature that was received intact from the UE, if the GUTI indicates the old node is an SGSN.

If the sending/new node is an SGSN, it shall include RAI IE, P-TMSI IE and P-TMSI Signature IE in the Context Request message. If the receiving/old node is an MME, it shall construct GUTI according to the RAI IE, P-TMSI IE and P-TMSI Signature IE (see the mapping relationship between RAI, P-TMSI, P-TMSI signature and GUTI defined in 3GPP TS23.003[2]), and find UE context via this GUTI.
The new MME differentiates the type of the old node from the most significant bit of the MME group id in GUTI. The value 0 indicates that the old node is an SGSN, the GUTI shall be mapped to RAI and P-TMSI by the new MME; and the value 1 indicates the old node is a MME, the new MME include GUTI IE and Complete TAU Request Message IE in the Context Request message. The Mapping between temporary and area identities is defined in 3GPP TS 23.003 [2].
The Target PLMN ID IE shall be used in old SGSN/MME in order to decide whether un-used authentication vectors to be distributed to new SGSN/MME or not. Distribution and use of authentication vectors between different serving network domains are specified in 3GPP TS 33.401 [12].

Table 7.3.5-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.5-1: Information Elements in a Context Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	IMSI shall be included if the UE has been successfully authenticated.
	IMSI
	0

	GUTI
	C
	The New MME shall include this IE over S10 interface.
	GUTI
	0

	Routeing Area Identity(RAI)
	C
	This IE shall be included over S3/S16 interface, if the GUTI indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	ULI for RAI
	0

	Packet TMSI(P-TMSI)
	C
	This IE shall be included over S3/S16 interface. For the S3 interface, if sent by the MME, this IE is derived by the MME from the GUTI received from the UE.
	P-TMSI
	0

	P-TMSI Signature
	C
	This IE shall be included over S3/S16 interface if it is received from the.
	P-TMSI Signature
	0

	Complete TAU request message
	C
	The new MME shall include this IE, and the old MME may use this IE for integrity check.
	Complete Request Message
	0

	S3/S16/S10 Address and TEID for Control Plane
	C
	This IE specifies the address and the TEID for control plane message which is chosen by the new MME/SGSN.  

In case of SGSN pool, the IPv4 or the IPv6 address field shall be set to the same value of the Source IP address of the IP packet carrying this message, and the relaying SGSN shall not change the content of this IE when sending it to the old SGSN.
	F-TEID
	0

	UDP Source Port Number
	C
	If an SGSN within the same SGSN pool as the old SGSN receives this message, the SGSN shall include the UDP Source Port number of the received message in this parameter if this IE is not present and relay the message to the old SGSN. The old SGSN shall use this UDP port as the UDP destination port of the Context Response message.
	Port Number
	0

	RAT Type
	C
	The RAT Type indicates the Radio Access Technology which is used in the new system. 
	RAT Type
	0

	Indication
	O
	This IE shall be included if any one of the applicable flags is set to 1.

Applicable Flags are:

-
The MS Validated indicates that the new system has successfully authenticated the UE, or the new system has validated the integrity protection of the TAU request message.
	Indication
	0

	Hop Counter
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall decrement the Hop Counter if this IE is present in the received message; otherwise, the SGSN may include a Hop Counter with a value of max-1, and may relay the message to the old SGSN.
	Hop Counter
	0

	Target PLMN ID
	CO
	If available, this IE shall be included in order to allow old MME/SGSN to make a judgment whether un-used authentication vectors to be distributed or not.
	Serving Network
	0

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the new MME/SGSN to the old MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.3.6
Context Response

A Context Response message shall be sent as a response to a previous Context Request message during TAU/RAU procedure. 

Possible Cause values are:

-
"Request Accepted"

-
"IMSI not known"

-
"System failure"

-
"Mandatory IE incorrect"

-
"Conditional IE missing".

-
"Invalid message format"

-
"P-TMSI Signature mismatch"

-
"User authentication failed"
Table 7.3.6-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.6-1: Information Elements in a Context Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	IMSI
	C
	The IMSI shall be included in the message except for the case:

· If the UE is emergency attached and the UE is UICCless.

The IMSI shall be included in the message but not used as an identifier 

· if UE is emergency attached but IMSI is not authenticated.


	IMSI
	0

	MME/SGSN UE MM Context
	C
	This IE shall be included if the Cause IE has the value " Request Accepted ".
	MM Context
	0

	MME/SGSN UE EPS PDN Connections
	C
	This IE shall be included if there is at least a PDN connection for this UE on the sending MME/SGSN.

Several IEs with this type and instance values shall be included as necessary to represent a list of PDN Connections.
	PDN Connection 
	0

	Sender F-TEID for Control Plane
	C
	This IE specifies the address and the TEID for control plane message which is chosen by the old MME/SGSN.
	F-TEID
	0

	SGW S11/S4 IP Address and TEID for Control Plane
	C
	This IE shall be included if a SGW is being used by the old MME/SGSN.
	F-TEID
	1

	SGW node name
	C
	This IE shall be included if the source MME or SGSN has the source SGW FQDN. This IE identifies the SGW that was used by the old MME/SGSN.
	FQDN
	0

	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.

Idle mode Signalling Reduction Supported Indication: 

· This flag shall be set to 1 if the Cause IE value indicates "Request accepted" and the old system has the ISR capability.

Unauthenticated IMSI: 

· This flag shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached UE. 
Change Reporting support indication flag: 

· This flag shall be set to 1 if the Source S4-SGSN/MME supports Location Change Reporting mechanism.

	Indication
	0

	Trace Information
	C
	This IE shall be included when session trace is active for this IMSI/IMEI.
	Trace Information
	0

	HRPD access node S101 IP address
	C
	This IE shall be included only if the HRPD pre registration was performed at the old MME
	IP-Address
	0

	1xIWS S102 IP address
	C
	This IE shall be included only if the 1xRTT CS fallback pre registration was performed at the old MME
	IP-Address
	1

	Subscribed RFSP Index
	CO
	This IE shall be included only during inter-MME/SGSN mobility procedures, if the source MME/SGSN receives it from an HSS.
	RFSP Index
	0

	RFSP Index in Use
	CO
	This IE shall be included only during inter-MME/SGSN mobility procedures, if the source MME/SGSN supports the feature.
	RFSP Index
	1

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the old MME/SGSN to the new MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


Table 7.3.6-2: MME/SGSN UE EPS PDN Connections within Context Response

	Octet 1
	
	PDN Connection IE Type = 109 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	APN
	M
	
	APN
	0

	APN Restriction
	C
	This IE denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. The target MME or SGSN determines the Maximum APN Restriction using the APN Restriction. 

If available, the source MME/S4 SGSN shall include this IE. 
	APN Restriction
	0

	Selection Mode
	CO
	When available, this IE shall be included by the source MME/S4-SGSN
	Selection Mode
	0

	IPv4 Address
	C
	This IE shall not be included if no IPv4 Address is assigned.
	IP Address
	0

	IPv6 Address
	C
	This IE shall not be included if no IPv6 Address is assigned.
	IP Address
	1

	Linked EPS Bearer ID
	M
	This IE identifies the default bearer of the PDN Connection.
	EBI
	0

	PGW S5/S8 IP Address for Control Plane or PMIP
	M
	This IE shall include the TEID in the GTP based S5/S8 case and the GRE key in the PMIP based S5/S8 case.
	F-TEID
	0

	PGW node name
	C
	This IE shall be included if the source MME or SGSN has the PGW FQDN.
	FQDN
	0

	Bearer Contexts 
	M
	Several IEs with this type and instance values may be included as necessary to represent a list of Bearers.
	Bearer Context
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	M
	
	AMBR
	0

	Charging characteristics
	C
	This IE shall be present if charging characteristics was supplied by the HSS to the MME/SGSN as a part of subscription information.
	Charging characteristics
	0

	Change Reporting Action
	C
	This IE shall be included whenever available at the source MME/SGSN. 
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included whenever available at the source MME/SGSN.
	CSG Information Reporting Action
	0


The Bearer Context shall be coded as depicted in Table 7.3.6-3.

Table 7.3.6-3: Bearer Context within MME/SGSN UE EPS PDN Connections within Context Response

	Octet 1
	
	Bearer Context IE Type = 93
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Sparae and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	TFT
	C
	This IE shall be present if a TFT is defined for this bearer.
	Bearer TFT
	0

	SGW S1/S4/S12 IP Address and TEID for user plane
	M
	
	F-TEID
	0

	PGW S5/S8 IP Address and TEID for user plane
	C
	This IE shall only be included for GTP based S5/S8.
	F-TEID
	1

	Bearer Level QoS
	M
	
	Bearer Level QoS
	0

	BSS Container
	CO
	The MME/S4 SGSN shall include the Packet Flow ID, Radio Priority, SAPI, PS Handover XID parameters in the TAU/RAU/Handover procedure, if available.
	F-Container
	0

	Transaction Identifier
	C
	This IE shall be sent over S3/S10/S16 if the UE supports A/Gb and/or Iu mode.
	TI
	0


* * * Next Change * * * *

7.3.8
Identification Request

If the UE identifies itself with temporary identity and it has changed SGSN/MME since detach in Attach procedure, the new MME/SGSN shall send an Identification Request message to the old SGSN/MME over S3, S16 or S10 interface to request IMSI.

Table 7.3.8-1 specifies the presence requirements and conditions of the IEs in the message.
If the sending node is a MME, it shall include in the Identification Request message:

-
the GUTI IE and Complete Attach Request Message IE if the GUTI received from UE indicates the old node is a MME.

-
the RAI P-TMSI, which was derived from the GUTI received from UE, and the P-TMSI Signature that was received intact from the UE, if the GUTI indicates the old node is an SGSN.

If the sending/new node is an SGSN, it shall include RAI IE, P-TMSI IE and P-TMSI Signature IE in the Identification Request message. If the receiving node is an MME, it shall construct GUTI according to the RAI IE, P-TMSI IE and P-TMSI Signature IE (see the mapping relationship between RAI, P-TMSI, P-TMSI signature and GUTI defined in 3GPP TS23.003[2]), and find UE context via this GUTI.
The new MME differentiates the type of the old node from the most significant bit of the MME group id in GUTI. The value 0 indicates that the old node is an SGSN, the GUTI shall be mapped to RAI and P-TMSI by the new MME; and the value 1 indicates the old node is a MME, the new MME include GUTI IE and Complete Attach Request Message IE in the Identification Request message. The Mapping between temporary and area identities is defined in 3GPP TS 23.003 [2].
The GUTI IE shall not coexist with any of the RAI IE, P-TMSI IE and P-TMSI Signature IE in an Identification Request message. If this occurs, the receiving node shall return a corresponding cause value in the response message.
The Target PLMN ID IE shall be used in old SGSN/MME in order to decide whether un-used authentication vectors to be distributed to new SGSN/MME or not. Distribution and use of authentication vectors between different serving network domains are specified in 3GPP TS 33.401 [12].

Table 7.3.8-1: Information Elements in an Identification Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	GUTI
	C
	The new MME shall include this IE over S10 interface.
	GUTI
	0

	Routeing Area Identity(RAI)
	C
	This IE shall be included over S3/S16 interface, if the GUTI received from the UE indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	ULI for RAI
	0

	Packet TMSI(P-TMSI)
	C
	This IE shall be included over S3/S16 interface. For the S3 interface, if sent by the MME, this IE is derived by the MME from the GUTI received from the UE.
	P-TMSI
	0

	P-TMSI Signature
	C
	This IE shall be included over S3/S16 interface, if it is received from the UE.
	P-TMSI Signature
	0

	Complete Attach Request Message
	C
	The new MME shall include this IE over S10 interface, and the old MME may use this IE for integrity check.
	Complete Request Message
	0

	Address for Control Plane
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall include the old IP address of the received message in this optional parameter if this IE is not present and relay the message to the old SGSN.
	IP Address
	0

	UDP Source Port Number
	C
	If an SGSN within the same SGSN pool as the old SGSN receives this message, the SGSN shall include the UDP Source Port number of the received message in this parameter if this IE is not present and relay the message to the old SGSN. The old SGSN shall use this UDP port as the UDP destination port of the Identification Response message.
	Port Number
	0

	Hop Counter
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall decrement the Hop Counter if this IE is present in the received message; otherwise, the SGSN may include a Hop Counter with a value of max-1, and may relay the message to the old SGSN.
	Hop Counter
	0

	Target PLMN ID
	CO
	If available, this IE shall be included in order to allow old MME/SGSN to make a judgment whether un-used authentication vectors to be distributed or not.
	Serving Network
	0

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the new MME/SGSN to the old MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	None
	Private Extension
	VS


* * * Next Change * * * *

7.3.9
Identification Response

The old SGSN/MME shall send an Identification Response message to the new MME/SGSN as a response to a previous Identification Request message over S3/S10/S16 interface.

Table 7.3.9-1 specifies the presence requirements and conditions of the IEs in the message.
For Intra Domain Connection of RAN Nodes to Multiple CN Nodes, if an old SGSN within an SGSN pool receives an Identification Request message that contains the optional parameter Address for Control Plane, the old SGSN shall use this address as destination IP address of the Identification Response message.

Possible Cause values are:

· "Request accepted"
· "System failure"

· "Mandatory IE incorrect"

· "Conditional IE missing".

· "Invalid Message format"

· "P-TMSI Signature mismatch"

· "User authentication failed"

Only the Cause information element shall be included in the response if the Cause contains another value than "Request accepted".

Table 7.3.9-1: Information Elements in an Identification Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	IMSI
	C
	This IE shall be included if the Cause contains the value "Request accepted".
	IMSI
	0

	MME/SGSN UE MM Context
	C
	This IE shall be included if Attach Request is integrity protected
	MM Context
	0

	Trace Information
	CO
	This IE shall be included when session trace is active for this IMSI/IMEI.
	Trace Information
	0

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the old MME/SGSN to the new MME/SGSN on S10/S3/S16 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.3.13
Detach Acknowledge

A Detach Acknowledge message shall be sent as a response to a Detach Notification message during Detach procedure.

Possible Cause values are:

· "Request accepted".

· "System failure".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Invalid Message format"

Table 7.3.13-1 specifics the presence of the IEs in the message.

Table 7.3.13-1: Information Elements in a Detach Acknowledge

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Recovery
	O
	
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by an MME/SGSN to the associated MME/SGSN on S3 if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.9.3
Update PDN Connection Set Request

The SGW shall send this message to the PGW on S5/S8 according to the requirements in TS 23.007 [17].

Table 7.9.x-1: Information Elements in a Update PDN Connection Set Request  
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	MME-FQ-CSID
	C
	This IE shall be included for MME relocation without SGW relocation per 3GPP TS 23.007 [17].
	FQ-CSID
	0

	SGW-FQ-CSID
	C
	This IE shall be included for MME relocation without SGW relocation per 3GPP TS 23.007 [17].
	FQ-CSID
	1

	PDN connection Features
	CO
	This IE may be sent by the SGW to the PGW on S5/S8 to modify the list of features supported for the PDN connection. 
	PDN Connection Features
	0

	Private Extension
	O
	None
	Private Extension
	VS


* * * Next Change * * * *

7.9.4
Update PDN Connection Set Response

This message is sent by the PGW to the SGW on S5/S8 in response to the Update PDN Connection Set Request message.

Table 7.9.y: Information Elements in a Update PDN Connection Set Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	PGW-FQ-CSID
	C
	This IE shall be included for MME relocation without SGW relocation per 3GPP TS 23.007 [17].
	FQ-CSID
	0

	PDN connection Features
	CO
	This IE may be sent by the PGW to the SGW on S5/S8 to modify the list of features supported for the PDN connection. 
	PDN Connection Features
	0

	Private Extension
	O
	None
	Private Extension
	VS


The following Cause values are defined:

-
"Request accepted"

-
"Request rejected"
-
"System failure".

-
"Mandatory IE missing".

-
"Invalid message format".

* * * Next Change * * * *

7.13.1
MBMS Session Start Request

The MBMS Session Start Request message shall be sent on the Sm/Sn interface by the MBMS GW to the MME/SGSN as specified in 3GPP TS 23.246 [37].

Table 7.13.1-1 specifies the presence of the IEs in the message.

Table 7.13.1-1: Information Elements in a MBMS Session Start Request
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Sender F-TEID for Control Plane
	M
	
	F-TEID
	0

	Temporary Mobile Group Identity (TMGI)
	M
	
	TMGI
	0

	MBMS Session Duration
	M
	
	MBMS Session Duration
	0

	MBMS Service Area
	M
	
	MBMS Service Area
	0

	MBMS Session Identifier
	C
	This IE shall be forwarded to MME/SGSN if it is provided by the BM-SC.
	MBMS Session Identifier
	0

	MBMS Flow Identifier
	C
	This IE shall be forwarded to MME/SGSN if it is provided by the BM-SC.
	MBMS Flow Identifier
	0

	QoS profile
	M
	See NOTE 1.
	Bearer QoS
	0

	MBMS IP Multicast Distribution
	M
	
	MBMS IP Multicast Distribution
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time.
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the MBMS GW to the MME/SGSN on Sm/Sn if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1:   The MME shall ignore the ARP in this IE as specified in Section 6.3.2 of 3GPP TS 23.246 [37]. The uplink GBR and uplink MBR shall be ignored by MME/SGSN as specified in Section 20.5 of 3GPP TS 29.061 [38].


* * * Next Change * * * *

7.13.2
MBMS Session Start Response

The MBMS Session Start Response message shall be sent as a response to the MBMS Session Start Request message on the Sm/Sn interface by the MME/SGSN to the MBMS GW.

Table 7.13.2-1 specifies the presence of the IEs in the message.
Possible Cause values are:

· "Request Accepted".

· "No resources available".

· "No memory available".

· "System failure".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Conditional IE missing".

· "Invalid message format".

Table 7.13.2-1: Information Elements in a MBMS Session Start Response
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Sender F-TEID for Control Plane
	M
	
	F-TEID
	0

	MBMS Distribution Acknowledge
	C
	This IE shall be included on the Sn interface.
	MBMS Distribution Acknowledge
	0

	Sn-U SGSN F-TEID
	C
	This IE shall be included on the Sn interface if some RNCs have not accepted IP multicast distribution.
	F-TEID
	1

	Recovery
	C
	This IE shall be included if contacting the peer for the first time.
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the MBMS GW on Sm/Sn if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.13.4
MBMS Session Update Response

The MBMS Session Update Response message shall be sent as a response to the MBMS Session Update Request message on the Sm/Sn interface by the MME/SGSN to the MBMS GW.

Table 7.13.4-1 specifies the presence of the IEs in the message.
Possible Cause values are:

· "Request Accepted".

· "System failure".

· "Mandatory IE incorrect".

· "Conditional IE missing".

· "Invalid message format".

Table 7.13.4-1: Information Elements in a MBMS Session Update Response
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	MBMS Distribution Acknowledge
	C
	This IE shall be included on the Sn interface if service area is changed.
	MBMS Distribution Acknowledge
	0

	Sn-U SGSN F-TEID
	C
	This IE shall be included on the Sn interface if any of the newly added RNCs have not accepted IP multicast distribution.
	F-TEID
	0

	Recovery
	C
	This IE shall be included if contacting the peer for the first time.
	Recovery
	0

	Sending Node Features
	CO
	This IE shall be sent by the MME/SGSN to the MBMS GW on Sm/Sn if the sending node supports at least one feature on this interface and if:

· it is in contact with the peer for the first time, or 

· the node has restarted recently, or 

· the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

The sending node shall signal in this IE all the features it supports on the interface towards the peer node. 
	Node Features
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

8.1
Information Element Types

A GTP control plane (signalling) message may contain several information elements. In order to have forward compatible type definitions for the GTPv2 information elements, all of them shall be TLIV (Type, Length, Instance, Value) coded. GTPv2 information element type values are specified in the Table 8.1-1. The last column of this table indicates whether the information element is:

-
Fixed Length: the IE has a fixed set of fields, and a fixed number of octets.

-
Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present.

-
Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
In order to improve the efficiency of troubleshooting, it is recommended that the information elements should be arranged in the signalling messages as well as in the grouped IEs, according to the order the information elements are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with information elements in any order.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits. GTPv2-C information elements that have similar semantics in GTPv1-C shall be converted into GTPv1-C format, as specified in TS 29.060 [4], before sending them to a pre-R8 GSN.

Table 8.1-1: Information Element types for GTPv2

	IE Type value

(Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	

	1
	International Mobile Subscriber Identity (IMSI)
	Variable Length / 8.3

	2
	Cause
	Variable Length / 8.4

	3
	Recovery (Restart Counter)
	Variable Length / 8.5

	4 to 50
	Reserved for S101 interface
	Extendable / See 3GPP TS 29.276 [14]

	51 to 70
	Reserved for Sv interface
	Extendable / See 3GPP TS 29.280 [15]

	71
	Access Point Name (APN)
	Variable Length / 8.6

	72
	Aggregate Maximum Bit Rate (AMBR)
	Fixed Length / 8.7

	73
	EPS Bearer ID (EBI)
	Extendable / 8.8

	74
	IP Address
	Variable Length / 8.9

	75
	Mobile Equipment Identity (MEI)
	Variable Length / 8.10

	76
	MSISDN
	Variable Length / 8.11

	77
	Indication
	Extendable / 8.12

	78
	Protocol Configuration Options (PCO)
	Variable Length / 8.13

	79
	PDN Address Allocation (PAA)
	Variable Length / 8.14

	80
	Bearer Level Quality of Service (Bearer QoS)
	Variable Length / 8.15

	81
	Flow Quality of Service (Flow QoS)
	Extendable / 8.16

	82
	RAT Type
	Extendable / 8.17

	83
	Serving Network
	Extendable / 8.18

	84
	EPS Bearer Level Traffic Flow Template (Bearer TFT)
	Variable Length / 8.19

	85
	Traffic Aggregation Description (TAD)
	Variable Length / 8.20

	86
	User Location Information (ULI)
	Variable Length / 8.21

	87
	Fully Qualified Tunnel Endpoint Identifier (F-TEID)
	Extendable / 8.22

	88
	TMSI
	Variable Length / 8.23

	89
	Global CN-Id
	Variable Length / 8.24

	90
	S103 PDN Data Forwarding Info (S103PDF)
	Variable Length / 8.25

	91
	S1-U Data Forwarding Info (S1UDF)
	Variable Length/ 8.26

	92
	Delay Value
	Extendable / 8.27

	93
	Bearer Context 
	Extendable / 8.28

	94
	Charging ID
	Extendable / 8.29

	95
	Charging Characteristics
	Extendable / 8.30

	96
	Trace Information
	Extendable / 8.31

	97
	Bearer Flags
	Extendable / 8.32

	98
	Reserved
	

	99
	PDN Type
	Extendable / 8.34

	100
	Procedure Transaction ID
	Extendable / 8.35

	101
	DRX Parameter
	Variable Length/ 8.36

	102
	UE Network Capability
	Variable Length / 8.37

	103
	MM Context (GSM Key and Triplets)
	Extendable / 8.38

	104
	MM Context (UMTS Key, Used Cipher and Quintuplets)
	Extendable / 8.38

	105
	MM Context (GSM Key, Used Cipher and Quintuplets)
	Extendable / 8.38

	106
	MM Context (UMTS Key and Quintuplets)
	Extendable / 8.38

	107
	MM Context (EPS Security Context, Quadruplets and Quintuplets)
	Extendable / 8.38

	108
	MM Context (UMTS Key, Quadruplets and Quintuplets)
	Extendable / 8.38

	109
	PDN Connection
	Extendable / 8.39

	110
	PDU Numbers
	Extendable / 8.40

	111
	P-TMSI
	Variable Length / 8.41

	112
	P-TMSI Signature
	Variable Length / 8.42

	113
	Hop Counter
	Extendable / 8.43

	114
	UE Time Zone
	Variable Length / 8.44

	115
	Trace Reference
	Fixed Length / 8.45

	116
	Complete Request Message
	Variable Length / 8.46

	117
	GUTI
	Variable Length / 8.47

	118
	F-Container
	Variable Length / 8.48

	119
	F-Cause
	Variable Length / 8.49

	120
	Selected PLMN ID
	Variable Length / 8.50

	121
	Target Identification
	Variable Length / 8.51

	122
	Reserved 
	

	123
	Packet Flow ID 
	Variable Length / 853

	124
	RAB Context 
	Fixed Length / 8.54

	125
	Source RNC PDCP Context Info
	Variable Length / 8.55

	126
	UDP Source Port Number
	Extendable / 8.56

	127
	APN Restriction
	Extendable / 8.57

	128
	Selection Mode
	Extendable / 8.58

	129
	Source Identification
	Variable Length / 8.59

	130
	Reserved
	

	131
	Change Reporting Action
	Variable Length / 8.61

	132
	Fully Qualified PDN Connection Set Identifier (FQ-CSID)
	Variable Length / 8.62

	133
	Channel needed
	Extendable / 8.63

	134
	eMLPP Priority
	Extendable / 8.64

	135
	Node Type
	Extendable / 8.65

	136
	Fully Qualified Domain Name (FQDN)
	Variable Length / 8.66

	137
	Transaction Identifier (TI)
	Variable Length / 8.68

	138
	MBMS Session Duration
	Extendable / 8.69

	139
	MBMS Service Area
	Extendable / 8.70

	140
	MBMS Session Identifier
	Extendable / 8.71

	141
	MBMS Flow Identifier
	Extendable / 8.72

	142
	MBMS IP Multicast Distribution
	Extendable / 8.73

	143
	MBMS Distribution Acknowledge
	Extendable / 8.74

	144
	RFSP Index
	Fixed Length / 8.77

	145
	User CSG Information (UCI)
	Extendable / 8.75

	146
	CSG Information Reporting Action
	Extendable / 8.76

	147
	CSG ID
	Extendable / 8.78

	148
	CSG Membership Indication (CMI)
	Extendable / 8.79

	149
	Service indicator
	Fixed Length / 8.80

	1xx
	Node Features
	Extendable / 8.yy

	1yy
	PDN Connection Features
	Extendable / 8.yy

	1yy+1 to 254
	Spare. For future use.
	FFS

	255
	Private Extension
	Variable Length / 8.67


* * * Next Change * * * *

8.x
Node Features
Node Features IE is coded as depicted in Figure 8.x-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 1xx (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 
	spare
	Interface Type
	

	
	6 to m
	Supported-Features
	

	
	(m+1) to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: Node Features IE
The Node Features IE takes the form of a bitmask where each bit set indicates that the corresponding feature is supported.  

Interface Type is encoded as specified for the F-TEID in subclause 8.22.

Bitmasks are defined per GTPv2 interface. For each interface for which features are defined, the following table shall be specified. Spare bits shall bit ignored by the receiver.

Table 8.x-1: Features used on <interface e.g. S11>
	Feature Octet /  Bit
	Feature
	M/O
	Description

	<octet / bit number>
	<short name>
	<M/O>
	< description of the feature>

	Feature Octet / Bit: The octet and bit number within the Supported-Features IE, e.g. "5 / 1".

Feature: A short name that can be used to refer to the octet / bit and to the feature.

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 

Description: A clear textual description of the feature.


No features have been defined on the following GTPv2 interfaces in this version of the specification: S11, S4, S5, S8, S10, S3, S16, Sv, S101, Sm, Sn.

8.y
PDN Connection Features
PDN Connection Features IE is coded as depicted in Figure 8.x-1. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 1yy (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to m
	Supported-Features
	

	
	(m+1) to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.y-1: PDN Connection Features IE
The PDN Connection Features IE takes the form of a bitmask where each bit set indicates that the corresponding feature is supported.  

Spare bits shall bit ignored by the receiver.

Table 8.y.1 lists PDN connection features specified in this version of the specification. No features have been defined for the PDN Connection in this version of the specification.

Table 8.y-1: Features used on PDN connection
	Feature Octet /  Bit
	Feature
	M/O
	Description

	<octet / bit number>
	<short name>
	<M/O>
	< description of the feature>

	Feature Octet / Bit: The octet and bit number within the Supported-Features IE, e.g. "5 / 1".

Feature: A short name that can be used to refer to the octet / bit and to the feature.

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 

Description: A clear textual description of the feature.


X
Notification of supported features between peer GTP-C entities

X.1
General

X.1.1
Introduction

New functionality, i.e. functionality beyond the Rel-9 standard, which can not be specified without backward incompatible changes (e.g. requiring support of a new message or a specific receiver node's behaviour) should be introduced as a feature, see subclause x.1.2. 

A GTP-C entity should verify that a backward incompatible feature is supported by its peer GTP entities before starting to use it. 

NOTE:
GTPv2 does not support a Comprehension Required mechanism allowing a sender to force the receiver to support comprehension of some specific IEs as a precondition to process a backward incompatible message. 

Features may be generic node capabilities supported homogeneously for all GTP tunnels, UEs and PDN connections. Such features are referred in this specification as "Node Features". They are signalled with the granularity of a node on all GTPv2 interfaces (i.e. S11, S4, S5, S8, S10, S3, S16, Sv, S101, Sm, Sn). A GTP-C entity may discover the features supported by a peer GTP-C entity with which it is in direct contact as specified in subclause x.2.1.

The features applicable to a given PDN connection on the S4/S11 and S5/S8 interfaces may depend on the features supported by the SGW or/and the remote GTP-C entities (i.e. MME/SGSN and PGW). They may change during the lifetime of the PDN connection e.g. as an outcome of an inter-MME or inter-SGW relocation. Such features are referred in this specification as "PDN Connection Features". They are signalled with the granularity of a PDN connection on the S4/S11 and S5/S8 interfaces. The MME/SGSN, SGW and PGW may discover the features supported for a particular PDN connection as specified in subclause x.2.2.

Features involving remote GTP-C entities are signalled per PDN connection.

X.1.2
Defining a feature

A feature is a function extending the base GTPv2 functionality that has a significant meaning to the operation of GTPv2, i.e. a single new parameter without a substantial meaning to the functionality of the GTPv2 endpoints should not be defined to be a new feature. 
A functionality requiring the definition of a new GTPv2 message or extending the use of an existing message over a new interfaces should be defined as a feature.

NOTE:
Features are ultimately defined on a case-by-case basis on the merits of defining an extension as a feature.

The support for a feature may be defined as optional or mandatory behaviour of a node. Features should be defined so that they are independent from each other.
X.2
Dynamic discovery of supported features

X.2.1
Features supported by direct peer GTP-C entities
A node shall signal to a direct peer node the list of features it supports by including the Sending Node Features IE if

-
it is in contact with the peer for the first time, or 
-
the node has restarted recently, or 

-
the node has started to support different features recently and the change of supported features has not yet been indicated to the peer.

An exception to this is where the sending node does not support or use any features towards the peer node and  is not prepared to accept a message which is constructed by making use of any features. For this exception the sending node need not include the Sending Node Features IE within the message.
The peer receiving the Sending Node Features IE shall store the list of features supported by the sending node and only use common supported features to construct subsequent GTPv2 message request or response. 

X.2.2
Features supported for a PDN connection
The MME/SGSN shall signal the list of features it supports and is prepared to accept for a PDN connection when setting up this PDN connection, by including the PDN Connection Features IE in the Create Session Request message. The SGW shall signal the features the MME/SGSN and SGW supports for this PDN connection towards the PGW. 

Similarly, the PGW shall signal the list of features it supports by including the PDN Connection Features IE in the Create Session Response. The SGW shall signal the list of features the PGW and the SGW support in the Create Session Response returned to the MME/S4-SGSN, as depicted in figure x.2.2-1.

An exception to this is where the MME/SGSN, SGW or PGW does not support or use or accept any features for the PDN connection, in which case the node need not include the PDN Connection Features IE within the message.


[image: image1.emf] 

1. Create Session Request         (PDN Connection Features)  
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2. Create Session Request         ( PDN Connection Features )  
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3. Create Session Response         ( PDN Connection Features )  

4. Create Session Response        ( PDN Connection Features )  


Figure x.2.2-1: Notification of features supported for the PDN connection
GTP-C entities shall store the list of features supported by the peer GTP-C entities for this PDN connection and only use common supported features to construct subsequent GTPv2 message request or response for this PDN connection.

During an inter-MME intra-SGW HO/TAU, the new MME and the SGW shall signal to each other the list of features supported for the PDN connection in the Modify Bearer Request / Response messages. The SGW may inform the PGW about changes of the features supported by the SGW and new MME by sending

-
a Modify Bearer Request if sending of this message is triggered by user location reporting procedure, or if the SGW determines that the features supported by the new MME and SGW differ from those supported by the old MME and SGW and partial failure handling is not supported, or 

-
an Update PDN Connection Set Request message if partial failure handling is supported. 

NOTE 1:
Whether the SGW need to inform the PGW about a change of the features supported for the PDN connections has to be decided case by case.

If the features supported by a given node evolve during the PDN connection (e.g. one node starts supporting new features without having been restarted), the MME/SGW/PGW may signal the new set of supported features by including the PDN Connection Features IE during subsequent message exchanges, e.g. upon some mobility procedures.

NOTE 2:
Care shall be taken not to generate useless extra signalling. 

GTP-C entities shall consider the absence of the PDN Connection Features IE as an indication that no features are supported for this PDN connection. 
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