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Introduction

In their LS on "Requirement for UDC Data Model in Rel-10" (SP-100232, C4-10xxxx) SA ask CT4 to analyse feasibility of the following requirement:
A reference data model shall be standardized for the message exchange over Ud interface [x], in order to enable multivendor interoperability.

This document does not analyse the requirement's feasibility. Rather it discusses the issue of "multivendor interoperability", which seems to be the rationale for a standardized reference data model.
Discussion

In this discussion the focus is on the HSS; findings however may be equally valid for other core network nodes.
Multivendor Interoperability is an important merit. It allows an operator to (potentially) deploy HSSs from different vendors in his network, reducing dependencies from a single vendor and promoting competition between vendors. Multivendor Interoperability is achieved by standardization of the HSS's external interfaces and the HSS's internal basic application logic.
On the other hand, operators need to compete against each others by offering services which are not fully standardized, where the standard allows for different application possibilities.
Both aspects need to be taken into account:

- allow multivendor interoperability by standardizing interfaces and basic application logic

- allow operators to differentiate without deviating from standards by enhancing the basic application logic
Example

To give a simple example, according to standards a subscriber may
a) subscribe to teleservice22 or

b) not subscribe to teleservice22

As a consequence

· the data model needs to allow storage of "teleservice22-subscribed (yes/no)"

· the basic application logic needs to check the stored value and act accordingly when sending ISD

· the external message (ISD) sent to the VLR needs to allow transmission of the information (teleservicecode22 present/absent)

Now, an operator may want to enhance the service by introducing a new option c) as an alternative to a) or b):

c) subscribe to teleservice22 while roaming in HPLMN only

Obviously this enhancement impacts the data model ("teleservice22-subscribed (allways/never/only-when-roaming-in-HPLMN)"), it impacts the basic application logic which needs to be enhanced to check also the current VPLMN, but it does not impact the external message (ISD) sent to the VLR; therefore the described enhancement may be regarded standard compliant.
Let's assume that the operator who introduces the decribed enhanced service has deployed HSSs from two vendors. The following options are valid:

A) The operator requests from both vendors to enhance the HSS (data model and application logic) as described above,
B) The operator requests the enhancement only from one HSS vendor and makes sure that all subscribers subscribing to c) are served by one of the HSSs from that vendor.

Multivendor Interoperability in UDC-Networks
The UDR in the UDC concept is a logically unique single entity and its internal structure is out of scope of standardization. It is therefore assumed that there is only one UDR in an operator's network and this UDR comes from one vendor (vendor X). Contrary to this, there may be multiple HSS-FEs in the operator's network, some coming e.g. from vendor X, others from vendor Y. In this example configuration a "vendor X HSS-FE" and a "vendor Y HSS-FE" may be regarded different application FEs with different data view. Coming back to the previous example, when option B is chosen, the "vendor X HSS-FE" data view would comprise
 
"teleservice22-subscribed (allways/never/only-when-roaming-in-HPLMN)",
whereas the "vendor Y HSS-FE" data view would comprise 
 
"teleservice22-subscribed (yes/no)"
Option B in the UDC-Network environment now reads:

B)
The operator requests the enhancement only from one HSS-FE vendor and from the UDR vendor, and makes sure that all subscribers subscribing to c) are served by one of the HSS-FEs from that vendor.

It must be noted that the example enhancement can no longer be regarded standard compliant if the HSS-FE data view is standardized.
In the given example the vendor specific HSS-FE data view was justified by enhancing a service on operator request. However, there may also be cases where different vendor's HSS FEs require different data views without enhancing any service, but just for implementation specific reasons. 

Conclusion

It is believed that standardizing the protocol used on the Ud reference point (LDAP/SOAP) is a necessary requirement to facilitate interoperability between two vendor's FEs and UDR; however standardization of an HSS-FE data view too much constricts the possibilities to introduce differentiating services or to perform implementation specific application logic without deviating from standards.
Different vendors' HSS-FEs shall be allowed to have different data views which need not be standardized. 
In order to achieve full interopeability between UDR and vendor X HSS-FEs as well as between UDR and vendor Y HSS-FEs, the UDR needs to provide both data views (see also TS 32.181 section 7.2.1).   





































































