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1. Introduction
3GPP TS 23.334 defines the stage 2 requirements for the IMS-ALG – IMS-AGW interface - Iq.

2. Reason for Change
It was questioned during the CT4#45 meeting whether new requirements for traffic policing (e.g. sustainable data rate) should be defined or not on the Ix and Iq profiles, and if yes, which traffic policing requirements should be made optional or mandatory.
This contribution addresses this discussion in further details.
SDR & PDR (and Maximum Burst Size) are both important traffic parameters for bandwidth reservations (Admission Control) and traffic policing (i.e. to discard traffic in excess).

The quality of peak-rate policing would be lower (due to the coarse granularity) in comparison to the sustainable-rate policer.
The decision whether to provide PDR, SDR or PDR+SDR depends on the media characterics of the session.

The P-CSCF / IBCF may infer the media characteristics of the session from the SIP/SDP, they can determine whether the session is an audio, video, msrp, Poc session, etc. They can e.g. distinguish whether an SDP corresponds to a regular voice call or a Poc session (both of which will signal a similar audio media line, but present different traffic characteristics). 
In addition to this, the P-CSCF / IBCF may receive in the SDP the b=AS bandwith parameter. 

The decision to apply or not traffic policing is behaviour configured in the P-CSCF / IBCF and general for all sessions with the same media characteristics (i.e. not user specific).
This is similar to the capabilities of the TISPAN Ia v3 profile which requires the support of all the traffic management properties, which may be used for bandwidth reservation or/and traffic policing.
Excerpt from TISPAN Ia v3 profile:

Table 74: Traffic Management Package

	Properties
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	tman/pol
	M
	ADD, MODIFY
	ALL
	Yes

	tman/pdr
	M
	ADD, MODIFY
	ALL
	Not Applicable

	tman/dvt
	M
	ADD, MODIFY
	ALL
	Yes

	tman/sdr
	M
	ADD, MODIFY
	ALL
	Not Applicable

	tman/mbs
	M
	ADD, MODIFY
	ALL
	Yes

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	
	
	

	
	Signal Parameters
	Mandatory/Optional
	Supported Values
	Duration Provisioned Value

	
	
	
	
	

	Events
	Mandatory/Optional
	Used in command

	None
	
	

	
	Event Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	
	
	
	

	
	ObservedEvent

Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	
	
	
	

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	
	
	

	Error Codes
	Mandatory/Optional

	None
	


3. Conclusions

It is proposed to require support of traffic policing on SDR and allow optional support of traffic policing on PDR and Delay Variation Tolerance & Maximum Burst Size. 
Traffic parameters may be signaled irrespective of whether traffic policing is required or not (i.e. for admission control).

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.334 v1.0.0.
* * * First Change * * * *

5.6
Traffic Policing

The IMS-ALG may support traffic policing of incoming media flows.
The IMS-AGW shall support traffic policing of the sustainable data rate of incoming media flows and may support  traffic policing of the peak data rate of incoming media flows.

The IMS-ALG may require the IMS-AGW to police the media flows to ensure that they conform to the expected data rates.   

When the IMS-ALG requests the IMS-AGW to reserve transport addresses/resources, the IMS-ALG may indicate to the IMS-AGW that policing of the related media streams is required and provide traffic policing related parameters as detailed in subclause  6.2.1.  

If such policing is requested, the IMS-AGW shall police the corresponding media streams as detailed in subclause 6.2.1. by measuring the data rate for the received packets within that media stream. If the permissible data rate provided by the IMS-ALG is exceeded, the IMS-AGW shall discard packets to reduce their data rate to the permissible data rate.
For RTP flows where RTCP resources are reserved together with the RTP resources (see subclause 5.9), the permissible data rate shall include the bandwidth used by RTP and RTCP together.  

* * * Next Change * * * *

6.2.1
Gate Control & Local NA(P)T procedure

Upon receipt of a session initiation request, the IMS-ALG shall extract the source and destination network addresses and port numbers from the signalling message body received from the calling party endpoint and request the IMS-AGW to allocate transport resources via the Reserve AGW Connection Point and Reserve and Configure AGW Connection Point procedures.

Upon receipt of the response from the IMS-AGW, the IMS-ALG shall modify the addresses and/or ports contained in the application signalling message body and propagate the session establishment toward the terminating party. On receipt of the terminating end SDP in the session establishment response, the IMS-ALG shall pass the information to the IMS-AGW in the Configure AGW Connection Point procedure. 

The IMS-ALG shall modify addresses and/or ports contained in the application signalling message body and pass the information to the originating party.  
When requesting the IMS-AGW to reserve transport addresses/resources, the IMS-ALG may provide traffic parameters (peak data rate or/and sustainable data rate) for bandwidth reservation and admission control in the IMS-AGW.
On session termination, the IMS-ALG shall request the IMS-AGW to release its transport resources via the Release AGW Termination procedure.   

* * * Next Change * * * *

6.2.5
Traffic Policing

This procedure is identical to that of subclause 6.2.1 apart from the IMS-ALG optionally requesting the IMS-AGW to police the media stream flow according to one or more of the following media policing(s) through the IMS-AGW. 
The following media policing shall be supported at the IMS-AGW:

-
Sustainable Data Rate Policing: 
To request policing of the sustainable data rate of a media stream, the  IMS-ALG shall request media policing for that media stream and shall provide the sustainable data rate, and may provide a maximum burst size indicating the expected maximum size of packet bursts for that media stream. The IMS-AGW shall then measure the data rate for the received packets within that media stream. If the permissible sustainable data rate is exceeded, the IMS-AGW shall discard packets to reduce the data rate to the permissible sustainable data rate.The IMS-ALG should calculate the data rate averaging over a time that is sufficiently long to average out packet bursts for the expected media types. If the maximum burst size is provided, the IMS-AGW shall derive the averaging time from that parameter. 

NOTE 1: 
If the IMS-ALG receives an SDP description for a non-RTP media stream containing a b:AS bandwidth modifier, the IMS-ALG can use the contained bandwidth information as sustainable data rate. If the IMS-ALG receives an SDP description for an RTP media stream containing a b:AS bandwidth modifier but no b:RS and b:RR bandwidth modifiers, the IMS-ALG can use the bandwidth information within the b:AS bandwidth modifier plus 5 % as sustainable data rate. If the IMS-ALG receives an SDP description for an RTP media stream containing a b:AS bandwidth modifier and b:RS and b:RR bandwidth modifiers, the IMS-ALG can use the sum of the bandwidth information within the b:AS, b:RS and b:RR bandwidth modifier as sustainable data rate. 

The following media policing may be supported in addition at the IMS-AGW:

-
Peak Data Rate Policing: 
To request policing of the peak data rate of a media stream, the  IMS-ALG shall request media policing for that media stream and shall provide the peak data rate, and may provide a Delay Variation Tolerance indicating the expected maximum delay variation due to jitter for that media stream. The IMS-AGW shall then measure the data rate for the received packets within that media stream. If the permissible peak data rate is exceeded, the IMS-AGW shall discard packets to reduce the data rate to the permissible peak data rate. The IMS-AGW should calculate the data rate averaging over a time that is sufficiently long to average out jitter for the expected media types. If the Delay Variation Tolerance is provided, the IMS-AGW shall derive the averaging time from that parameter. If both peak data rate and sustainable data rate have been provided for the same media stream, the IMS-AGW shall discard packets to reduce the data rate to the permissible peak data rate and should discard packets to reduce the data rate to the permissible sustainable data rate. 
NOTE 2: 
The IMS-AGW procedures to measure the data rate and to discard packets are beyond the scope of this specification. The decision whether to drop or not packets exceeding the sustainable data rate depends on the IMS-AGW policy and is also beyond the scope of this specification.
NOTE 3:
The decision to apply or not traffic policing is general for all sessions with the same media characteristics (i.e. not user specific). The conditions which media policings to apply are beyond the scope of the specification. This can be based on the media characteristics of the session (e.g. media type). 
* * * Next Change * * * *

8.2
Reserve and Configure AGW Connection Point 

This procedure is used to reserve multimedia-processing resources for the Iq interface connection.   
Table 8.2.1: Procedures between IMS-ALG and IMS-AGW: Reserve and Configure AGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve and Configure AGW Connection Point
	IMS-ALG
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Bearer Termination Request
	M
	This information element indicates the existing bearer termination or requests a new bearer termination for the bearer to be established.

	
	
	Local IP Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	ReserveValue
	O
	This information element indicates if multiple local resources are to be reserved

	
	
	Remote IP Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the IMS-AGW that the remote end can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications. This information element shall be included when requesting a new bearer termination. Otherwise the information element is optional.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Traffic Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. It may also be present if Policing is not required to guide the TrGW in its resource reservation. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. It may also be present if Policing is not required to guide the TrGW in its resource reservation. (NOTE 2)

	
	
	Delay Variation Tolerance
	C
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element may be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination shall be copied from the received value or set to a specific value.

	Reserve and Configure AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	
	
	Local IP Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the IMS-AGW shall receive user plane data from IMS.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	NOTE1:
Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE2: 
One of those IEs shall at least be present when policing is required.


* * * Next Change * * * *

8.3
Reserve AGW Connection Point Procedure

This procedure is used to reserve local connection addresses and local resources in IMS-AGW. 
Table 8.3.1: Procedures between IMS-ALG and IMS-AGW: Reserve AGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve AGW Connection Point
	IMS-ALG
	Context /Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Bearer Termination Request
	M
	This information element requests a new bearer termination

	
	
	Local IP Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	ReserveValue
	O
	This information element indicates if multiple local resources are to be reserved.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the IMS-AGW that the remote end can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. It may also be present if Policing is not required to guide the TrGW in its resource reservation. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. It may also be present if Policing is not required to guide the TrGW in its resource reservation. (NOTE 2)

	
	
	Delay Variation Tolerance
	C
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element may be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination should be copied from the received value or set to a specific value.

	Reserve AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	
	
	Local IP Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall be prepared to receive user data

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the IMS-AGW shall receive user plane data from IMS.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2: 
One of those IEs shall at least be present when policing is required.


* * * Next Change * * * *

8.4
Configure AGW Connection Point Procedure

This procedure is used to select multimedia-processing resources for the Iq interface connection.   
Table 8.4.1: Procedures between IMS-ALG and IMS-AGW: Configure AGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure AGW Connection Point
	IMS-ALG
	Context 
	M
	This information element indicates the context for the bearer termination.

	
	
	Bearer Termination
	M
	This information element indicates the existing bearer termination.

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IP Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the IMS-AGW that the IMS user can send user plane data to.

For terminations supporting video any combination of video, audio and messaging may contain multiple addresses.

	
	
	Remote Connection Address
	C
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination. (NOTE 1)

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 2)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 2)

	
	
	Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. It may also be present if Policing is not required to guide the TrGW in its resource reservation. (NOTE 3)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. It may also be present if Policing is not required to guide the TrGW in its resource reservation. (NOTE 3)

	
	
	Delay Variation Tolerance
	C
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element may be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination should be copied from the received value or set to a specific value.

	Configure AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall be prepared to receive user data

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the IMS-AGW that the IMS user can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	NOTE 1:    This can only be set to the same realm as specified at the reservation stage.

NOTE 2:
Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 3: 
One of those IEs shall at least be present when policing is required.





