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1. Introduction
Scope definition
2. Reason for Change
New 3GPP TS 23.335 User Data Convergence (UDC):Technical realization and information flows is being developed. Present document intends to cover the information flows for notifications. Notifications from UDR can be sent to any FE supporting the application (e.g. HSS) or any FE supporting the application and belonging to a specific FE cluster. Below is a detailed use case which may require distinguishing among different groups of FEs supporting the same application.
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-
As seen in figure above, an operator has different S-CSCF and HSS-FE vendors. This is because S-CSCF1 and S-CSCF2 are intended to serve specific users who can make use of presence service and priority service, only supported by Vendor 1 S-CSCFs and HSS-FEs. The operator has a distributed network to provide these services.

- 
A user who has priority service provided (e.g. a user who can request prioritization for certain calls in case the network is handling high traffic) performs IMS registration
-
Since only two S-CSCFs are capable of serving this user, I-CSCF will select one of them (in a load balancing configuration) during registration procedure according to capabilities needed for the user (i.e. priority service needs to be supported)

-
S-CSCF1 is selected for the user, so the diameter request from S-CSCF is received by HSS-FE1 (diameter proxy 1 is also performing load balancing)

- 
UDR received an update operation from HSS-FE1 to update the S-CSCF name where the user is served. The registration status is also changed. Note that since HSS-FE1 belongs to a different Cluster (vendor 1), the operator may configure different access rules than for HSS-FE3 (belonging to vendor 2). This may be needed in case the user with priority service provided has some critical data.
-
Upon reception of the update command, the UDR checks the conditions to store/not store the Cluster. The condition is that the data updated is S-CSCF name (since the user was not registered, the S-CSCF name was empty). The UDR then stores the Cluster (vendor 1).
-
The operator decides to remove the priority service from the user. The user now may be served by any S-CSCF of  vendor 1 or 2. If the operator decides so, the capability needed for this user is changed to move the user to an S-CSCF of vendor 1 or 2.

-
Since the capability of the user has changed, the operator administratively de-registers the user so that a new S-CSCF is assigned. The conditions configured in UDR (registration status is changed by application type=provisioning) trigger a notification towards a HSS FE with the new status (not registered) and the S-CSCF name (S-CSCF1).

-
By using the Cluster stored for the user for application type HSS, the UDR has the list of suitable FEs to send the notification (HSS-FE1 and HSS-FE2). The priority/weigth configured for both is the same, so the UDR selects HSS-FE2.

-
HSS-FE2 will send a de-registration command towards S-CSCF1

-
User will be informed about this de-registration, so the equipment will perform a new registration. I-CSCF will select a suitable S-CSCF based on the new capability.

-
S-CSCF4 is selected for the user, so the diameter request from S-CSCF is received by HSS-FE5 (diameter proxy 2 is also performing load balancing)

-
Upon receiving the update command, the UDR checks the conditions to store/not store the Cluster. The condition is that the data updated is S-CSCF name (since the user was not registered, the S-CSCF name was empty). The UDR then stores the Cluster (vendor 2).
3. Conclusions
There is a need in some cases to group FEs, since some FEs may not be suitable or optimal to send notifications towards the rest of network elements.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.335 v0.2.0
* * * First Change * * * *

A.x
Information flows with notification procedure over Ud

A.x.1
General

When user data (temporary or permanent) has been modified, the application front-end may require a notification.

The following flows show an example of IMS capability change for a user. These scenarios do not address the mechanisms for access authorisation in the UDR. These scenarios only address the specific actions of traffic events that are currently in effect.

A.x.2
IMS user capability change with notification information flow example


Figure A.X.2-1

Figure A.X.2-1: IMS service data change information flow example with Ud notification towards HSS-FE

1.
The operator changes the capabilities to move the user to a new S-CSCF, the user is administratively de-registered and S-CSCF is cleared (via Provisioning FE). 
2.
After applying the proper access control (i.e. the front-end is allowed to write that type of data), the UDR updates the requested data (e.g. registration status, user capabilities, etc.)
3.
The UDR checks if a FE is required to be notified upon these modified data. If so, it selects a FE supporting the HSS application and sends a notification which contains the user data needed by the FE to perform its application logic (user status, S-CSCF name, etc.)
NOTE 1: The FE selection mechanism performed by the UDR (e.g. FE cluster identity if it was stored at user’s registration, application supported,  load balancing, etc.) is out of scope of this specification.
4.
HSS-FE acknowledges the notification.

5.
The user is de-registered from S-CSCF1 by HSS-FE.

6.
S-CSCF1 acknowledges the Cx command.
* * End of Change * * * *
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