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1. Introduction
An Editor’s note was decided to be kept about the support for ACID properties in CT4#43
2. Reason for Change
Operations carried over Ud need to support ACID properties. Concurrent operations (e.g. data being written has been changed since the last time it was read) are provided in figure 1, where two terminating requests are received simultaneously for an unregistered user, resulting in user being registered in two different S-CSCFs.
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Figure 1
3. Conclusions
Editor’s note about support for ACID properties shall be removed to make it normative.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.335 v0.1.0
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Front end: a core service layer entity that can access user data stored in a unique repository.

User Data Repository: facility where user data can be accessed stored and managed in a common way.
Transaction: a transaction is a sequence of operations towards the User Data Repository (one or several), performed as a single logical unit of work. A logical unit of work must exhibit four properties, called the ACID (Atomicity, Consistency, Isolation, and Durability) properties, to qualify as a transaction.
A transaction usually consists of the following steps, start transaction, making updates, and end of transaction; the transaction can finish successfully, in that case it is said the updated data is committed, or unsuccessfully, in that case the transaction is cancelled and the updates made till that moment are rolled back so that the data remains as it were before the transaction.
Atomicity: a transaction must be an atomic unit of work; either all of its data modifications are performed or none of them is performed.

Consistency: when completed, a transaction must leave all data in a consistent state. In the User Data Repository, all rules must be applied to the transaction’s modifications to maintain all data integrity. All internal data structures must be correct at the end of the transaction. 

Isolation: modifications made by concurrent transactions must be isolated from the modifications made by any other concurrent transactions. A transaction either sees data in the state it was in before another concurrent transaction modified it, or it sees the data after the second transaction has completed, but it does not see an intermediate state. This is referred to as serialization because it results in the ability to reload the starting data and replay a series of transactions to end up with the data in the same state it was in after the original transactions were performed. 

Durability: after a transaction has completed, its effects are permanently in place in the User Data Repository. The modifications persist even in the event of a system failure.
* * * Next Change * * * *

4.3
Reference point Ud

This reference point shall allow the different FEs to create, read, modify and delete user data stored in the UDR using the harmonized access interface. 

This reference point shall support subscription/notifications functionality which allow a relevant FE to be notified about specific events which may occur on specific user data in the UDR, The events can be changes on existing user data, addition of user data, and so on. These notifications may be explicitly subscribed by the core network and service layer applications (e.g. AS subscribing to changes on specific data) or implicitly subscribed associated to the UDC concept (e.g. user is located and his location may be administratively cancelled).

Editor’s note: It has to be specified that the relevant network elements (e.g. AS, MSC/VLR, S-CSCF) can receive requests/notifications from different front ends at any given time.

Editor’s note: The wording about subscriptions/notifications functionality can change

Through the reference point, an application front end shall only interface with the UDR for the data relevant to its function, and not be impacted by other data that UDR stores for other applications. 
The user data that an application front end accesses in the UDR through the reference point Ud shall comply with an agreed data structure between the application front end and the UDR. Such data structure shall comply with the Common Baseline Information Model.
Editor’s note: The Common Baseline Information Model shall be specified in SA5.
Reference point Ud shall support transactions. Operations and transactions carried out over Ud shall support the ACID (Atomicity, Consistency, Isolation, and Durability) characteristics.
* * * End of Change * * * *
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