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1. Introduction
This CR changes the ABNF of the AAR command over the S6b that is used to update the PGW address to the AAA/HSS during the initial received PBU. The change is needed to make the ABNF compliant with the recent IETF and 3GPP Diameter extensibility rules.
2. Reason for Change
Currently the AAR command that is reused from the RFC 4005 has a modified ABNF compared to what was originally defined in the RFC 4005. This would mean an allocation of a new Command Code value. In order to avoid the allocation of a new Command Code the ANBF is changed back to the one describe in RFC 4005.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273.
* * * First Change * * * *

9.2.2.2
Commands for S6b PMIPv6 Authorization Procedures

9.2.2.2.1
AA-Request (AAR) Command

The AA-Request (AAR) command, indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flags field, is sent from a PDN GW to a 3GPP AAA server. The Command Code value and ABNF are re-used from the IETF RFC 4005 [4] AA-Request command. New AVPs are added using the *[AVP] extension mechanism in the original ABNF.

<AA-Request> ::= 



< Diameter Header: 265, REQ, PXY >

< Session-Id >

{ Auth-Application-Id }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Realm }

{ Auth-Request-Type }

[ User-Name ]
...

*[ MIP6-Agent-Info ]

[ MIP6-Feature-Vector ]

[ QoS-Capability ]
[ Authorization-Lifetime ]

[ Authorization-Grace-Period ]

[ Idle-Timeout ]

[ Auth-Session-State ]
...

[ Called-Station-Id ]

...

*[ AVP ]

9.2.2.2.2
AA-Answer (AAA) Command

The AA-Answer (AAA) command, indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags field, is sent from a 3GPP AAA server to a PDN GW. The Command Code value and ABNF are re-used from the IETF RFC 4005 [4] AA-Answer command. New AVPs are added using the *[AVP] extension mechanism in the original ABNF.
   <AA-Answer> ::= 



< Diameter Header: 265, PXY >

< Session-Id >

{ Auth-Application-Id }

{ Auth-Request-Type }

{ Result-Code }

{ Origin-Host }

{ Origin-Realm }

...

[ MIP6-Feature-Vector ]

[ Session-Timeout ]

[ QoS-Resources ]
[ Authorization-Lifetime ]

[ Authorization-Grace-Period ]

[ Idle-Timeout ]

[ Auth-Session-State ]
...

*[ AVP ]

