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1. Introduction
This is to implement the message for indirect data forwarding in TS29.274 
2. Reason for Change
Indirect data forwarding tunnel setup message is missing in current spec. 
4. Proposal

It is proposed to agree the following changes to 3GPP TS29.274v1.2.0.
* * * First Change * * * *

6.1
Message Format and Type values

GTP defines a set of messages between two associated EPC network elements. The messages to be used are defined in the Table 6.1.

Table 6.1: Message types for GTPv2

	Message Type value (Decimal)
	Message
	Reference
	GTP-C
	GTP-U

	0
	Reserved
	
	
	

	1
	Echo Request
	
	X
	X

	2
	Echo Response
	
	X
	X

	3
	Version Not Supported Indication
	
	X
	

	
	
	
	
	

	4-31
	Reserved for other protocols (currently, for S101)
	
	
	

	
	MME to PDN-GW (S11, S5/S8)
	
	
	

	32
	Create Session Request
	
	X
	

	33
	Create Session Response
	
	X
	

	34
	Update User Plane Request
	
	X
	

	35
	Update User Plane Response
	
	X
	

	36
	Modify Bearer Request
	
	X
	

	37
	Modify Bearer Response
	
	X
	

	38
	Delete Session Request
	
	X
	

	39
	Delete Session Response
	
	X
	

	40-63
	For future use
	
	
	

	
	Messages without explicit response
	
	
	

	64
	Modify Bearer Command
	
	X
	

	65
	Allocate Bearer Resource Command
	
	X
	

	66
	Deactivate Bearer Command
	
	X
	

	67
	Release TFT Filter Command
	
	X
	

	68-94
	For future use
	
	
	

	95
	PDN-GW to MME (S5/S8, S11)
	
	
	

	96
	Create Bearer Request
	
	X
	

	97
	Create Bearer Response
	
	X
	

	98
	Update Bearer Request
	
	X
	

	99
	Update Bearer Response
	
	X
	

	100
	Delete Bearer Request
	
	X
	

	101
	Delete Bearer Response
	
	X
	

	102-127
	For future use
	
	
	

	
	MME to MME, SGSN to MME, MME to SGSN (S3/10)
	
	
	

	128
	Identification Request
	
	X
	

	129
	Identification Response
	
	X
	

	130
	Context Request
	
	X
	

	140
	Context Response
	
	X
	

	141
	Context Acknowledge
	
	X
	

	142
	Forward Relocation Request
	
	X
	

	143
	Forward Relocation Response
	
	X
	

	144
	Forward Relocation Complete Notification
	
	X
	

	145
	Forward Relocation Complete Acknowledge
	
	X
	

	146
	Forward SRNS Context Notification
	
	X
	

	147
	Forward SRNS Context Acknowledge
	
	X
	

	148
	For future use
	
	
	

	
	SGSN to MME, MME to SGSN (S3)
	
	
	

	149
	Detach Notification
	
	X
	

	150
	Detach Acknowledge
	
	X
	

	151-159
	For future use
	
	
	

	
	MME to SGW (S11)
	
	
	

	160
	Create Forwarding Tunnel Request
	
	X
	

	161
	Create Forwarding Tunnel Response
	
	X
	

	162
	Suspend Notification
	
	X
	

	163
	Suspend Acknowledge
	
	X
	

	164
	Resume Notification
	
	X
	

	165
	Resume Acknowledge
	
	X
	

	166
	Create Indirect Data Forwarding Tunnel Request
	
	X
	

	167
	Create Indirect Data Forwarding Tunnel Response
	
	X
	

	168-175
	For future use
	
	
	

	
	SGW to MME (S11)
	
	
	

	176
	Downlink Data Notification
	
	X
	

	177
	Downlink Data Acknowledgement
	
	X
	

	178-191
	For future use
	
	
	

	
	Other
	
	
	

	192-255
	For future use
	
	
	

	
	
	
	
	


* * * Next Change * * * *

7.2.x
Create Indirect Data Forwarding Tunnel Request

The Create Indirect Data Forwarding Tunnel Request message is sent on S11/S4 by the MME/SGSN to the SGW as part of the Handover procedures. 

Table 7.5.1 specifies the presence requirements and the conditions of the IEs in the message.
Table 7.2.x: Information Elements in a Create Indirect Data Forwarding Tunnel Request

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	Bearer Contexts
	M
	None
	1
	Bearer Context List

	Private Extension
	O
	None
	1
	Private Extension


Table 7.2.xb: Bearer Context List within Modify Bearer Response

	Bearer Context List IE Type = 98 (decimal)

	Length = n (decimal)

	# of Bearers = m (decimal)

	For each bearer:


	Information elements
	P
	Condition / Comment
	CR
	IE Type

	EPS Bearer ID
	M
	
	1
	EBI

	S1 eNodeB F-TEID
	C
	Target eNodeB F-TEID. 

Present in the message sent from the target MME to the target SGW
	1
	F-TEID

	S11-U SGW F-TEID
	C
	Target SGW F-TEID

Present in the message sent from the source MME to the source SGW
	1
	F-TEID

	S4-U SGSN F-TEID
	C
	Target SGSN F-TEID

Present in the message sent from the target SGSN to the target SGW when direct tunnel is not used
	1
	F-TEID

	S12 RNC F-TEID
	C
	Target RNC F-TEID

Present in the message sent from the target SGSN to the target SGW when direct tunnel is used
	1
	F-TEID


7.2.y
Create Indirect Data Forwarding Tunnel Response

A Create Indirect Data Forwarding Tunnel Response message shall be sent by a Serving GW to an MME/SGSN as a response to a Create Indirect Data Forwarding Tunnel Request message.

Table 7.5.2 specifies the presence requirements and the conditions of the IEs in the message.
The Cause value indicates if the Indirect Data Forwarding Tunnels has been created in the Serving GW or not. Indirect Data Forwarding Tunnels have not been created in the Serving GW if the Cause differs from 'Request accepted'. Possible Cause values are:

· "Request Accepted".

· "No resources available".

· "System failure".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Optional IE incorrect".

· "Invalid message format".

Only the Cause IE shall be included in the response if the Cause IE contains another value than 'Request accepted'.
Table 7.2.y: Information Elements in a Create Indirect Data Forwarding Tunnel Response
	Information elements
	P
	Condition / Comment
	CR
	IE Type

	Cause
	M
	None
	1
	Cause

	Bear Contexts
	C
	None
	1
	Bearer Context List

	Private Extension
	O
	None
	1
	Private Extension


Table 7.2.yb: Bearer Context List within Modify Bearer Response

	Bearer Context List IE Type = 98 (decimal)

	Length = n (decimal)

	# of Bearers = m (decimal)

	For each bearer:


	Information elements
	P
	Condition / Comment
	CR
	IE Type

	EPS Bearer ID
	M
	
	1
	EBI

	Cause
	M
	Indicates if the tunnel setup was successful, and if not, gives information on the reason.
	1
	Cause

	S1-U SGW F-TEID
	C
	It is the target SGW F-TEID when present in the response sent from the target SGW to the target MME. 
Or

It is the source SGW F-TEID when present in the response sent from the source SGW to the source MME.
	1
	F-TEID

	S12 SGW F-TEID
	C
	S12 usage only.

It is the target SGW F-TEID when present in the response sent from the target SGW to the target SGSN.
Or

It is the source SGW F-TEID when present in the response sent from the source SGW to the source SGSN.
	1
	F-TEID

	S4-U SGW F-TEID
	C
	S4-U usage only.

It is the target SGW F-TEID when present in the response sent from the target SGW to the target SGSN.
Or
It is the source SGW F-TEID when present in the response sent from the source SGW to the source SGSN. 
	1
	F-TEID


* * * Next Change * * * *

8.25
Fully Qualified TEID (F-TEID)

Fully Qualified Tunnel Endpoint Identifier (F-TEID) is coded as this is depicted in Figure 8.25.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 90 (decimal)
	

	
	2-3
	Length = n
	

	
	4
	V4
	V6
	EBI
	CUP
	MME
	SGW
	PGW
	eNB
	

	
	5
	SGSN
	RNC
	F
	Spare
	

	
	6-9
	TEID
	

	
	10-m
	IPv4 and/or IPv6 address 
	

	
	
m+1
	Spare (all bits set to 0)
	EPS Bearer ID (EBI)
	

	
	(m+1)-(n+3)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.25: Fully Qualified Tunnel Endpoint Identifier (F-TEID)

The following flags are coded within Octet 4:

-
Bit 8 – V4: If this bit is set to 1, then IPv4 address follows the TEID field. Otherwise, IPv4 address is not present at all.

-
Bit 7 – V6: If this bit is set to 1, then IPv6 address follows IPv4 address, or if IPv4 is not present, then IPv6 address follows the TEID field. Otherwise, IPv6 address is not present at all.

-
Bit 6 – EBI: If this bit is set to 1, then EBI follows follows IP address(es), or if no IP is present, then the Length field. Otherwise, EBI is not present at all.

-
Bit 5 - CUP: If this bit is set to 1, then the F-TEID represents Control Plane IE. Otherwise, F-TEID represents User Plane IE.

-
Bit 4 – MME: If this bit is set to 1, then F-TEID belongs to MME.

-
Bit 3 – SGW: If this bit is set to 1, then F-TEID belongs to SGW.

-
Bit 2 – PGW: If this bit is set to 1, then F-TEID belongs to PGW.

-
Bit 1 – eNB: If this bit is set to 1, then F-TEID belongs to eNB.

The following flags are coded within Octet 5:

-
Bit 8 – SGSN: If this bit is set to 1, then the F-TEID belongs to an SGSN.

-
Bit 7 – RNC: If this bit is set to 1, then the F-TEID belongs to a RNC.

-
Bit 6 – F: If this bit is set to 1, the F-TEID is used only for data forwarding.
