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1. Introduction
This document provides missing information for the H.248 profile specification.
2. Reason for Change
The gates of the IMA-MGW may carry traffic of an RTP session. The RTP session endpoints (= “RTP endsystems”) may be located in different IP domains. RTCP may be used for multiple purposes, like the transport of measurement reports. RTCP do also contain topology related data.
The IMA-MGW may be thus fundamentally requested in providing specific RTCP forwarding behaviour.
3. Conclusions

It is supposed that the first profile version will not support explicit policy rules concerning specific RTCP forwarding behaviour. It is however proposed to describe the subject in an overview procedural section.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.334 V0.0.1.
*******
* * * First Change * * * *

5.17.1.8
RTCP Forwarding

Every RTP session may be accompanied by RTCP control flows. Blocking (by the IMA-MGW) of such RTCP packets may violate the end-to-end RTP/RTCP protocol and/or the served applications. However, security threats or specific RTCP reports types may request for dedicated RTCP packet policing rules.

5.17.1.8.1
Conditions for RTCP packet policing 
Conditions for RTCP packet policing are typically based on following n-tupel elements:

· IP port for RTCP flow;

· RTCP packet type codepoint;

· RTCP SSRC codepoint;

· RTCP source description information element (e.g. CNAME codepoint); or/and

· RTCP block type codepoint in case of RTCP extension reports (XR, HR).

5.17.1.8.2
Forwarding of regular RTCP traffic
"Regular" RTCP packets shall be understood in the scope of this specification as packet units with a packet type value equal to a value from the range of {192, 193, 200 to 206}. Thus, regular traffic excludes XR and HR RTCP packets. Regular RTCP packets must be basically forwarded towards the RTP endpoint.

Regular RTCP packets are be unambiguously identified by the 3-tupel of {packet type, SSRC, CNAME}.

Thus, RTCP packets with e.g. an incorrect {SSRC, CNAME} combination may be blocked.

5.17.1.8.3
Handling of RTCP XR/HR traffic
Extension reports (XR) and XR-based high resolution reports, - i.e. RTCP reports with a packet type value equal to 207 -, carry measurement data from measurement points (MP) to reporting points (RP). Such measurement reports do not have necessarily an end-to-end significance, their scope may be e.g. limited to a single IP domain or "RTP network segment". The IMA-MGW may have to apply dedicated forwarding policy rules for such RTCP packets. Concrete policy rules are for further studies.
