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1. Introduction
This document provides missing information for the H.248 profile specification.
2. Reason for Change
Inactivity detection in the IP media-path is a beneficial tool with regards to the identification of possible failure cases in an IP network. It is however proposed to postpone that capability to a next profile version due to the short remaining time of 3GPP R8. 
3. Conclusions

It is proposed to anchor a placeholder for media inactivity in the profile.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.238 V0.0.1.
*******
* * * First Change * * * *

5.17.1.9
Media Inactivity

Inactivity detection in the IP media-path is not supported by this profile version.
Application data inactivity detection (also known as media inactivity detection) may have multiple, different use cases as cited in ITU-T Recommendation H.248.40 [12] e.g.:

· detection of interrupted IP routes;

· detection of released RTP endpoints;

· detection of hanging SIP/RTP sessions
; or

· detection of deadlocks in IP latching scenarios.

In all use cases, the adid v1 package (with possible different timing and/or direction configurations of the detection logic) is used to report the detected inactivity.

The adid/ipstop event is enabled on a per H.248 IP termination basis, i.e. not on H.248 stream level. The BGF monitors all (IP) transport ports associated with the termination.
� 	The notation of “SIP/RTP session“ relates to a SIP-controlled RTP session, which implies a RTP session on MG level and a SIP session on MGC level. There might be a hanging RTP session (leg) or a SIP session (leg). The application of H.248.40 is able to address both failure scenarios.





