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2. Reason for Change
The R8 HSS shall be used to store subscriber related data to be used over both 3GPP and non-3GPP accesses. In majority of the scenarios this data may be identical i.e. the functionality served by the data at the Gateways is similar (egs access restriction data). Radio Frequency selection priority described in TS 36.300 is one such example which contains information that shall be used by the radio access to determine its RRM (Radio Resource Management) strategy. Based on these parameter, operators may be able to segregate subscribers based on their class of service i.e. premium subscribers are assigned a particular less congested frequency for service delivery.
For 3GPP access, this information shall be sent to the e-Node B via the MME , while for non-3GPP accesses this information shall be carried over STa and Swm/SWn interfaces. This information is applicable for all APNs associated with a UE.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.272
* * * First Change * * * *

7.3.2 
Subscription-Data

The Subscription-Data AVP is of type Grouped. It contains the information related to the user profile relevant for EPS and GERAN/UTRAN.

Editor's Note: The exact details of GERAN/UTRAN subscription data are for FFS

AVP format:

Subscription-Data  ::= <AVP header: XXX XXXX>

[ Subscriber status ]

[ MSISDN ] 
[STN-SR ] 
[ Network-Access-Mode ]

[ Operator-Determined-Barring ]

[ HPLMN-ODB ]

*[ Regional-Subscription-Zone-Code]

[Access-Restriction-Data]
[APN-OI-Replacement ]

[3GPP-Charging-Characteristics ] 
[ AMBR ]

[ APN-Configuration-Profile ]

 [Subscriber-Priority]
*[AVP]

* * * Next Change * * * *

7.3.X 
Subscriber-Priority
This AVP is a grouped which contains user service usage profile information. This AVP may be used to carry access technology specific (e.g. e-UTRAN) parameters between the HSS and MME to prioritise radio resources at the access. 
AVP format:

 Subscriber-Priority ::=


< AVP Header: TBD >

[Max-Sessions-Per-Service-Option]

[Service-Option-Profile]
[RAT-Frequency-Selection-Priority]
*[ AVP ]

7.3.X
Max-Sessions-Per-Service-Option
This AVP is of type Unsigned32 and contains maximum number of sessions of each service. 

7.3.X
Service-Option-Profile

This AVP is of type Grouped AVP. This grouped AVP specifies the authorized packet data services, the maximum number of simultaneous service instances of the given service option number , and the total maximum number of simultaneous service instances. 
7.3.X
RAT-Frequency-Selection-Priority
FFS
* * * Next Change * * * *

5.2
Mobility Services

5.2.1

Location Management Procedures

5.2.1.1

Update Location
5.2.1.1.1
General
The Update Location Procedure is used between MME and HSS to update location information in the HSS. The procedure is invoked by the MME and is used:
-
to inform the HSS about the identity of the MME currently serving the user, and optionally in addition;
-
to update MME with user subscribed data;
-
to provide the HSS with other user data, such as Terminal Information.
This procedure is mapped to the commands Update-Location-Request/Answer (ULR/ULA) in the Diameter application specified in chapter 7. 

Table 5.2.1.1.1/1 details the involved information elements for the request.

Table 5.2.1.1.1/2 details the involved information elements for the answer.

Table 5.2.1.1.1/1: Update Location Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Name
See IETF RFC 3588 [4]
	User-Name
	M
	This information element contains the permanent identity of the user, i.e. the IMSI. See 3GPP TS 23.003 [3].

	Supported Features

(See 7.3.10)
	Supported-Features
	O
	If this AVP is present it informs the destination host about the features that the origin host supports.

	Terminal Information 

(See 7.3.3)
	Terminal-Information
	O
	This information element contains information about the user’s mobile equipment. 



	Supported RAT Types

(See 7.3.6)
	Supported-RAT-Type
	M
	The MME shall indicate support of E-UTRAN. 



	ULR Flags

(See 7.3.7)
	ULR-Flags
	M
	This Information Element contains a bit mask. See 7.3.7 for the meaning of the bits  

	Visited PLMN Id 
(See 7.3.9)
	Visited-PLMN-Id
	M
	MCC and MNC, see 3GPP TS 23.003[3]. It may be used to apply roaming based features 



Table 5.2.1.1.1/2: Update Location Answer
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Supported Features
(See 7.3.10)
	Supported-Features
	O
	If this AVP is present it informs the destination host about the features that the origin host supports.

	Result

(See 7.4)
	Result-Code / Experimental-Result
	M
	Result of the operation.

Result-Code AVP shall be used for success / errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for S6a errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

The following errors are applicable:

- User Unknown 

- Unknown EPS Subscription
- RAT Not Allowed

- Roaming Not Allowed

	ULA-Flags

(See 7.3.8)
	ULA-Flags
	M
	This Information Element contains a bit mask. See 7.3.8 for the meaning of the bits 

Editor’s note: The ULA flag “Separation Indication” is not needed if interworking to pre-Rel8 HSS is forbidden by SA1/3.

	Subscription Data

(See 7.3.2)
	Subscription-Data
	C
	This Information Element contains the subscription profile of the user. Shall be present if success is reported.


5.2.1.1.2
Detailed behaviour of MME
The MME shall make use of this procedure to update the MME identity stored in the HSS (e.g. at initial attach, inter MME tracking area update or radio contact after HSS reset).

If the Update Location request is to be sent due to an inter node (SGSN to MME) update and the previous SGSN does not support Idle Mode Signalling Reduction, the MME shall set the "Single-Registration-Indication" flag in the ULR-Flags information element in the request.
When receiving an Update Location response from the HSS the MME shall check the result code. If it indicates success the MME shall store the received subscription profile and forward the subscriber priority information received to the eNodeB via the S-MME interface. 
5.2.1.1.3
Detailed behaviour of HSS
When receiving an Update Location request the HSS shall check whether the IMSI is known.

If it is not known, a Result Code of DIAMETER_ERROR_USER_UNKNOWN is returned.

If it is known, but the subscriber has no EPS subscription, the HSS may (as an operator option) return a result code of DIAMETER_ERROR_UNKNOWN_EPS_SUBSCRIPTION.

The HSS shall check whether at least one of the supported RAT types received in the request is allowed for the subscriber. If it is not, a Result Code of DIAMETER_ERROR_RAT_NOT_ALLOWED is returned.

The HSS shall check whether the roaming is not allowed in the VPLMN due to ODB. If so a result code of DIAMETER_ERROR_ROAMING_NOT_ALLOWED is returned.

The HSS shall send a Cancel Location Request (CLR; see chapter 7.2.7) to the previous MME (if any) and replace the stored MME-Identity with the received value (the MME-Identity is received within the Origin-Host-AVP). The HSS shall reset the "UE purged in MME" flag. 

If the "Single-Registration-Indication" flag was set in the received request, the HSS shall send a MAP Cancel Location message to the SGSN, delete the stored SGSN address and SGSN number and set the "MS purged in SGSN" flag. 
If no result code has been sent to the MME so far, the HSS shall include the subscription data in the ULA command taking into account the supported/unsupported features of the MME and return a result code of DIAMETER_SUCCESS. 

If a Result-Code of DIAMETER_SUCCESS is returned, the HSS shall set the Separation Indication in the response. 
Editor’s note: The ULA flag "Separation Indication" is not needed if interworking to pre-Rel8 HSS is forbidden by SA1/3.

If a Result-Code of DIAMETER_SUCCESS is returned, the HSS may check whether the subscriber, for which the location update is performed, is the only subscriber of the HSS currently roaming in the MME area. If so the HSS may store MME-Identity in non-volatile memory, in order to have it available after a restart, when Reset messages need to be sent. 

