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1. Reason for Change
For the PDN GW reallocation in TS 23.402, there is a situation that the UE has done initial network attachment on an access system supporting network-based mobility, but the PDN Gateway discovered by the UE for the S2c reference point is different from the PDN Gateway allocated at initial network attachment. In order to enable IP address preservation based on DSMIPv6 upon inter-system mobility, the network must trigger a PDN Gateway reallocation for the S2c reference point, to re-direct the UE to the PDN Gateway that was selected upon initial network attachment. In this case, AAA server has record the PDN GW identity in the initial network attachment. When another PDN Gateway discovered by the UE interacts with the AAA server for Authentication and Authorization, the AAA server can detect that the PDN Gateway is not the previous one by comparing the PDN GW identity and provide the HA information of the initial network attachment to force a reallocation.
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For the PDN GW identity is FQDN of the assigned PDN GW case, then how the UE gets the HA address?
Several solutions are considered:

1. The AAA server will always know the HA address, i.e. the HA address will be always provided to the AAA server by the PDN GW or the MME when the PDN GW supporting HA and no matter the FQDN is provided together or not.

2. The AAA server resolves the HA address from FQDN of the PDN GW, e.g. through DNS procedure or configuration information.

3. The PDN GW discovered by the UE resolves the HA address from FQDN of the PDN GW needed to be switch to, e.g. through DNS procedure or configuration information.

4. The UE resolves the HA address from the FQDN, i.e. the AAA server provides FQDN of the PDN GW needed to be switch to, and the PDN GW discovered by the UE also provides FQDN to the UE in the HA switch message. 


2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273v030.
* * * First Change * * * *

9.1.2.2
Procedures when using PMIPv6
9.1.2.2.1
General

The following authorization procedures take place upon a reception of a PBU at the PGW. There are two situations, when the PGW shall interact with the 3GPP AAA server:

-
During the initial attach procedures the PGW updates its address information and possibly UE addressing information to the 3GPP AAA server and HSS. Static QoS profile information may also be downloaded at the same time.
-
After a handover the PGW may authorize the new MAG with the 3GPP AAA server.
The messages and procedures for both above cases are the same from the PGW point of view. The 3GPP AAA server knows when the PGW carries out the initial attach procedure related exchange and when the PGW authorizes a new MAG.

Table 9.1.2.2.1/1: Authorization request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	UE identity
	User-Name
	M
	Set to the NAI identifier of the UE as specified in 3GPP TS 23.003 [14].

	Authentication Request Type
	Auth-Request-Type
	M
	Defines whether the UE is to be authenticated only, authorized only or both. AUTHORIZE_ONLY is required in this case.

	PGW identity
	MIP6-Agent-Info
	O
	This IE contains the address and possibly the FQDN of the selected PGW for the UE and the corresponding PDN connection

	Mobility features
	MIP6-Feature-Vector
	M
	Contains the mobility features supported by the PGW. The PMIP6_SUPPORTED flag shall be set. The IP4_HOA_SUPPORTED flag is set if the PGW supports and the user subscription profile allowed the use of IPv4 HoA. 

	APN
	Called-Station-Id
	M
	Contains the APN information extracted from the PBU.

	MAG (SGW) identity
	PMIP6-MAG-Address
	O
	Contains the IP address of the MAG.

	QoS capabilities
	QoS-Capability
	C
	If included in the request message, indicates to the 3GPP AAA server that the PGW capable of downloading a static QoS profile for the UE. The PGW includes this IE only during UE the initial attach. 


Table 9.1.2.2.1/2: Authorization answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	UE identity
	User-Name
	M
	Set to the NAI identifier of the UE as specified in 3GPP TS 23.003 [14].

	Result code
	Result-Code
	M
	Result of the operation. The possible values of the Result-Code AVP are defined in IETF RFC 3588 [7]. Set to DIAMETER_SUCCESS if the authorization of a MAG or the update to the PGW address succeeded. Set to DIAMETER_AUTHORIZATION_REJECTED is the authorization of a new MAG or the update of the PGW address failed.

	Authorized mobility features
	MIP6-Feature-Vector
	C
	If the authorization succeeded, then this IE contains the authorized mobility features. The PMIP6_SUPPORTED flag shall be set. The IP4_HOA_SUPPORTED flag is set if the PGW supports and the user subscription profile allowed the use of IPv4 HoA.

	Session time
	Session-Timeout
	C
	If the authorization succeeded, then this IE contains the time this authorization is valid for.

	QoS resources
	QoS-Resources
	C
	If the authorization succeeded, then the 3GPP AAA server includes a static QoS profile in this IE during the UE initial attach if the PGW included QoS-Capabilities AVP in the request message and the UE has been provisioned with a static QoS profile. The QoS profile template value in this IE is set to 0.


9.1.2.2.2
PDN GW Detailed Behaviour


If the PDN GW supports HA function of DSMIPv6, the PDN GW Identity shall include the HA address in the MIP6 -Agent-Info AVP.
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