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1. Introduction
<Introduction part (optional)>

2. Reason for Change
Current TS 29.273 lacks details for the SWa interface. This contribution adds the required SWa interface descriptions and describes the difference between the Wa and the SWa reference points.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273 v0.3.0.
* * * First Change * * * *
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4
SWa Description


4.1


Functionality

The SWa reference point is defined between the untrusted non-3GPP IP access and the 3GPP AAA Server or Proxy. The definition of the reference point and its functionality is given in 3GPP TS 23.402 [3].

The SWa reference point is optionally used to authenticate and authorize the UE for the access to the EPS. It is up to an operator’s policy whether such procedures are required, in addition to the tunnel authentication and authorization procedures described in clause 7 (SWm description).

4.2


Protocol Specification

The SWa reference point shall be based only on Diameter, as defined in RFC 3588 [7] and contain the following additions and extensions:

-
IETF RFC 4072 [8], which provides a Diameter application to support the transport of EAP (IETF RFC 3748 [21]) frames over Diameter.

-
IETF RFC 4005  [4],  which defines a Diameter protocol application used for Authentication, Authorization and Accounting (AAA) services in the Network Access Server (NAS) environment.

EAP-AKA according to 3GPP TS 33.402 [19] is used as authentication mechanism.
The SWa reference point is identical to the Wa reference point except for the following details:
· If the UE wants to attach to the network using EPC subscription, then the UE shall identify itself using the EPC NAI as defined in subclause 19.3 in 3GPP TS 23.003 [14].
· The untrusted non-3GPP IP Access Network should include the RAT-Type AVP (see 3GPP TS 29.212 [x]) in a request message with value set to a corresponding radio access technology type.
· Only EAP-AKA authentication is used as described in 3GPP TS 33.402 [19].

· There is no RADIUS support on the SWa reference point.
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

