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1. Introduction
Additions to STa message definitions
2. Reason for Change
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29273 030
* * * First Change * * * *

5.2.2.1.2
Diameter-EAP-Answer (DEA) Command

The Diameter-EAP-Answer (DEA) command, indicated by the Command-Code field set to 268 and the ‘R’ bit cleared in the Command Flags field, is sent from a 3GPP AAA server to a trusted non-3GPP access network NAS. The ABNF is re-used from the IETF Draft draft-korhonen-dime-pmip6 [2]. The ABNF also contains AVP’s that are reused from RFC 4072
< Diameter-EAP-Answer > ::=

< Diameter Header: 268, PXY >

< Session-Id >

{ Auth-Application-Id }
{ Result-Code }
{ Origin-Host }
{ Origin-Realm }

{ Auth-Request-Type }

{ EAP-Payload }

[ User-Name ]
[ Session-Timeout ]
[ Accounting-Interim-Interval ]
[ EAP-Master-Session-Key ]
[ QoS-Resources ]
*[ Proxy-Info ]
[Authorization-Lifetime]
[Auth-Grace-Period]

[Auth-Session-State]

[Idle-Timeout]
[ MIP6-Feature-Vector ]

[ Chargeable-User-Id ]

[ IP-MMS ]

*[ AVP ]

* * * Next Change * * * *

* * * Next Change * * * *

<Proposed change in revision marks>

