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Introduction 

In their LS (C4-081877 = S3-080837 = C1-082646) SA3 narrows down the number of alternative solutions to three and leaves it to CT1 and CT4 to make the final selection among these. The solutions are known as solution 1b, solution 4 and solution 6b.
While during a joint CT1/CT4 session at the CT working group meetings in Zagreb (CT4#39bis, CT1#54) no conclusion on the final selection was taken, e-mail discussions on the CT4 mailing list showed some progress.
Discussion

It seems to be common understanding that solution 1b is identical to the full Rel-8 solution as far as security is concerned. Solution 1b is a description of the minimum Rel-8 security requirements rather than a solution for a step-wise migration towards Rel-8 security. With solution 1b all HSS within a HPLMN are upgraded to fulfil the minimum Rel-8 security requirements in one step at one point in time. This is of course a valid approach and does not need explicit endorsement by CT1 or CT4. However, solution 1b does not allow for a real step-wise migration where in a first step only one or a few HSSs are upgraded to Rel-8 and many HSSs are left at the pre-Rel-8 state. Therefore, in addition to solution 1b, also one of solution 4 or 6b is required.
Also it seems to be common understanding that any of the candidate solutions would allow E-UTRAN access for subscribers homed in a pre-Rel-8 HSS, but this E-UTRAN access would not be according to individual subscription data (because individual EPS subscription data cannot be stored in a pre-Rel-8 HSS), but according to pre-configured global settings in the MME. 
When it comes to selecting between solutions 4 and 6b it has been argued that solution 6b is more complex than solution 4. However, relative complexity should not be the primary basis for decision. 
SA3 have pointed out that solution 6b is preferred over solution 4 and that solution 4 is acceptable only if solution 6b should be found unacceptable. This clearly is in order not to jeopardize SAE interworking with pre-Rel-8 HSSs for the potential case where solution 6b is found unacceptable and the less preferred solution 4 (which has real security disadvantages) becomes the only available solution.
The primary basis for decision therefore should be acceptability of solution 6b.

A solution may be juged not acceptable if it is not feasible, incomplete, incompatible,... , even if it is too complex. However "more complex than a less preferred alternative" does not necessarily mean "too complex".
Solution 6b is thoroughly described on o two page SDL in C4-081261. Furthermore it is described in a simple 2 page stage 2 CR in S3-080883. This hints to the fact that solution 6b cannot be really complex. Furthermore it is not believed that solution 6b would significantly impact the UE's processing time / load or memory or battery consumption....
Conclusion

It is proposed to finaly select solution 6b.
