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1. Introduction

Receiving a "Version not support" message is not the only case a GTPv2 node shall fall back to GTPv1. The GTPv2 fallback mechanism defined in section 7.9 needs to be updated.

2. Reason for Change

As the GTPv2 better conveys information elements of EPC network, a GTPv2 capable EPC node always send the first GTPv2 message for a given UE to another node assuming it is also GTPv2 capable. Hence, a "Version not supported" message would be sent back when the peer node only supports lower versions. While this is only the case of the initial GTP message of an EPC node is sent to a pre-R8 legacy node (or possible R8 legacy node only support GTPv1, if it exists). 

During some procedures defined in 3GPP 23.401 (and R8 TS23.060), e.g. RAU from EPC network to pre-R8 network, a GTP message can be sent from a legacy entity which supports only GTPv1 to a GTPv2 node. An example of this is the GTPv1 "Update PDP Context Request" message, which is sent from the pre-R8 SGSN to the PGW during EUTRAN to UTRAN/GERAN RAU. In such case, the GTPv2 entity needs to fallback to GTPv1 and respond with a GTPv1 response immediately upon receiving the GTPv1 signaling request message. 

Therefore, the "Version not support" message shall not be deemed as the only trigger for GTPv1 fallback. 

3. Conclusions

A GTPv2 entity shall fallback to GTPv1 when it receives a GTPv1 "version not support" message or a GTPv1 signaling request message.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274 v1.1.0.

* * * First Change * * * *
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7.9
Fallback to GTPv1 mechanism

EPC entities shall assume each GTP processing node it is about to communicate with is GTPv2 capable, i.e. before the first GTP tunnel is setup for a given UE, the EPC node shall always send a version 2 message to a peer entity. While there are certain scenarios (e.g., 3G interworking) where a fallback to GTPv1 may be necessary. 
A GTPv2 entity shall fallback to GTPv1 only if:
-
A "Version Not Supported" message in GTPv1 format as specified in 3GPP TS 29.060 [4] is received.
-
A GTP v1 signalling request message is received during 2G/3G interworking scenarios defined in 3GPP TS 23.401 [3] and 3GPP TS23.060 [x]. 
Fallback to GTPv1 shall not occur on an already established GTP tunnel without change of the peers in communication.

