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1. Introduction

This contribution analysis the minimum capabilities required for stage 3 Ix signalling, using 23.228 V8.5.0 as reference for stage 2. The border control functions are specified in Annex I.

2. Discussion 

This section is structure in the following way:

· each sub-clause identifies a particular capability;

· there is firstly a reference to stage 2 (23.228) text;

· then stage 3 requirements for Ix are summarized; and

· then a possible stage 3 solution for Ix is indicated (by refering to correspondent Ia parts).

2.1
Capability #1: IP version interworking (so-called Protocol Translation)
I.3.1
IP version interworking

The IP version interworking should not adversely affect IMS sessions that do not require IP version interworking.
The network shall, at a minimum, support mechanisms that support IP version interworking for UEs, which comply with previous release of specifications. In addition, any impacts due to specific properties of the IP CAN shall be taken care of by the IP-CAN itself without affecting the IMS. One possible architecture scenario can be based on the principle defined in TS 23.221 [7] using gateways.

The IMS ALG provides the necessary application function for SIP/SDP protocol stack in order to establish communication between IPv6 and IPv4 SIP applications.

The IMS ALG receives an incoming SIP message from CSCF nodes or from an external IPv4 SIP network. It then changes the appropriate SIP/SDP parameters, translating the IPv6 addresses to IPv4 addresses and vice versa. The IMS ALG needs to modify the SIP message bodies and headers that have IP address association indicated. The IMS ALG will request NA(P)T-PT to provide the bindings data between the different IP addresses (IPv6 to IPv4 and vice versa) upon session initiation, and will release the bindings at session release.

I.3.1.1
Originating Session Flows towards IPv4 SIP network

The following example session flow shows a scenario where the S‑CSCF is responsible for inserting the IMS-ALG in the session path. No I‑CSCF node shown in this scenario, if configuration requires presence of an I‑CSCF then it would have been collocated with the IMS-ALG.
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Figure I.2: Originating IMS session towards an IPv4 end point

1.
UE (A) initiates an IMS session towards User B, via the session path for IMS and the session is analysed at the S‑CSCF of UE (A).

2.
S‑CSCF for user A determines via DNS (or other mechanism) that the User B's domain cannot be communicated via IPv6 but can be via IPv4.

2a.
S-CSCF forwards the request to IMS-ALG.

3.
The IMS-ALG then acquires the necessary resources from the TrGW such as the IPv4 address and ports on behalf of user A so that User A can communicate with user B transparently.

4.
The IMS-ALG continues IMS signalling towards User B network where User A's IPv6 address/port information is replaced by IPv4 information.

5.
When User (B) responds to the session initiation requests, the IMS-ALG will replace the IPv4 address/port information of User (B) with its own IPv6 information for signalling and with TrGW IPv6 information for the media path as the contact information of User (B) and forward the request to S‑CSCF of UE (A). Session signalling path is then established between the UE and the S‑CSCF, the S‑CSCF and the IMS-ALG, the IMS-ALG and the external network for User B.

6.
The media path is established between the UE (A) and the TrGW, via the IP-CAN, and then between the TrGW and user B.

At session release, the IP address/Port information will be released for reuse by other sessions.

I.3.1.2
Terminating Session Flows from IPv4 SIP network

The following session flow shows an example of a terminating session from an IPv4 SIP client towards an IPv6 IMS client. In order for the IPv6 IMS client to be reachable by the IPv4 network, it is assumed that the IPv4 network discovers (via mechanism such as DNS query) the IMS-ALG as the entry point to the IPv6 IMS network.
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Figure I.3: Terminating IPv4 SIP session towards an IPv6 IMS user

1.
In the IMS-ALG, a terminating session is received. IMS-ALG determines either via DNS query or via preconfiguration the appropriate I‑CSCF for the user (B) in the IMS network.

2.
IMS-ALG also communicates with TrGW to get the mapping of IPv6 address and ports on behalf of user (A) and replaces the User (A) information in the incoming SIP message and forwards the message towards S‑CSCF. From S‑CSCF point of view, it continues setting up the IMS session like any other IMS sessions.

3.
The incoming session arrives in the S‑CSCF for the user (B).

4.
Session set up continues as usual in the IMS domain towards user (B).

5.
When UE (B) responds to the session initiation requests, the IMS-ALG will replace the IPv6 address/port information of User (B) with its own IPv4 information for signalling and with TrGW IPv4 information for the media path as contact information of UE (B) and forward the request towards the network of User (A). Session signalling path is established between User (B) and S‑CSCF, S‑CSCF and I‑CSCF/IMS-ALG and IMS-ALG and the external User (A)'s network.

6.
Media path is established between UE (B) and the TrGW, via the IP-CAN, and then between the TrGW and User (A).

At session release, the IP address/Port information will be released for reuse by other sessions.

Stage 3 requirements for Ix:

· IPv6-to-IPv4 bearer interworking: see step 3 in Figure I.2

· IPv4-to-IPv6 bearer interworking: see step 2 in Figure I.3

· both steps are similar from TrGW perspective, i.e., the interworking direction is transparent, both directions must be supported

Stage 3 solution (using H.248 Ia profile version 2 as reference; ETSI ES 283 018 V2.3.1 (2008-06)):

· Required SDP information elements (for IP version indication): see Table 87/ES283 018, “c=” line
Status: supported

· Required session-dependent procedures: 
- procedure “ADD Termination” according clause 5.18.1/ES 283 018, 
- procedure “Session Establishment Update” according clause 5.18.2/ES 283 018, 
- procedure “Mid-Session Update” according clause 5.18.3/ES 283 018, 
- procedure “Delete Session/Termination Update” according clause 5.18.6/ES 283 018 

Status: supported

2.2
Capability #2: Topology Hiding
I.3.2
Configuration independence between operator networks

The THIG functionality may be used to hide the network topology from other operators. It shall be possible to restrict the following information from being passed outside of an operator's network: addresses of operator network entities.
NOTE:
The THIG functionality was not intended to be invoked in IMS roaming scenarios when the P‑CSCF and IBCF are both located in the visited network as information available in certain SIP headers may be used by the home network for further processing of signalling messages.

The specific mechanism chosen needs to take into account the following separate aspects:

Network management: In the case that network details (i.e. S‑CSCF addresses) are visible by other external network elements, any (temporary or permanent) changes to the network topology need to be propagated to network elements outside of the operator's network. This is highly undesirable from a network management perspective.

Network scalability: Establishing security associations on a pair-wise basis among all CSCFs is likely to be unscalable. The security associations shall be independent of the number of network elements.

Competitively aspects: The operational details of an operator's network are sensitive business information that operators are reluctant to share with their competitors. While there may be situations (partnerships or other business relations) where the sharing of such information is appropriate, the possibility should exist for an operator to determine whether or not the internals of its network need to be hidden.

Security aspects: Network element hiding may help to reduce the vulnerability of the overall system to external attacks (e.g. denial of service attacks). Further work is needed in this area.

NOTE:
The encryption mechanism for implementing network configuration hiding is specified in TS 33.203 [19].

Stage 3 requirements for Ix:

· the considered network entity is the TrGW

· required: hiding of local IP addresses (of the TrGW) used for IP media-path
NOTE: the local IP addresses are labelled as LS(A) and LS(A,P) for the local source network address and local source transport address respectively, and as LD(A) and LD(A,P) for the local destination network address and local destination transport address respectively according H.248 conventions.

Stage 3 solution (using H.248 Ia profile version 2 as reference; ETSI ES 283 018 V2.3.1 (2008-06)):

· Topology hiding may be basically supported by a local NAT or local NAPT function
Status: supported

· The local source address could be additionally manipulated by using the explicit source addressing setting capability (via gm v1 properties)
Status: supported (see e.g. Table 89/ES 283 018)

· further: support of IP realm/domain indication in case that the two H.248 IP terminations would belong to different IP address spaces 
Status: supported 

2.3
Capability #3: Media conversion (Transcoding)
I.3.3
Transcoding Support for Interworking

I.3.3.1
General

Transcoding shall only be performed in the case where a common codec cannot be negotiated between the two UEs. The IBCF shall add codecs to the offer such that in the terminating UE codec selection process, priority shall be given to the codecs inserted by the originating UE over the codecs inserted by the IBCF.

The IBCF/TrGw provides the necessary function for codec transcoding, when required by interworking agreement and session information, in order to establish communication between end points belonging to different IMS domains.

I.3.3.2
Session Flows

The following example session flow shows a scenario where IBCF located on the oringinated side will insert additional codec in the SIP signalling. Based on the interworking agreement between IM CN subsystems the terminating IBCF may also insert additional codec in the SIP signalling.
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Figure I.4: Originating IMS session towards different codec network

1.
UE (A) initiates an IMS session towards User B, via the session path for IMS and the session is analysed at the IMS network of UE (A).

2.
The IMS network of UE (A) determines that the User B's domain need be communicated via IBCF and forwards the request to the IBCF.

3.
The IBCF checks the SIP message and decides whether additional codec(s) need be inserted into SIP message based on the session information (such as ICSI , SDP) and interworking agreement. To avoid unnecessary transcoding, means should be provided to allow terminating UE to be able to select a codec from the originating UE prior to selecting a codec inserted by the network.

4.
The IBCF generates a new SIP message towards User B network based on the received SIP message where additional codec(s) have been added.

5.
User (B) selects a codec from the offer modified by IBCF, and responds with an SDP answer.

6.
When receiving the SDP answer, the IBCF will check if the agreed codec belongs to the original offer it received in step 3 or is one of the codecs that was added by IBCF. If the agreed codec was added by the IBCF, the IBCF invokes the TrGW to enable the transcoding functionality. Otherwise, the IBCF will not invoke the transcoding function.

7.
In case TrGW needs to be invoked IBCF generates a new response message back to UE (A) based on the received response message where the codec received from peer side has been replaced with the selected codec.

NOTE 1:
On the new response message the selected codec will based on the SDP offer received by IBCF on step 3.

8.
Session signalling path is established between User (A) and IBCF, IBCF and User (B).

NOTE 2:
IBCF needs to update User (B) with correct media resource information (based on the resources allocated on step 6).

9.
The media path is established between the UE (A) and the TrGW, and then between the TrGW and user B.

At session release, the codec transcoding resource will be released.

Stage 3 requirements for Ix:

· Transcoding means the conversion from one media format into another different media format (of the same media type). This is fundamentally controlled via the H.248 Media Descriptor, thus correspondent SDP information elements must be supported.

· invocation for transcoding: see step 6 in Figure I.4

Stage 3 solution (using H.248 Ia profile version 2 as reference; ETSI ES 283 018 V2.3.1 (2008-06)):

· it may be noted that the control of transcoding is a fundamental capability of H.248, there isn’t anything special here

· Required SDP information elements (for IP version indication): 
- see Table 87/ES283 018 for “m=” line
Status: supported
- see Table 88/ES283 018 for “a=” line
Status: supported

· Required session-dependent procedures: 
same procedures as for capability #1; see also clause 5.17.1.14/ES283 018
Status: supported

2.4
Further capabilities
2.4.1
Session-independent procedures
Stage 3 requirements for Ix:

· the introduction of Ix relates to a decomposed gateway model

· a decomposed gateway relates to distributed entities which are tightly coupled

· the distributed functionality, together with an aimed high service/network availability performance, implies the support of correspondent H.248 capabilities

Stage 3 solution (using H.248 Ia profile version 2 as reference; ETSI ES 283 018 V2.3.1 (2008-06)):

· Required session-independent procedures: 
see clauses 5.19 and 5.20/ES283 018
Status: supported

3. Conclusions

There is an available stage 3 solution by Ia profile version 2 for all identified stage 3 requirements for Ix.
TD C4-082067 provides a correspondent proposal for an initial H.248 Ix profile.
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