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Abstract of the contribution: This CR proposes text to cover the tunnel management procedures in TS 29.275.

1 Introduction

Tunnel management procedure is empty in the current TS 29.275.

2 Reason for Change

The PMIP bi-directional tunnel management is defined in PMIPv6 draft. This bi-directional tunnel is between the MAG and the LMA to carry the UE’s payload traffic with IP-in-IP encapsulation. The tunnel can be shared by multiple PMIP sessions which are established between the same MAG and LMA. Based on the PMIPv6 draft, the PMIP tunnel can be dynamically established and released by MAG/LMA when triggered by PBU/PBA message exchange. The draft also allows using pre-established PMIP tunnels instead of dynamically creating and tearing them down on a needed basis.
However, as defined in TS 23.402, GRE encapsulation is required for the UE payload traffic between LMA and MAG. As per the base PMIPv6 specification, the tunnel transport between the MAG and the LMA can be IPv6, IPv4 or IPv4-UDP.  With GRE encapsulation, an additional GRE header is added above the payload packet. The PMIP tunnel becomes IP-in-GRE-in-IP which cannot be shared by any other PMIP sessions. The GRE tunnel is dynamically established or released by the PBU/PBA signalling on a per PDN connection basis. 
As specified in TS 23.402, at S-GW relocation the UL traffic may arrive at the target S-GW before the PBU message is sent. To avoid packet losses at handover, the SA2 specification requires that the MAG function shall be able to send UL packets before sending the PBU or before receiving the PBA. And the LMA function shall be able to accept UL packets from any trusted MAGs without enforcing that the source IP address must match the CoA in the UE BCE.
3 Conclusions

This CR proposes adding above tunnel management requirements into TS 29.275 for tunnel management procedure.

4 Proposal 

The following is the proposed text to be added into TS 29.275:
***************************First change***************************
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

EPC
Evolved Packet Core

LMA
Local Mobility Anchor

LMAA
LMA Address

MAG
Mobility Access Gateway

GW
Gateway

MIPv6
Mobile IPv6

PMIPv6
Proxy MIPv6

BCE
Binding Cache Entry

Proxy-CoA
Proxy Care-of Address
PBU
Proxy Binding Update

PBA
Proxy Binding Acknowledgment
***************************Next change***************************
5
Tunnel Management procedures


5.1 
General

The bi-directional tunnel is per PDN connectivity based and it is used for routing the UE’s payload traffic between the MAG and the LMA. The tunnel end points are the Proxy-CoA and LMAA or IPv4-Proxy-CoA and IPv4-LMAA with GRE encapsulation, as described in draft-muhanna-netlmm-grekey-option [7]. 
5.2 
MAG procedure

When the PDN connectivity is established, the forward GRE key for the PDN connectivity downlink traffic is selected by the MAG and sent to LMA in PBU message. This forward GRE key shall be unique within the tunnel end points.
The reverse GRE key may be received from LMA in a PBA message or from other sources. The MAG shall be able to send the PDN connectivity uplink traffic using the received reverse GRE key towards the LMAA or IPv4-LMAA before sending the PBU or before receiving the PBA. 
When the PDN connectivity is released, the forward GRE key shall be released by the MAG.

5.3 
LMA procedure

When the PDN connectivity is established, the reverse GRE key for the PDN connectivity uplink traffic is selected by the LMA and sent to MAG in PBA message. This reverse GRE key shall be globally unique within the LMA.

The LMA shall use the received forward GRE key for sending the PDN connectivity downlink packets towards the Proxy CoA or IPv4-Proxy-CoA.

The LMA function shall be able to accept the PDN connectivity uplink packets from any trusted MAGs without enforcing that the source IP address must match the CoA in the UE BCE.

When the PDN connectivity is released, the reverse GRE key shall be released by the LMA. ***************************End of change*************************
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