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1. Introduction
This paper provides the correction for the unordered step numbers in subclause 6.3.1 , which seems to be misaligned with figure 6.3.3.1.
2. Conclusion
It is proposed to update TR 23.820 v1.1.0 section 6.3.1 as below.

***Proposed Modification***
6.3.1
Select Second P-CSCFs for the usage of restoration

The UE can negotiate the second P-CSCFs for the usage of restoration with the IMS network. It can be done during the UE’s initial registration procedure. The UE and the IMS network (eg. the S-CSCF) should store this second P-CSCF information. When the working P-CSCF fails, the S-CSCF can inform and force the UE to perform an initial registration through the previous selected second P-CSCF for restoration.

The second P-CSCF can be found by the UE through the P-CSCF discovery procedure or it can be selected by the IMS network during the UE’s initial registration procedure.

If the UE gets the second P-CSCF for restoration, it may carry this special P-CSCF information to the IMS network during the initial registration. And the IMS network should store it.

If, during initial registration, the UE doesn’t provide the second P-CSCF for restoration, the IMS network should selects someone for the UE, and notify the UE the selected P-CSCF. Both the S-CSCF and the UE should store this second P-CSCF information.

The initial registration procedure including second P-CSCF selected for restoration, is described as follows. 
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Figure 6.3.1.1 selecting second P-CSCF for restoration during initial registration procedure

1. The UE performs an initial registration, without carrying any additional P-CSCF information for restoration. The UE sends a REGISTER request to the P-CSCF.

2. The P-CSCF forwards the REGISTER request to the I-CSCF.

3. The I-CSCF sends UAR to the HSS to explicitly query the S-CSCF capabilities.
4. The HSS sends back the UAA with the S-CSCF capabilities.
5. The I-CSCF selects an S-CSCF for the user, and forwards the REGISTER to the S-CSCF.

6. 
7. The S-CSCF checks that there is no second P-CSCF for restoration carried in the SIP signalling, so the S-CSCF selects and stores some one P-CSCF for the UE as restoration usage.

NOTE 1:
How to select the second P-CSCF is FFS. One possible way is that it could be pre-configured in the registered P-CSCF.
NOTE 2:
Both the S-CSCF and the P-CSCF in the registration procedure can select the second P-CSCF for restoration. The working P-CSCF can select a second P-CSCF and add this information in the path along with itself, and forwarding this information to the S-CSCF. The working S-CSCF can select second P-CSCF and don't need to add this information to the signalling path. 

NOTE 3:
How network entities select the second P-CSCF for restoration can be considered as implementation work, since the working P-CSCF may select visited network P-CSCF as restoration one, and the S-CSCF may select home network P-CSCF.

8. The S-CSCF sends MAR to request the user’s authentication data.

9. The HSS sends back the MAA with the authentication data.

10. The S-CSCF sends 401 towards the UE, including the selected second P-CSCF for restoration.

11. The UE retrieves and stores the second P-CSCF for restoration usage. 

12. Normal authentication and registration procedure.

NOTE 4:
How to inform the UE the selected second P-CSCF for restoration usage is FFS. One possible way is carrying this information with the 401 challenge message, or with the 200 OK message. Or after the registration procedure succeed, the S-CSCF then sends a NOTIFY message to carry the second P-CSCF information.

Editor’s note: The issue on whether it is possible to send a NOTIFY through a P-CSCF that does not have information about the SUBSCRIBE that originated that NOTIFY needs to be checked by CT1.

Editor’s note: The issue on whether it is acceptable to send a non-protected SIP request to the UE in order to force an initial registration needs to be checked by SA3.
***End of Modification***
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