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Introduction

SA5 had replied LS (S5-080509) upon CT4’s liaison C4-071927 in which SA5 agreed with CT4 that support of the GTP’ protocol in the eGTP protocol in Rel-8 is not necessary. This contribution proposes to update TR 29.803 with regards to GTP’ support according to this agreement.

Discussion

In the LS S5-080501, SA5 is also asking SA2 and CT4 to add support for offline charging function into stage 2 and stage 3 specifications. 
It has to be noted that there are 11 types of CDRs defined in TS 32.251. We believe supporting of S-CDR (implemented in S-GW) and G-CDR (implemented in P-GW) may be required in EPC equipments, The decision to support other 9 types of CDRs should be done in other WGs. Regardless of the decision in other WGs, the expected impacts on specifications work for GTPv2 and S6a in CT4 are foreseen to be minimal, since “Charging Characteristics” parameter will be transferred over S6a and GTP based interfaces in a transparent container, 
Proposal
It is proposed to update TR 29.803 as follows:
####################################start of 1st change###################################
9.1.3.6
The charging related GTP' protocol
Support of GTP’ in EPC is decoupled from GTP v2 protocol development. An EPC node may support the GTP’ protocol but will base this on GTP’ v1. 
Messages of GTP’ and GTP v2 may be distinguished by the receiving node by different registered UDP ports (3386 for GTP’ and 2123/2152 for GTP v2). In GTP v2 it is not necessary to reserve protocol resources for message types, Cause values and IE type codes for GTP’.
####################################start of 2nd change###################################
9.1.3.9
GTPv2 header
The following are the requirements for the GTPv2 header: 

1. In order to simplify the fall back to GTP v1, the Version field in the header shall indicate GTP version 2 (i.e. bits 6-8 of the Octet 1);
2. For GTPv2 – GTPv1 interworking at e.g. PGW, it is important that TEID identifies EPS bearer (SGW) / PDP context (pre-R8 SGSN). But TEID length shall be the same to make the handover seamless: when MME sends TEID to pre-R8 SGSN, the SGSN has to be able to read it right and send the Update message with TEID-C, and/or uplink G-PDU with TEID-U to PGW.
3. For the reliable delivery of GTP-C messages, GTPv2 messages for the control plane shall contain Sequence Number field. SN may be also put into the message body. CT4 should decide which way to go.

4. G-PDU across S5/S8a, S1-U and X2 interfaces have different requirements.

5. Control plane messages under GTP-U header (Echo, Error indication, End Marker, etc.) may have different requirements.
6. RAN3 required that G-PDU across X2 interface should contain PDCP Sequence Numbers. Need to send an LS to RAN3 how long the parameter should be.

7. RAN3 required that G-PDU across S1-U and X2 interfaces should support End Marker feature. CT4 has to select one out of two alternatives and inform RAN3 about it.

8. For the MBMS G-PDU RAN3 is discussing two alternatives. SYNC protocol is considered for single cell operation, which means at least putting a timestamp into GTP-U header. Need to send an LS to RAN3 about the format (length, etc.) and precision of the timestamp.

9. For harmonizing the optimized EPS-cdma2000 interworking with GTPv2, it should be considered if GTP-C header may also contain “S101 Transaction Identifier” (S101-TI). This IE however may be also put into the message body. Note: it is still open if cdma2000 IW will be based on GTPv2 based, or not.

10. GTPv2 should maintain useful GTPv1 header fields: Version (is a must), Message Type (most probably), Length (most probably), TEID (is a must).

11. Current assumption is that GTPv2 header shall be aligned to multiples of 4 octets. This is true at least for S1-U S5/S8a, S10 and S11 interfaces.

12. CT4 has to decide if GTPv2 header can be 9 or 10 octets long across X2 interface.

13. CT4 has to decide if it would become possible to multiplex multiple T-PDU’s of the same session under one GTP-U header?

14. GTPv2 should provide for the extension headers if in future the extension headers become necessary.
15. Below is a list of considerations for determining how many different lengths would be necessary for GTPv2 headers:

a) G-PDU across S5/S8a: 8 or 5 or 7

b) G-PDU across S1-U: 8 or 5 or 7

c) G-PDU across X2 (PDCP SN): 9, 10 or 12. Another alternative without Length field would be 8 octets.

d) GTP-C: 8 octets if SN goes into body. Otherwise, it should be either 10 (if 4 octet alignment is not necessary in GTPv2) or 12 octets long.

e) GTP-U signalling (Echo and Error): 8 octets

f) GTP-U signalling (End Marker): 8 octets in case of new message type and same as G-PDU in ordinary case (see bullet point 14a).

g) MBMS G-PDU (SYNC protocol): for the timestamp at least 4  octets (12+ octets). We can’t know if more IEs are coming from RAN3. All of them must be in the header. Anyway for MBMS packet size will typically be quite large and the header overhead is not critical.

h) GTP-C across S101: 9 octets or put TI into the body (8 octets). Perhaps more IEs are coming.
Summary:

· GTP-C including S101: 8 or 12. Fixed. But the semantics for 12 may be different.

· G-PDU: 8 octets and across X2 either 10 or 12 (if 4 octet alignment).

· MBMS G-PDU: either 8 or longer (FFS).

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version = 2
	FFS
	
	
	
	

	2
	
	Message Type

	3
	
	Length (1st Octet)

	4
	
	Length (2nd Octet)

	5
	
	Tunnel Endpoint Identifier (1st Octet)

	6
	
	Tunnel Endpoint Identifier (2nd Octet)

	7
	
	Tunnel Endpoint Identifier (3rd Octet)

	8
	
	Tunnel Endpoint Identifier (4th Octet)

	9-n
	
	The length and Content is determined by the value in bits 4-1


Figure x.x:" Generic format of GTPv2 header"

The following can be considered for specifying the usage of the Octet 1:

-
Bit 5: Bit 5 is FFS.
-
Bits 4 – 1: the value range 0 – 15 are used to specify 16 different flavours of the header (it is expected that the final decision on the usage of these bits will be reached by the next CT4 meeting):

· Binary value 0 0 0 0, which means that GTP header is 8 octets long.

· Binary value 0 0 0 1, which means that GTP header is 9 octets long. Octet 9 contains S101-TI.

· Binary value 0 0 1 0, which means that GTP header is 9 octets long. Octet 9 contains PDCP SN.

· Binary value 0 0 1 1, which means that GTP header is 12 octets long. Octet 9 contains S101-TI. Octets 10-12 are spare.

· Binary value 0 1 0 0, which means that GTP header is 12 octets long. Octets 9-10 contain SN. Octets 11-12 are spare.

· Binary value 0 1 0 1, which means that GTP header is 12 octets long. Octet 9 contains PDCP SN. Octets 10-12 are spare.

· Binary value 0 1 1 0, which means that GTP header is 12 octets long. Reserved for FFS.

· Binary value 0 1 1 1, which means that GTP header is n octets long. Octets 9-n contain one or more extension headers.

· Binary value 1 0 0 0, which means that GTP header is n octets long. Octets 9-n contain MBMS SYNC protocol IEs.

· Binary values 1 0 0 1 – 1 1 1 1 are spare and for future use.

Alternatively the octet 1 can reserve:

· A two bits field to encode the header length. One value meaning 8 octets, another 12 octets, and the other two to be defined based on the requirements above (possibly an additional size for X2 and or MBMS).

· A two or three bits field (depending on the need to keep the PT bit from GTPv1) encoding the meaning of the 9 to n octets for header sizes bigger than 8.

9.1.3.10
GTPv2 Message Types

Table xx: Messages types for GTPv2
	Message Type value (Decimal)
	Message
	Reference
	GTP-C
	GTP-U

	0
	Reserved and shall not be sent. If received, shall be treated as an Unknown message.
	
	
	

	1
	Echo Request
	
	X
	X

	2
	Echo Response
	
	X
	X

	3
	Version Not Supported
	
	X
	

	4-30
	Reserved for other protocols (e.g. S101, etc.)
	
	X
	

	31
	Create Default Bearer Request
	
	
	

	32
	Create Default Bearer Response
	
	X
	

	33
	Delete Bearer Request
	
	X
	

	34
	Delete Bearer Response
	
	X
	

	35
	MME initiated Update Bearer Request
	
	X
	

	36
	Update Bearer Response sent to MME
	
	X
	

	37-70
	FFS
	
	X
	

	71
	Create Bearer Request
	
	
	

	72
	Create Bearer Response
	
	X
	

	73-254
	FFS
	
	
	

	255
	User plane data (payload). G-PDU
	
	
	X


9.1.3.11
Information Element Types and Formats for GTPv2

9.1.3.11.1
Information Elements Type values for GTPv2

In order to have forward compatible type definitions for the GTPv2 information elements, all of them should be TLV coded.

Table 9.x: Information Elements Type values for GTPv2
	IE Type Value
	Format
	Information Element
	Reference

	1-70
	TLV
	Reserved for other protocols (e.g. S101, etc.)
	

	71
	TLV
	AMBR
	

	72
	TLV
	Cause
	

	73
	TLV
	QoS Profile for EPS
	

	74
	TLV
	IMSI
	

	75
	TLV
	PDN Address Allocation
	

	76
	TLV
	TEID-C
	


####################################End of changes###################################
