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1. Introduction
This contribution describes the Location Management procedures over the S6a interface, namely the Update Location message.
2. Reason for Change
This contribution describes the Location Management procedures over the S6a interface, namely the Update Location message.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.272
* * * First Change * * * *

5.3.1
Location Management Procedures

This section will include parameters and detailed behaviour of location management procedures.

5.3.1.y
Cancel Location

This procedure is used between MME and HSS and is invoked by the HSS
· To delete the subscriber MM and PDP contexts from the old pre Rel 8 SGSn or MME .
Table 5.3.1.x: Cancel Location request
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	IMSI
	User-Name
	M
	This information element contains the permanent identity of the user, i.e. the IMSI. 

	MME Number
	MME Number
	M
	The MME number refers to the ISDN number of a SGSN. The MME Number is defined in 3GPP TS 23.003 [zz].

	Routing Information 
	Destination-Host
	M
	The MME is obtained from the Origin-Host AVP, which is received from the MME, e.g. included in the Authentication Information Request .


Table 5.3.1.x: Cancel Location Response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	Result-Code / Experimental-Result
	M
	Result of the operation.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for S6a errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.


5.3.1.y.a
Detailed behaviour

The HSS shall sned this message to inform the pre-Rel 8 SGSN or MME to remove the MM and PDP cntexts associated with the subscriber. If there are any ongoing procedures for that MS, the old pre Rel 8 SGSN or MME shall wait until these procedures are finished before removing the MM and PDP contexts
* * * Next Change * * * *

6.2.1
Command-Code values

The following Command Codes are defined in this specification:

Table 6.2.1/1: Command-Code values

	Command-Name
	Abbreviation
	Code
	Section

	Cancel-Location-Request
	CLR
	tbd
	6.2.4

	Cancel-Location-Answer
	CLA
	tbd
	6.2.5

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


6.2.4
Cancel-Location-Request (CLR) Command

The Cancel-Location-Request (CLR) command, indicated by the Command-Code field set to tbd and the ‘R’ bit set in the Command Flags field, is sent from HSS to MME. 

Message Format

< Cancel-Location-Request> ::=


< Diameter Header: tbd, REQ, PXY, tbd >

< Session-Id >

{ Vendor-Specific-Application-Id }

{ Origin-Host }

{ Origin-Realm }
{ Destination-Host }
{ Destination-Realm }

{ IMSI }
{MME-Number}
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
6.2.5
Cancel-Location-Answer (CLA) Command

The Cancel-Location-Answer (CLA) command, indicated by the Command-Code field set to tbd and the ‘R’ bit cleared in the Command Flags field, is sent from MME to HSS. 

Message Format

< Cancel-Location-Answer> ::=


< Diameter Header: tbd, PXY, tbd >

< Session-Id >

{ Vendor-Specific-Application-Id }
[ Result-Code ]

[ Experimental-Result ]
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

<Proposed change in revision marks>

6.3
Information Elements

The following table describes the Diameter AVPs defined for the S6a interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).

Table 6.3/1: Diameter S6a AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	IMSI
	tbd
	6.3.1
	OctetString
	M, V
	
	
	
	No

	MME-Number
	tbd
	6.3.6
	UTF8String
	M, V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [x].




6.3.1
IMSI
The IMSI AVP is of type OctetString. This AVP contains the International Mobile Subscriber Identity. See 3GPP TS 23.003 [x]

6.3.6
MME-Number
The MME-Number AVP is of type UTF8String. This AVP contains the MME’s international E.164 number . See 3GPP TS 23.003 [x]. This AVP is used when interworking with an IWF is required.
