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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

An Application Server service data representation is identified specific to an IMS telephony application server.
1
Scope

The present document studies requirements for application server service data definition.  It also studies the transfer of the defined service data between an application server and the HSS.  Further, it exposes a service data definition for a telephony application server for services as defined in 3GPP TS 22.173 [3].   Finally it provides recommendations for how the framework can be reused and extended for future IMS service definitions. 
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Editor’s note: To be completed or section removed.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Editor’s note: To be completed or section removed.

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Editor’s note: To be completed or section removed.

4
Requirements for defining Application Server Specific Service Data
Editor’s note: This section will identify requirements for defining application server specific service data descriptions

4.1

Introduction

This clause contains a list of the requirements for the solution provided in this study. The primary aim is to define an Application Server service specific schema that facilitates ease of Application Server interoperability in a multi-vendor network. Additional benefits to management plane and service configuration can also be envisioned from an operator perspective.

4.2

Requirements for AS Interoperability

Currently, IMS standards define the role of Sh and very generically specify things like transport and protocol.  This means things like command sets, schemas, and services are all undefined and proprietary to each vendor.  The conclusion is that vendors may end up building proprietary solutions that cannot inter-work. Every other combination represents a separate development as desired by the operator and leads to operator supervising expensive and time consuming inter-operability events. 

In summary, responsibility lies with both parties—operators and vendors —to encourage the adoption of standards and the preservation of interoperability. If this issue is handled correctly, both benefit: operators become more productive and drive down costs and vendors are able to compete on the quality of their product.
4.3

Flow of Information between HSS and AS

It is vital to have a clear definition of the services and the nature of service information exchanged between HSS and AS.  This implies that specifying the service data schema will also provide guidance on information exchanged over the Sh interface.
4.4

Role of Sh interface for IMS and non-IMS services

Sh is defined as a reference Point between an AS (SIP‑AS or OSA‑SCS) and an HSS. Sh interface allows access to non-transparent data which represents the state, location of subscribers in CS, PS and IMS domains and has a defined schema providing IMS applications access to HLR/HSS service data. Additionally, it allows access to transparent data which can represent anything. 3GPP does not impose a schema on this data, it is treated at the HSS as data blob and mechanisms are defined to allow access and sharing by multiple application servers. There should be methods to define a standardised AS service data schema for services that are transported within the data blob, which will help in satisfying the architectural requirements.
 4.5

Reuse and Extensibility

In solutions provided compatibility with existing service data definitions must be considered. Additional Application Server service extensions, if defined should allow co-existence with current service data schemes. Section 8 discusses data extension and backward compatibility issues in further detail.

4.6

User re-homing and Load Balancing

To facilitate re-homing of users to application servers and load balancing, the definition of IMS application server service data descriptions increases the opportunity for hosting services on alternative application servers. 
5
Mechanisms for transfer of defined service data between Application server and HSS

Editor’s note: This section will identify mechanisms for the transfer of service data descriptions to Application Servers over Sh interface.

5.1 Defined features

The data to support Telephony application server features are identified in the following list taken from 3GPP TS 22.173 [3].  The feature list may be expanded in the future, but initially will contain the following capabilities:

1. Call transfer
2. CF Busy
3. CF No Reply / No Response

4. CF Not Logged In (CFNL) 

5. CF All/CFU                      
6. CF Not Reachable (CFNRc) 

7. Communication Deflection
8. Multiway calling/Conf
9. Calling ID    -   Subsets of this feature include OIP, OIR, TIP, and TIR

10. Call Barring
11. Call blocking
Conveying this data from an application server to the HSS requires definition of the details for each of the features and is implemented within the application server.

6
Telephony Application Server service data schema

Editor’s note: This section will establish a service data definition for a telephony application server consistent with the structures defined elsewhere in this document.  

6.1
Defined Data

Data to support Telephony application server features is identified herein. 

Conveying this data from an application server to the HSS requires definition of the details for each of the features and is implemented within the application server.

Editors Note: The data must be expandable in the future, but initially will contain the following capabilities.

6.1.1
Call Transfer

This feature is defined in ETSI TS 183 029 [11], section 4.2.1 and in 3GPP TS 24.173 [12].

· Service Authorization – identifies if the subscriber has this service

· Service Activation – identifies if the subscriber has activated this service.

· Consult Transfer - identifies if the transferred to party wants to be connected to the transferring party prior to the transfer.
· Blind Transfer - identifies if the subscriber is allowed blind transfers

6.1.2
CF Busy

This feature is defined in ETSI-TS-183-004 [4], section 4.2.1 and in 3GPP TS 24.173 [12].
The following variable length information is required to support this service.

· Forward-to-Destination – A SIP URI or TEL-URL that represents the available destination

The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

The following are from ETSI-TS-183-004 [4], Tables 4.3.1.1 and 4.3.1.2.

· Served user receives notification that a communication has been forwarded.

· Originating user receives notification that his communication has been diverted (forwarded or deflected).

· Served user allows the presentation of his/her URI to originating user in diversion notification.

· Served user receives reminder notification on outgoing communication that forwarding is currently activated.

· Served user allows the presentation of his/her URI to diverted-to user.

6.1.3
CF No Reply /No Response

This feature is defined in ETSI-TS-183-004 [4], section 4.2.1 and in 3GPP TS 24.173 [12].
The following variable length information is required to support this service.

· Forward-to-Destination – A SIP URI or TEL-URL that represents the available destination

The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

The following are from ETSI-TS-183-004 [4], Tables 4.3.1.1 and 4.3.1.2.

· Served user receives notification that a communication has been forwarded.

· Originating user receives notification that his communication has been diverted (forwarded or deflected).

· Served user allows the presentation of his/her URI to originating user in diversion notification.

· Served user receives reminder notification on outgoing communication that forwarding is currently activated.

· Served user allows the presentation of his/her URI to diverted-to user.

6.1.4
CF Not Logged In (CFNL)

This feature is defined in ETSI-TS-183-004 [4], section 4.2.1, and defined in 3GPP TS 24.173 [12].
The following variable length information is required to support this service.

· Forward-to-Destination – A SIP URI or TEL-URL that represents the available destination

The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

The following are from ETSI-TS-183-004 [4], Tables 4.3.1.1 and 4.3.1.2.

· Originating user receives notification that his communication has been diverted (forwarded or deflected).

· Served user allows the presentation of his/her URI to originating user in diversion notification.

· Served user receives reminder notification on outgoing communication that forwarding is currently activated.

· Served user allows the presentation of his/her URI to diverted-to user.

6.1.5
CF All/CFU

This feature is defined in ETSI-TS-183-004 [4], section 4.2.1 and in 3GPP TS 24.173 [12].
The following variable length information is required to support this service.

· Forward to Destination – A SIP URI or TEL-URL that represents the available destination

The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

The following are from ETSI-TS-183-004 [4], Tables 4.3.1.1 and 4.3.1.2.

· Served user receives notification that a communication has been forwarded.

· Originating user receives notification that his communication has been diverted (forwarded or deflected).

· Served user allows the presentation of his/her URI to originating user in diversion notification.

· Served user receives reminder notification on outgoing communication that forwarding is currently activated.

· Served user allows the presentation of his/her URI to diverted-to user.

6.1.6
CF Not Reachable (CFNRc)

This feature is defined in ETSI-TS-183-007 [7], section 4.2.1 and defined in 3GPP TS 24.173 [12].
The following variable length information is required to support this service.

· Forward to Destination – A SIP URI or TEL-URL that represents the available destination

The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

The following are from ETSI-TS-183-004 [4], Tables 4.3.1.1 and 4.3.1.2.

· Served user receives notification that a communication has been forwarded.

· Originating user receives notification that his communication has been diverted (forwarded or deflected).

· Served user allows the presentation of his/her URI to originating user in diversion notification.

· Served user receives reminder notification on outgoing communication that forwarding is currently activated.

· Served user allows the presentation of his/her URI to diverted-to user.

6.1.7
Communication Deflection

This feature is defined in ETSI-TS-183-004 [4], section 4.2.1 and defined in 3GPP TS 24.173 [12].
The following variable length information is required to support this service.

· Forward to Destination – A SIP URI or TEL-URL that represents the available destination

The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

The following are from ETSI-TS-183-004 [4], Tables 4.3.1.1 and 4.3.1.2.

· Served user receives notification that a communication has been forwarded.

· Originating user receives notification that his communication has been diverted (forwarded or deflected).

· Served user allows the presentation of his/her URI to originating user in diversion notification.

· Served user allows the presentation of his/her URI to diverted-to user.

6.1.8
Multiway calling/CONF

This feature is defined in ETSI-TS-183-005 [5], section 4.2.1 and in 3GPP TS 24.173 [12].
The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.

6.1.9
Calling ID

Subsets of the calling ID feature include OIP, OIR, TIP and TIR.  

6.1.9.1
OIP

This feature is defined in ETSI-TS-183-007 [7] and in 3GPP TS 24.173 [12].
6.1.9.2
OIR

This feature is defined in ETSI-TS-183-007 [7] and in 3GPP TS 24.173 [12].
6.1.9.3
TIP

This feature is defined in ETSI-TS-183-008 [8] and in 3GPP TS 24.173 [12].
6.1.9.4
TIR

This feature is defined in ETSI-TS-183-008 [8] and in 3GPP TS 24.173 [12].
6.1.10
Call Barring

This feature is defined in ETSI-TS-183-011 [10] and in 3GPP TS 24.173 [12].
The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.
6.1.11
Call blocking

This feature is defined in ETSI-TS-183-011 [10] and in 3GPP TS 24.173 [12].
The following True/False information is required to support this service:

· Service Authorization – identifies if the subscriber has this service

· Service Activation – Identifies if the subscriber has activated this service.
7
Reuse and extension 
Editor’s note: This section will recommendations for how the framework defined for the service data schema can be reused, extended and persevered through an upgrade for subsequent service definitions. 

7.1
Introduction

Extensibility allows applications to function during changes in the surrounding architectures.  Backward compatibility deals with the requirements that must be in place prior to extending data for services.  This section addresses both.
7.2
Extensibility of IMS Application Server Service Data Descriptions
7.2.1
Extensibility – adding data sets. 
Even established telephony services must change over time.  For example, law enforcement act, emergency services, and priority service have changed even the basic telephony services.  This extensibility section deals with the definition of the data into blobs, and the options for extending services.  

For simpler storage and retrieval, service features may be combined into a group or groups.  Larger groups should be expected as a result of initial maturity of many service definitions.  Since the data is communicated to the HSS via transparent data, these should be grouped into Transparent Data blobs, and identified by Service Indication name.  The blob defined by a distinct service indication is herein referred to as a database.

The service data descriptions contained in one database may be a complete service suite definition, or can be viewed as a portion of a service definition.  The remaining portion of a service definition may be comprised of elements specific to a particular architecture (e.g. WLAN, CDMA etc.), or a subsequent addition to standardised service definitions, or proprietary extensions. The principle of extensibility should be applicable to all afore-mentioned cases. 
An example figure 7.2 below considers the database contents for a distinct service. Each of the darker services blocks (databases) represent an HSS transparent data blob with a distinct service indication.  Multiple databases may be applied to represent a service suite on an application server.  

On the left, the representation depicts the grouping of mature TAS services.  It represents that additional services be located in an extension database, ‘services2’.  Note that Services2 does not repeat data from the Services1 and cannot serve a subscriber on its own, but instead extends the TAS services in a group.

On the right, notice that many of the services defined within the Services2 structure were also defined in the Services1 structure.  With this association, if any Services1 data remains required, there will be dead data also conveyed.  Instead, we should create data so that established features are collected in one database and outlier features, new features and low penetration features are separated.  In this way, when/if data is made obsolete, it is more likely isolated in structures that aren't required by all users. In summary, data associated with a base functionality should be extended, rather than redefined.  

Additionally, extensions to the basis of Services1 (e.g. Services4) if generated in a distinct database, should also be extended by reference.  This could be within a structure like Services2 or within a new extension similar to Services5. 

All ASs capable of operating in a network will semantically understand the agreed upon ‘3GPP Services’ data.  Other ASs may recognize the extensions if appropriate.   

7.2.2
Extensibility within defined datasets.

Databases may be expanded to keep similar features intact.  This is possible without predefining spare fields.  Rules for the extensions are dependent upon the agreed upon schemas.  Backward compatibility rules must also be built into the schemas.


[image: image2]
Figure 7.2, Analysis of Extension databases: Inference and explicit

7.2.3
Syntactic and Semantic recognition.
When detected in any application server, databases that are syntactically parsed, but not completely semantically understood by that application should follow strict extensibility rules.  These must preserve unrecognized data for application servers that may later receive this data and understand it.  This allows newer applications to extend data versions when new data is required, and requires the previous version of application server to permit the additions.    Syntactically all ASs must be capable of identifying unrecognized data.  Further, upon updating data in the HSS, an AS must also convey the unrecognized data integrated with any recognized data changes.  

8
Alternative solutions 

Editor’s note: This section will contain all the possible solutions presented and the changes required in the specifications to implement them.

9
Conclusions and recommendations

Editor’s note: This section will indicate the conclusions and recommendations.
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