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1  Introduction

This document presents a complementary solution for S-CSCF service restoration based on the alternative solutions in section 6.1. 
2  Discussion
Based on the alternative solutions in section 6, unregistered services, originating traffic from registered user and terminating traffic for registered user could be processed after re-selection of the S-CSCF and restoration of the user’s service data and registration data or triggering the UE to initiate a new registration. But there are some problems.
These restoration solutions make it possible that the network could provide the service to the user after the S-CSCF fails or resumes. But the user may still not be authenticated by the S-CSCF. The S-CSCF does not know whether the user is authorized to use the network or not. In such a case, the S-CSCF should request the user to authenticate immediately after service restoration.
During the originating restoration procedures, it is possible to trigger the UE to register and authenticate by the solution provided in section 6.2 of the TR 23.820. But During the terminating restoration procedures, it is difficult for the S-CSCF to do the triggering. One possible solution is that based on the solution in the section 6.1.2 of the TR 23.820, the S-CSCF could also store the information of the UE’s subscription to the reg event package in the HSS when the UE initiates a subscription. This information can be retrieved by the S-CSCF during restoration to trigger the UE to initiate registration and authentication. In addition, by triggering the UE to register, it also makes restoration of the subscriptions to the reg event package possible. All the network elements needing subscription to notification of the reg event may determine to subscribe for another time during the registration procedure. 
3  Recommendation/Proposal
According to the above discussion, it is proposed to make the following changes to the TR 23.820 v0.3.0.
**************   First Change    *******************

6.1.1
Introduction

This solution for processing of SIP requests after a S-CSCF restart or during a S-CSCF downtime is based in the principle that S-CSCF information is stored in the HSS. There is a set of basic information that would be required for an S-CSCF to handle the requests for a user; it comprises the list of SIP Proxies (usually the P-CSCF address), list of Public User Identities, Contact Addresses and Contact Header parameters. In order to request the user to authenticate, the information of the UE’s subscription to the reg-event package may also be required to be stored in the HSS. Other information, such as other active subscriptions using the SIP reg-event package could be refreshed by the clients of the subscription after take over. The following clauses describe the modifications required for this solution.

**************   Second Change    *******************

6.1.2
Normal Registration

In order for the information to be available later, the S-CSCF would be required to store it in the HSS. This could be done during the registration process with an additional information element in the SAR request. In addition to the basic set of information required to handle traffic. The changes to the protocol would be in the form of an additional information element in table 6.1.2.1 of 3GPP TS 29.228 [10]:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	O
	If Server-Assignment-Type is REGISTRATION or RE_REGISTRATION, the S-CSCF may optionally send this information element to the HSS. This information allows a later retrieval in case of an S-CSCF service interruption. 


The detailed behavior in clause 6.1.2.1 should also indicate that the HSS shall store this information if it implements IMS Restoration Procedures. The information will be associated to the Private User Identity and the Implicit Registration Set that is affected by the SAR request, and it will contain:

· the list of SIP proxies in the path (normally it would be just the P-CSCF address), 

· the Contact Information (Contact Addresses and Contact Header parameters), 
· the UE’s subscription information(Call-ID, From, To, Record-Route),
Note: To avoid frequent storing of the subscription information in the HSS, the CSeq should not be included in the S-CSCF Information.
As the following figure 6.1.2.1 shows, the S-CSCF backups user registration related data such as the content of Path, Contact address in the HSS during the initial registration procedure. When the S-CSCF sends SAR to request the user profile from the HSS in step 14 after successful authentication, the backup data are carried in the message to the HSS at the same time. 

[image: image1.emf]UE P-CSCF I-CSCF S-CSCF HSS

1. REGISTER

2. REGISTER

5. REGISTER

6. MAR

7. MAA

8. 401

9. 401

10. 401

11. REGISTER

12. REGISTER

13. REGISTER

14. SAR

15. SAA

16. 200 OK

17. 200 OK

18. 200 OK

User-Backup-Data

3. UAR

4. UAA


Figure 6.1.2.1  Backup of registration data during initial registration procedure

1-13. The UE initiates the registration towards the network and the normal registration procedure follows.

14. The S-CSCF name is changed and the S-CSCF sends the SAR with these registration related data.
15. The HSS checks whether it is an initial registration and then stores the registration related data and returns the SAA to the S-CSCF with service profile.

16-18. Normal registration procedure.

Note: In the above step 14, it is needed to extend the function of the HSS and the S-CSCF and enhance the Cx interface to make it possible that the S-CSCF could backup registration data such as Path and Contact address of the user in the HSS during the registration procedure. 

Editor’s Note: If multiple registrations from the same UE and public user identity need to be taken into account, then there could be a need to consider the update of this information in the re-registration case. In addition to that, the S-CSCF will have to combine the information of all the Contact Addresses when updating S-CSCF information in the HSS (also for initial registration).

Editor’s Note: It is FFS if GRUU (part of the Contact Header Information) needs to be stored in the HSS and how this fact affects the described procedure.
**************   Third Change    *******************

6.1.3
Retrieval of S-CSCF Information

According to the analysis in clause 5.2, the most relevant case in which the S-CSCF might need this information is when processing a terminating SIP Request. In this case, when the HSS believes the identity to be Registered, the SAA response will be either DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED if the request is originated in a different S-CSCF or DIAMETER_ERROR_IN_ASSIGNMENT_TYPE if it comes from the same S-CSCF.

For DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, the proposal is to add the information stored in the HSS to the response so that the S-CSCF has the possibility to forward the request to the P-CSCF that attends the user. The other error code covers the case of a double S-CSCF assignment. To avoid that situation, the proposal is to create a new value for Server-Assignment-Type in order to overwrite the S-CSCF name stored in the HSS and to allow this operation only if there was a previous request for capabilities from the I-CSCF. The I-CSCF should also be allowed to request REGISTRATION_AND_CAPABILITIES in the terminating case. The changes to the protocol would be in table 6.1.2.2 adding the information element with S-CSCF information:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	C
	The HSS shall send this information element if it implements the IMS Restoration Procedures and Experimental-Result is DIAMETER_ERROR_IN_ASSIGNMENT_TYPE or the value of Server-Assignment-Type in the request is NO_ASSIGNMENT or REASSIGNMENT. 


The following figure shows the traffic flow for retrieval of information from the same S-CSCF:
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Figure 6.1.3.1. Retrieval from the previous S-CSCF

Note 1:  In the above steps 2 and 3, it is needed to send the S-CSCF information from the HSS to the S-CSCF. This means an enhancement of both HSS and S-CSCF and it can be done in two ways. One is enhancing the S-CSCF, so that when it receives the SAA with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, it is able to send SAR with a new Server Assignment Type as RESTORE to request backuped data from the HSS. The other is represented in figure 6.1.3.1 and it is enhancing the HSS to add the information in the SAA for this error code.

The following figure shows the traffic flow for retrieval of information from a different S-CSCF:
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Figure 6.1.3.2. Retrieval from a different S-CSCF

Note 1:  The failure of the S-CSCF1 may be detected before the I-CSCF forwards the INVITE to the S-CSCF1.

Editor’s note: How to ascertain the S-CSCF1 failed is FFS.

Note 2:  In the above step 2, it is needed to enhance the I-CSCF to be able to explicitly request S-CSCF capabilities and re-select the S-CSCF during terminating procedure.

Note 3:  In the above step 4, the I-CSCF may carry an indication for restoration in the terminating SIP request to indicate the S-CSCF it is a new assigned server caused by the failure of the originally assigned S-CSCF.

Editor’s note: How to carry the restoration indication in the SIP request is FFS.

Note 4:  In the above step 5, it is needed to extend the SAR with a new Server Assignment Type as REASSIGNMENT to request backuped data from the HSS.

Note 5:  In the above step 6, it is needed to enhance the HSS to be able to send the user profile even if the requesting S-CSCF is different from the stored S-CSCF.

Note 6:  In the above step 6, it is needed to extend the SAA and enhance the HSS to be able to send the backuped data together with the user profile after receiving REASSIGNMENT indication from the S-CSCF, even if the requesting S-CSCF is different from the stored S-CSCF.
Another alternative would be to trigger an initial registration of the UE after step 3 (when the request using the retrieved S-CSCF information is finished), so that the status of the registered user can be rebuilt completely across the network. This can be done with a NOTIFY using the UE subscription information to the reg-event package that was previously stored in the HSS.

Note: Since the retrieved subscription information does not include the CSeq parameter, the S-CSCF could use an allowed maximum CSeq value in the NOTIFY message.



**************   Fourth Change    *******************

6.1.x
Backup of S-CSCF information after UE’s subscription 
When the S-CSCF receives the UE’s subscription to notification of the reg-event, the S-CSCF could send an SAR carrying the information of the UE’s subscription to the HSS for backup. The value of the Server Assignment Type could be set to RE_REGISTRATION. The User Data Already Available parameter should be set to USER_DATA_ALREADY_AVAILABLE. 

Note: The S-CSCF would always send an SAR to the HSS to store the UE’s subscription information when this is the first subscription of the UE in the S-CSCF. In other cases, the S-CSCF could compare the subscription information with the existing one. If the subscription information including Call-ID, From, To, Record-Route does not change, the S-CSCF need not send SAR for backup.

The S-CSCF should send the registration data together with the subscription data as one S-CSCF information, in order to avoid additional handling in the HSS. Each time the HSS receives the S-CSCF information related to the same Private User Identity in the SAR, the HSS just overwrite the old one. The procedure is showed in the following figure.
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Figure 6.1.x.1  Backup data after UE’s subscription
Note: The S-CSCF information in the step 5 shall include registration data and subscription data.
**************   End of Change    *******************
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