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1. INTRODUCTION
If a new eGTP version (GTP v2) is specified in Rel 8, it opens up for new protocol functions and in particular opens up the header for new fields and mechanisms. When starting to specify the new GTP protocol it is useful to state some basic principles for the protocol.

· Due to backwards compatibility it is required that a fall back to GTP v1 is possible, and the method for this in GTP is to use the Version field in the header to indicate the GTP version, i.e. bits 6-8 of byte 1 will be used as today.
· Due to simplified handling of the protocol for GTP v1 and GTP v2 it is advantageous that the fields of the protocols are aligned between the versions. This means that at least the Version field, the Message Type, the Length field and the TEID should all be aligned to their current position and length. Other fields will be FFS.
· The length of the header should be aligned to n*4 bytes in order to have simplified handling in the implementation.

2. PROPOSAL
It proposed to do the following changes to the TR 29.803.
___________________________First Change_______________________
4.1.x
eGTP header
The following are some basic requirements for the eGTP header: 
· Due to backwards compatibility it is required that a fall back to GTP v1 is possible, and the method for this in GTP is to use the Version field in the header to indicate the GTP version, i.e. bits 6-8 of byte one must be used as today.

· The length of the eGTP header shall be aligned to n*4 bytes as is today, in order to have simple handling in the implementation.

· Due to simplified handling of the protocol for GTP v1 and GTP v2 it is advantageous that the fields of the protocols are aligned between the versions. This means that in addition to the Version field, at least the Message Type, the Length field and the TEID are all aligned to their current position and length.
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	Version
	FFS
	FFS
	FFS
	FFS
	FFS
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	Length (1st Octet)
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	Length (2nd Octet)
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	Tunnel Endpoint Identifier (1st Octet)
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	Tunnel Endpoint Identifier (2nd Octet)
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	Tunnel Endpoint Identifier (3rd Octet)
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	Tunnel Endpoint Identifier (4th Octet)

	9-n
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______________________________End of Changes______________________

