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Introduction
SA2 have agreed that the reference point connecting the ePDG to the 3GPP AAA Server/ proxy inherit from the existing I-WLAN reference point Wm, but it is marked with an “*” to denote that differences with the original I-WLAN reference point. This contribution is to discuss the possible impact on Wm*.
Discussion

The Wm* reference point specified in 23.402 connects the ePDG to the 3GPP AAA Server for non-roaming case or to the 3GPP AAA proxy for roaming case and transports mobility parameters, tunnel authentication and authorization data. Differences compared to Wm as defined in 29.234 are FFS. Because the Wm* reference point is basically an evolution of the Wm, so we can give the assumptions as following list:

1. The Wm* reference point shall support the Authentication, Authorization procedure and user data handling. These procedures should be as similar as possible with the specification in 29.234, although the variations may exist regarding information elements depending on the non-3GPP access.
2. The Wm* reference point shall Diameter-based for the smooth evolution from Wm to Wm*.
3. In order to comply with the discussions in SA2 related to PDN GW selection and PDN GW address retrieval, some additions will be implied over Wm*: an indication of whether a PDN GW in the VPLMN is allowed or if it can only be allocated in HPLMN, a PDN GW address or name upon attach or registration, the PDN GW IP address during inter-access system mobility.
Proposal

Based on the above discussion, it is proposed to introduce the following text into 29.803 relate to Wm* as a starting point for further discussion.
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6.2.9 3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Requirements
The Wm* reference point is defined between the 3GPP AAA Server/Proxy and the ePDG. The Wm* reference point is an evolution of the existing Wm and respects backwards compatibility. The Wm* reference point inherits existing Wm procedures, message descriptions and information elements specified in 3GPP TS 29.234 [8]for users accessing SAE via an un-trusted non-3GPP IP access.
6.2.9.1.1 Initial Attach procedure

6.2.9.1.1.1 Authentication Request

The parameters for Authentication Request message are, but not exclusively, listed as below:

-User ID that complies with NAI format specified in TS23.003[z]
-Authentication Request Type that defines whether the user is to authentication only or authentication and authorization are required.
-Access Type that indicates which non-3GPP access network the user using. 
The parameters for Authentication Request message are FFS.
6.2.9.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
The parameters for Authentication Request message are, but not exclusively, listed as below:
-Result Code that indicates the result of the operation
6.2.9.1.1.3 Authorization Request

The parameters for Authorization Request message are, but not exclusively, listed as below:

-User ID that complies with NAI format specified in TS23.003[z]
-Supported  Non-3GPP Access QoS Profile. If the Non-3GPP Access Network supports QoS mechanisms, this may be included and shall contain the Non-3GPP Access Network’s QoS capabilities.
The parameters for Authorization Request message are FFS.
6.2.9.1.1.4 Authorization Response

The parameters for Authorization Response message are, but not exclusively, listed as below:
-Registration Result that indicates the result of the operation.
-PDN GW Selection information, which is: 

An IP address of a PDN GW and an APN, or an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW from the home PLMN shall be allocated, and

An indication whether the allocation of a Serving GW from the visited PLMN is needed.
-Authorized Non-3GPP Access QoS Profile that  contains the Supported  Non-3GPP Access QoS Profile authorized by the 3GPP AAA server based on the subscribed QoS parameters from the HSS, Non-3GPP Access Network’s QoS capabilities and other information, e.g. operator’s policies. 
The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.9.2 Candidates

6.2.9.2.1 Diameter

Editor's note: The equivalent interface of Wm* in current 3GPP system is Wm interface in I-WLAN (see 3GPP TS 29.234 [x4]). Wm interface can be based on Diameter. So Diameter is listed as a candidate for Wm* interface.

6.2.9.3 Analysis

6.2.9.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.9.1 shall be studied in this section.

6.2.9.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
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