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Introduction
Currently within 3GPP 23.007 Rel-7, there exists description around restoration procedures for location registers in GSM/GPRS (HLR, VLR, SGSN, GGSN, etc). An analogous mechanism is discussed in this contribution specific for IMS.
Discussion
The loss or corruption of subscriber data in the Home Location Register (HLR) has an impact not only in the HLR’s own PLMN but also on the service for its mobiles in other PLMNs. The process of restoration of HLR data involves co-operation from all the VLRs to which its mobiles have roamed.

Data restoration may be required for the following reasons:

· Software and Hardware upgrade

· Restart of the HLR application

· Recover from a data corruption

· Data alignment between the HLR and VLRs/SGSNs

In IMS, the S-CSCF only holds home subscribers so there is more of a static relationship between the HSS and the S-CSCF. There is little dynamically changing data.

Nevertheless, IMS could benefit from the sending of an reset message in the following circumstances:
· Mobile Originated Session – When the UE initiates a session, the S-CSCF will normally invoke originated filter criteria. If the S-CSCF knows that the HSS has undergone a restart (for example), it can send an SAR to the HSS asking for a fresh profile before invoking filter criteria

· Mobile Terminated Session – Similar to the MO Session, when the I-CSCF routes the session to the S-CSCF, the S-CSCF can download the profile again if it knows its data may not be up-to-date.

· Re-registration – On an UE-initiated re-registration, the SAR procedure is optional. The receipt of a reset message would mandate that the S-CSCF contacts the HSS on the next registration.
Use of HSS-Reset Illustrated (Mobile-originated session case):
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The HSS sends a diameter message request once it recovers. This message is sent to all S-CSCF and Application Servers for whom the HSS is maintaining data. Once the AS/S-CSCF receives such a message it updates their corresponding states. Currently 3GPP Rel-7 29.228 specifies that on receiving a User_Data_Already_Available flag, the HSS may override the flag and download the user profile pertaining to a public identity. 
The AS may trigger a user data read message to download a fresh instance of user data after it has received such a reset message.

Conclusion
CT4 is asked for their opinion on this proposal as an improvement in IMS Restoration Procedures in the Rel-8 timeframe. Nortel will bring necessary CRs when the basic principle for this is agreed.
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