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Abstract: The paper highlights the need to deal with synchronisation of user profile between the HSS and S-CSCF and points out deficiencies in relying on S-CSCF to instruct HSS about downloading user profile. It also suggests the possibility of allowing the HSS to override the information contained in UDAA AVP received from the S-CSCF.

Discussion

Who is responsible to ensure consistency of the user profile stored in the S-CSCF?

HSS is used to store the user profile and as such is the master of this information. It is the responsibility of the operator to maintain up-to-date the user profile within the HSS, according to services offered to the end-user. Any user profile information update in the HSS must trigger a Cx User Profile Update procedure (PPR/PPA exchange between HSS and S-CSCF), in order to update the user profile stored in the S-CSCF, to ensure a correct service offering to the end-user.

During (re-)registration procedure, the "User Data Already Available" information element is used to minimize the number of profile download over the Cx interface: if present and set to "User Data Already Available", the S-CSCF notifies the HSS that the user profile information download is not necessary. However, in the current Cx specification, it is not clear whether the HSS is able to override the UDAA notification sent by the S-CSCF i.e. send the user profile even if the S-CSCF is indicating that the user related information are already available.

Potential unsynchronised User profile:

It seems that the current understanding is that the user profile information stored in HSS and S-CSCF are always synchronized at some point. If it was the case, there would be no problem for the HSS to rely on the information contained in the User Data Already Available information.

However, a loss of synchronisation may occur in case of failure of the HSS initiated update of the user profile. Possible reasons for such a failure may be a temporary transport failure between the HSS and the S-CSCF or the reception of a permanent failure indication (e.g. DIAMETER_UNABLE_TO_COMPLY) in the PPA consecutive to a PPR. The HSS behaviour in such a failure case is not specified in the 3GPP TS 29.228, except for the case of reception of "DIAMETER_ERROR_TOO_MUCH_DATA" for which a user deregistration is initiated by the HSS. In case of profile update failure, the S-CSCF may assume that the user profile is still up-to-date and may never request a profile download in the SAR until the next successful profile update procedure initiated by the HSS.

Moreover, a loss of synchronisation may occur if there is a failure in the handling of the SAA sent by the HSS containing the user profile information, as the HSS has no mean to know that the profile was correctly received and handled by the S-CSCF.

Proposed solution

To overcome the potential problem of loss of synchronisation between HSS and S-CSCF after HSS-initiated profile update failure or failure of the SAA handling, a simple solution would be to introduce a sequence number in the user profile on the model of the sequence number user in the handling of the repository data. This sequence number would be part of the user profile and exchanged between the S-CSCF and the HSS along with the "User Data Already Available" information element.

Impacts on the 29.228

Table 6.1.2.1: S-CSCF registration/deregistration notification request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Public User Identity / Public Service Identity

(See 7.2 and 7.2a)
	Public-Identity
	C
	Public Identity or list of Public Identities.

One and only one Public Identity shall be present if the Server-Assignment-Type is any value other than TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA, TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME, USER_DEREGISTRATION_STORE_SERVER_NAME or ADMINISTRATIVE_DEREGISTRATION.

If Server-Assignment-Type indicates deregistration of some type and Private Identity is not present in the request, at least one Public Identity shall be present.

	S-CSCF Name

(See 7.4)
	Server-Name
	M
	Name of the S-CSCF.

	Private User Identity / Private Service Identity

(See 7.3 and 7.3a)
	User-Name
	C
	Private Identity.

It shall be present if it is available when the S-CSCF issues the request.

It may be absent during the initiation of a session to an unregistered Public Identity. In such situation, Server-Assignment-Type shall contain the value UNREGISTERED_USER.

In case of de-registration, Server-Assignment-Type equal to TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION or ADMINISTRATIVE_DEREGISTRATION, if no Public-Identity AVPs are present then User-Name AVP shall be present. 

	Server Assignment Type

(See 7.8)
	Server-Assignment-Type
	M
	Type of update that the S-CSCF requests in the HSS (e.g: de-registration). See 3GPP TS 29.229 [5] for all the possible values.

	User Data Already Available

(See 7.16)
	User-Data-Already-Available
	M
	This indicates if the user profile is already available in the S-CSCF.

In the case where Server-Assignment-Type is not equal to NO_ASSIGNMENT, REGISTRATION, RE_REGISTRATION or UNREGISTERED_USER, the HSS shall not use User Data Already Available when processing the request.

	User Profile version number (see.7.x)
	User-Profile-Version-Number
	C
	This identifies the version of the user profile stored by the S-CSCF
This IE shall be present if the User Data Already Available IE is set to "User Data Already Available

	Routing Information (See 7.13)
	Destination-Host 
	C
	If the S-CSCF knows the HSS name, the Destination-Host AVP shall be present in the command. 

This information is available if the request belongs to an already existing registration, e.g. in case of the re-registration, where the HSS name is stored in the S-CSCF. The HSS name is obtained from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command.

This information may not be available if the command is sent as a consequence of a session termination for an unregistered Public Identity. In this case the Destination-Host AVP is not present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the S-CSCF. 


6.6
Download of the Relevant User Profile

The download of the relevant user profile from the HSS to the S-CSCF depends on whether the user profile is already stored in the S-CSCF. If the SiFC feature is supported by the HSS and S-CSCF, the HSS shall download the identifiers of the shared iFC sets. If either the HSS or the S-CSCF does not support the SiFC feature, the HSS shall download the complete iFCs, and SiFC identifiers shall not be downloaded by the HSS. The SiFC feature is defined in 3GPP TS 29.229 [5].

If User-Data-Already-Available is set to USER_DATA_NOT_AVAILABLE the HSS shall download the requested user profile. If the Public User Identity in the request is included in an implicitly registered Public User Identity set, the HSS shall include in the response the service profiles associated with all Public User Identities within the implicitly registered Public User Identity set to which the received Public User Identity belongs.

If User-Data-Already-Available is set to USER_DATA_ALREADY_AVAILABLE, the HSS shall not return any user profile data if the user profile version number provided by the S-CSCF matches the version number in the user profile stored in the HSS. If not, the HSS shall download the user profile.
B.2
Service profile

The following picture gives an outline of the UML model of the Service Profile class:
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Figure B.2.1: Service Profile
Each instance of the Service Profile class, identified by a service profile version number, consists of one or several instances of the class Public Identification. Public Identification class contains the Public Identities associated with that service profile. The information in the Core Network Service Authorization, Initial Filter Criteria, and Shared iFC Set classes apply to all Public Identification instances, which are included in one Service profile class.

Each instance of the Service Profile class contains zero or one instance of the class Core Network Service Authorization. If no instance of the class Core Network Service Authorization is present, no filtering related to subscribed media applies in S-CSCF.

Each instance of the Service Profile class is identified by a service profile version number, managed internally by the HSS and modified after each update of the service profile.

Each instance of the class Service Profile contains zero or several instances of the class Initial Filter Criteria. 

Each instance of the class Service Profile contains zero or more instances of the class Shared iFC Set. A Shared iFC Set points to a set of Initial Filter Criteria locally administered and stored at the S-CSCF. Shared iFC Sets may be shared by several Service Profiles.

Impact on 23.008
3.x
Data related to version number of the service profile

The Data related to CAMEL Support of IMS Services are applicable to IMS subscribers only.
3.8.1 Service profile version number

Identifies the version of the user related service profile stored in the HSS.
The service profile version number is permanent data stored in the HSS and S-CSCF
5.3
IP Multimedia Service Data Storage

Table 5.3: Overview of IMS subscriber data used for IP Multimedia services

	PARAMETER
	Subclause
	HSS
	S-CSCF
	IM-SSF
	AS
	TYPE

	Private User Identity
	3.1.1
	M
	M
	
	-
	P

	Public User Identity
	3.1.2
	M
	M
	
	-
	P

	Barring Indication
	3.1.3
	M
	M
	
	-
	P

	List of authorized visited network identifiers
	3.1.4
	M
	-
	
	-
	P

	Services related to Unregistered State
	3.1.5
	M
	-
	
	-
	P

	Implicitly registered Public User Identity sets
	3.1.6
	C
	C
	-
	-
	P

	Default Public User Identity indicator
	3.1.7
	C
	-
	-
	-
	P

	Display Name
	3.1.9
	C
	C
	-
	-
	P

	Registration Status
	3.2.1
	M
	-
	
	-
	T

	S-CSCF Name
	3.2.2
	M
	-
	
	-
	T

	Diameter Client Address of S-CSCF
	3.2.3
	M
	-
	
	-
	T

	Diameter Server Address of HSS
	3.2.4
	-
	M
	-
	C
	T

	RAND, XRES, CK, IK and AUTN
	3.3.1
	M
	C
	
	-
	T

	Server Capabilities
	3.4.1
	C
	C
	
	-
	P

	Initial Filter Criteria
	3.5.2
	C
	C
	
	-
	P

	Application Server Information
	3.5.3
	C
	C
	-
	-
	P

	Service Indication
	3.5.4
	M
	-
	
	M
	P

	Shared iFC Set Identifier
	3.5.5
	C
	C
	
	
	P

	Transparent Data
	3.5.6
	C
	
	
	C
	T

	Subscribed Media Profile Identifier
	3.6.1
	C
	C
	
	-
	P

	Primary Event Charging Function Name
	3.7.1
	C
	C
	-
	-
	P

	Secondary Event Charging Function Name
	3.7.2
	C
	C
	-
	-
	P

	Primary Charging Collection Function Name
	3.7.3
	C
	C
	-
	-
	P

	Secondary Charging Collection Function Name
	3.7.4
	C
	C
	-
	-
	P

	O-IM-CSI
	3.8.1
	C
	-
	C
	-
	P

	VT-IM-CSI
	3.8.2
	C
	-
	C
	-
	P

	D-IM-CSI
	3.8.3
	C
	-
	C
	-
	P

	GsmSCF address for IM CSI
	3.8.4
	C
	-
	-
	-
	P

	IM-SSF address for IM CSI
	3.8.5
	C
	-
	-
	-
	T

	Service profile version number
	3.x.1
	M
	C
	-
	-
	P
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